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From: "Delmar, Richard K."
Date: Feb 26, 2016 12:40:47 PM
Subject: FOIA - Treasury OIG - closed investigations

This responds to your two FOIA requests for lists of Treasury OIG closed
investigations for calendar years 2010 and 2015 (docketed as 2016-02-061 and 2016-
02-97). The attached PDF is a list for both those years, identifying case numbers,
bureau, and a summary of the allegations. Subject and withess names are redacted
per FOIA Exemption 7C.

If you disagree with this resolution of your FOIA request, you can appeal the matter
pursuant to 5 U.S.C. section 552(a)(6)(A)(i). Pursuant to the Department's FOIA
appeal process set forth in 31 C.F.R. section 1.5(i), an appeal must be submitted
within 35 days from the date of this response to your request, signed by you and
addressed to: Freedom of Information Act Appeal, DO, FOIA and Transparency,
Department of the Treasury, Washington, D.C. 20220. The appeal should reasonably
describe your basis for believing that Treasury OIG possesses records to which
access has been wrongly denied, that the redactions are improper, or that we have
otherwise violated applicable FOIA law or policy.

Rich Delmar
Counsel to the Inspector General
Department of the Treasury
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01/14/2010

01/15/2010

01/19/2010

01/20/2010

© 01/22/2010

01/25/2010

© 02/05/2010

©02/18/2010

 02/19/2010

SUMMARY: COMMENTE F ol N P ol )

On 3/19/07, CMB received oorrespondeme from an anonymous cnrnplamant mganﬁng
itlegal payments made to a contractor cleaning company for services provided that were |
not covered by the contract. Management was made aware of the payments and took the
FMS forwarded Ol information regarding participation in a2 Grand Jury investigation
conducted by HHS OIG and the Commonwealth of Pennsylvania OIG. Allegations concern
the fraudulent receipt of Commonwealth of Pennsylvania issued low income heating
subsidy program benefit checks. Involved subjects included two current FMS employees
and one former FMS employee, believed to be members of a larger ¢crime ring. FMS
participation thus far involved verification of employment.

'Mismanagement of Recovery Act Awards for Clean Energy Projects.
Complainant contacted OIG concerning information developed during an unrelated

investigation being conducted by the Office of inspector General, Government Printing
Office. Complainant alleged the Subject maybe involved in unauthorized off-duty

On 5/12/08, Montgomery County (MD) Police Department,
contacted jn re to 3 series of albered Treasury checks that have
been negotiated at several banks in Montgomery County, MD. The initlal investigation
revealed that the checks were originally issued to individuals residing in Ohlo. The payee
information was aitered as well as the dollar amount of the checks.

) B _ S i
USPIS in Phoenix, Arizonia reports that a suspect by the name mmle |
approximately 25 US Treasury checks worth approx. $266,000 frofM the mall and ‘

S U S S

_nesatiated them throueh his persanal haok account, !

Correposndence received with allegations of unauthorized disclosure of non-publlc
information

Correspondence received regarding the arrest of Public Debt employee- ‘

who was indicted by a Wood County, West Virginia, grand jury on September 18, 2009, '
and arrested on September 22, 2009, on charges of negligent homicide. l

" Ol received correspondence with allegations W
Bank taking money from varicus escrow accounts to ben imself and seperate f

moreage COMDANY.



2008-0032-1

{BPD-09-0095-1

(FMS-10-0945-1

|USM-09-01784
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FMS-10-0182-|

|USM-10-0421-1

Bureau of Engraving and Printing 03/01/2010
United StatesMint  03/01/2010
Bureau of Public Debt 03/02/2010
Financlal Management Service =~ 03/10/2010
United States Mint T 03/11/2010
Financial Management Service ' ©03/12/2010

 $423,905,000.

concerning $1.2 million amount that may have been part of a larger aggregate amount of

ICE provided S‘f&rmaﬁon from an informant regarding money laundering 1,
$20 mitlion that was allegedly buried by a drug dealer before he was sentenced. ICE !

Requested assistance from BEP regarding personal information/identifiers.

on 6/5/09, Ol received information referral from BPD regardmg the identification of four

family members attempting to make fraudulent purchases of marketable securities via the
BPD online Treasury Direct system. All four Treasury Direct account holders (all relatives
with the last nam.reated primary accounts beginning on 4/24/09. They began
participating in noncompetitive auctions primarily from May 18, 2009 through May 28,
2009 through TreasuryDirect. All scheduled repeat purchases were in large amounts (some
in the amount of $10's of millions) using their Treasury Direct zero-percent certificate of
indebtedness (C of I). The requests were ultimately unfunded because all requests were
returned for insufficient funds. No valid purchases resutted G} 2ttempted
marketable purchase requests totaled $639,505,000, but the Subjects hemselves, deleted

Dtsmctof&rlumbanfﬁceofmspectorGenaal Investigations Division (DCOIG) In

reference to the forgery and cashing of District of Columbia Child and Family Services
Agency checks. According to DCOIG, the District of Calumbia Child andFamily Services
Agency has had numerous checks intended for recipients in the 20019 zipcode stolen and
cashed in the names of the victims they were intended. The Suspect{s) (Unknown) cbtain |
the checks by unknown means, create a District of Columbia containing their plcture and
the name, address, and date of birth of the victim. The Suspect{s) then take the stolen ‘
check to a liquor store or check cashing place in and around Washington, DC tocash the |
Ol received correspondence with regarding allegations of credit card fraud by one of the 1
on-call agents at USM. Duplicate case numbers 09-0197 and 10-0008, which have been ‘

_ glosedtn GIF. L

- - ~+
On 10/20/08, Assistant General Coulnmm a scan of an anonymous;|
letter to TOIG Counsel Delmar, who opined opening as a lead for investigative
analysis/determination. Anonymous complainant alleges inappropriate behavior was
committed by a senior FMS employee -o is allegedly giving preferential

treatment to a subordinate FMS employee to keep her from repeating a story, whereby
Subject tossed candy at another subordinate FMS employee as she went through motions
to remove her shirt at an evening dinner that occurred during off-site government travel.
Forwarded to O! for disposition determination.
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 05/12/2010

05/14/2010

05/26/2010

05/26/2010

© 05/26/2010

05/26/2010

05/28/2010

05/28/2010

06/04/2010

© 06/04/2010

— iy

Information referral received from FDIC regarding a possible impropriety by the Regional
. Pirgctor for QTS
Correspondence received regafdmg aﬂegabms ofmphatyofidermtymehwms.

Correspondence received regarding missing die - ]
cmmmdmammmmmwmmmm
_ Mgt sushemer indaestation.

_ Using Treasury Logo to sell ﬁaudulent 24K goldcoins o
Conespondmcemcewedregardangnnmerwsmregardmgmbvunhmn |
persons using FMS employees name to obtain information and/or money. Upper FMS
__Mmanagednan? is senraccing sanshes seaarrine Shecs saamc,

Correspondence received with allegations that the above-named subject misused a
Government Travel Charge Credit Card.

_ BEP Case Numbey: 09268156
Correspondence received regarding the Off-Duty Arrest of the above named sub;ect.

—1
|
!

BEP Case Number: DCF-SIU-2010-005

Per our confidential infoﬁnantg = 5
y h billing time to t of Treasury on r

Connect contract for the same hours worked on an IRS subcontract (double billing) -
is an (T eontractoe {softwara sendess)
Correspondence received with aliegations of Credit Card Fraud

Allegation recieved that OCC bank Examiner Qs ivolved in a check kiting |

and consumer loan fraud scheme,
Complainant has been victimized by US Treasury scam bymdmdua!spmentatonettmem

the US, and potentially still in US. Information is forwarded to for review and

determination. Should Ot dedline nlease forward hack to CMO.
Correspondence received with allegations of suspicious mutiliated currency redemption. 1
Case Number: 09-274-060

On Oct. 20, 2009, at 4:15 pm, BEP forwarded Memorandum dated Oct 13, 2009, via ;
OlGintake. Matter forwarded to Ol immediately on morning of Oct. 21, 2009, for review |

Correspondence received with auegatnons of Suspicious Mutilated Currency Claim. Case
#09-274-061

On Oct. 20, 2009, at 4:15 pm, BEP forwarded Memorandum dated Oct 13, 2003, via
OlGIntake. Matter forwarded to Ol immediately on moming of Oct. 21, 2009, for review

i N s
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~ 06/04/2010

_ 06/04/2010

06/04/2010

© 06/04/2010

- 06/07/2010

06/07/2010

06/17/2010

Correspondence Received with Allegations of Suspicious Mutilated Currency Uaim. Case
#09-274-063

On Oct. 20, 2009, at 4:15 pm, BEP forwarded Memorandum dated Oct 13, 2009, via
OlGintake. Matter forwarded to Ol immediately on morning of Oct. 21, 2009, for review

Comespondence received with Allegations of Suspicious Mubiated Currency Claim. Case
#09-274-062

On Oct. 20, 2009, at 4:15 pm, BEP forwarded Memarandum dated Oct 13, 2008, via
OlGintake. Matter forwarded to 0! immediately on moming of Oct. 21, 2009, for review

R T R

Correspondence Received with Allegations of Susplcious Mutilated Currencv Claim.
#09-274-059

'!
ll

On Oct. 20, 2009, at 4:15 pm, BEP forwarded Memorandum dated Oct 13, 2008, via
OIGIntake Matter forwarded to Ol immediately on Oct. 21, 2009, for review and

Wmmmachdmmqbfabanggpm |
Correspondence received regarding Suspicious mutilated currency redemption claims |
activities,
Conespondmoemceivedmgardhgaupidasmuﬁbﬁedmmmdempﬁmhyﬂsac
k P—
%EE: received an exchange request (under the BEP shredded and mutilated currency '
program} for $100,000 - $250,000 in damaged currency by Subject, who claimed that the
money had been buried for approximately 30-40 years on their family's property in
Mexico. Initial examination of the currency shows that although it shows signs of having
been buried, the bills are from a recent printing series which were not in existence 30-40
years ago. As the Subject(s) are immigrants from Mexico, Treasury OIG has requested
assistance from DHS-ICE who will be the primary lead investigative agency.
Benefits issued to annuitant after date of death. Withdrawn from the deceased account
through a number of debit card transaction that ended in February 2008,
On 3/30/10, Counsel Detmar provided CMO a hard-copy of lead initiation documents
which was assigned to Office of Counsel, via Correspondence Management. Counsel
Delmar instructed CMO to forward matter to O for investigative review and consideration. |
Anonymous complaint forwards information alleging conflict of interest on the part of OCC |

*iven his recusal frOm—a matters. |

|
|

|
|

) A ——



|
P

CDFI-09-0088-1

I ,
DO-10-0458-1
'BANK-10-1571-i

|
|
|BEP-09-0120-

FMS-09-0136-1

SCAM-10-1503-1

{FMS-10-1832-1
|
'0CC-10-20714

Departmental Offices (Treasury)

~ Office of Thrift Supervision

United Seates Mint

Departmental Offices (Treasury)

Bénk Faiiuré}'Obstmction?OOl

Bureau of Engré\}iﬁg'ar;d Pﬁ'nti'hgj

Financial Manégement Service

o

Fiinanclaiﬁanageﬁent Service

Office of the Comptroller of the Currency

06/18/2010

| 06/29/2010

© 06/29/2010

© 07/09/2010

© 07/16/2010

07/19/2010

 07/19/2010

© 07/30/2010

1 07/30/2010

08/06/2010

08/06/2010

iy 39, 2005, Of ecsives) sarraspenievon Trom OA reganting an shegton 1oy

OIG/Of received a phone call from FBI that a confidential informant provided information |
that QI e sury DO Empleyee was buying/selling methamphetamines and
GHR _ .
CMB received Briefing Sheet from ASACHIIIIIER reference to the indictment and arrest
oftheabovenamedsublect. = _ — _
Matter received on 5/4/10, via Front Office Correspondence Management system (FO-10-
2211}, which forwarded correspondence sent by the Office of Spedial Counsel, on behalf of
a confidental whistieblower ssuree, reganding ailegstsiens that personne! from the U.S.
Mint, Bffiee Impreperty issued several
Personal identity Verification (PiV) employes.

received from @Y President & Chief Executive Officer, Fraud Examiner / Forensic
Accountant. GfJJJleged that nty Development Organization and @)
ral Credit Union { Federal Credit Union and

eral Credit Union), m ap mately $8.6 million in grant funds E
m the Community Development Financial Institutions Funds. ‘

Comrespondence received regarding Alleged Prohibited Personnel Practicss by Treasury§

On December 22, 2009, Treasury, OIG/OA referred the Silverton Bank, N.A., Atlanta, GA, !
MLR to Ol due to the discovery of what appears to be fraudulent activities involving '

Sitverton Bank Officials.  On April 1, 2010, Ol decided to re-open investigation and |
pursuie the matiec ""‘""l

Ol received-hotline correspondence alieging the Ber@iiJJipmmitted an improper

procurement practice in splitting purchases between related hardware and software; {
Additional allegations forwarded of waste regarding proposed $143 million praject to |
upgrade the "ERP system”. Complainant requests confidentiality. ~

}

Ol received correspondence with allegations of potential ethics violation by the above- T
namedsubject , o
Complainant forwarded a Nigerian scam document, via Correspondence Management 8FO-|
10-2147, which was received by CMO on 3/26/10. Due to server issues, lead inftiation |
document is not able to be uploaded to IMIS at this time. Lead initiation doc uploaded on

U910 after [T informed sorprs wars hack 1o ;
Correspondence received regarding the following: ‘
|

FMS is received a number of calls from two males identifying themselves as DOD
contractors. They have been accessing public forms on pay.gov making bogus transactions
nf ouer § 2 milllnn ; i ) )
Correspondence received regarding the above-named Subject being arrested in February
17,2010,



CDFI-10-0651-1  Community Development Financial Institution  08/09/2010 Correspondence received with allegations of the following buisness falsely representing |
“ 2006-0055-1 Office of the ComptroWer of the Currency 08/11/2010 This office received correspondence from the Complainant ferwarding allegations that
‘ Subject, a former OCC employee, may have violated regulations by attending two OCC
meetings, in August and September 2005, Complainant further states that Subject resigned

i around this sime was advised, by OCC, e would need prior appreval
) TH. - ; - . S e e . IS ba sibasd B sescticne fos 2 sasiad of S umane :
y00—10-2008-l Departmental Offices {Treasury) 08/13/2010 On 5/19/10, complaint received via hotline form submlsslon by an anonymws Dept. of

the Treasury employee, alleging conflict of interest committed by
| QI that he allegedly ordered subordinates to develop and adopt a rulemaking that
‘ would give private company securities organizations, the ability to gain access to highly
‘ confidential government records through the SEC. it is asserted that this would serve _
! Subject's future interests a‘here he is about to commence post- i

T —— e

|BANK-10-22274  Bank Failure/Obstruction/00}  08/24/2010 ~ Aspart of the jomt bank Fraud initiative between FDIC and Treasury OIG's, FDIC SAC

! allas, TX reported that initial inquiries revealed insider trading by the Bank
President and serious intemnal fraud by bank executives. This bank has holdings of $664
million. it is alleged that the bank executives are all famity members and gave themselves
bank funds. FDIC has already began the initial review. This would have subverted the OCC
examination pmcesbynotrevealmgﬂ\eu'uebonowersandmndmonofbammatbdw
the bank’s failure. OIG OA has not conducted a MLR of this bank.

BANK-10-2042-  Bank Failure/Obstruction/0O! 08/26/2010 Correspondence received regarding allegations against Century. OTS examiners obtained |

l
‘ information that Century management and employees intentionally withheld information {
u
|
1

N

from BoD and OTS examiners related to loans and classification of assests. Century !
management approved several loans that had rejected by underwriting. Bank also }
improperly backdated a capital contribution after OTS told not to. It appears agroupof |
loans totaling $9 million were issued to someone under federal indictment and their were |
{ no financial statements associated. ‘
1 Z2-09-0133-1 Departmentai Offices (T reasury) 09/03/2010 As a result of numerous }nquiﬁs regarding fictitious bonds, bills of exchange and other |
‘ Treasury instruments, the OlG/O! has decided to initiate an investigative file for agentsto |
contribute information to regarding these ongoing issues. It has been determined atthe |
end of the fiscal year this investigative case file will be closed via memaorandum which ’

documents the GIG/OI efforts regarding this matter.

|D0-10-0397-1 'Derpartment'arl bfﬁ'ces (Treaéury) R 09/ 14/2010 - OC forwarded recéipt of complai}\t from a D.0. employee, alleging her supervisor was in
' violation of the Standards of Conduct, in that he improperly accepted travel gifts in the

form of conference fees in the approximate value of $700 over the course of two fiscal ‘
MEArS |
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United States Mint

Bureau of E'ngmvi'ng and Pﬁnting'

Bureau of Public Debt

Financial Management Service

Office of the Comptroller of the Currency
Office of the Comptroller of the Currency

United States Mint

Bureau of Public Debt

Office of Thrift Supervision

09/14/2010

09/17/2010

10/13/2010

10/19/2010

10/19/2010
10/20/2010

10/25/2010

10/26/2010

© 10/28/2010

. information recebeed b CAN will ha ucloaded nta IMIS

Anonymous complaint received via the Correspondence Management System, under $F0-
10-0297, which forwards allegations of improper procurement practices, to wit, the sole-
saurce purchases of "hundreds of thousands of douars worth of equi tootls and
supplies” at the sole direction of contract Select suppliers are
benefiting from this non-competitive procurement p

Complaint received 5/28/10 via phone -

Complainant alleges two BEP officers grabbed her arm and caused several bruises. She ]
wishes to make a formal complaint . She wishes to speak to duty agent in Ol. Additional ‘

Wmmammdpmuemukmndmam risk to

National Security E—

Correspondence received from GTA, alleging that s group of indiv&duals%
were able to obtain and use a routi number from FMS and purchase several |
hizh end automohites, — et

Notification of Joint mvstgmon from DOJ = —
DOJ Fraud in Washington, DC is looking into prosecuting “Your Money Access LLC” in |
Florida for Bank fraud related to third party payment they submitted to Wachovia bank

which were fraudulent in nature. “Your Money Access LLC" defrauded Wachovia of
Aanncoximatehs BN millinn dellace dod = SRR

Correspondence received from ing CMB that Ol will be mddng with
the U.S. Mint in two different areas to ine and prevent any possible fraudulent
activities,

On 9/9/10, BPD provided notification via OIG Intake reporting the fol!owing On 9/7/10,
while reviewing internal reports, BPD encountered several large fraudulent purchase
attempts of Savings Bonds and Marketable Securities via TreasuryDirect (TD), BPD's

flagship on-line system. The large purchases the individual attempted to make viofated the
noncompetitive maximum bid limit, with respect to various U.S. Treasury Marketable
Security auctions. More augmenting details regarding other issues contained in BPO's lead |

initiation document. \

e e |

On 8/5/10, BEP forwarded information regarding alleged misuse of government-issued
computer and intermnet access, whereby Subject OTS employee appeared to contact and
arrange for meetings with women through Craigslist and other escort service websites.
Using government e-mail, Subject arranged for meetings with these women at local area
hotels, using his government-issued travel card to pay for his personal hotel use. Per
protocol, OTS is referring this information to TOIG for investigative review.



[2006-0382-1
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D0-10-1645-
|
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USM-11-0217-

{BEP?iiJ-zszs'-v
f
|

|

"Bureau of E't‘\grav‘iAné and Pﬁhtirné :

Office of the Comptroller of the Currency

Finarcial Management Service

7Deparimehfal Offices (Treaéuﬁ) N

United States Mint

~ 11/05/2010

11/02/2010

11/23/2010

' 12/03/2010

12/13/2010

On 7/6/06, this office received correspondence from OCC advising of allegations of confict |
of interest with the Subject. The Subject supervises and contract in which one company |
was terminated for not doing a good job and the new company hired is a company that her
husband works for. The Subject's husband is also the Supervisor for this contract. The
Subject has had two previous travel card violations which were reported to this office. On
11/15/06, this office received additional correspondence received by OIG Counsel from the
Senate Banking Committee forwarding anonymous allegations against the Subject.

o )

As a result of an ongoing investigatien (sase number 2008-0120-) by the Department of
Treasury (Treasury), Office of the Inspector General, Office of Investigations (0IG/Ol), it has|
been determined the OIG/OI will initiate an additional investigetisn regending the
sempramise of the Finansial Management Servise (FMS) Reuting and Transit Number

(RTN) 062736027. |
Background: {

On June 8, 2009, the OIG/O! sbtained a copy of a FMS, Internal Assessment Report, J
whereas the FMS reported 832 fraudulent transastiens using | '
approximately 130 individuals. This RTN suffered a temporary loss ef $3.83 million {
however; FMS was successful in recovering the all but $683.86 during the reciamation

| e S st L
Audit referral for investlghﬁon of potential false claims/statements made
company who attempted to obtain Recovery Act funds under the Spedfied Energy
Correspondence received via OIG Intake regarding allegations of 3 potential Hatch Act
Viglation T — ‘
On 7/22/10, anonymous correspondence received via Correspondence Management, FO-
10-2342, which alleges Subject BEP employee may have committed theft/mismanagement
of Combined Federal Campaign (CFC) funds, in the approximate neighborhood of $60,000
to $100,000 or more. Complainant has observed this Subject employee's previous finandial
difficulties has recently disappeared, although Subject's spouse is not working, and Subject
mysteriousty had cash for the downpayment of a recent home purchase. Additionally, itis
alleged this Subject employee also commits egregious time & attendance abuse, which has
been allegedly sanctioned by BEP management.

e

<4



CDFI-10-1550-1

iOCC-10-2704~I
|

|
i,

usM-m-zau- T

IFMs-10-233841

USM-10-02224

[USM-10-0989-1

' Finandial Managérﬁefit Service

_United States Mint

Community Devefopment Financial Institution

Ofﬁce of the Comptroller of the Currency

nitéd States Mi'h‘t‘m

United States Mint

12/13/2010

©12/13/2010

12/14/2010

12/15/2010

12/15/2010

12/15/2010

on 772§/ib, OCC forwarded information reporting 2 ﬂ%ird-pai'ty allegation daim of sexual

At 2350 hours on Saturday, Jaly 3, 2010, SA

OnBI%/m,mumddehmdedﬁa&n\al,mmaild&mmwmﬂ |
management officials. Information forwarded concerns allegations raised rega a DR |

Program awardee, it is alleged th
has transferred their COFl program a 10 an unc atnliate,
Fmd other unspecified misuses of the award may have occu
7 iInvestigative review.

harassment committed by the above-referenced Subject OCC employee. Itis alleged that
Subject sexually harassed a former female contractor. OCC notes that the Complainant is
also the Subject of OCC-09-0114-, so this matter will be cross-referenced with that file
number for future reference. Per protocol, OCC is requesting investigative review. if no
mvesngatwe interest, OCC requested matter be retumed to their office for management

P SRR

F
|
|
1
|
|

‘Cl’uefofPohce,USMam Chi [ycivised that at approximately 2220
hours on the same date Offi {10 year veteran of the Mint Police)shot
himself in the buttocks with 3 personally owned daringer style pistol in the contril room of
the Philadelphia, PA Mint. allegediy carrying this pistol in his back
pocket while on duty was transported to a local hospital for treatment. The US Mint
police secured the area and processed it as a crime scene. There was one other officer
praentat&!etlmeofd\emt:tdentNombesde’zsm;ureddum\gﬂmimdent

B 5 Security Spedialist, contacted OIG in reference to possible T&A 'i
_ fraud within: Office of Chief Counsel. , R
OlmcenredoonespnndencewmalieganonsofT&Aqud |
Forward to Ol for review and determination.
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Potential alteration of Police Report by USM LE emplayee I
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