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MAR 08 201

This letter serves as the final response to your February 15, 2017, Freedom of
Information Act, (FOIA), request to the National Institute of Standards and Technology.
(NIST), FOIA #DOC-NIST-2017-000585 - (as amended), in which you requested:

(1) All segregable portions in a digital/electronic copy of the NIST Administrative
manual, including the Table of Contents, which is published on the NIST internal
intranet site.

(2) A digital/electronic copy of all NIST Directives

NIST has completed the actual search for responsive records and enclosed are one
hundred and ninety-eight (198) documents consisting of one thousand five hundred
seventy-one (1,571) pages that are being released in their entirety.

We hope that this information fully satisfies your request. If you need further assistance
or would like to discuss any aspect of your request, you may contact either the analyst
who processed your request, FOIA, Mr. Charles Wasil, Management Analyst, at 301-
975-4074, or me, the FOIA Public Liaison/Freedom of Information Act Officer, at 301-
975-4054. We may also be reached at foia@nist.gov. In addition, you may contact the
Office of Government Information Services (OGIS) at the National Archives and
Records Administration to inquire about the FOIA mediation services they offer. The
contact information for OGIS is as follows: Office of Government Information Services,

National Archives and Records Administration, 8601 Adelphi Road-OGIS, College Park,
Maryland 20740-6001, e-mail at ogis@nara.gov; telephone at 202741-5770; toll free at 1-
877-684-6448, or facsimile at 202-741-5769.

You have the right to appeal the response. An appeal must be received within ninety (90)
calendar days of the date of this response letter to:

Assistant General Counsel for Litigation, Employment, & Oversight Office
U.S. Department of Commerce, Room 5875

14" and Constitution Avenue N.W.

Washington, D.C. 20230

Your appeal may also be sent by e-mail to FOIAAppeals@doc.gov, by facsimile (fax) to
202-482-2552, or by FOIAonline, if you have an account in FOIAonline, at:
https://foiaonline.regulations.gov/foia/action/public/home#.




The appeal must include a copy of the original request, this response to the request and a
statement of the reason for your appeal. The submission (including e-mail, fax, and
FOIAonline submissions) is not complete without the required attachments. The appeal
letter, the envelope, the e-mail subject line, and the fax cover sheet should be clearly
marked “Freedom of Information Act Appeal.”

The e-mail, fax machine, FOIAonline, and Office are monitored only on working days
during normal business hours (8:30 a.m. to 5:00 p.m., Eastern Time, Monday through
Friday). FOIA appeals posted to the e-mail box, fax machine, FOIAonline, or Office
after normal business hours will be deemed received on the next normal business day. If
the 90™ calendar day for submitting an appeal falls on a Saturday, Sunday or legal public
holiday, an appeal received by 5:00 p.m., Eastern Standard Time, the next business day
will be deemed timely. If the 90™ calendar day for submitting an appeal falls on a
Saturday, Sunday or legal public holiday, an appeal received by 5:00 p.m., Eastern Time,
the next business day will be deemed timely.

It was previously determined that you are in the “all other” requester category for which
chargeable services include search and duplication of responsive documents excluding
the cost of the first 2 hours of search and the first 100 pages of duplication. The search
and duplication costs were under the chargeable threshold; thus, the documents are being
provided at no cost.

Sincerely,

o

therine S. Fletcher
Freedom of Information Act Officer

Enclosure(s)
Admin Manual TOC
Admin Manual PDF
NIST Directives Inventory
Directories PDF
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STOREROOM SERVICES
Sections
2.04.01 Purpose
2.04.02 Scope
2.04.03 Legal Authority
2.04.04 Policy
2.04.05 Delegation of Authority
2.04.06 Responsibilities
2.04.07 Storeroom Operation
2.04.08 Storeroom Commodity Committees
2.04.09 Stocked Compressed Gases and Liquids
2.04.10 Non-Stock Compressed Gases and Liquids (Special Order)
2.04.11 Content Owner
2.04.12 Effective Date
2.04.01
PURPOSE
This subchapter describes services, supplies, and equipment provided by the NIST-
Gaithersburg storerooms.
2.04.02
SCOPE
The provisions of this subchapter apply to NIST-Gaithersburg. Information on the

NOAA Corporate Finance and Administrative Services Offices operated storerooms for
NIST-Boulder is available at the following website: http://www.masc.noaa.gov/.

2.04.03
LEGAL AUTHORITY



41 CFR Chapter 101, Federal Property Management Regulations, Subchapter E, Supply
and Procurement, specifies the criteria used in determining which items are stocked in the
storerooms.

2.04.04

POLICY

The Logistics Group, of the Chief Facilities Management Officer’s Administrative
Services Division, orders and stocks supplies in central Storerooms for which there are
recurring demands. Criteria considered when determining whether to stock a supply in
the central Storerooms include demand or rate of use, shelf life, and price advantage. The
Building 301 Storeroom is the main store containing the vast majority of stock items.

The Building 304 Storeroom is specifically stocked for metals and is maintained by the
Fabrication Technology Division.

2.04.05

DELEGATION OF AUTHORITY

Authority to operate the NIST storerooms has been delegated to the Chief,
Administrative Services Division, who has further delegated the management to the
Logistics Supply Management Officer. This authority includes the receipt and
acceptance of stock, authorization of payments, establishment of appropriate inventory
management records, and stocking, issuing, performing physical inventories, deleting,
and requisitioning the replenishment of stock.

2.04.06

RESPONSIBILITIES

a. The Office of the Chief Facilities Management Officer’s Administrative Services
Division Logistics Group is responsible for operation of the main storeroom in Building
301 at Gaithersburg, Maryland. Responsibilities include:

(1) Stock a wide variety of items in the following commaodities: electronics, tools and
hardware, electrical, plumbing, metals and chemistry items, office supplies, building
materials, compressed gases, and safety items;

(2) Provide service to storeroom patrons by answering questions, giving direction to find
items, efficiently scanning each item purchased, and assist with packaging for delivery or
carrying by the customer;

(3) Promptly answer all telephone inquiries within 4 hours;

(4) Monitor and fill all online and mail orders for stock items within 2 days of receipt;
and

(5) Meet quarterly with storeroom commaodity committees to discuss customer
suggestions, concerns and problems with storeroom items including new, current, and/or
deleted.



b. The Fabrication Technology Division is responsible for operation of the metals
storeroom in Building 304 at Gaithersburg, Maryland. Responsibilities include:

(1) Stock a variety of metals and plastics;

(2) Provide requested service while the customer waits, unless volume of the order is
excessive; and

(3) Provide advice and assistance about the various metals and plastics stocked.
c. Participating employees are responsible for:

(1) Providing the correct project and task number at the time of purchase, obtained from
their division’s Administrative Officer; and

(2) Ensuring items purchased are only used for professional duties while at NIST.
d. Administrative Officers (AOs) are responsible for:

(1) Providing, upon request, project-task information and authorization for payment to
the Administrative Services Division for items purchased by employees of their division;

(2) Providing the correct project-task to the division’s employees to be used in the
Storeroom for purchases;

(3) Approving payment for cylinder rental on a monthly or quarterly basis; and

(4) Receiving copy number two (2) of cylinder purchase orders and notifying the end user
that it has arrived.

e. See section 2.04.08 of this subchapter for responsibilities of the Commodity
Committees.

2.04.07

STOREROOM OPERATION

To meet the various demands of the NIST staff, the Administrative Services Division,
Logistics Group operates the Main Storeroom in Building 301 and the Fabrication
Technology Division operates a metals storeroom located in Building 304 at
Gaithersburg. Storeroom Hours are Monday — Friday 7:30am to 4:00pm (Closed daily
from 12 to 1pm)

a. Building 301 Self-Service Main Storeroom - Customers are free to walk through the
self-service Main Storeroom and select items for purchase. The customer brings the
selected items to the checkout counter and provides the storekeeper with their name,
division and group number, the project task number and work order numbers (when
applicable). Administrative Officers can monitor Storeroom purchases through an online




database available at the following address
https://webapp01.nist.gov:7333/maxissues/searchlssuesForm.jsp.

(1) On-Line, and Mail Orders — All on-line and mail orders are filled at the Building 301
Main Storeroom and delivered to the delivery point listed. Cryogenic liquids,
compressed gases, and hazardous material orders will not be filled online or through
mail. Refer to paragraphs i. and ii. of this section for instructions on ordering.

(i) On-Line Orders - Customers may submit orders on-line using the Storeroom Catalog.

(i1) Mail Orders - Customers may send Form NIST-293, Storeroom Requisition, to the
Logistics Group, Mail Stop 1922, to request delivery of stocked items. Form NIST-293
must include stock number(s), item(s) description, quantity ordered, project task, and
delivery information (name, division/group, building, telephone and room number).

(2) Return of Storeroom Items — Customers may return unneeded items, purchased from
the Building 301 Main Storeroom only, within 30 days of purchase, providing they can
give the purchaser’s name, date of purchase, and if the item is in new/resalable condition.
Credits will be issued using the Maximo storeroom system, no paper invoice will be
provided. The Administrative Officer may request verification on Storeroom
discrepancies within 45 days of a charge or credit.

b. Metals Storeroom (Building 304) -- The Metals Storeroom stocks a variety of metals
and plastics. This is not a self-service storeroom; customers must complete Form NIST-
293 to purchase stocked items. Customers must provide a project task, work order
number (as applicable), stock number, and dimensions as required on Form NIST-293.
Except for unusually large orders, this service is provided while the customer waits.
Storeroom staff are available to provide advice and assistance about the various metals
and plastics stocked. Credits will not be issued for special items or cuts. All sales are
final.

2.04.08

STOREROOM COMMODITY COMMITTEES

a. Staff from the Logistics Group, Administrative Services Division, meet regularly with
storeroom customers to discuss customer suggestions, concerns and problems with new,
current, and deleted storeroom items. Interested NIST employees may assist the staff of
the Logistics Group in evaluating stocked items for specific purposes. The Logistics
Group establishes Commodity Committee panels annually for the following
commodities: electronics, tools and hardware, electrical, plumbing, building materials
and metals, safety and office supplies. A memorandum or e-mail indicating interest in
participating on a panel may be sent to the Logistics Group. Commodity Committee
meetings meet at least twice a year, but no more than quarterly.

b. A catalog of items maintained in the NIST storerooms



c. An employee or organizational unit may recommend that a new item be added to the
storeroom by submitting Form NIST-42, Suggestion for New Item in Storeroom. Each
request for a new item is evaluated in accordance with the criteria referenced in Section
2.04.03.

2.04.09

STOCKED COMPRESSED GASES AND LIQUIDS

The Logistics Group, Administrative Services Division, maintains a stock supply and
delivery program for liquid nitrogen using dewars and certain compressed gases using
cylinders. Customers placing orders or needing regular and reoccurring deliveries, may
make arrangements by contacting the Building 301 Main Storeroom on extension 6052.

a. Dewars to be filled should be empty prior to pick-up.

b. Upon return, dewars are inspected for safe use and operation. Those failing inspection
will be immediately returned to the owning Organizational Unit for repair.

c. Dewars will be filled and returned within 3 days of pick-up. Dewars larger than 240
liters will not be filled due to safety concerns.

d. Logistics Group Warehouse staff deliver full cylinders of compressed gases to the
loading dock of each building per customer order. The user is responsible for
transporting the cylinder safely to their laboratory.

e. NIST-stocked cylinders may be stored in the loading dock for no more than 15 days.
Any cylinder in the loading dock longer than 15 days will be returned to the storeroom,
and the customer will not be credited.

f. Dewers over 100 liters will be filled at the tank in the basement of Building 215.

g. Dewers of 25, 50, or 100 liters of liquid Nitrogen will be filled in Building 301 and
delivered to the laboratory that placed the order.

h. The division that placed the order will be charged labor associated with filling and
special delivery of liquid Nitrogen to their laboratories.

i. Regardless of the dewer size, all orders for liquid Nitrogen must be placed with the 301
Storeroom by calling extension 6052.

2.04.10

NON-STOCKED COMPRESSED GASES AND LIQUIDS (SPECIAL ORDER)

a. Orders for special cylinders placed through the Acquisition Management Division are
received, recorded and then delivered by the Administrative Services Division’s Logistics
Group staff to building loading docks.



b. Helium orders must be placed through the Logistics Group at extension 6052 by
11:30am on Monday and/or Wednesday for next day delivery. Orders for next-day
delivery not placed within these timeframes cannot be guaranteed for next-day delivery,
and, if delivered, the contractor may impose additional charges that must be paid by the
customer. Dewars for Helium are available from the contractor in 30, 60, 100, and 250
liters.

c. Cylinders can only be delivered if storage rack areas are available in order to secure the
cylinders safely. Customers should ensure that cylinders are claimed within thirty (30)
days, or place a note with a current date or a note indicating the date by when the cylinder
will be used in order to justify continued storage. These additional storage days should
not exceed the total of sixty (60) days in approved storage space on the building loading
dock.

d. Cylinders and dewars carry a rental/demurrage charge for late return past the agreed
contract period. Cylinder demurrage charges are sent to each division’s Administrative
Officer on a monthly or quarterly basis. Divisions that are unable to locate their cylinders
are responsible for replacement charges. In order to minimize these charges, it is
important that organizational units track the cylinders in their possession and that they
return them to the loading dock/receiving areas’ cylinder rack, in the racks marked empty
for return, as soon as they are empty and no longer needed. This will allow the Logistics
Group to make arrangements to have them returned to the contractor to avoid demurrage
or rental charges being incurred. Customers must secure empty cylinders in the racks
properly, ensuring that valves are closed and caps are properly affixed.

e. In most cases, gases requiring special handling and customer signature, because of
their high toxicity or other special characteristics, will be delivered by the outside
contractor directly to the customer (end user). If these cylinders are only partially used
and/or require special handling when the end user is finished using them, the end user
must contact the Building 301 Main Storeroom (x6052) to make arrangements for pick

up.

2.04.11

CONTENT OWNER

Chief Facilities Management Officer

Chief, Administrative Services Division
Supply Management Officer, Logistics Group

2.04.12
EFFECTIVE DATE
October 30, 2009



RECORDS MANAGEMENT
(Administrative and Technical)

Sections
2.06.01 Purpose
2.06.02 Scope
2.06.03 Policy
2.06.04 Definitions
2.06.05 Responsibilities
2.06.06 Files Management
2.06.07 Filing Systems
2.06.08 Removal of Papers
2.06.09 Records Holding Area
2.06.10 Managing Electronic Records
Appendix A - Retirement (Transfer) of NIST Records
Appendix B - Recalling Retired Records
Appendix C - Disposition of NIST Test Folders and Test Reports
Appendix D - Disposition of Papers Covered by the Privacy Act of 1974
Appendix E - Disposition of Records by Departing Employees
2.06.01
PURPOSE
This subchapter prescribes policies, responsibilities, and procedures for the management of
records and certain nonrecord reference material at the National Institute of Standards and
Technology (NIST). Instructions for the management of classified records are outlined in
Subchapter 13.01.
2.06.02

SCOPE
This subchapter applies to NIST-Gaithersburg and NIST-Boulder and covers administrative and



technical files, file material, records, nonrecord material, and research notebooks and technical
journals.

2.06.03

POLICY

a. It is NIST policy to ensure that all administrative and technical records, including those in
electronic form, contain adequate and proper information on the functions, organization, policies,
procedures, decisions, scientific and technical progress, and essential transactions they are
intended to document; are sufficient to protect the legal and financial rights of the government
and of persons directly affected by NIST actions; are easily retrievable and usable; are protected
from unauthorized access to, or loss, removal, or theft of; are protected from unauthorized
disclosure; and are disposed of only in compliance with approved NIST Records Schedules and
General Records Schedules.

b. Itis NIST policy that all NIST employees engaged in research and development activities
maintain a thorough and accurate record of their work by keeping a research notebook following
internal Operating Unit policies. Employees conducting research using electronic media shall
maintain a notebook that chronologically documents the progress of their research and indexes
electronic work files so that primary experimental results may be retrieved.

c. Records at NIST are to be managed in an economical and efficient manner, in accordance
with the objectives of the Federal Records Act of 1950 as amended by the Federal Records
Management Amendments of 1976 (44 U.S.C. 2901 et. seq.) and instructions given in
Department Administrative Order (DAO) 205-1. In compliance with the provisions of the
disposal of records chapter of Title 44 in the United States Code (44 U.S.C. 3301 et. seq.),
records of continuing value will be preserved and records of insufficient value to warrant further
attention will be destroyed.

d. Official record files are the property of the government, not the property of individual
employees. All technical records, including research notebooks, journals, electronic records,
data, calculations, etc., pertaining to NIST activities are official files of the government and, as
such, are the property of the government, not the employee. These records are not to be removed
from NIST without the proper authority. This applies when an employee transfers, retires, or
otherwise separates from NIST.

2.06.04

DEFINITIONS

a. Audiovisual Records - Include program and information motion pictures, still pictures, sound
records, video recordings, and related documentation. For purposes of records management,
these records include the management of audiovisual records and related records that document
the creation and/or acquisition of audiovisual records and were created for or used in the retrieval
of information about or from audiovisual records.

b. Blowback - An enlargement of a micro-image to full readable size on a viewer or on printed
paper.



c. Disposal List - Serves as a one-time authorization permitting the disposal of a specific group
of records which is no longer needed. After approval by the appropriate organizational unit,
records which have reached their authorized disposal date are destroyed.

d. Disposition - A plan for the future of records, i.e., a determination of how long materials
should be retained in office space and/or in the NIST Records Holding Area or Federal Records
Centers.

e. Electronic Recordkeeping - Procedures and systems for creating, using, maintaining,
transmitting, and disposing of records in electronic form.

f. Electronic Filing - Transmittal and entry into an electronic system of records or information
received from the public or other sources outside NIST, e.g., the electronic filing of patent and
trademark applications and related information.

g. File Copies - Filed in a central file and/or other officially prescribed file for the continuing or
permanent use and reference of an agency or office thereof. Generally, file copies do not refer to
extra copies made for convenience purposes by those individuals who deal with a particular
document.

h. Electronic Recordkeeping System - An electronic information system in which records are
collected, organized, and categorized to facilitate their preservation, retrieval, use, and
disposition (36 CFR 1234.2) while ensuring that the records it maintains will have sufficient
authenticity and reliability to meet NIST's recordkeeping needs.

i. Records Management Application - Software that manages records. Its primary management
functions are categorizing and locating records and identifying records that are due for
disposition. Records Management Application software also stores, retrieves, and disposes of
the electronic records that are maintained in its repository. The National Archives and Records
Administration (NARA) recommends that agencies use DoD 5015.2-STD Design Criteria
Standard for Electronic Records Management Software Applications and the DoD-certified
products as a baseline when selecting a Records Management Application to manage agency's
electronic records.

j. Hardcopy - Written or printed information on paper.

k. Microform - A medium containing microimages, such as microfilm, microfiche, microthin
jackets, aperture cards, and computer output microfilm.

I. Micrographics - The science and technology of document and information microfilming and
associated microform systems.

m. Nonrecord Material - Consists of extra copies of documents preserved for convenience of
reference, stocks of processed documents, preliminary work sheets, and similar papers that need
not be made a matter of record, and which ordinarily are not to be incorporated into the official
files.




n. Office of Record - Has primary responsibility for the subject area and for the filing and
disposition of the record copy of a document.

o. Official File - Documents policy, procedural, organizational, and reportorial activities of
NIST; the file consists of incoming correspondence, all background material, and the yellow
"Official File Copy" tissue. Official files will be retired to the NIST Records Holding Area or
Federal Records Centers.

p. Official Materials - Made, received, or obtained in connection with the transaction of public
business or official duties and responsibilities.

These materials, whatever their nature, belong to the government and not to an employee
because they were prepared, reviewed, or obtained (including extra copies) with government
funds and/or on government time. Correspondence, or portions thereof, designated “personal,”
private,” "confidential," etc., relevant to the conduct of public business are considered official
material. Notes or transcriptions of official meetings and telephone conversations involving
official business, drafts, speeches, extra copies of papers, official permits, reference materials
collected to assist the employee in their work, etc., are all official materials. Some official
materials may not be removed; others may be removed under certain conditions as indicated in
Appendix E.

g. Personal Papers - Private or nonofficial papers pertaining only to an individual's personal
affairs and kept in the office of a federal official. They will be clearly identified by that person
as nonofficial and will at all times be filed separately from the official records of the office. In
cases where matters requiring the transaction of official business are received in private personal
correspondence, the portion of such correspondence pertaining to official business will be
extracted and made a part of the official files.

r. Records - Books, papers, maps, photographs, research notebooks/technical journals, data,
electronic records, or other documentary materials, regardless of physical form or characteristics,
made or received by an agency of the United States Government under Federal law or in
connection with the transaction of public business and preserved or appropriate for preservation
by that agency or its legitimate successor as evidence of the organization, functions, policies,
decisions, procedures, operations, or other activities of the government or because of the
informational value of data in them (44 U.S.C. 3301).

(1) Current Records - Records necessary to conduct the current business of an office and
therefore generally maintained in office space and equipment.

(2) Semi current Records - Records required so seldom to conduct agency business that they
should be moved to a Records Holding Area or directly to a Federal Records Center.

(3) Noncurrent Records - Records no longer required to conduct agency business and therefore
ready for authorized disposition.



(4) Permanent Records - Records considered to be unique or valuable in documenting the history
of an agency, or for other reasons, and are to be preserved as part of the National Archives of the
United States.

(5) Electronic Records - Any information that is recorded in a form that only a computer can
process and that satisfies the definition of a Federal record in 44 U.S.C. 3301 (36 CFR 1234.2).

s. Research Notebook - A hard covered or spiral bound notebook with pre-printed, sequentially
numbered pages, such as the types available from the NIST storeroom. Research records must
be permanent, contemporaneous with the research, accurate, and reasonably protected from
compromise. Electronic "notebooks" are allowable at the discretion of the OU.

t. Schedules - General Records Schedules, published by the NARA, govern the disposition of
records common to all or several agencies. In 1978, use of the General Records Schedules was
made legally mandatory [Title 44 U.S.C. 3303a(b)]. NIST records not common to all agencies
are covered by the NIST Records Schedules drafted by the NIST Records Management Officer
and approved by NARA.

2.06.05

RESPONSIBILITIES

a. The NIST Records Management Officer, Management and Organization Division,
administers the Records Management Program at NIST.

(At Boulder, a staff member of the Engineering, Maintenance and Support Services Division
serves as NIST-Boulder Records Liaison, under the guidance of the NIST Records Management
Officer.)

The NIST Records Management Officer is responsible for:

(1) Maintaining an effective Records Management Program;

(2) Ensuring NIST compliance with the provisions of Department Administrative Orders and all
other records management policies;

(3) Assisting organizational units in planning their records management programs;

(4) Advising on equipment and methods of maintaining useful records;

(5) Destroying papers covered by the Privacy Act of 1974 (see Appendix D);

(6) Implementing policies and procedures to ensure the proper disposition of all records
regardless of physical form or characteristics including paper, micrographic, audiovisual, and/or

electronic records;

(7) Developing, updating, and maintaining records schedules;



(8) Providing storage and retrieval service for noncurrent records and for classified records (both
current and noncurrent);

(9) Arranging training for NIST employees in sound and efficient filing and records disposal
practices; and

(10) Acting as liaison with the Department of Commerce Records Management Officer in
matters that relate to the management and disposition of NIST records.

b. Division chiefs and higher officials are responsible for:

(1) Authorizing the destruction of records in accordance with the schedules governing the
disposal of the records (This authority may not be redelegated.);

(2) The proper and adequate documentation of programs, policies, procedures, and
accomplishments; and for the maintenance of systematic files;

(3) Ensuring that the technical activities of their staff are fully documented, that appropriate
control measures are in place so that either paper or electronic records are retrievable, and that all
staff engaged in research are properly instructed; and

(4) Ensuring that technical records are not removed from NIST without proper authority even
when an employee transfers, retires, or otherwise separates from NIST. NIST laboratories that
conduct research predominately using electronic media may be allowed to implement procedures
that accomplish the same policy goals stated in paragraph 2.06.03b, but use alternatives to bound
notebooks.

c. NIST supervisors are responsible for ensuring that all employees under their supervision are
instructed on the proper procedures for maintaining records.

d. Organizational units having primary responsibility for a subject area are responsible for:
(1) Maintaining the official file copy;

(2) Providing background material upon request; and

(3) Disposing of the file when appropriate.

e. Records Liaisons assist the NIST Records Management Officer, by overseeing:

(2) Organization, maintenance, and use of records in their organizational units (files
management); and

(2) Systematic disposal of these records (records scheduling and disposition).



f. NIST employees share responsibility for the adequate and proper documentation of NIST's
administrative and technical operations.

NIST employees engaged in research and development activities are responsible for:

(1) Maintaining a thorough and accurate record of their work by keeping a research notebook
(See Section 2.06.04s for information regarding research notebooks.);

(2) Following recordkeeping procedures outlined in Subchapter 5.09 when intellectual property
issues, such as patents, copyrights, etc., are likely to be important since these records establish
the legal foundation for future claims; and

(3) When using electronic media, maintaining a research notebook that chronologically
documents the progress of their research and indexes electronic work files so that primary
experimental results may be retrieved.

2.06.06
FILES MANAGEMENT
a. Itis NIST policy to keep files to a minimum and automate where possible.

b. Files are maintained on a decentralized basis. However, when a function is more efficiently
served on a centralized basis, a central file for that function may be established.

c. NIST utilizes the NARA Records Management Website as a reference and guide to filing
operations. The following website is incorporated by reference into this subchapter:
http://www.archives.gov/records_management/index.html.

d. Records Management (at Boulder, the Engineering, Maintenance and Support Services
Division) gives advice and guidance on filing systems and files management.

2.06.07

FILING SYSTEMS

a. Alphabetic and numeric filing are basic methods used to manage record material. In general,
records at NIST are filed alphabetically by subject or name, with alphabetic or numeric
breakdowns within the general subject headings, as needed. Straight numeric filing may be
appropriate in some instances.

b. Division chiefs or higher officials determine the method appropriate to their needs and are
authorized to establish Official File Stations.

c. In addition to general files, chronological or reading files, and follow-up files are authorized
for use at NIST. The chronological file consists of copies of outgoing correspondence, arranged
by date. The follow-up file is a convenience file, centrally maintained, to ensure that deadlines
or action dates are met.



2.06.08

REMOVAL OF PAPERS

a. There are criminal sanctions against the unlawful removal or destruction of records,
documents, papers, and other property held by federal agencies. These sanctions are directed in
part to keep federal officers and employees from disposing of official materials in their
possession or control, thereby depriving the government of their usefulness in conducting its
affairs. The efficiency, continuity, and consistency of many governmental activities depend
increasingly on the existence and availability of complete information concerning previous
official actions and experience. The removal or destruction of official nonrecord materials by a
departing employee may impose substantial handicaps to the efficient functioning of an
employee's successors. Much of the information a departing employee receives, the information
they prepare, the actions they take, and the materials they accumulate are in response or related
to requests for advice or services they have performed in connection with their official duties and
responsibilities. Accordingly, materials that would deprive the Department, or an office thereof,
of such documents or papers, or diminish its effectiveness or efficient functioning are to be
retained in that office.

b. It is Departmental policy to permit departing employees to retain or discard nonrecord official
materials which they have accumulated, with certain exceptions, subject to the guidelines
outlined in Appendix E of this subchapter. It is also Departmental policy to permit an employee
to make an extra copy of materials which they desire to take with them provided that such
materials are not restricted in their removal from the Department. Because the employee will be
using government facilities, materials, and other employee assistance, normal administrative
economies are to be exercised in this respect.

c. Original records must not be removed from NIST control. Any NIST employee who
contemplates the removal of papers for the purpose of loaning or gifting them to anyone outside
NIST who has requested them, must consult with Records Management for instructions.
Usually, if the records requested are not confidential or classified, the division chief having
custody may authorize the release of copies of originals, advising Records Management of this
action.

d. Donation of Temporary Records - When the public interest will be served, a federal agency
may propose the transfer of records eligible for disposal (destruction) to an appropriate person,
organization, institution, corporation, or government that has requested them. Records will not
be transferred without prior written approval by the NIST Records Management Officer and the
National Archives and Records Administration. To request donation, send a memorandum to the
NIST Records Management Officer stating:

(1) The name of the department or agency, and subdivisions thereof, having custody of the
records;

(2) The name and address of the proposed recipient of the records;

(3) A list containing:



(a) An identification by series or system of the records to be transferred,
(b) The inclusive dates of the records, and

(c) The NARA disposition of job (SF-115) or GRS and item numbers that authorize disposal of
the records;

(4) A statement providing evidence:

(a) That the proposed transfer is in the best interest of the government,

(b) That the proposed recipient agrees not to sell the records as records or documents, and
(c) That the transfer will be made without cost to the government;

(5) A certification that:

() The records contain no information the disclosure of which is prohibited by law or contrary to
the public interest, and/or

(b) That records proposed for transfer to a person or commercial business are directly pertinent
to the custody or operations of properties acquired from the government, and/or

(c) That a foreign government desiring the records has an official interest in them.

NARA will consider such request and determine whether the donation is in the public interest.
Upon approval NARA will notify the requesting agency's Records Management Officer in
writing. If NARA determines such a proposed donation is contrary to the public interest, the
request will be denied and the agency's Record Management Officer will be notified that the
records must be destroyed in accordance with the appropriate disposal authority.

e. Loan of Permanent and Unscheduled Records - The Archivist of the United States has
authority over the placement of permanent records (44 U.S.C. 2107 and 2904). (Unscheduled
records are treated as permanent records). No permanent or unscheduled records shall be loaned
to nonfederal recipients without prior written approval by the NIST Records Management
Officer and the National Archives and Records Administration. To request loan of permanent or
unscheduled records, send a memorandum to the NIST Records Management Officer stating:

(1) The name of the department or agency and subdivisions thereof, having custody of the
records;

(2) The name and address of the proposed recipient of the records;
(3) A list containing:

(a) An identification by series or system of the records to be loaned,



(b) The inclusive dates of each series, and
(c) The NARA disposition job (SF-115) and item numbers covering the records, if any;
(4) A statement of the purpose and duration of the loan;

(5) A statement specifying any restrictions on the use of the records and how these restrictions
will be administered by the donee; and

(6) A certification that the records will be stored according to the environmental specifications
for archival records.

f. No material, even though judged not to be records within the meaning of the disposal of
records chapter of Title 44 in the U.S. Code, shall be withdrawn if its withdrawal will create such
a gap in the files as to disrupt the proper documentation of NIST activities.

g. When employees transfer, retire, or otherwise separate from NIST, their collections are
reviewed by the separating employee, the Records Liaison, and NIST Records Management
Officer (at Boulder, the Engineering, Maintenance and Support Services Division). If the
separating employee cannot be present, the division chief names a suitable replacement for
review. The purpose of this review is to:

(1) Identify, select, and preserve those parts of the collections which may have continuing value
to NIST; and

(2) Identify and ensure the proper disposition of any official record material and nonrecord
material of no value.

Departing employees also refer to Appendix E.

2.06.09

RECORDS HOLDING AREA

a. At Gaithersburg, Records Management maintains a Records Holding Area in Building 101,
Room C29, for storing noncurrent records. Records retention schedules are applied by records
management before records are accepted for storage in accordance with the General Records
Schedules or NIST Records Schedules for each type of record. Records are stored in the NIST
Records Holding Area or transferred to the Federal Records Centers (Suitland, MD or St. Louis,
MO). After a given period of time, temporary records are destroyed (with the concurrence of the
organizational unit); permanent records are transferred to the National Archives.

b. Stored records may be recalled by NIST employees when needed. Contacts with the Federal
Records Centers or the National Archives MUST BE through NIST Records Management.

2.06.10
MANAGING ELECTRONIC RECORDS
Records and information in electronic form are managed in conformance with policies



established by the National Archives to ensure the effective and efficient management of
electronic records throughout their life cycle from creation to final disposition; to preserve
records needed for fiscal, legal, administrative, or historical purposes; to destroy in a timely
manner information no longer needed; to ensure cost effective use of automated data processing
equipment, storage media, and other resources; and to facilitate retrieval of electronically stored
records. General Records Schedules (GRS) and NIST Electronic Records Schedules provide
disposal authorization for certain electronic records and specified hard-copy (paper) or
microform records that are integrally related to the electronic records. They apply to disposable
electronic records created or received by Federal agencies including those managed for agencies
by contractors. They cover records created by computer operators, programmers, analysts,
systems administrators, and all personnel with access to a computer. Disposition authority is
provided for certain master files, including some tables that are components of database
management systems, and certain files created from master files for specific purposes. In
addition, these schedules cover certain disposable electronic records produced by end users in
office automation applications. Electronic records not covered by GRS or NIST Electronic
Records Schedules may not be destroyed unless authorized by a Standard Form 115 that has
been approved by the NARA.



APPENDIX A
RETIREMENT (TRANSFER) OF NIST RECORDS
Records may be retired (transferred) to the NIST Records Holding Area, the Federal Records
Centers, or the National Archives. Before retiring or transferring records, contact Records
Management, Management and Organization Division (at Boulder, the Engineering,
Maintenance and Support Services Division).

1. Retirement (Transfer) of Records

a. Standard 15" x 12" x 10" records storage boxes are available from Records Management, (at
Boulder, the Storeroom). These boxes are to be used only for storage of records in the NIST
Records Holding Area, or for transfer of records to the Federal Records Centers. Consult
Records Management before attempting to store any oversized or undersized records, ledgers,
drawings, etc., as only NARA-approved containers will be accepted for storage. To estimate the
number of containers needed for regular-size records, calculate as follows: one letter-size file
drawer fills one and one-half record boxes as each box holds one cubic foot of material.

b. A detailed description of the contents of each box is necessary. This inventory must be typed
on the Form NIST-1153, Records Transmittal and Receipt.

(At Boulder, this inventory must be typed on Form SF-135, Records Transmittal and Receipt,
which may be obtained from the Engineering, Maintenance and Support Services Division. Call
the Engineering, Maintenance and Support Services Division, for records transfer to the Denver
Federal Records Center and/or Denver Archives.)

c. Follow the Instructions for Retiring Records

Nonrecord material MAY NOT be stored in the NIST Records Holding Area or the Federal
Records Centers. Questions concerning whether the files are record or nonrecord should be
directed to Records Management. (At Boulder, call the Engineering, Maintenance and Support
Services Division.)

Records, record boxes, and Records Transmittal and Receipts prepared incorrectly will be
returned to the originating organizational unit for correction.

2. Transfer to the National Archives - Permanent records are offered to the Archivist of the
United States by the NIST Records Management Officer. If the material is acceptable as worthy
of permanent preservation, Records Management arranges for the transfer of the records. An
Accession Inventory is prepared by the National Archives which, when signed by an agent from
each of the agencies, constitutes formal transfer of custody from NIST to the National Archives.
Records so transferred remain available for loan to NIST by contacting Records Management.
They are also available for research purposes at the National Archives. (At Boulder, initial




contact should be made with the Engineering, Maintenance and Support Services Division which
handles arrangements with Records Management.)

3. Restrictions on the Use of Transferred Records - When records transferred from the custody
of organizational units at NIST to the custody of Records Management, the National Archives or
Federal Records Centers, restrictions with respect to access or use are maintained. Restrictions
may be removed only upon approval by NIST.



APPENDIX B
RECALLING RETIRED RECORDS

1. Recalling Records

a. An organizational unit may request the recall of records in the custody of Records
Management, Management and Organization Division, in the NIST Records Holding Area,
Federal Records Centers, or the National Archives by calling Records Management. Please be
prepared to furnish:

(1) Accession number or the NIST Records Holding Area shelf number;
(2) Box number; and
(3) Item requested.

b. Delivery of records from the NIST Records Holding Area or Federal Records Centers to
NIST organizational units are arranged by Records Management.

c. Visits by NIST employees to the NIST Records Holding Area to examine or search records
specifically needed are by appointment. Call Records Management to arrange for an
appointment. Approval to examine or search records not created by an employee's own
organizational unit must be approved in writing by the creating organizational unit before
arranging an appointment. The request to examine or search another organizational unit's
records must include:

(1) List of records to be examined or searched;

(2) Shelf or accession number;

(3) Box number;

(4) Purpose of examination or search;

(5) Person(s) examining or searching records;

(6) Person responsible for safekeeping of records, if the records are withdrawn for further
examination or search; and

(7) Name, signature, and title of person(s) requesting approval to examine or search identified
records.

d. At Boulder, the Engineering, Maintenance and Support Services Division should be contacted
for reference service to records in the Denver Federal Records Center, NIST-Gaithersburg, or the
National Archives. Service is arranged from the Denver Federal Records Center, 24 hours or
less if personal pickup is desired; from NIST Records Holding Area, 24 hours; and from the
Federal Records Centers and National Archives, generally at least seven working days depending
upon the exactness of the request and the channels to be followed.

2. Responsibility for Borrowed Records - No material may be removed or permanently
withdrawn from a borrowed record or box of records without the knowledge and authority of




Records Management, (at Boulder, the Engineering, Maintenance and Support Services
Division). Records must be returned to storage within 30 days, unless Records
Management (at Boulder, the Engineering, Maintenance and Support Services Division) is
notified by memorandum.



APPENDIX C

DISPOSITON OF NIST TEST FOLDERS AND TEST REPORTS

1. The schedule for the disposition of test folders is provided on the front of each test folder.
The responsible testing official indicates the recommended retention period. The imprint is
illustrated below:

DISPOSITION RECOMMENDATION
Check the Appropriate Category for This Folder (see back cover for criteria)
Destroy 3 years after date of certificate or report
Destroy 20 years after date of certificate or report

Signature

Date

2. Folders for tests of a routine nature will normally be designated for disposal after three years.
Only a very small percentage of test folders will be designated for more than the three-year
retention.

3. Duplicate copies of test reports maintained by the organizational units for reference purposes
may be disposed of at the discretion of the chief of the organizational unit.

4. Test folders having the characteristics described below should be retained for 20 years:

a. Those that relate to the development of new and significant testing techniques;

b. Those that relate to new and significant arts and materials; and

c. Those that relate to basic national and international weights and measures.

5. The National Archives may select for permanent retention additional folders if the test
becomes the subject of Congressional investigation or comes under intensive public scrutiny, or

if the test is involved in court decisions or legislative actions affecting the functions and
activities of NIST.



6. Questions should be directed to Records Management, Management and Organization
Division (at Boulder, the Engineering, Maintenance and Support Services Division).



APPENDIX D
DISPOSITION OF PAPERS COVERED BY THE PRIVACY ACT OF 1974

The Privacy Act of 1974 requires that papers subject to the Act be destroyed with adequate
safeguards when they are scheduled for disposal. Records Management, Management and
Organization Division, is responsible for the destruction of Privacy Act material. Privacy Act
papers are destroyed as follows:

1. Privacy Act Material that is eligible for disposal can be packed in boxes (nothing larger than
18" x 11") with the lids taped shut. Archive boxes provided by Records Management should not
be used for disposal material. Complete form DN-12, Disposal of Privacy Act Papers and list a
brief description of material to be destroyed, including closing dates.

2. Contact Records Management (at Boulder, the Engineering, Maintenance and Support
Services Division) by submitting form DN-12.

3. After receiving completed form DN-12, Records Management (at Boulder, the Engineering,
Maintenance and Support Services Division) evaluates the listing of Privacy Act papers to
determine if their disposal is authorized by the NIST Records Schedules and/or the General
Records Schedules. If authorized for disposal at this time, Records Management arranges for
pick-up of Privacy Act papers. If unauthorized for disposal at this time, Records Management
notifies the contact person of the appropriate disposal date.



APPENDIX E
DISPOSITION OF RECORDS BY DEPARTING EMPLOYEES
This appendix gives guidelines for the removal or destruction of records by departing employees.

1. Guidelines for Removal or Disposition of Records

a. Records may not be removed or destroyed by a departing employee.

b. Personal papers may be removed or destroyed by departing employees. However, when
matters requiring the transaction of official business are contained in private personal
correspondence, those official business portions are to be extracted and made a part of the
official files.

c. Information or documents subject to national security classification under Executive Order
12065, as amended, whether records or extra copies, shall not be removed by a departing
employee. Disposition of such materials is governed by specific Department rules.

d. Information contained in documents, whether records or extra copies, which is afforded
confidential or protected government treatment under various statutes or implementing rules, is
not to be removed by departing employees. This information may be protected under such
statutes as the Census Laws, the Export Administration Act, or 18 U.S.C. 1905 prohibiting
unauthorized disclosure of confidential information relating to the business or financial affairs of
identifiable business concerns. It also may be information about individuals protected under the
Privacy Act of 1974 which requires the consent of such individuals, or information not made
available under one or more of the exemptions contained in the Freedom of Information Act.

Questions about whether or not information in official materials is or is not subject to such
government protection are to be discussed with the Counsel for NIST since these decisions are to
be made only by authorized officials.

e. Departing employees may not remove any documentary information relating to any pending
or contemplated civil, criminal, or administrative proceeding or other program activity when the
information, if used or released on the outside, would impair or prejudice the outcome of the
proceeding or government policy determinations, decisions, or other action.

2. Separation Clearance Procedure (References: Subchapter 2.06.08 and Subchapter 10.13)

Gaithersburg: Departing employees are to provide a certification on Form NIST-598, Separation
Clearance Certificate, with respect to nonrecord materials which they plan to remove from

NIST. The certification lists the nine Freedom of Information Act exemptions under which a
government agency may decide not to make its records publicly available. These nine categories
are made applicable to the nonrecord materials discussed in this appendix. For instance, general



exemption (or category) 1 applies to security classified information; exemption 3 covers
materials afforded confidential treatment by various statutes; exemption 4 covers confidential
business information; exemption 5 applies to interagency of intra-agency memorandums or
letters which would not be available by law to party other than an agency in litigation with the
agency; exemption 6 refers to personal privacy information about other persons; and exemption
7 relates to law enforcement materials. Information relating to pending or contemplated agency
actions should be considered separately and treated similarly.

Boulder: Departing employees are to provide a certification on Form CD-126, Separation
Clearance Certificate.
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2.08.01

PURPOSE

This subchapter gives the regulations and procedures for authorizing employees to operate
government motor vehicles for official purposes. Included are procedures for the issuance and
renewal of the Optional Form (OF)-346, U.S. Government Motor Vehicle Operator's
Identification Card (Regular Operators), and procedures for the authorization of Incidental
Operators.

2.08.02
SCOPE

The provisions of this subchapter apply to the operation of any government motor vehicle when
used for official business by a NIST employee/nonemployee within the United States and its



possessions. The subchapter does not apply to employees driving privately owned vehicles on
official business or to vehicles rented in the employee's name.

2.08.03

DEFINITIONS

a. Motor Vehicle - Any self-propelled mechanically or electrically powered vehicle designed to
be operated principally on the highway for the transportation of property or passengers.

b. Government Motor Vehicle - A motor vehicle owned or leased in the name of the U.S.
Government. The terms "NIST motor vehicle™" or "assigned vehicle" used herein refers to a
government motor vehicle.

c. Operator's Identification Card - OF-346, U.S. Government Motor Vehicle Operator's
Identification Card.

d. Regular Operator - An employee whose position requires the operation of a government motor
vehicle on a regular basis. This includes chauffeurs, firefighters, guards, and other employees
with a job title of motor vehicle operator or truck driver. Employees having secondary titles of
"motor vehicle operator” [i.e., gardener (motor vehicle operator)] whose principal job is not
driving are considered "Incidental Operators."

e. Incidental Operator - An employee or nonemployee (Guest Researcher, Research Associate,
Contractor, IPA who is working on cooperative projects with NIST and who have an occasional
need to operate government vehicles), other than a regular operator, who is required to
infrequently operate a government motor vehicle to carry out their official duties.

f. Road Test - The NIST standard road test, required for Regular Operators, is conducted by the
Safety Office prior to the individual being assigned as a "Regular Operator." The initial road test
vehicle is normally a sedan, after which the authorization to operate other vehicles (i.e. bus,
ambulance, fire truck, or vehicle transporting hazardous materials) will be determined by the
supervisor of the individual's operating unit.

g. State License - A driver's license issued by the state, District of Columbia, territory, or
possession in which the employee is domiciled or principally employed.

2.08.04
RESPONSIBILITIES
a. The Leader, Safety Office is responsible for:

(1) Administering the government motor vehicle operator identification program and establishing
supervision over the issuance of Operators' Identification Card for "Regular Operators.” The
NIST Safety Office has the authority to deny, restrict, or withdraw a regular operator's OF-346,
or suspend an "Incidental Operator's" eligibility to operate government vehicles, based upon
criteria contained in Appendix B and their judgement with regard to an employee's ability and
willingness to operate vehicles safely and in compliance with rules and regulations pertaining to
such operation;



(2) Informing regular operators, through their supervisors, when it is determined by the
semiannual traffic record check and accident review that their eligibility status is in jeopardy
with further traffic violations/accidents;

(3) Providing appropriate information for motor vehicle accident prevention training for
operators of government motor vehicles, consistent with DoC requirements.

b. Supervisors of organizational units that are permanently assigned government motor vehicles,
operated by regular operators are responsible for:

(1) Ascertaining that persons who operate such vehicles are authorized to do so and are in
compliance with all pertinent requirements; and

(2) Promptly reporting any motor vehicle accident involving one of their employees on official
business in accordance with the accident reporting requirements outlined in Subchapter 12.02.

c. Supervisors of organizational units that are permanently assigned government motor vehicles,
operated by incidental operators shall:

(1) Designate those persons who are to be incidental operators of government motor vehicles
assigned to their organizational units, and have those persons complete Form NIST-1283,
Registration/Certification of Authorized Incidental Operators of U.S. Government Motor
Vehicles Assigned to Organizational Unit; and submit to the Safety Office, annually;

(2) Ensure that only those persons who have completed Form NIST-1283 operate the assigned
vehicle(s); and

(3) Promptly report any motor vehicle accident involving their assigned vehicles(s), or any of
their employees/nonemployees while operating any government vehicle on official business in
accordance with the accident reporting requirements outlined in Subchapter 12.02.

NOTE: The above requirements do not apply to organizational units that are not permanently
assigned government motor vehicles.

d. Incidental Operators of government vehicles are responsible for:

(1) Having in their immediate possession a valid state driver's license for the class of vehicle
they intend to operate and sign Form NIST-1283 certifying that:

(a) They have no physical/mental incapacities that are likely to affect their safe driving;

(b) Their State Driver's License has neither been suspended within the past 12 months nor
revoked within the past 24 months;

(c) They have had no more than one at-fault motor vehicle accident within the past 12 months;
and



(d) They have had no more than one serious (i.e., 2 or more-point assessment) moving traffic
violation within the past 12 months.

(2) Maintaining cognizance of and complying with all pertinent requirements regarding the
operation of government motor vehicles;

(3) Checking their assigned vehicle for safe operating condition;
(4) Reporting to the dispatcher any defect noted on the assigned vehicle;

(5) Ensuring that they and their passengers have installed safety belts properly fastened at all
times when the government motor vehicle they are operating is in motion;

(6) Ensuring that cargo being transported is properly restrained to prevent movement during
transit and that approved Department of Transportation placards are properly displayed when
hazardous material is being transported (transport of placarded hazardous materials requires a
state Commercial Driver's License);

(7) Ensuring that assigned vehicles are operated at all times in accordance with applicable traffic
regulations (Parking tickets or moving violation tickets received due to the negligence of the
employee while operating a government motor vehicle will be processed on their own time and
at their own expense.); and

(8) Preparing the required accident reports at the scene of any accident involving the assigned
vehicle and otherwise complying with the accident reporting requirements outlined in
Subchapter 12.02.

Individuals who intend to requisition vehicles from the NIST Transportation Group must process
Form NIST-97, Motor Vehicle Trip Request and Authorization, which can be obtained from the
Transportation Group.

2.08.05

OPERATOR'S IDENTIFICATION CARD (Regular Operators Only)

a. Operating a government motor vehicle is a privilege, not a right based on one's possession of a
state driver's license. An Operator's Identification Card is not a license to drive motor vehicles
but rather is an authorization to operate government motor vehicles, granted on the basis of the
issuing official's judgement that the holder has the ability and willingness to safely operate the
types/classes of vehicles listed thereon and in compliance with rules/regulations pertaining to
such operation. The Operator's Identification Card is void unless accompanied by a valid state
driver's license for the class of vehicle to be operated; this fact is stamped on the reverse of each
Operator's Identification Card. (NOTE: Traffic violation records on file at the various state
departments of motor vehicles will be obtained and reviewed semiannually for all regular
operators as herein defined).

b. No employee shall operate a government motor vehicle unless they have in their possession a
valid state driver's license for the class of vehicle to be operated and a valid Operator's



Identification Card issued by NIST which specifies each type/class of vehicle they are authorized
to operate and any other restrictions (eyeglasses/contact lenses, daylight driving only, on NIST
grounds only, etc.) imposed upon them.

c. Employees of other federal agencies of the executive branch who operate NIST motor vehicles
must comply with 2.08.04d. above.

d. The issuance of Operator's Identification Cards is restricted to Regular Operators who are
required to operate government motor vehicles as a part of their official duties.

e. Operator's Identification Cards, issued to Regular Operators, are effective for not more than
three years from the date of issuance and may be renewed for additional three-year periods.

f. The Operator's Identification Card must be surrendered to the issuing official on demand,
when the employee's state license has been suspended/revoked or has expired or when the
employee leaves NIST or moves to a position in which the driving of government motor vehicles
is no longer necessary.

2.08.06

OPERATOR STANDARDS

a. Reqular Operators - Office of Personnel Management rules and regulations applicable to
employees classified as chauffeurs or similar full-time operators of government motor vehicles
are contained in the Federal Personnel Manual Chapter 930, Subchapter 1, and are made a part of
this subchapter by reference. Additionally, regular operators must meet the incidental operator
minimum standards prescribed below.

b. Incidental Operators - The minimum standards for incidental operators are:

(1) Possession of a valid state driver's license for the type/class of vehicle the employee will
operate; and have no violations/accidents or physical/mental incapacities that will prevent the
individual from certifying/signing the statement on Form NIST-97 or NIST-1283. Individuals
who have their state driver's license suspended/revoked are automatically ineligible to operate
government motor vehicles. The individual shall notify their supervisor of this action, and the
supervisor shall notify the Safety Office of the individual's ineligibility status.

(2) Ability to speak, read, and write the English language sufficiently to complete required
reports and understand the meaning of traffic rules, regulations, control devices, etc.

2.08.07

DESIGNATION OF EXAMINERS

The Leader, Safety Office, reviews and approves the agency road test route and criteria for the
grading of applicants, and assigns an adequate number of personnel to administer road tests.

2.08.08
DENIAL OR WITHDRAWAL OF OPERATOR'S IDENTIFICATION CARD (Regular
Operators Only)



a. The following items constitute sufficient cause for declaring a Regular Operator ineligible to
retain their OF-346 resulting in denial/withdrawal of an Operator's Identification Card and
adverse action (dismissal, suspension without pay, reassignment with possible reduction in
grade, etc.) as deemed appropriate:

(1) The employee's driving record (including privately owned as well as government vehicles)
indicates that they are a poor risk because of unsafe driving habits or repeated traffic law
violations (see Appendix B);

(2) The employee operates a government motor vehicle while under the influence of narcotics,
alcohol, or other drugs/medicines that tend to impair capacity to drive safely;

(3) The employee leaves the scene of an accident involving a government motor vehicle
assigned to them without making themselves known or otherwise fails to comply with accident
reporting requirements;

(4) The employee is found on medical examination to fail to meet, either permanently or
temporarily, the appropriate physical standards (including emotional disturbance);

(5) The employee's state driver's license is revoked, suspended, or expired,;

(6) The employee is involved in a motor vehicle accident while operating a government motor
vehicle and, after investigation, is found to have been grossly negligent;

(7) The employee violates traffic laws and regulations (other than those relating to parking) with
a government motor vehicle;

(8) The employee improperly operates a government motor vehicle (e.g., abuse of or failure to
properly maintain the vehicle); and

(9) The employee fails to comply with federal requirements related to the operation of a
government motor vehicle.

b. As described in Appendix C, regular operators may accumulate positive credits which may be
used to retain their eligibility by offsetting minor traffic convictions.

c. Any adverse action against a Regular or Incidental Operator shall be effected in accordance
with applicable laws and regulations (see DAO 202-752), but nothing herein shall be deemed to
establish any additional requirements with respect to adverse actions beyond those established by
other applicable laws and regulations.

d. An individual against whom an adverse action has been taken, or whose Operator's
Identification Card has been withdrawn, shall not be authorized to operate a government motor
vehicle again until they demonstrate to the satisfaction of the official responsible for issuing the
Operator's Identification Card that:



(1) They have reestablished their driving competence by a road test (at the discretion of the
issuing official), physical examination, required course of safety instruction, or other procedures
satisfactory to the official; and

(2) There is a reasonable basis to conclude that they are likely thenceforth to drive safely and in
accordance with all applicable requirements.

2.08.09

ALCOHOL RELATED CONVICTIONS

a. Regular/Incidental Operators having convictions on their official traffic records for Driving
While Intoxicated (DWI) or Operating Under the Influence (OUI) are not automatically
considered eligible for issuance or reissuance of an Operator's Identification Card or granted
eligibility one year after conviction or loss of license. For an employee/non-employee with a
DWI or OUI conviction to have an Operator's Identification Card issued/reissued, or eligibility
restored, it is required that the division chief of the individual do the following:

(1) For Regular Operators, sign Form NIST-1277, Application for Operator's Identification Card,
as the "requesting official; and

(2) Attach to Form NIST-1277 a memorandum to the Leader, Safety Office outlining that they
have personally talked to the applicant about the DWI/OUI conviction, has conveyed
management's concern for the seriousness of such violations, has warned the applicant of the
consequences of subsequent convictions (i.e., loss of eligibility to operate government vehicles
and potential loss of job), has made the judgement that the incident in question is not indicative
of a behavioral trend but rather was an isolated incident, and recommend issuance or reissuance
of the Operator's Identification Card or to otherwise restore the individual's eligibility. Note: For
Incidental Operators, provide a memo to the Safety Office as prescribed in (2) above.

b. Nothing in this section shall be deemed to require reauthorization, which is discretionary with
the issuing official.

2.08.10

SEPARATIONS

Employees separating from NIST are required to surrender their Operator's Identification Card
during the separation clearance process.



APPENDIX A
OBTAINING OPERATOR'S IDENTIFICATION CARD

(REGULAR OPERATORS ONLY)

1. Issuance of Operator's ldentification Card

a. A supervisor, having determined the necessity for an employee to operate government motor
vehicles, obtains from the Safety Office the appropriate application forms for an Operator's
Identification Card and processes the forms in accordance with written instructions
accompanying the forms.

b. The applicant takes the following steps:
(1) Completes appropriate forms in accordance with accompanying instructions;

(2) Completes a physical examination (usually consisting of visual acuity and hearing tests only)
in the appropriate Health Unit; and

(3) Completes an appropriate road test administered by a road test examiner qualified in
accordance with Section 2.08.07 of this subchapter. Road test requirements are as follows:

() A road test, in accordance with 2.08.03f., is required for the initial issuance of an OF-346 for
all Regular Operators.

(b) Supervisors of individuals who need an Operator's Identification Card should allow three
work days to process the required forms and complete the required examinations.

(c) In cases involving competitive appointments to full-time driver (Regular Operator) positions,
personnel actions to bring selected applicants on board are to be held in abeyance pending a
determination by the Safety Office that the selected applicant is eligible for issuance of an
Operator's Identification Card. For regular operator positions, satisfactory past driving
performance must be determined by review of traffic records obtained from the state in which
the applicant is licensed to operate motor vehicles. (It is the applicant's responsibility to provide
a copy of their current official state traffic record with their application for employment in a
regular operator position.) A minimum of one week should be allowed from the time the Safety
Office is requested to make such determination.

(d) Upon satisfactory completion of requirements, the Safety Office issues the employee an
Operator's Identification Card, indicating the type of government motor vehicles authorized to
operate and any restrictions that may be applicable.



2. Renewal or Reissuance of Operator's Identification Card

a. Approximately 45 days prior to the expiration of an employee's Operator's Identification Card,
the Safety Office forwards to the employee's last known supervisor a notice of the approaching
expiration and appropriate application forms for renewal. The road test is not required for
renewals except in cases where the employee's driving record indicates the need to reevaluate
ability to drive safely and skillfully.

b. When the employee's Operator's Identification Card has been expired for more than 12
months, issuance of a new Operator's Identification Card is accomplished by following the
procedures outlined in 1. above.



APPENDIX B

TRAFFIC RECORDS
TABLE OF CRITICAL INCIDENTS*

The following table lists traffic violations, accidents, and other serious incidents, in relation to
time intervals, as examples of traffic record elements that result in denial/withdrawal of the OF-
346, U.S. Government Motor Vehicle Operator's Identification Card (Regular Operator), or
suspend eligibility to operate government vehicles (Incidental Operator).

INCIDENT FREQUENCY

1 or more in most recent year
1. Reckless Driving
3 or more in most recent 5 years

2. Driving while intoxicated, under the influence of
alcohol, or under the influence of a drug, a
combination of alcohol and a drug, or a controlled
dangerous substance.**

1 or more in most recent year

3 or more in most recent 5 years

2 or more in most recent year
3. Other Moving Traffic Violations Average of 1/year in most recent 5
years

1 or more in most recent year
4. State Permit Suspension***
3 or more in most recent 5 years

1 or more in most recent 2 years
5. State Permit Revocation***
3 or more in most recent 5 years

2 in any consecutive 12-month period

6. At Fault or Preventable Accidents resulting in will result in 1 year of ineligibility

personal injury (other than first aid) or property from the date of second accident;

damage exceeding $250. Average of 1/year in most recent 5
years

7. Combinations of above incidents (i.e., moving
violations and accidents) will also result in



denial/withdrawal of the individual's OF-346, or
suspension of the individual's authorization to operate
government vehicles.

*This list represents limits that are automatically disqualifying unless the Operator's
Identification Card applicant/holder (Regular Operator only) has positive credits (described in
Appendix C) to offset an applicable minor incident. The Safety Officer has the additional
responsibility to judge each case individually and to deny or withdraw the Operator's
Identification Card/suspend eligibility of any individual whose record indicates an inability or
unwillingness to safely operate a motor vehicle or an unwillingness to comply with
rules/regulations pertaining to such operation. The decision to deny or withdraw an Operator's
Identification Card/suspend eligibility may be based upon a severe individual incident or
violation pattern. The Safety Officer also has the authority and obligation to limit or restrict
authorized operators to on-site driving or to specific classes of vehicles based on past driving
record or other indications that such limitations are in the best interest of the government.

**See Section 2.08.09 for special provisions regarding DWI or OUI convictions.

***Section 2.08.05b. and 2.08.06b.(1) reflects federal policy that an Operator's Identification
Card/authorization to operate government vehicles is automatically invalid unless the operator
has in their possession a valid state driver's license for the class of vehicle being operated.
Regular or Incidental Operators who have their state driver's license suspended/revoked must not
operate a government motor vehicle, notify their supervisor of the action, and (if applicable)
immediately return their Operator's Identification Card to the Safety Office. (NOTE: Persons
who have their state driver's license suspended/revoked and who are subsequently issued a
restricted state driver's license for employment and educational purposes will still lose eligibility
to operate government motor vehicles under the criteria in Items 4 and 5, above). If a Regular or
Incidental Operator has their state driver's license suspended/revoked at any time, promptly
notifies their supervisor, and (if applicable) returns the Operator's Identification Card to the
Safety Office as required, the eligibility will be invalid for one full year from the date of
suspension of the state license and for two full years from the date of revocation of the state
license. Otherwise, the one-year (suspension) or two-year (revocation) period of ineligibility to
operate government motor vehicles will start on the date that the Safety Office becomes aware of
the holder's state license suspension/revocation. Failure to promptly notify their supervisor and
(if applicable) return Operator's Identification Cards to the Safety Office could also result in
additional adverse actions.



APPENDIX C

POSITIVE CREDIT SYSTEM FOR REGULAR OPERATORS
The Positive Credit System is intended to provide "limited"” consideration for Regular Operators
based on their established good driving record. Under this system a driver may earn one credit
for each three years of violation/accident-free record based on the government experience and
state traffic record. Regular Operators currently holding a valid OF-346, U.S. Government Motor
Vehicle Operator's Identification Card, will have their driving records reviewed back to January
1, 1986, for the purpose of establishing positive credits. A new applicant for an Operator's
Identification Card will have their driving record reviewed back three years from the date of
application for the purpose of establishing credit [maximum of one credit for new applicants].
Violations/accidents that may be offset by these credits are:
1. Moving violations not resulting in accidents such as:
a. Speeding, less than 10 MPH above the posted speed limit
b. Stop/Yield sign violations

c. Lane change violations

d. Other types of minor moving violations for which conviction results in no more than a one-
point assessment.

2. Accidents:

Property damage resulting in not greater than $1,000 repair costs for vehicle(s) and/or property
involved.

Violations/accidents for which credits may not be used:

1. Speeding 10 MPH or more above the posted speed limit

2. Reckless driving

3. Other moving violation convictions which result in more than a one-point assessment.
4. Driving under the influence of intoxicants or narcotics

5. State suspensions/revocations



6. Incidents involving multiple violations/citations.
7. Failure to wear seat belts

8. Accidents resulting in personal injury (beyond first aid) or losses greater than $1,000 for
repair of vehicle(s) and/or property.

In the event a regular operator who has accumulated one or more positive credits through their
established good driving record is involved in an incident as described above, for which a
positive credit may be used, they would use one of these credits to avoid being placed in a
situation that would result in ineligibility should another incident occur, as described in
Appendix B. The credit totals for each regular operator are maintained by the Safety Office
through the semiannual traffic record check of the state driving record. A regular operator may
only use one positive credit during any twelve-month period to offset an applicable traffic
violation or property damage accident.
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2.12.01

PURPOSE

This subchapter states NIST policy and procedures for using auditoriums and NIST-wide
shared—use conference rooms.

2.12.02
SCOPE
The provisions of this subchapter apply to NIST-Gaithersburg and NIST-Boulder.

2.12.03
LEGAL AUTHORITY
15 U.S.C. 271 et seq.

2.12.04

POLICY

a. The primary purpose of Institute auditoriums and conference rooms is to provide a place where scientific
and technical groups may meet to conduct official business and for NIST-wide meetings and events. These
rooms may also be used for internal training and meetings that cannot be conducted in OU and/or divisional
conference rooms.

b. Auditoriums and conference rooms are available only upon assignment, subject to the conditions prescribed
in this subchapter.



2.12.05

DELEGATION OF AUTHORITY

The NIST Director has delegated supervision of auditoriums and conference rooms (listed in Appendix A) to
the Audio-Video Services Group under the Public and Business Affairs Office. (At NIST/Boulder Laboratories,
supervision of auditoriums and conference rooms has been delegated to the Office of the Director,
NIST/Boulder Laboratories.)

2.12.06

RESPONSIBILITES

a. Meetings held in Institute auditoriums and conference rooms must be attended by at least one NIST
employee. This person, acting as the sponsor or meeting coordinator, assumes responsibility for the proper use
of NIST facilities and equipment and ensures the following:

(1) All meetings and events with more than 35 external participants must be coordinated with the
Conference Program Group, Public and Business Affairs Office (see NIST Administrative Manual Subchapter
14.06), and Form NIST 1176 and/or Form NIST 1176A are submitted for these meetings. When required, a DN
16 form is also submitted along with proof of insurance coverage (see paragraph 2.12.07.b (5)(ii)

(2) All visitors have appropriate badges as required by the Emergency Services Division (Gaithersburg
campus).

(3) Furniture is left in the same configuration in which the room was found.

(4) Equipment dedicated to the room is not removed and any loaned equipment is returned to Audio-
Video Services Group.

(5) All conference materials and trash are disposed of in room receptacles and/or removed.

(6) All laptops, USB drives, CDs and DVDs used for meetings are removed, and any documents and
files used on room-based computers are deleted. If presenters have logged onto room computers, they have
logged off.

(7) Any technical problems are reported to the Audio-Video Services Group.

b. The Audio-Video Services Group schedules conference rooms (at Boulder, the Office of the Director,
NIST/Boulder Laboratories). The Audio-Video Services Group (at Boulder, the Office of the Director,
NIST/Boulder Laboratories) is authorized to change room assignments if in its judgment it is in the interest of
the Institute to do so.

c. The Audio-Video Services Group (at Boulder, the Engineering, Maintenance and Support Services Division
(EMSYS)) provides audiovisual (AV) services and is responsible for the set up, operation of and removal of
and/or shutting down of equipment. In some cases, users will be given training in the use of audiovisual
equipment, and in these cases the users are responsible for the use and operation of that equipment.

d. The Conference Program Group, Public and Business Affairs Office (at Boulder, the Conference Program
Group):

(1) Provides general assistance in advance planning of conferences and symposia;



(2) Ensures that the promotion activities preceding meetings and the actual meetings are run smoothly
and professionally; and

(3) Provides the participants with services required at such meetings.

2.12.07
AUDITORIUM AND CONFERENCE ROOM USES
a. Assignments are made for the following uses:

(1) Institute-sponsored meetings to carry out the assigned functions of the Institute (at NIST/Boulder
Laboratories, DoC-sponsored meetings):

(1) Internal — NIST (DoC) staff only; [in NIST/Boulder Laboratories, NIST, NTIS and NOAA
(DOC)]

(if) Advisory or other panel groups which include professionals who are closely associated with
NIST (DoC); and

(iii) General conferences or symposia, including associated Institute activities attended by non-
NIST employees from professional groups or societies.

(2) Federally sponsored training programs;

(3) Meetings or sponsored activities of the Standards Employees Benefit Association (SEBA) and the
Boulder Laboratory Employees Association (BLEA); and

(4) Subject to the Institute’s needs, NIST auditoriums and conference rooms may be made available as
follows:

(i) Professional and government organizations whose purposes are clearly related to the work of
the Institute (Department);

(if) Charitable, civic or other organizations who have requested and been granted special
permission from the Office of the Director

b. Permission to use auditorium and conference rooms is subject to the following conditions:

(1) Meetings and activities should be held in a manner that is appropriate for a federal agency. For
example, meetings may not be held primarily for commercial, political or religious purposes or for the purpose
of advocating or influencing action on legislation. Questions regarding appropriateness should be directed to the
Director, Public and Business Affairs.

(2) Reservations may be cancelled in unusual circumstances where space must be reallocated for NIST
(or DOC) mission critical reasons. (at NIST/Boulder Laboratories, DoC). Every effort will be made to allocate
alternative space should this be necessary.

(3) Meeting rooms are not available for assignment to any organization, individual, or activity
practicing or advocating discrimination based on race, color, religion, gender, national origin, age, physical or
mental disabilities or sexual orientation.

(4) Nongovernmental organizations and groups are not permitted to use meeting rooms as a regular
meeting place.



(5) Insurance for nongovernment users:

(i) Any nongovernment organization authorized to use a NIST auditorium, conference room, or
other facility must, prior to approval for such use, submit for review an insurance policy which:

-- satisfactorily protects and holds harmless the United States of America, the Department
of Commerce, and the National Institute of Standards and Technology, its officers, agents, servants, and
employees from liability for any and all claims made under the Federal Tort Claims Act, as amended (28 U.S.C.
2671-2680) for damage to property, or as the result of injury or death to any person occurring in connection
with the use of the Institute’s premises; and

-- by endorsement or otherwise, lists NIST as a coinsured.

(if) Prior to approval of the use of the Institute’s premises, groups must fill out and submit Form
DN 16 and in so doing agree in writing to pay for damage to or destruction of any Institute property occurring
in connection with the use of the Institute’s premises and must furnish written evidence of their financial
responsibility to fulfill this obligation.

(iif) The insurance company used by the nongovernment organization or group must be one
which is authorized to do business in the states of Maryland, for use of the NIST Gaithersburg facility, or
Colorado, for use of the NIST/Boulder Laboratories, by the governmental agencies controlling insurance
companies in the states of Maryland or Colorado.

(iv) The insurance policy submitted pursuant to the requirements of this paragraph must be
forwarded through the Conference Program Group (at NIST/Boulder Laboratories, the Office of the Director,
NIST/Boulder Laboratories), to the Chief Counsel for NIST for review and determination as to acceptability
before approval of the use of the Institute’s premises may be granted.

(6) Users of the auditoriums (at NIST/Boulder Laboratories, the Auditorium and Room 1107) are not
permitted to operate the projectors or control booth equipment. When such services are required, arrangements
must be made with the Audio-Video Services Group for AV Technicians to operate the equipment.

(7) No admission fee may be charged for the use of meeting rooms. However, registration fees may be
collected to cover expenses incurred in holding a conference. (see NIST Administrative Manual Subchapter
14.06).

(8) NIST may require reimbursement for services provided to a conference. All fee-supported
conferences are charged a conference management fee by the Conference Program Group. In addition,
reimbursement may be required for AV technicians, NIST police, furniture movers, janitorial services and/or
for services and equipment not normally available though the Audio-Video Services Group (such as
webcasting, webinars, satellite broadcasting, etc.).

(9) The serving or consumption of food or beverages in auditoriums is prohibited. Serving or
consumption of food or beverages is only allowed in lecture rooms with prior permission from the Audio-Video
Services Group. Requests should be made directly to the Manager, Audio Video Services Group.

(10) No electrical apparatus, special equipment, or mounted decorations may be used, and no changes
in fixtures and furnishings may be made, unless approved by the Audio-Video Services Group (at
NIST/Boulder Laboratories, the Office of the Director).

(11) Auxiliary AV equipment may not be connected into existing systems without explicit permission
from the Audio-Video Services Group (at NIST/Boulder Laboratories, the Office of the Director).



(12) All persons attending meetings are subject to rules and regulations of the National Institute of
Standards and Technology and are required to comply with instructions given by the Emergency Services
Division. Conference attendees must be escorted by a NIST staff person when they are in (or passing through)
restricted areas of the campus or during restricted hours (6:30 p.m. to 7:00 a.m. each workday and all day
Saturdays, Sundays, and holidays).

(13) Prior to the start of each meeting, the meeting sponsor must ensure that participants are informed
of proper exiting procedures for cases of emergency evacuation. For meetings held in the auditoriums, a slide
(or other image) must be shown that visually references these exits. (An appropriate slide is available from the
Audio-Video Services Group for incorporation directly into presentations.)

(14) Meetings and Conferences with over 35 external attendees must coordinate program planning with
the Conference Program Group, PBA. (See NIST Administrative Manual Subchapter 14.06, paragraph.01)

(15) An interpreter for the deaf and other appropriate accommodations (such as wheelchair lift, assistive
listening device, etc.) are made available for all NIST-wide internal meetings. For meetings where external
attendees will be present, advance materials should state that all requests for accommodations be directed to the
program sponsor and if requested these accommodations should be made available. The meeting sponsor is
responsible for ensuring that these accommodations are available.

2.12.08

AUDIOVISUAL TECHNICAL SERVICES

a. At NIST Gaithersburg, the Audio-Video Services Group provides AV technicians in both auditoriums to
operate and monitor the equipment and in other lecture rooms for video recording and other services as required
(at Boulder, the Engineering, Maintenance and Support Services Division provides these services).

b. Audiovisual equipment is categorized in two ways: equipment that must be operated by an AV technician and
equipment that may be used and operated by the user.
(1) In general, lecture rooms are set up with equipment that is easily operated by the user (such as data
projectors, microphones, etc.). To use or be trained in this equipment, users should contact the Audio-
Video Services Group.

(2) Auditorium equipment located in the projection booths and equipment located in Building 101,
Room B-114 (Control Room in Gaithersburg (At NIST/Boulder Laboratories, Building One Auditorium
and Room 1107) may only be operated by AV Services technicians.

2.12.09

EQUIPMENT FOR LOAN

a. The Audio-Video Services Group (in Boulder- the Engineering, Maintenance and Support Services Division)
has a variety of projection, video and audio recording and audio amplification equipment available for loan for

use at official Institute functions. If requested, the Audio-Video Services Group will provide instruction on the

use of equipment.

b. In cases where the equipment is lost or stolen, the borrowing organizational unit provides from its
depreciable equipment or other appropriate cost center the funds necessary to purchase a replacement. If the
borrowing organizational unit is without equipment money during the fiscal year in which the loss is incurred,
the borrowing organizational unit must allocate equipment money from the next fiscal year for replacement.

2.12.10
DINING ROOMS A, B, AND C (Gaithersburg)



a. Dining Rooms A, B, and C are intended primarily for luncheon conferences. These rooms are to be used
from 11 a.m. to 2 p.m. for non- luncheon conferences only when other rooms are not available.

b. Dining Rooms are scheduled through the Audio-Video Services Group, and food arrangements are made as
follows:

(1) Self- Service Luncheons. Participants purchase lunch from the cafeteria and then remove all trays
and place on cafeteria-supplied tray carts located in Dining Room hallway

(2) Served luncheons are arranged through the Conference Program Group, Public and Business Affairs
Office.

21211

COMMERCIAL EXHIBITS AND DISPLAYS

The use of commercial exhibits and displays in any of the auditoriums, conference rooms, or adjacent corridors
must be cleared in advance with the Manager, Audio-Video Services Group (At NIST/Boulder Laboratories,
clearance by the Office of the Director, through the Conference Program Group is required). Use must comply
with the following limitations:

a. Products and exhibits are respectful and fair on issues of gender, national origin, disability, religion, age,
race, color and sexual orientation.

b. The sale of merchandise, solicitation of orders, or materials designed to solicit business for a particular
company product, rather than an industry, is prohibited in NIST conference rooms unless given specific
permission by the Chief Facilities Management Officer.

c. Vendor exhibits or equipment demonstrations that are being held in conjunction with a specific conference
should be coordinated with the Conference Program Group.

d. Safety and fire regulations must be strictly observed. See NIST Administrative Manual Subchapter 6.07
Building 101 Corridor Utilization Policy.

e. The National Institute of Standards and Technology is not responsible for loss or damage to exhibits.
f. Exhibits must be erected without damage to the building and must be physically self-supporting.

g. The exhibitor is responsible for moving the material into the building, setting it up, and dismantling it upon
completion of the exhibit. The exhibitor must arrange in advance with the Audio-Video Services Group for any
necessary storage of boxes and supplies during the exhibit period. Only very limited storage exists for exhibits,
and storage space may not be available at all. All cartons, crates, etc. must be removed from the building
promptly after the closing date.

h. Exhibits should be moved into buildings through loading platforms and only through building lobby
entrances when given explicit permission from the NIST Police. (in NIST/Boulder Laboratories, by the Office
of the Director through the Conference Program Group)

i. Permission for the use of amplified sound as part of an exhibit must be requested in advance from the Audio-
Video Services Group (in NIST/Boulder Laboratories, the EMSS Division) and when permitted, must be
conducted at a moderate volume.

J. Equipment demonstrations for the NIST staff by a particular company must be approved in advance by the
Chief, Acquisition Management Division. Approval or disapproval depends upon the nature of the



demonstration. The Institute employee requesting the approval makes all arrangements for appropriate space,
etc. for the demonstration.

k. Equipment demonstrations for the NIST staff by an industry or a single company must, prior to approval of
the use of the Institute’s premises, agree in writing (through the submittal of form DN 16) to pay for damage to
or destruction of any Institute property occurring in connection with the use of the Institute’s premises, and
must furnish written evidence of their financial responsibility to fulfill this obligation.

2.12.12

RECORDING PRESENTATIONS AND DISCUSSIONS

a. Before any recording is made of the participants at conferences or meetings, the speakers must be advised
and consent to this recording. The responsibility for complying with this requirement rests with the meeting’s
sponsor or program chairperson.

b. The Audio-Video Services Group (in NIST/Boulder Laboratories, the Conference Program Group) will not
proceed with any recording (audio or video) of non-federal government presenters unless their signed
permission has been documented on the approved consent form (“Audiovisual Recording Release” available
through the Audio-Video Services Group, see Appendix D) and a copy of all signed (“Audiovisual Recording
Release™) forms are given to the Audio-Video Services Group.

¢ Recorded presentations are maintained by and available from the organizational unit sponsoring the program.
2.12.13

CONTENT OWNER

107- Public and Business Affairs

2.12.14
EFFECTIVE DATE October 1, 2009



APPENDIX A
Guidelines and Policies for Scheduling and Use of Auditoriums and Shared-Use Conference Rooms

1. Institute employees planning a meeting should contact the Audio-Video Services Group for room
reservations and AV support (at NIST/Boulder Laboratories, contact the Office of the Director).

2. Organizers of meetings and conferences of 35 or more external attendees must coordinate directly with the
Conference Program Group (in Gaithersburg or Boulder) before scheduling rooms.

3. Organizers of meetings with external attendees must submit a NIST-1176 and/or NIST 1176A form (and DN
16-when appropriate for insurance liability) to the Conference Program Group prior to the date of the meeting.

4. If food service is desired, the sponsor should contact the Conference Program Group for arrangements for
served luncheons, VIP receptions and coffee breaks for conferences, and symposia. Appropriated funds may not
be expended on food or beverages; such items may only be purchased for conferences through the No-Cost
Contractor, which is overseen by the Conference Program Group.

5. Requests from state and local governments and outside organizations should be made in writing to the
Director, Public and Business Affairs Office (at NIST/Boulder Laboratories, to the Office of Director through
the Conference Program Group). The insurance policies required in Section 2.12.08.5 for nongovernment users
must accompany this written communication. The written communication (in the form of a letter or email)
should include the following information:

-- name of the person responsible for the meeting;

-- purpose of the meeting;

-- general description of the audience to whom the meeting is addressed;
-- room(s) desired;

-- date and time (beginning and ending) of meeting;

-- approximate number of people attending;

-- what AV support is required and

-- other special equipment or arrangements necessary.

6. In cases where final meeting dates have not been chosen and multiple dates are requested, rooms will be put
on “hold status” rather than “reserved status”. If another requester is interested in the room, then the original
requester will have three days to confirm their requirement. In general, requesters will not be allowed to hold
more than two dates for meetings where dates have not been finalized.

7. Full-day meetings with primarily external audiences will be given priority in the Green Auditorium. Partial
day, internal meetings of 100 or less will be scheduled in the Portrait Room, the Red Auditorium or other
suitable room. Two weeks prior to the event date, requesters may ask to switch to the Green Auditorium if
preferred. If it is available, the event will be rescheduled for that room. (In NIST/Boulder Laboratories, full-day
meetings will be given priority in the Building One lobby rooms, including the auditorium, 1103, 1105 and
1107)

8. Lecture rooms will be set in a “standard configuration” (see Appendix B for listing). All efforts should be
made to use the room in that setup. Requests for non-standard seating arrangements may require overtime or
other charges and should be requested with at least three days advance notice. Last minute requests may not be
fulfilled.

9. The Portrait Room, the Heritage Room and the Advanced Measurement Laboratory main conference room
(C103/C106) will only be reset by the Plant Division’s movers (rather than the Audio-Video Services Group)



and costs charged to the division accordingly if other than standard configuration is requested. Customers must
submit work orders directly to the Plant Division with a copy to AV Services.

10. Rooms will only be reset by the Audio-Video Services Group and/or the Plant Division (in NIST/Boulder
Laboratories the EMSS Division) for full-day or multi-day meetings. (In NIST/Boulder Laboratories, organizers
of meetings that require multiple resets will be required to submit a work order to the EMSS Division and may
incur additional charges).

11. Rooms may only be reserved for the actual time of the meeting plus reasonable time to set up and take
down materials, etc. Rooms may not be booked for the entire day for the purpose of avoiding other policies
such as: #8, #9 or #10.

12. In rare cases, customers will be given permission to reconfigure furniture themselves (e.g. for partial day
meetings). This requires explicit permission from the Audio-Video Services Group (in NIST/Boulder
Laboratories, the Office of the Director). If customers are given permission to reset a room, they will be
responsible for resetting it back to its standard configuration before the next scheduled meeting begins.

13. Lecture Rooms A, B and D will be considered comparable and interchangeable. If moving a previously
scheduled meeting from one room to the other will allow a multi-day meeting or conference with external
attendees to take place, the original meeting will be relocated. If an event is relocated for this purpose, the
Audio-Video Services Group will ensure that the room to which the meeting is moved is configured as
originally requested.

14. Organizers of multi-day training and events that require multiple lecture rooms--essentially taking over the
entire conference area -- must first request permission from the Manager, Audio-Video Services Group (in
NIST/Boulder Laboratories, the Office of the Director through the Conference Program Group).

15. Meetings may not be reserved more than one year in advance. Some exceptions will be made (e.g. for
scientific conferences that require multiple years of advance notice and ongoing NIST required meetings).
Permission for these exceptions will be granted by the Manager, Audio-Video Services Group.

16. Conferences and business meetings will always take precedence over social events and unofficial, non-
business activities. These events may be bumped from rooms for business-related activities and will be given as
much notice as possible.

17. Audiovisual technicians are available through the Audio-Video Services Group between the hours of 7 am
and 5:30 pm ET (in NIST/Boulder Laboratories through the EMSS Division between 7:30 am and 5 pm MT).
Services requested outside of these hours may require staff to work overtime, and organizers will be charged
accordingly. These charges will be billed through the Audio-Video Services Group (in NIST/Boulder
Laboratories, the Conference Program Group or the EMSS Division).



APPENDIX B

Auditoriums and Shared-Use Conference Rooms (Gaithersburg Campus)

Room Name Room Style Standard Capacity
Configuration
Green Auditorium * Theater Style 294
Red Auditorium * Theater Style 722
LRA Lecture Room Theater Style 80
LRB Lecture Room Theater Style 80
LRC Lecture Room Classroom Style | 30
LRD Lecture Room Classroom Style | 60
LRE Lecture Room Classroom Style | 48
LRF Conference Room * | U-shape Style 20
B-111 Conference Room * | Conference Style | 15
B-113 Conference Room * | Conference Style | 15
Portrait Room Lecture Room # Theater Style 120
Heritage Room Multi-Purpose Cluster Style 63
Room #
Cafeteria-West Dining Area * Dining Area 48
Wing
DR A Conference Room * | Conference Style | 12
DR B Conference Room + | Conference Style | 12 (combined
(Director’s DR) w/DRA=24)
DR C Conference Room * | Conference Style | 24
AML C103/106 Lecture Room # Classroom Style | 80

e * Rooms with permanent configurations that cannot be reset.

e + To reserve DR B, permission must first be granted by the Director’s Office. This room may also
be combined with DR A, if arrangements have been made with the Audio-Video Services Group.
e # Rooms that are reset by Plant Division’s movers, not by the Audio-Video Services Group.



Appendix C- Standard AV Equipment and Services in Lecture Rooms (Gaithersburg)

The following list can be used as a general guideline for equipment available in each room, but users should
speak directly with the Audio-Video Services Group staff when planning to use the AV equipment. To ensure
that AV equipment is set up properly, it must be requested in advance with the Audio-Video Services Group.

Room

Standard Equipment
(see note a)

Standard AV Services
(see note b)

Green Auditorium

Fully equipped with AV support
(incl. PC @ podium).

Data and video projection, video
and audio recording, video and
conferencing and other services as
requested.

Red Auditorium

Fully equipped with AV support
(incl. PC @ podium).

Data and video projection, video
and audio recording, video and
conferencing and other services as
requested.

Lecture Room A

Data/video projector, audio
amplification, screen, podium, VTC-
if requested.

Data and video projection, video
and audio recording, video and
conferencing and other services as
requested.

Lecture Room B

Data/video projector, audio
amplification, screen, podium, VTC-
if requested.

Data and video projection, video
and audio recording, video and
conferencing and other services as
requested.

Lecture Room C

Data/video projector, audio
amplification, screen, podium, VTC-
if requested.

Data and video projection, video
and audio recording, video and
conferencing and other services as
requested.

Lecture Room D

Data/video projector, audio
amplification, screen, podium, VTC-
if requested.

Data and video projection, video
and audio recording, video and
conferencing and other services as
requested.

Lecture Room E

Data/video projector, audio
amplification, screen, podium

Data and video projection, video
and audio recording and other
services as requested

Conference Room F

2- 50” plasma flat screens, VTC if
requested, DVD playback

Data and video displayed through
plasma screens, video and audio
conferencing and other services as
requested

Conference Room B-111

Data/video projector, screen, VTC —
if requested

Data and video projection, video
and audio conferencing and other
services as requested.

Conference Room B-113

Data/video projector, screen, VTC —
if requested

Data and video projection, video
and audio conferencing and other
services as requested.

Portrait Room

Fully equipped with AV support
(incl. PC @ podium)

Data and video projection, video
and audio recording, video and




audio conferencing and other
services as requested

Heritage Room

Data/video projector, audio
amplification, screen, podium,

Data and video projection, audio
amplification, podium and screen

Cafeteria —West Wing

No AV equipment as standard

Data and video projection and if
requested.

Dining Room A

No AV equipment as standard

Data and video projection and if
requested.

Dining Room B (Director’s DR)

No AV equipment as standard

Data and video projection and if
requested.

Dining Room C

Data/video projector, screen

Data and video projection

AML C103-C106

Fully equipped with AV support
(incl. PC @ podium)

Data and video projection, video
and audio recording.

Notes

a. Listed AV equipment is standard, however any equipment that users plan to utilize should be requested
when room is scheduled or minimally three days in advance.

b. AV services are available as listed in rooms; however, any service that users plan to utilize should be
requested when a room is scheduled. Standard services such as video/data projection, VTC with
Boulder, audio conference phones should be scheduled at least three days in advance. Specialized AV
services such as video and audio recording, webcasting, video teleconferencing (with non-Boulder sites)
and interconnecting with other web services (webinars, etc.) must be scheduled at least two weeks in
advance to ensure that technical needs can be met.

c. Wireless internet is available in all auditoriums and conference rooms. NIST laptops must be configured
to receive wireless (contact iTAC for instructions). Visitors should contact their NIST sponsor for
instructions on connecting their laptops.




Appendix D:

U.S. DEPARTMENT OF COMMERCE
NATIONAL INSTITUTE OF STANDARDS AND TECHNOLOGY

AUDIOVISUAL RECORDING RELEASE

REQUESTER ORGANIZATION CODE TELEPHONE EXTENSION DATE
FULL NAME OF THE MEETING STOCK TAPE OR MEDIA PROVIDED ADDITIONAL SREVICE REQUIRED
YES YES
NO (PLEASE FILL SERVICE REQUEST LOG )
LOCATION OF THE MEETING RECORDING FORMAT COMMENTS

By signing this form, | irrevocably grant to the National Institute of Standards and Technology (NIST), U.S. Department of Commerce, or any person acting
under the direction of NIST the right to record my likeness on any audiovisual format including film (still photo and/or motion picture) and/or videotape, or in any
other medium to copyright said digital format, film and/or videotape, to edit, crop and duplicate such recording at NIST’s discretion, to record my voice on digital
hard-disc, magnetic tape, to incorporate the same photographic and/or video images and audio recordings into digital or analog audio-video program and to use or
authorize the distribution and use of the program and any subsequently edited or altered versions thereof in any manner and media at any time or times throughout
the world in perpetuity, and to use my name, likeness, recorded voice or biographical information in connection therewith, including promotion in all media.

| hereby release NIST and anyone authorized by NIST to use said photographic and/or video images, audio recordings or other materials concerning me from any
and all claims, damages, liabilities, costs and expenses which | now have or may hereafter have by reason of any use thereof.

I understand that all media, video, audio, or other materials produced by the NIST, U.S. Department of Commerce, will be the property of NIST and subsequently
in the public domain.

SPEAKER (print name) SPEAKER release signature DATE
RECORDED BY TECHICIAN (S) DATE (S) COMMENTS
As chair/organizer of a meeting refereed above, | have obtained the above permission for all

participant presenters listed below. Their written consent is attached if not signed below.

Name Signature Date







Appendix E

Auditoriums and Shared-Use Conference Rooms (NIST/Boulder Laboratories Campus)

APPENDIX E Boulder Conference Rooms

Room Set Equipment Available
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PROCEDURES FOR APPROVAL OF NIST MEMBERSHIPS AND STAFF
PARTICIPATION IN PROFESSIONAL ORGANIZATIONS

3.02.09 Procedures for Approval of NIST Memberships and Staff Participation in
Professional Organizations
A. NIST Institutional Membership in a Professional Organization -

1) Memberships and technical committee participation in professional

organizations are allowed with supervisory approval as long as the

membership does not entail voting, or service on boards or other policy-
making committees.

2) All approved NIST institutional memberships for professional

organizations are noted on the List of Professional Organizations

maintained by the Management and Organization Office. It is NISTs
policy that NIST may not become a member of an organization that is not
listed on this Institutional Membership roster.

3) With respect to professional organizations, requests for approval of

a NIST institutional membership not on the list should be sent to the NIST

Chief of Staff with a clearance section signed off by the Office of the

Chief Counsel for NIST. The Office of the Chief Counsel for NIST will

review the organizational documentation to determine whether NIST

institutional membership is legally permissible. Individual NIST employee
memberships in professional organizations may not be accepted or funded
by NIST. The request should include a memo cleared by the division and
signed by the OU Director or designated management, addressed to the

NIST Chief of Staff. The charter and bylaws of the organization and a

link to their website should be attached to this memo. The Chief of Staff

forwards all findings to the requestor for noting and to the Management
and Organizations Office for listing.
B. Service on Boards or Other Policy-making Bodies and Government Liaisons -

1) Invitations to serve on a board or other policy-making body of a
professional organization require legal review by the Ethics Division
of the DoC Office of General Counsel. After approval by the Ethics
Division, a staff member who is invited to serve on aboard or other
policy-making body of a professional organization must forward a
memo detailing the proposed service and its benefits to NIST, through
their management chain and the Chief Counsel for NIST, to the
Director, Standards Coordination Office, for approval. This request for
NIST approval should include a recommendation as to the voting or
non-voting status of the proposed participation.

2) Government Liaisons - Alternatively, NIST representatives can serve
in the role of government liaison to an organization when NIST needs
to exchange nonproprietary information or coordinate activities. A
liaison's role is limited to matters in which NIST has an interest, not
internal matters unrelated to NIST's interests. The role is limited to
providing technical guidance or any other activity that furthers the



agency's mission as determined by NIST program officials. Note also
that service as a government liaison is conditioned upon approval by
NIST management and the organization's agreement to this
arrangement. Please also note that government liaisons may not
receive compensation and may not serve as the organization's agent or
representative.

C. Fees for Professional Organizations -

1)

2)

Fees for Professional Organization Institutional Membership -
Institutional membership fees for professional (non-standards)
organizations may be paid only to professional organizations currently
on the approved list maintained by the Standards Services Group.
NIST organizational units may elect to pay for institutional
membership fees for approved professional organizations by using
direct (i.e., STRS) or indirect appropriated funds (transferred from
other agencies for this purpose) or funds generated by overhead.
Professional Organization Individual Memberships - Except as may
occur pursuant to NIST Administrative Manual Subchapter Section
10.08.10(1), NIST has no authority for payment of professional (non-
standards) organization individual memberships.



TELECOMMUNICATIONS SERVICES
4.04.01 - CONTENTS

4.04.02 Purpose

4.04.03 Scope

4.04.04 Legal Authority
4.04.05 Policy

4.04.06 Delegation of Authority
4.04.07 Responsibilities
4.04.08 Procedures

4.04.09 Content Owner

4.04.10 Effective Date

4.04.02 - PURPOSE

This subchapter states policies and procedures for using and obtaining telecommunications services
for official business.

4.04.03 - SCOPE
This subchapter applies to all NIST Gaithersburg & Boulder Federal employees and Associates.
4.04.04 - LEGAL AUTHORITY

a. The Clinger-Cohen Act of 1996 (40 U.S.C. 1401),

b. Office of Management and Budget (OMB) Circular A-130,

c. National Telecommunications and Information Administration (NTIA) Manual of
Regulations and Procedures for Federal Radio Frequency Management (Redbook).

d. Department of Commerce Administrative Order 201-309.

e. Department of Commerce Telecommunications Management Policy.

4.04.05 - POLICY

Use of Telecommunication Services — Federal government telecommunication services (including
facsimile, calling cards, mobile and other wireless devices and services) are intended for the
conduct of official business. Employees are authorized to utilize these services for limited personal
use, provided that such use does not interfere with official business, create appreciable costs to
NIST or embarrass NIST or the Department of Commerce. Questions about uses for which
appropriateness is not clear to a staff member should be directed to local management.

Prohibitions - The following practices are specifically prohibited:



a. Use of Federal government telecommunications services for other than official business,
except in cases of acceptable limited personal use described above.

b. Personal use of any Federal government-provided telecommunications service, equipment,
or facility that significantly interferes with the conduct of Government business or the
individual performance of the employee.

c. Unauthorized telecommunications use with the intent to later reimburse the Federal
government.

d. Use of Federal government telecommunications services for partisan political purposes or
activities.

e. Use of toll-based or similar calling services that places a toll burden on the Federal
Government, such as 900 area code services.

Collect and Third Party Telephone Calls - Collect calls (calls placed from a non-Federal
government number to a Federal government number, reversing charges) and third party calls (calls
placed through an operator and billed to a telephone number other than either the calling or called
telephone numbers) are prohibited except for official business. A personal emergency call may be
accepted without authorization, but should be reported to a supervisor. In mission locations and
offices where a "call-in" capability is required, the use of Federal government-provided toll-free
services (such as 800 area code) should be considered.

Toll Free Numbers for NIST Employees - While conducting official government business offsite,
employees can contact NIST (Gaithersburg) toll-free via 1.800.437.4385. This number is for NIST
employees only and should not be given to or used by other individuals for use in calling NIST.
Boulder’s toll free number to access phonemail only is 1.800.579.5383.

Calling Cards - Federal government-issued calling cards should only be used for placing
telephone calls when on official government travel or telecommuting. A calling card is for use
only by the employee to whom it has been issued; calling cards or card numbers should not be
given to or used by other individuals.

Reimbursement for Privately Owned Telecom Services - The Federal government may not
require employees to acquire or use their own personally owned services for the purpose of
performing their official duties. However, under certain circumstances, Federal government
employees may be reimbursed for the use of their own, privately owned telecommunications
services when acceptable Federal government-owned service is not available and reimbursement is
in the best interest of the Federal government.

The amount of reimbursement must be the actual cost of service as shown on the employee’s
billing statement. Reimbursement may not cover the basic cost of service already owned by the
employee, only the incremental, additional cost for use of the service for Federal government-
related work. Employees may not be reimbursed for use of personally owned or acquired services
for which they have not incurred any incremental additional costs due to such use (for example, the
use of a personal mobile phone for official calls, when the individual’s phone usage for the entire
month remains below the monthly free minute quota). If an employee uses more than the allocated
or permitted number of “free” calls or minutes under a vendor’s billing plan, the employee may be
reimbursed at the additional call or minute rate multiplied by the number of calls or minutes used



for Federal government business, but such reimbursement shall not exceed incremental additional
costs incurred by such use. In all such cases, reimbursement must be approved by the employee’s
management, either before or after use.

Federal Government Provided Resources in Private Residences - With prior approval of
management and when done in accordance with Federal Acquisition Regulations, NIST may use
appropriated funds to install telecommunications lines, equipment, or services and to pay monthly
charges in any private residence of an employee who has been authorized to work at home. Refer
to NIST Administrative Manual, Subchapter 10.27 for further guidance on the Telework Program.
Lines, equipment or services paid for by the Federal government are subject to the same limitations
to official use as outlined above.

Monitoring of Telephone Conversations - Monitoring of telephone conversations for law
enforcement purposes is covered by DoC security policies and DAO 207-9. For purposes other
than law enforcement, monitoring of telephone conversations may be performed in certain
circumstances with strict limitations, as outlined in the DoC Telecommunications Management
Policy. Prior to establishing a system that will record or monitor conversations or transmissions, a
request must be made to the Department of Commerce.

Tampering with Federal Government Owned Equipment or Facilities - NIST staff shall not
install, disconnect, rearrange, remove, or attempt to repair any equipment or facilities. Costs
incurred due to unauthorized tampering that requires a service repair call will be billed to the staff
member’s organization.

4.04.06 - DELEGATION OF AUTHORITY

The NIST Director has delegated to the Chief Information Officer (CIO) the authority to approve
NIST Telecommunications policy.

4.04.07 - RESPONSIBILITIES

Each NIST staff member (both Federal employees and Associates) having access to an official
Federal government telephone is responsible for its proper use.

Supervisors are responsible for proper management of Telecommunications services and costs, and
for taking appropriate disciplinary action against employees and others under their jurisdiction that
abuse the service.

Approving officials are responsible for proper management of mobile devices and must review the
invoices and take appropriate actions to ensure that the policies are followed.

The respective Telecommunication Offices (Gaithersburg and Boulder) are responsible for the
approval of all requests for telecommunications service so that the resources can be effectively
managed. The Telecommunication Offices are also responsible for compliance with current
regulations, the procurement of cost-effective telecommunications services, and for the
maintenance of complete, current, accurate billing records, and the inventory of services in use.



The Gaithersburg Telecommunications Office is the contact for information exchange with the
Office of Radio Frequency Management, Department of Commerce, for the purpose of application
for frequency assignment, radio frequency management reports, and resolution of harmful
interference to or from NIST radio operations. The Gaithersburg Telecommunications Office is
responsible for providing policy guidance and technical and administrative support to all staff and
organizational units within NIST (Gaithersburg & Boulder). NIST frequency management
activities operate under the guidance of National Telecommunications and Information
Administration (NTIA). Reference: National Telecommunications and Information Administration
(NTIA) Manual of Regulations and Procedures for Federal Radio Frequency (Redbook) and the
Department of Commerce Administrative Order 201-39.

4.04.08 - PROCEDURES

Request for Telecommunication Services - Applications for telecommunications services (obtain,
move, add, change, or terminate) must be submitted to the Telecommunications Office.

Request for Radio Freguency Assignment — Applications for radio frequency assignments at
Gaithersburg or Boulder may be submitted by sending an e-mail to telecom@nist.gov. The request
should include the proposed use, geographic area of proposed use, and approximate power
requirement.

Repair Request - For telephone repair service, dial x5375 (iTAC) in Gaithersburg and Boulder.
Additionally Boulder staff can submit a repair request located on the Boulder Telecom website.

General Information — For general information regarding NIST telephone and
telecommunications services and to access the service/repair request forms staff members should
contact OCIO.

4.04.09 - CONTENT OWNER

The OCIO Telecommunications and CIO Support Division are responsible for the content of this
policy.

Guidance on this policy may be obtained from the OCIO’s:
Telecommunications Office

Mail Stop 1851

301.975.3333

telecom@nist.gov

4.04.10 - EFFECTIVE DATE

February 1, 2010



CORRESPONDENCE
Sections

4.05.01 Purpose
4.05.02 Scope
4.05.03 Policy
4.05.04 Definitions
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4.05.06 Mail Referred by DOC
4.05.07 Correspondence with Officials at DOC
4.05.08 Clearance of Correspondence
4.05.09 Answering Public Inquiries
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Appendix A - Preparation of Correspondence at NIST
Appendix B - Examples of Guidelines Contained in Appendix A
Appendix C - Assembling a Letter for Signature
Appendix D - Example of NIST Control Ticket
Appendix E - Example of Preferred Format for a Memorandum Prepared at NIST
Appendix F - International Correspondence
4.05.01
PURPOSE
a. This subchapter outlines NIST procedures and responsibilities for correspondence
handling, preparation, and signing. It is also a supplement to the Department of
Commerce Executive Secretariat Manual which as available by accessing

http://home.osec.doc.gov/ExeSec/default.htm.

b. Special rules for handling classified correspondence are covered in Subchapter 13.01.



c. Special rules for handling Congressional correspondence are covered in Subchapter
4.06.

4.05.02
SCOPE
This subchapter applies to NIST-Gaithersburg and NIST-Boulder.

4.05.03

POLICY

a. All correspondence is to be prepared promptly and in the manner that is most helpful
to the recipient and at the least cost to the government.

b. Formal communications must be on official stationery and must be prepared in
accordance with government correspondence standards for appearance and style as
covered in this subchapter.

c. The Director must be kept aware of all correspondence that is politically sensitive or
has policy implications. (Read Section 4.05.04d.) The original of such correspondence
must be cleared by the Chief Counsel for NIST, Congressional and Legislative Affairs,
and the Chief of Staff before mailing. An information copy of all such letters, with a
copy of the incoming correspondence, must be furnished to the Director.

4.05.04
DEFINITIONS
a. Correspondence - All mail, faxes, e-mail, cables, telexes, and other media of record.

b. Memorandum - An internal means of communication. Appendix E gives a formatted
example of a memorandum as used at NIST.

c. Official File Copy - A hardcopy format (paper) record of all formal government
communications. This copy must be placed in the organizational unit's files. It is the
copy that will be retired by NIST Forms and Records Management. A copy needed for
personal files should be prepared as an information copy.

The requirement for an "official file" copy is based on a government-wide regulation that
records be maintained to document the transaction of public business "as evidence of the
organization, functions, policies, decisions, procedures, operations, or other activities of
the government or because of the informational value of the data.”

d. Policy correspondence - Deals with program direction and with legislative and legal
questions as follows:

(1) Discussions of proposals for new Institute programs and modifications of existing
programs;

(2) Correspondence on politically sensitive matters;

(3) Correspondence on legal matters;



(4) Correspondence on proposed or pending program, authorization, or appropriation
legislation with:

--members of Congress
--Congressional committees
--Congressional staff

--officials at the White House
--officials at all government agencies
--influential members of the public.

Correspondence on any subject with members or staff of Congressional committees or
subcommittees which act on NIST authorization or appropriations or are otherwise of
special importance to NIST is always treated as policy correspondence and must be
cleared through the NIST Director of Congressional and Legislative Affairs, the Counsel
for NIST, the Program Office, and the Budget Division.

e. Priority mail is to be answered within a specified time. Priority mail includes mail
referred to NIST by the DOC, the White House, or the Congress for the preparation of a
response to be signed by an official at NIST, the DOC, or the White House. Priority mail
is correspondence determined to be of sufficient importance to require a timely response
and is controlled so that it can be tracked and monitored. (Read Sections 4.05.06 and
4.05.07.)

4.05.05

RESPONSIBILITIES

a. The Office of the Director is responsible for correspondence policy at NIST.
Correspondence practices at NIST are followed within the guidelines established by the
DOC.

b. The OU office is responsible for all controlled correspondence assigned to their OU
including the quality and timeliness of the response.

c. NIST staff must be aware of and be responsible for communications concerning their
assigned program responsibilities and follow the formats and guidelines in this
subchapter and the DOC Executive Secretariat Manual.

d. Writers are responsible for the technical and policy content of the letters they draft,
clear, or sign, for answering correspondence promptly, and for adhering to the guidelines
in this subchapter.

e. Mail and Distribution (at Boulder, the MASC Mail Room) is responsible for the
receipt, routing, collection, and dispatch of most mail and for ensuring that postal
regulations are followed.

f. The Director, NIST/Boulder Laboratories, is responsible for determining whether any
correspondence reviewed by that office requires clearance and/or the signature level.



g. The Office of International and Academic Affairs is responsible for coordination and
clearance of official communications with foreign countries. (Read Appendix F.)

h. The Communications and Inquiries Group (at Boulder, Publications) is responsible for
answering or referring public inquiries.

i. The Office of the Director is responsible for maintaining a follow-up system on
controlled mail and referring such correspondence and other mail addressed to the
Director to the appropriate individual or organizational unit for reply.

The Office of the Director also ensures proper coordination and clearance of replies,
dispatches correspondence signed by the Director and Deputy Director, and distributes
copies of this correspondence.

4.05.06

MAIL REFERRED BY DOC

The DOC Executive Secretariat Manual (http://home.osec.doc.gov/ExeSec/default.htm)
contains instructions on handling mail forwarded directly from the White House and
instructions on complying with Executive Secretariat control tickets.

4.05.07

CORRESPONDENCE WITH OFFICIALS AT DOC

a. The Information Memorandum, Decision Memorandum, and Signature Memorandum
are used to correspond with the Secretary and Deputy Secretary. Contact the Office of
the Director for the current format and requirements for these memoranda.

b. A memorandum is used to correspond with other officials at the Department. (Read
Appendix E.)

4.05.08

CLEARANCE OF CORRESPONDENCE

When correspondence is sent to an official for clearance, that official initials and dates if
they concur. If the official does not concur, then the appropriate organizational units take
action to resolve any issues.

4.05.09

ANSWERING PUBLIC INQUIRIES

a. Inquiries from the public addressed to "NIST" are referred by Mail and Distribution to
the Communications and Inquiries Group (at Boulder, Publications) for reply. These
organizational units may ask for assistance from the technical staff or refer the inquiry to
a technical organizational unit for preparation of a reply.

b. Inquiries from the public addressed to an individual or an activity are answered by the
appropriate organizational unit unless they deal with a politically sensitive issue.
Inquiries not directed to the proper organizational unit should be referred to the



Communications and Inquiries Group (at Boulder, Publications) for reply or for referral
to the proper organizational unit or individual.

c. A courteous and informative reply to a public inquiry should be prepared and
dispatched promptly. If an answer will be delayed beyond a few days, the inquiry should
be acknowledged and the date given when a reply can be expected.

4.05.10

ANSWERING COMPLAINTS

Complaints about NIST services are forwarded to an official at least one level higher than
the organizational unit about which the complaint is made (division chief or higher). The
division chief or higher prepares, clears, or signs the reply to ensure that it is responsive.
A reproduced copy of the complaint and an information copy of the response are sent to
the Office of the Director through the OU office.



USE OF DESIGNATED NIST FACILITIES
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5.01.01

PURPOSE

This subchapter states the policies and procedures to be followed in using designated NIST
facilities for independent proprietary, collaborative proprietary, and non-proprietary
measurements, including conditions under which such use is allowed, approval is given, and fees
are established and collected. The purpose is to support government policy for enhancing U.S.
international competitiveness by providing U.S. industry access to special U.S. government
facilities to advance technology and strengthen productivity.

5.01.02

SCOPE

The policies and procedures outlined in this subchapter apply only to NIST facilities which are
specifically designated by the NIST Director.

5.01.03

POLICY

Under certain conditions, NIST allows the independent use of specific measurement and test
facilities by private parties for proprietary, collaborative proprietary, or non-proprietary use. A
User Agreement is required for each of these uses; they differ in the treatment of any resulting
intellectual property and technical data.



5.01.04

LEGAL AUTHORITIES

20U.S.C.91

15U.S.C. 3710a

DAO 202-311, Section 5.02. a2

DAO 202-311, Section 5.02. b1 DoC Accounting Principles and Standards Handbook, Chapter
11, Section 4.0, available online at
http://www.osec.doc.gov/ofm/acctg/Chapter.11%20revised%2008-2007.doc

OMB Cir. A-25, available online at http://www.whitehouse.gov/omb/circulars/a025/a025.htmi

5.01.05

USE AND APPROVALS

a. Agreements are used for independent research where such use is infrequent, temporary, and
irregular.

b. Agreements may be for as long as five years or the duration of the security
assurance/clearance, whichever is shortest, provided that the users endeavor to conclude their use
of the facility as expeditiously as possible.

c. Collaborative Proprietary Agreements are used when the research is relevant to the mission of
NIST and where the results of the research must be kept confidential and withheld from
disclosure for a period of up to five (5) years and where NIST research expertise are necessary to
the success of the research project.

d. The following approvals are required:

(1) Independent proprietary or non-proprietary agreements

OU Director or the Facility Manager (if authorized for this purpose by the OU Director) signs the
Agreement on behalf of NIST,;

(2) collaborative proprietary agreements - OU Director or the Facility Manager (if authorized for
this purpose by the OU Director) signs the Agreement on behalf of NIST; - Chief of the Office of
Technology Partnerships; - NIST Counsel; and - Budget Division (for user charges).

5.01.06

USER CHARGES

a. User charges are required for proprietary use of NIST facilities and are determined by the
facility as authorized by the OU Director. User charges for non-proprietary use are optional, but
if charges are made for one party, they must be made for all parties in accordance with an
equitable system pre-approved by the OU Director and the NIST Counsel; OU Directors may
identify facilities under their supervision that will not impose user charges for non-collaborative,
non-proprietary work.

b. Following regular procedures and to offset expenses, the OU establishes an Expense and
Income Project and collects charges according to a schedule appropriate for such projects.



5.01.07

ROLES AND RESPONSIBILITIES

a. The OU Director recommends to the NIST Director (via memorandum with a copy to the
Industrial Partnerships Program) those facilities in their Laboratories that should be considered
for proprietary or non-proprietary measurement use.

b. The NIST Director designates facilities for proprietary and/or non-proprietary measurement
use.

c. The potential user submits a written request for use (via an approval memorandum)
identifying the specific facility, type of use (proprietary or non-proprietary), duration of use,
reason for use, and other pertinent information, to the NIST OU Director.

d. The NIST OU Director or the Facility Manager, if authorized for this purpose by the OU
Director, reviews and approves each request for use, ensures that the conditions specified therein
for such use are met, provides equal opportunity of use through wide public notice, and ensures
that the information specified below is provided to the Industrial Partnerships for collaborative
proprietary agreements.

e. In the case of collaborative proprietary use agreements, the Office of Technology Partnerships
prepares the Collaborative Proprietary Facilities Use Agreement upon receipt of the approval
memorandum and accompanying information from the OU Director, obtains the requisite
signatures and approvals, and maintains permanent records of:

(1) the designation of the facility;

(2) individual requests for use;

(3) signed approval memorandum;

(4) the Agreements; and

(5) annual schedule of user charges (from Budget Office).

f. All facilities in which information technology resources (e.g., computer equipment) are used
to collect, process, or store proprietary information must be accredited as sensitive information
systems prior to operation. System managers should consult with their OU Computer Security
Officer or the NIST Computer Security Officer for help in the accreditation process.

5.01.08

CONDITIONS FOR USE

a. Alternative facilities of equal or superior performance are not otherwise readily available to
the user.

b. Costs are borne by the user on a full-cost basis for proprietary use, except for specially
identified user facilities.

c. Such use does not interfere with the execution of NIST programs or present a danger of harm
to NIST staff, the users, or the facilities.

d. Such use is subject to termination at any time at the discretion of NIST.

e. Users meet the DoC/NIST security requirements established for non-employees.



f. In providing equal access to facilities, OU Directors and facilities managers may prioritize and
schedule requests for use according to the needs of ongoing NIST programs

5.01.09

HANDLING RESULTS OBTAINED UNDER A PROPRIETARY FACILITIES USE
AGREEMENT

a. To preserve the proprietary nature of the data which result from use of its facilities, the user
must obtain the measurement data directly and exclusively from the apparatus.

b. A private organization retains the entire right, title, and interest to any inventions resulting
from the research performed by its employees under a Proprietary Facilities Use Agreement.

5.01.10

HANDLING RESULTS OBTAINED UNDER A COLLABORATIVE PROPRIETARY
FACILITIES USE AGREEMENT

a. The user and NIST work collaboratively to obtain data from the use of the facilities. NIST
may assist the user in the conduct of the research and the collection of data.

b. Data that results from collaborative work under a Collaborative Proprietary Facilities Use
Agreement may be protected by NIST from disclosure for a period of up to five (5) years.

c. Inventions resulting from research are owned by the inventing party. Inventions made jointly
by NIST and the user are jointly owned.

d. Non-NIST employees may not participate as part of the NIST research team in the conduct of
research and the collection of data.

5.01.11

HANDLING RESULTS OBTAINED UNDER A NON-PROPRIETARY FACILITIES USE
AGREEMENT

Results under a Non-Proprietary Facilities Use Agreement are non-confidential, and NIST will
permit public access to available results. NIST is also entitled to use the resulting data for its
OWN purposes. (=)
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1.

APPENDIX A

DETERMINATION OF FEES FOR PROPRIETARY AND
NON-PROPRIETARY MEASUREMENTS

Introduction

Private organizations or individuals who are granted permission to use NIST facilities for proprietary
measurements are required to reimburse NIST on a full cost recovery basis. For non-proprietary measurements,
user charges are optional but must be applied equitably to all users. Non-proprietary user charges may range
from no-charge to full-cost recovery. Budget Division review is not needed for non-proprietary measurement
user charges. Prior to entering into an agreement, the Budget Division approves (on a fiscal year basis) the
amount to be charged for each facility. The OU Director of each facility must determine what constitutes the full
cost of using the facility. The OU Director should retain a permanent record of what factors were included in the
calculation of "full cost." Charges should be explainable to potential users, and differences in charges to various
users should be defensible in the event that user fees are audited.

The factors that should be included in the calculation of "full cost" are largely a function of the services
provided. It is anticipated that generally there will be two levels of services offered.

a. NIST Labor Intensive - A service whereby NIST staff members are actively involved in carrying out the
measurement, in addition to the general administration of the agreement.

b. Non-Labor Intensive - A service whereby only minimal NIST staff effort would be required in initially
instructing people how to use the facility as well as staff time devoted to the general administration of the
agreement.

Guidelines for Charging Costs and Setting Fees

Costs for proprietary measurements can be estimated and must be recorded in a separate expense and income
project for each agreement. Alternatively, if accounting data currently exist which record the cost of operating
and maintaining the facility, then that data can be used to develop an hourly or daily rate by dividing total costs,
including all overheads, by the number of days or hours the facility is available for use.

The following checklist should be used in initially calculating the fees:

a. How much NIST staff labor will be required (including technician or clerical support)?

b. What types of special services or supplies are required which will be supplied by NIST?

c. Are incremental costs incurred as a result of this measurement being performed?

NIST Administrative Manual 5.01 Appendix A
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3.

6.

NIST Labor Intensive Services

Full cost recovery can be achieved by charging for technical labor directly involved in
providing a service and maintaining the facility as well as any clearly identifiable other
objects expenses. Indirect management costs, general administrative costs, utility expenses,
and amortization of equipment are automatically recovered through the application of
overhead charges on the direct labor in the appropriate expense and income project for
proprietary measurements. The Building Depreciation and DoC Overhead Surcharge is also
automatically recovered on direct labor that is charged to the expense and income projects for
proprietary measurements (see Subchapter 8.08, Appendix F).

In those instances, where the charges for proprietary measurements represent a repayment of costs paid with
STRS, the costs associated with the proprietary measurements should be determined and then transferred from
STRS to the appropriate expense and income project. When Form NIST-94 is prepared, it should include an
additional amount for the Building Depreciation Surcharge. The income for the Building Depreciation
Surcharge should be credited to project 5981999 in the Office of the Chief Financial Officer. All other income
should be credited to the appropriate proprietary measurement project.

Non-Labor Intensive Services

For those agreements that require only minimal NIST staff effort, the following mechanism is suggested for
calculating a full cost recovery fee. Charge the client for each person using the facility a fee equal to the average
total overhead charges (Division, Laboratory, Institutional Support, and Building Depreciation Surcharge) paid
per staff person per NIST technical workday or workweek in the organizational unit making the facility
available. In billing the client, the Finance Division should be instructed to credit Institutional Support,
Laboratory, and Division overhead accounts for the respective portions of the overall fee. Contact the OU Office
and the Budget Division for the appropriate project number to be credited. The Building Depreciation Surcharge
should be credited to project 5981999.

This mechanism eliminates the tedious accounting that would otherwise be involved in recording small amounts
of technical, management, and clerical labor; depreciation, training, maintenance of equipment, and incidental
supplies. It also provides coverage for general NIST management and operation of the NIST sites at
Gaithersburg and Boulder, including utility expenses.

Special Requirements Imposed by the Sponsor

Occasions may arise, under either labor-intensive or non-labor intensive agreements, where special conditions or
configurations are required by the sponsor. In such instances, the full cost to create such conditions and, if
appropriate, to restore the facility to its original order, should be included in cost estimates.

Items Not Appropriate for Cost Recovery

a. Upgrading of facilities.

b. Recovery of initial investment.

NIST Administrative Manual 5.01 Appendix A
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5.03.01
PURPOSE

This subchapter cites regulations, delineates NIST policy, and provides guidance on
compliance in typical situations regarding the use of the NIST name in advertising.

5.03.02
SCOPE

This subchapter applies to all NIST employees when there is a possibility that private
sector organizations, especially businesses, may wish to use the NIST name in their
product or service literature or advertising.

5.03.03
LEGAL AUTHORITY

15 CFR 200.113



5.03.04
POLICY

Itis NIST policy to follow the federal regulations regarding the use of its name in
advertising as outlined in Section 200.113 of Title 15 of the Code of Federal Regulations:

"As the national standards laboratory of the United States, NIST maintains and
establishes the primary standards from which measurements in science and industry
ultimately derive. It is therefore sometimes desirable for manufacturers or users of
measurement standards to make appropriate reference to the relationship of their
calibrations to NIST calibrations. The following considerations must be borne in mind,
and shall be understood as constituting an agreement on the part of the NIST customer to
be bound thereby in making reference to NIST calibration and test reports.

"The results of calibrations and tests performed by NIST are intended solely for the use
of the organization requesting them, and apply only to a particular device or specimen at
the time of its test. The results shall not be used to indicate or imply that they are
applicable to other similar items. In addition, such results must not be used to indicate or
imply that NIST approves, recommends, or endorses the manufacturer, the supplier, or
the user of such devices or specimens, or that NIST in any way 'guarantees' the later
performance of items after calibration or test.

"NIST declares it to be in the national interest that NIST maintain an impartial position
with respect to any commercial product. Advertising the findings on a single instrument
could be misinterpreted as an indication of performance of other instruments of identical
or similar type. There will be no objection, however, to a statement that the
manufacturer's primary standards have been periodically calibrated by NIST, if this is
actually the case, or that the customer might arrange to have NIST calibrate the item
purchased from the manufacturer.

"NIST does not approve, recommend, or endorse any product or proprietary material. No
reference shall be made to NIST or to reports or results furnished by NIST in any
advertising or sales promotion which would indicate or imply that NIST approves,
recommends, or endorses any product or proprietary material, or which has as its purpose
an intent to cause directly or indirectly the advertised product to be used or purchased
because of NIST test reports or results.

"In its own activities as a scientific institution, NIST uses many different materials,
products, types of equipment, and services. This use does not imply that NIST has given
them a preferential position or a formal endorsement. Therefore, NIST discourages
references, either in advertising or in the scientific literature, which identify it as a user of
any proprietary product, material, or service. Occasionally effective communication of
results by NIST to the scientific community requires that a proprietary instrument,
product, or material be identified in an NIST publication. Reference in an NIST
publication, report, or other document to a proprietary item does not constitute
endorsement or approval of that item and such reference should not be used in any way
apart from the context of the NIST publication, report, or document without the advance



express written consent of NIST."

The policy on the use of the NIST name has been expanded to include NIST-traceable
reference materials and NIST-developed software/algorithms. Accordingly, NIST, in
cooperation with commercial firms, may produce and characterize reference materials
which are directly traceable to NIST and are, therefore, labeled "NIST traceable reference
materials." Further, commercial firms may produce computer software which
incorporates NIST-developed algorithms. The producer shall be allowed to cite NIST as
the source of those specific portions of the product by the inclusion of the phrase,
"Incorporates NIST-developed software/algorithm."” These citations do not mean, and
should not be implied to mean, evaluation, endorsement, or certification of commercial
firms' products and services.

5.03.05
DELEGATIONS OF AUTHORITY

The Director of Public and Business Affairs, in consultation with the Chief Counsel for
NIST, has authority to implement this policy.

5.03.06
RESPONSIBILITIES

It is the responsibility of the Director of Public and Business Affairs (PBA) or his/her
designee, in consultation with the Chief Counsel for NIST, to answer questions from
external organizations or NIST staff about this policy. It is the responsibility of all NIST
staff who notice violations of this policy in advertisements or company literature to report
these violations to PBA.

5.03.07

ENFORCEMENT

Violations of this policy will be enforced through written requests from Public and
Business and Affairs to external organizations requesting their compliance and explaining
the purpose of the NIST policy. In the event that these organizations ignore written
requests from PBA, the Office of Chief Counsel for NIST will follow up with additional
written correspondence and legal action if necessary.

5.03.08

EXAMPLES OF ADVERTISING



Five typical examples of advertising are given, showing activities which are prohibited
and which are acceptable.
EXAMPLE 1

The XYZ Instrument Company reads a NIST technical paper in the open literature
describing the design of a new type of instrument developed as part of a NIST research
project. XYZ likes the design and decides to manufacture and sell an instrument based on
this design, which they refer to as an "XYZ/NIST Instrument” both in their advertising
and on the front panel of the instruments.

COMMENTARY:: While NIST encourages commercial firms to utilize the results of
NIST research to the greatest extent possible, the use of NIST's name in association with
a proprietary product in that manner is prohibited! Even if the advertising copy and
product literature were to make clear NIST's lack of involvement in the commercial
venture, the possible implication that NIST is involved with this particular product is
contrary to the policy stated above that NIST maintain an impartial position with respect
to commercial products and also causes concern on the part of the manufacturers of
competing instruments.

RECOMMENDATION: In this case, the manufacturer should have limited mention of
NIST to stating that XY Z's design of the instrument is based on technical information
published by NIST (and reference the appropriate technical paper) or based on a NIST
design.

EXAMPLE 2

A manufacturer labels a product it manufactures as "NIST traceable™ or prominently
displays this phase in its advertising.

COMMENTARY:: Many Federal regulations and contracts require regulated
organizations or contractees to demonstrate that the measurements that they make are
"traceable™ to national standards. NIST encourages this practice but at the same time
cannot condone the prominent display of its name on proprietary products or in the
advertising of them. This particular use of NIST's name clearly implies NIST's
endorsement contrary to our policy as stated above.

RECOMMENDATION: The manufacturer in this case could have described in some
detail how their product is calibrated. This could include a discussion of how their
laboratory standards are related to national standards through direct calibration by NIST
or indirectly through an intermediate calibration laboratory. As long as this description is
factual and the NIST name is not prominently displayed, NIST would encourage such
practice.

EXAMPLE 3



An organization claims by virtue of NIST calibration or test reports, that NIST "certifies"
its standards.

COMMENTARY: NIST does not "certify" customer standards or products, since the
word "certify" carries a connotation of a warranty or guarantee. Obviously, NIST cannot
warrant or guarantee the quality or reliability of standards or products calibrated by NIST
once they leave NIST following calibration. Even high quality standards do drift with
time, and NIST test reports make clear that the value assigned to a calibrated standard is
only valid in a rigorous sense at the time that the calibration was performed at NIST.

RECOMMENDATION: Organizations should limit the use of NIST's name to factual
statements such as "Our standard cells are submitted to NIST for recalibration at intervals
of approximately two years."

EXAMPLE 4

An organization produces a reference material in cooperation with NIST, samples the
material, determines uniformity and characteristics, provides samples to NIST for final
characterization, and then sells the remainder of the lot as NIST TRACEABLE
REFERENCE MATERIALS.

COMMENTARY:: These materials have been measured by the manufacturer and by
NIST for uniformity and characteristics. A well documented sampling process and
measurement chain exists. NIST favors the use of such materials and may authorize the
use of the term NIST TRACEABLE REFERENCE MATERIALS.

RECOMMENDATION: Use of the term NIST TRACEABLE REFERENCE
MATERIALS is restricted to reference materials that have been manufactured offsite,
rigorously sampled, and then characterized by NIST.

The term "NIST Traceable Reference Material™ is permissible only for reference
materials which are (1) manufactured and characterized by a commercial company, then
(2) rigorously sampled, and (3) then finally characterized by NIST using the samples
from the original lot.

EXAMPLE 5

A software manufacturer labels a product as NIST-approved by virtue of incorporating
NIST-developed software or algorithms in the program.

COMMENTARY: NIST encourages industry use of NIST-developed software or
algorithms in commercial software and the acknowledgement by industry of such use.
However, NIST should not be represented as certifying or endorsing commercial
software because NIST has no control over how the software or algorithms were
incorporated and used.



RECOMMENDATION: The manufacturer can cite the incorporation of NIST-developed
software or algorithms without implying that NIST has evaluated, endorsed, or certified
the commercial software product.

5.03.09

CONTENT OWNER

Director, Public and Business Affairs

5.03.10

EFFECTIVE DATES

June 30, 2009
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5.04.01 PURPOSE

This subchapter states the guidelines for and prescribes the procedures to be followed in carrying
out, recording, and reporting non-reimbursable technical assistance. For reimbursable work, see
Subchapter 5.12, Contract Research Performed by NIST for Non-Federal Parties.

5.04.02 SCOPE
The provisions of this subchapter apply to all NIST employees.
5.04.03 POLICY

It is NIST policy to provide non-reimbursable technical assistance when the performance of such
services in no way impedes the accomplishment of NIST objectives and when they may be of
benefit to and in support of the NIST mission. NIST staff may not collect a fee for these or
related services on a private basis. Such services may be undertaken only as a part of their
regular duties, subject to management approval.

5.04.04 DEFINITION

Technical assistance is the provision of assistance or information in response to inquiries from
another NIST organizational unit, another federal agency, a non-federal government
organization, or the general public. The time spent is usually of short duration. It may include
one or more written responses, a telephone call, discussions with a visitor to NIST, visits to a
non-NIST site, or a combination of several of these situations. More than one individual may be
involved in providing technical assistance.

5.04.05 CRITERIA

a. NIST receives numerous requests for advice and assistance on problems relating to areas
falling within the NIST mission. These requests are not continuous, predictable, or of significant
magnitude to require reimbursable agreements. Before providing technical assistance on a non-
reimbursable basis, each supervisor should make the following determinations:



(1) The assistance is not of a magnitude to require cost recovery (see Section 5.04.06);

(2) The assistance does not impede the accomplishment of the objectives of work on funded
projects; and

(3) The assistance provides a means of exchanging information of mutual benefit.

b. Unless special cost centers are established, non-reimbursable technical assistance services are
to be charged to a cost center most closely related to the activity.

5.04.06 RESPONSIBILITIES

a. Supervisors are responsible for being aware of any significant total and individual non-
reimbursable technical assistance performed by their staff. Services are deemed significant as
outlined below:

(1) Any single request for technical assistance requiring the equivalent of eight hours.

(2) If numerous requests are received routinely from the same source, non-reimbursable
technical assistance that cumulatively total 10 percent (4 hours) of an individual staff member's
time per week are deemed significant.

(3) Numerous requests, regardless of source, for non-reimbursable technical assistance that
cumulatively total 15 percent (6 hours) of an individual staff member's time per week shall be
deemed significant.

b. Division chiefs have the responsibility for establishing guidelines or procedures to be followed
by their staff and have final responsibility for the waiver of charges for all technical assistance
provided by their staff. Depending on the extent of this activity, organizational units may initiate
the following actions:

(1) Establish an STRS technical assistance cost center against which expenses for non-
reimbursable assistance services are charged,

(2) Develop specific instructions and procedures for clearing, reporting, and keeping records of
significant total and individual non-reimbursable technical assistance provided by each staff
member; and

(3) If routine records are not kept, periodically assess the magnitude of technical assistance
services to obtain a reasonable estimate of these activities for the purpose of ensuring proper
management of staff and other resources.

c. The NIST Director, NIST Deputy Director, or OU Director (or their designees) may from time
to time require division chiefs to provide reports on the extent and nature of their technical
assistance services to assess the overall OU or NIST activities. This information must be
provided from existing records or appropriately conducted surveys.



PROTECTING THE CONFIDENTIALITY OF PROPRIETARY
INFORMATION RECEIVED BY NIST

Sections

5.06.01 Purpose

5.06.02 Scope

5.06.03 Policy

5.06.04 Legal Authority
5.06.05 Responsibilities
5.06.06 Conditions for Use

5.06.07 Approval Procedures

5.06.01

PURPOSE

This subchapter states the policy and procedure for protecting the proprietary information received by NIST from
external organizations or persons. Proprietary information includes trade secrets, commercial, and financial
information submitted to NIST. Divulging or improperly using such information without the express permission of
the owner is a criminal violation of the Trade Secrets Act (18 U.S.C. 1905).

5.06.02
SCOPE
a. This subchapter applies to all NIST employees.

b. The provisions of this subchapter are not applicable in instances where proprietary information is received via a
proposal process (e.g., ATP, MEPP, procurement, grants, and contracts) for announced competitions for which
special provisions apply.

5.06.03

POLICY

NIST encourages the exchange of scientific and technical information. However, it is also NIST policy to decline
the receipt of proprietary information unless it is absolutely necessary. If the proprietary information is necessary,
parties must implement a Cooperative Research and Development Agreement (CRADA) or Non-Disclosure
Agreement before proprietary information can be received.

5.06.04
LEGAL AUTHORITY
18 U.S. C. 1905

5.06.05
RESPONSIBILITIES
NIST employees receiving proprietary information are responsible for knowing whether it is considered proprietary



by the provider. Consequently, NIST employees must request advance notice of the possible disclosure of an
organization’s proprietary information if a discussion and/or meeting is to be held with the organization. If a
CRADA or Non-Disclosure Agreement has not been signed, NIST employees should be prepared to decline receipt
of proprietary information (oral or written) and/or exit a meeting if the organization insists on disclosing such
information.

5.06.06

CONDITIONS FOR USE

a. A Non-Disclosure Agreement should be in place prior to the receipt of proprietary information by NIST
employees from an external party. A separate Non-Disclosure Agreement is not needed by NIST project team
members to receive proprietary CRADA-related information from a CRADA partner. The CRADA already provides
for the protection of such information.

b. Whenever NIST enters into a non-disclosure agreement, it tries to put limits on what is considered to be
proprietary information. For example, the following types of information are often defined as not being proprietary:

(1) Isin NIST's possession before receipt from the discloser;

(2) Is or becomes a matter of public knowledge through no fault of NIST;

(3) Is received by NIST from a third party without a duty of confidentiality;

(4) s disclosed by the discloser to a third party without a duty of confidentiality on the third party;

(5) Is independently disclosed by NIST with the discloser's prior written approval; or

(6) Is developed independently by NIST without reference to the information disclosed under the Non-

Disclosure Agreement.

5.06.07

APPROVAL PROCEDURES

a. The NIST Non-Disclosure Agreement for Receipt of Proprietary Information is available from the NIST Deputy
Chief Counsel. If a Non-Disclosure Agreement other than the NIST model Non-Disclosure Agreement is used, the
NIST Deputy Chief Counsel must approve before signature.

b. The NIST party(ies) desiring to receive proprietary information from an external party requests two copies of the
NIST Non-Disclosure Agreement for Receipt of Proprietary Information from the NIST Deputy Chief Counsel,
completes the information requested, and signs both copies in the space provided. All NIST recipients must sign the
Agreement.

c. The Non-Disclosure Agreements are sent by the NIST party(ies) desiring to receive the proprietary information
first to their OU Director through their division chief, along with a memorandum answering the “Due Diligence”

questions below:

(1) The name of the organization disclosing the confidential information to NIST.

(2) A description of the subject matter to be disclosed with an explanation of why the owner of the information
wishes to disclose it to NIST. Also, a description of why it is in the best interest of NIST to receive the proprietary
information.

(3) The impact or consequences if NIST decides not to receive the proprietary information.



(4) Whether or not the proprietary information is related to a CRADA.

(5) A statement whether the proprietary information relates to any NIST-owned invention that has not yet been
publicly disclosed or a NIST-owned invention that has been disclosed but not yet filed with the U.S. Patent and
Trademark Office.

(6) The names of the NIST recipients. No non-NIST employee shall have access to proprietary information
without the prior written approval of the NIST Deputy Chief Counsel.

(7) The proposed date of the requested disclosure.

(8) A statement as to whether the standard NIST Non-Disclosure Agreement will be used or one provided by the
discloser. If the latter, provide written clearance from the NIST Deputy Chief Counsel.

d. The OU Director reviews and signs each non-disclosure Agreement and ensures that the conditions specified
herein for use of the Agreement are met.

e. The OU Director sends both copies of the Agreement for signature to the organization providing the proprietary
information with instructions to return one fully signed copy.

f. The OU Director sends that copy to the NIST Deputy Chief Counsel and copies are retained by the OU Director,
the Chief of the Industrial Partnerships Program, and the recipients of the proprietary information.

g. The division chief retains custody of the disclosed proprietary information which is held under lock and key when
not in actual use.



TREATMENT OF NIST's PROPRIETARY INFORMATION

Sections

5.07.01 Purpose

5.07.02 Scope

5.07.03 Policy

5.07.04 Legal Authority
5.07.05 Conditions for Use
5.07.06 Approval Procedures

5.07.01

PURPOSE

This subchapter states the policies and procedures for the disclosure of NIST's
proprietary information via a Non-Disclosure Agreement. The purpose is to preserve
NIST's ability to pursue patent protection on inventions by NIST employees when they
are disclosing information upon which NIST may file for a patent.

5.07.02
SCOPE
This subchapter applies to all NIST employees.

5.07.03

POLICY

a. The vast majority of information and data developed by NIST is public domain at the
time of its development. NIST does not have "trade secrets" that need to be protected.
However, it may be advantageous to NIST's mission to patent the technology.
Accordingly, NIST may want to avoid public disclosure of information on intramural
inventions until such inventions are filed in the U.S. Patent and Trademark Office.

b. If such a disclosure is made, NIST promptly issues a non-enabling public
announcement to comply with the statutorily-required competitive process for licensing
NIST technology. The non-enabling public announcement, prepared by the Industrial
Partnerships Program (IPP), provides a general understanding of the nature of the
invention without revealing enough information for someone else to practice or duplicate
it. That public announcement is made to ensure fairness in accessing NIST technology. It
is NIST policy to avoid the preselection, or the appearance of preselection, by NIST
employees of the private sector recipient of information on a NIST invention.

c. Disclosure of information developed under a Cooperative Research and Development
Agreement (CRADA) may be restricted for a limited time, as specified by the terms of



the CRADA.

5.07.04
LEGAL AUTHORITY
35U.S.C. 205

5.07.05

CONDITIONS FOR USE

a. Use the NIST Non-Disclosure Agreement to preserve NIST's ability to pursue patent
protection on an intramural NIST invention upon which NIST may file for a patent. This
would apply when:

(1) NIST employees are disclosing information that is patentable subject matter to non-
U.S. government parties;

(2) They are contemplating the submission of an invention disclosure;
(3) During the time the IPP is evaluating an intramural invention; or

(4) After the OU Director has agreed that patent protection should be sought on an
intramural invention but the Patent Application has not yet been filed with the Patent and
Trademark Office.

b. CRADA project team members do not need a separate Non-Disclosure Agreement to
disclose information on CRADA-related inventions to the CRADA partner. The CRADA
already provides for the protection of such information.

5.07.06

APPROVAL AND RESPONSIBILITIES

a. The NIST party desiring to disclose the information obtains copies of the "Disclosure
of NIST's Confidential Information™ agreement and answers the following "Due
Diligence" questions:

(1) Name of NIST discloser:

(2) Why is this disclosure an important next in the R&D plan?

Have talks been held with the Industrial Partnerships Program to determine the potential
impact of this disclosure on subsequent patent protection?

(3) Describe the subject to be disclosed:

(4) Has this information been previously disclosed?
If so, what was disclosed? How? To whom? For what purpose? When?



(5) Proposed date for this requested disclosure:
(6) Identify the source of the information to be disclosed:
Is this information related to a CRADA?

Is this information related to a NIST invention not yet disclosed? Disclosed via an
invention disclosure but not yet filed with the U.S. Patent and Trademark Office?

(7) NIST will disclose the information to:

(Person within the Receiving Organization)

(Organization)

(8) NIST will place a disclosure ("non-enabling™) in a public media. Identify the media to
be used (more than one may be used):

Commerce Business Daily

Federal Register

Trade journal (identify )

b. The IPP representative for the appropriate OU Director assists in responding to these
questions. The responses provide the OU Director with detailed information on
circumstances of the planned disclosure. IPP arranges for any required non-enabling
public announcement.

c. The responses to the "Due Diligence" questions and the Non-Disclosure Agreement are
routed to the OU Director. The OU Director reviews and approves each Non-Disclosure
Agreement and ensures that the conditions specified herein for use of the Agreement are
met.

d. The signed Non-Disclosure Agreement is sent by the OU Director to the Chief of the
IPP for signature along with the responses to the "Due Diligence” questions.

e. The IPP sends two copies of the Non-Disclosure Agreement to the party receiving the
information for signature along with instructions to return one of the signed originals. IPP
retains the signed original and distributes copies to the NIST discloser and the OU
Director.



NIST COOPERATIVE RESEARCH AND DEVELOPMENT AGREEMENT PROGRAM
Sections
5.08.01 Purpose
5.08.02 Scope
5.08.03 Policy
5.08.04 Legal Authority
5.08.05 Conditions for Using CRADAS

5.08.06 Approvals and Responsibilities

5.08.01

PURPOSE

This subchapter states the policies and procedures to be followed in the NIST Cooperative
Research and Development Agreement Program (CRADA).

5.08.02
SCOPE
This subchapter applies to all NIST employees.

5.08.03

POLICY

a. NIST strongly encourages collaborative R&D efforts with organizations on relevant and
important mission activities. As part of the Cooperative Research and Development Program,
NIST may work with for-profit organizations, nonprofit organizations (including universities),
public and private foundations, state and local governments, and individuals on joint R&D
projects of mutual interest. A CRADA must have at least one non-federal partner.

b. NIST considers assistance to industry and cooperative research and development activity as
part of the employee's official duties. NIST employees are not permitted to consult on their own
behalf, for personal or financial gain, in areas related to the scope of their official duties and
technical activities at NIST.

c. CRADA partners may provide funds, personnel, equipment, services, and property to a
CRADA. NIST may contribute employees, equipment, services, and funds (no funds to a non-
federal partner) to a CRADA.



d. NIST believes that U.S. industry needs open access to NIST technical information. As as
result, NIST emphasizes publication of its research results. Yet, NIST also recognizes that its
CRADA partners may desire to gain competitive advantage from NIST research investments.
Prospective partners should explicitly discuss their needs for delaying publication and protecting
research results with NIST.

e. NIST desires that economic benefit of its research efforts flow to the U.S. economy.
Accordingly, products from CRADA inventions for sale or use in the U.S. must be manufactured
substantially in the U.S.

f. For CRADA and intramural inventions, NIST will grant patent licenses in return for royalties
and other considerations. NIST's objective is to structure the licenses to encourage commercial
use of the technologies, and thus, NIST will negotiate royalty rates and other terms that are
reasonable under the circumstances. CRADA licenses will be royalty bearing, including
Advanced Technology Program CRADAs where possible.

g. Non-NIST employees, such as Guest Researchers, shall not participate in NIST CRADAs
unless "by exception' as authorized in writing by the OU Director, CRADA partners, and the
NIST Deputy Chief Counsel. If so authorized, the non-NIST employee must have a written
agreement with NIST that details their CRADA obligations.

5.08.04
LEGAL AUTHORITY
15 U.S.C. 3710a, as amended

5.08.05

CONDITIONS FOR USING CRADAs

A CRADA must be compatible with the NIST mission; present no conflict of interest for NIST
or its research project staff; and be acceptable to NIST approval authorities.

5.08.06

APPROVALS AND RESPONSIBILITIES

The OU Director, the NIST Deputy Chief Counsel, and the Chief of the Industrial Partnerships
Program are signatories to the CRADA.

a. The NIST Principal Investigator and division submits an approval memorandum with the
research plan to their management chain for approval.

b. The OU Director/Division Chief reviews the proposed activity and, if approved, forwards the
approval memorandum to the Chief of the Industrial Partnerships Program for implementation.



c. The Industrial Partnerships Program manages the CRADA Program and prepares and
transmits execution copies of the standard NIST CRADA to the firm; negotiates and obtains
approval of modifications; and maintains the data base and permanent records of agreements.

d. The NIST Deputy Chief Counsel provides legal advice and review of NIST CRADAS
including changes to the model CRADA.
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INVENTIONS AND PATENTS
Sections
5.09.01 Purpose
5.09.02 Scope
5.09.03 Policy
5.09.04 Responsibilities
5.09.05 Protecting the Confidentiality of Invention Disclosures
5.09.06 Patent Ownership
5.09.07 Conflict of Interest
5.09.08 Invention Awards
5.09.01
PURPOSE
This subchapter states the NIST policy and procedures for pursuing patent protection of NIST
inventions.
5.09.02
SCOPE
This subchapter applies to inventions made by all NIST employees at all NIST sites.
5.09.03
POLICY
a. Policy for NIST filing of Provisional Patent Applications:

NIST may file Provisional Patent Applications to preserve intellectual property rights while
Invention disclosures are being processed.

b) Policy for NIST filing of Patent Applications:
In support of the NIST Mission to promote U.S. innovation and industrial competitiveness by

advancing measurement science, standards and technology — in ways that enhance economic
security and improve the quality of life, NIST encourages patent protection on an invention that



has been assigned to NIST by one or more inventors, when a patent would fulfill at least one of
the following:

(1) Increase the potential for current or future commercialization or use of the technology;

(2) Have a positive impact on a new field of science or technology and/or the visibility and
vitality of NIST; or

(3) Further the goals of a Cooperative Research and Development Agreement (CRADA) or other
agreement.

5.09.04

RESPONSIBILITIES

a. Employees - NIST researchers are responsible for recording and keeping all laboratory data.
An employee who has made an invention should chronologically record the conception (idea) of
the invention, the steps taken towards reducing the invention to practice, and the actual reduction
to practice. Entries should be made in ink in a bound notebook, with each page signed and dated
by the inventor and two coworkers indicating that they have read and understand the
information. Separate charts, test set-ups and procedures, and data such as describing the
reduction to practice, should be labeled, dated, and pasted or otherwise referenced in the
notebook. These records are important and enable the government to establish the priority of the
invention.

Employees are also responsible for:

(1) Disclosing all inventions by completing and submitting the NIST Invention Information
Sheet. Employees are responsible for reporting all their inventions, whether or not related to their
work, so that the employees' and the government's rights in the inventions may be determined;

(2) Cooperating with the activities of the Office of Technology Partnerships (OTP) and the
Patent Review Committee (PRC) in the determination as to whether or not NIST should seek
patent protection;

(3) Working with the Patent Attorney retained by the OTP to prepare and prosecute a patent
application, should one be filed; and

(4) Providing reasonable assistance in assisting a licensee in the commercialization of the
technology.

b. Supervisors - Responsible for ensuring that employees keep appropriate records of their
scientific activities and report inventions through the Operating Unit (OU) management chain to
the OTP. Once a patent application has been filed, Supervisors are responsible for maintaining
careful oversight of the inventor’s further research, development, or collaborations involving the
technology and participation in the dissemination of information on the invention.



c. OU Directors/Division Chiefs - Responsible for reviewing, and providing written comments
on, as appropriate, and forwarding all submitted invention disclosures to the OTP. With input
from the PRC, the OU Director makes the final decision on whether or not to seek patent
protection.

d. Office of Technology Partnerships (OTP) - OTP manages the Patent Program and is
responsible for assessing invention disclosures, chairing the PRC, preparing and submitting the
PRC’s recommendations on whether or not to seek patent protection to the OU Director, and
guiding NIST inventions through the patenting process. As appropriate to a specific disclosure,
OTP (i) conducts a preliminary prior art search, (ii) interacts with the inventors, industry, and
parties claiming co-ownership rights, and (iii) works with the Office of NIST Counsel to develop
information for the PRC to use in its assessment. If following the commercial assessment of the
invention, NIST decides to pursue patent protection, OTP: coordinates the patenting process,
procures law firm assistance, provides general patent process information for NIST scientists,
and negotiates licensing of patented technology. (See Subchapter 5.10, Licensing NIST
Inventions.)

e. Office of NIST Counsel - Makes inventor rights determinations, performs legal review of the
patenting process, and serves as an ex-officio member of the PRC.

f. Patent Review Committee (PRC) - The PRC is responsible for reviewing the invention
disclosure, information provided by OTP, the NIST Counsel’s Office, and such expert opinion as
may be solicited, and providing a recommendation to the OU Director submitting the disclosure
on whether or not NIST should seek patent protection.

The PRC is chaired by the CRADA and Licensing Officer from OTP responsible for a specific
disclosure. The committee consists of (a) one standing member nominated by each of the
Laboratory OU directors and (b) up to two individuals with technical expertise in the field of a
specific disclosure nominated by the OU director submitting the disclosure. The Director of
Technology Services may nominate one non-NIST member. The NIST Counsel and the Chief of
OTP are ex-officio members of the Committee. A quorum will be met when the chair and at
least half of the standing members and the technical experts are present, including individuals
participating via teleconference or videoconference. Decisions as to whether or not to
recommend to the OU Director that NIST seek patent protection are made by majority vote of
the voting members taking part in the meeting.

5.09.05

PROTECTING THE CONFIDENTIALITY OF INVENTION DISCLOSURES

If the inventor has submitted or plans to submit an invention disclosure, they should not contact
companies or anyone else outside of NIST concerning the invention without first discussing the
consequences of the proposed contacts with the OTP or with the NIST Counsel’s Office. NIST
may be obligated to keep the invention confidential or the invention may contain proprietary
information that NIST is obligated to keep confidential.



5.09.06

PATENT OWNERSHIP

NIST Inventors shall take prompt action to report inventions directly related to the inventor’s
official duties, made during working hours or with the contribution of Government facilities,
equipment, materials, funds, information or with the time or services of other Government
employees on official duty. To ensure that their inventions are protected in a timely manner,
inventors shall submit a completed DN-45, NIST Invention Disclosure Form (IDF), as soon as
there is enough information to evaluate the invention. Waiting to submit an IDF until a
publication is cleared by WERB or BERB may adversely affect the ability of NIST to protect the
invention.

NIST abides by government regulations, policies and procedures when making an invention
Rights Determination. Under Federal Regulation, there is a presumption that the U.S.
Government is entitled to own work-related inventions made by NIST scientists using
government resources. It is the decision of NIST, not individual scientists, as to when and how
NIST owned inventions are to be commercialized.

NIST will file for patent protection in accordance with the NIST Patent Policy.

Commercialization of technologies created by NIST employees may be accomplished through
various methods including, when appropriate, patenting and licensing. Determinations of
government ownership made by NIST are appealable by employee-inventors and, in cases where
the government decides not to obtain title to an invention for the purpose of patenting, or not to
pursue other commercialization mechanisms including publication, the Government leaves title
with the employee inventors, subject to a Government use license.

5.09.07

CONFLICT OF INTEREST

As federal employees, inventors must not enter into situations that create a conflict of interest.
NIST inventors should contact the NIST Department of Commerce Ethics Office at (202) 482-
5384 if they have questions as to what they personally may do with their inventions.

5.09.08

INVENTION AWARDS

A federal employee assigning their rights to NIST as the inventor is entitled to receive a portion
of the royalty and other payments received through license agreements. Statute requires that the
inventor(s) annually receives the first $2,000 and at least 15 percent (NIST policy is 30 percent)
of any license income over and above that amount, with total annual limit of $150,000.
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Sections
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5.10.03 Policy
5.10.04 Legal Authorities
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5.10.06 Audits Requested by NIST

5.10.07 Approvals and Responsibilities

5.10.01

PURPOSE

This subchapter states the policies and procedures to be followed in licensing NIST inventions.
NIST License Agreements are the vehicles by which NIST's intellectual property rights in
patented (or patentable) technology are made available to industry. Inventions may arise from
intramural, CRADA, or other collaborative research, and may be wholly or partially owned by
NIST. The licenses may provide exclusive, coexclusive or nonexclusive rights, and may be
defined by duration, field of use, and geography.

5.10.02
SCOPE
This subchapter applies to all NIST employees.

5.10.03

POLICY

a. Intramural Inventions - Applying for, obtaining a patent on, and licensing NIST intramural
inventions is one of many routes by which NIST helps achieve industry's use of NIST
technology. When the OU Director has agreed that patent licensing is the appropriate route in a
given situation, it is NIST policy to strike a balance:




(1) Between the need to provide fair and equal access to the technology, and getting the
technology rapidly to industry;

(2) Between negotiating licensing terms that provide industry with an incentive to commercialize
the technology, and preserving the value of the technology through royalties; and

(3) Between the need to get ongoing NIST research done, while also providing the continuing
support to industry that may be necessary for the successful commercialization of the invention.

The availability of NIST intramural inventions must be publicly announced in the statutorily
required manner. Statute also requires and provides the procedure for making a public
announcement of NIST's intention to grant an exclusive license to NIST's ownership of an
intramural invention. Objections received from the public to the proposed exclusive license must
be taken into account by NIST.

b. CRADA Inventions - The standard NIST CRADA provides CRADA partners with an option
to negotiate an exclusive field of use license to NIST's ownership in CRADA inventions. No
public announcements are required for licensing CRADA inventions. In a CRADA with an ATP
recipient on the subject of the ATP award, NIST provides title to all inventions, including those
made by NIST, to the ATP CRADA partner in accordance with 15 U.S.C. 278n(d)(11)(A).

c. Royalties - Statute requires that the inventor(s) receives at least 15 percent (NIST policy is 30
percent) of any license royalties or other payments received up to $150,000 annually, after the
first $2,000 of such payments go to the inventor(s).

5.10.04

LEGAL AUTHORITIES
35 U.S.C. 207

37 C.F.R. 404

15 U.S.C. 3710, as amended
15 U.S.C. 278n(d)(11)(A)

5.10.05

CONDITIONS FOR LICENSING

For licensing NIST inventions, an invention must be compatible with the NIST mission; present
no conflict of interest for NIST or its research project staff; and be acceptable to NIST approval
authorities.

5.10.06

AUDITS REQUESTED BY NIST

NIST reserves the right, at its discretion, to conduct an independent audit verifying reports and
payments as stated in the license.



5.10.07
APPROVALS AND RESPONSIBILITIES
a. The OU Director, NIST Counsel, and Chief, OTP are all responsible for signing the license.

b. The Office of Technology Partnerships (OTP) is responsible for:

« Providing copies of the license agreement to the Finance Division.

* Preparing and sending letters to licensees and assignees requesting payments due under the
license, with the licensee/assignee directed to send payments to the Finance Division.

» Monitoring receipt of required payments and royalty reports, following up with
licensees/assignees when payments are not forthcoming and, in consultation with the Office of
NIST Counsel, taking or recommending appropriate action, which may include license
termination on delinquent accounts.

» Monitoring licensee performance in bringing the licensed technology to the point of ‘practical
application’ per the license commercialization plan and other specific milestones included in the
license.

* Providing licensees with a self-audit checklist when sending the executed copy of a license and
at such other times as may be appropriate.

* Recommending to the appropriate OU Director when a license should be terminated and, in
consultation with the Office of NIST Counsel, terminating licenses when the licensee has not, in
NIST’s judgment, exercised diligence in commercializing the licensed technology.

* Forwarding information regarding potential license infringement for the licensee, inventors, or
others to the NIST Counsel.

» Maintaining a current relational database of all licenses and related information.

* Preparing the recommendations memorandum for the Director, Technology Services, for
formal audit of licenses as appropriate.

* Requesting the Acquisitions and Logistics Division to issue a contract for approved audits and
the Grants and Agreements Management Division to serve as the Audit Resolution Officer on
such contracts. OTP will serve as the COTR for the contract.

* Preparing and sending letters to audited licensees requesting payment of any amounts
determined by the audit to be due to NIST.

c. The Director, Technology Services is responsible for:

* Reviewing and, if appropriate, approving audit recommendations submitted by OTP.
Requesting that funds to pay for the audit be provided from the overall license income received
by NIST. If sufficient funds are unavailable for the audit from the overall license income
received by NIST, but the Director, Technology Services, believes that a compelling justification
for an audit exists, he/she may request, via justification memorandum through the Budget
Division to the NIST Deputy Director, funds from another source.

d. The Budget Division is responsible for:

* Determining that there are sufficient funds, after royalty payments and other obligations taken
from the licensing income, to pay for the audit are available from the license income received by



NIST and, in that case, approving or disapproving the request of the Director, Technology
Services.

e. The Finance Division is responsible for:

* Receiving payments due from licensees and assignees.

* Providing the following to OTP in a timely manner: copies of all reports received from
licensees/assignees; details of income received from all licensees/assignees, broken down into
types of payments; details of the disbursement of license income, including royalties and other
payments.

* Disbursing payments from licensees/assignees per NIST policy and statutory requirements.
 Maintaining a current database of all licenses/assignments, which incorporates details on
payments and disbursements, and providing on-line, viewable access to the database to OTP.

* Collecting payments due NIST as determined by any audit.

f. The NIST Counsel is responsible for:

» Providing legal advice and guidance in the patent licensing and audit processes, including
addressing and resolving pre- and post-licensing and auditing legal issues.

* Serving as the NIST lead in addressing legal disputes between NIST and its licensees,
including patent infringements.

* Providing legal advice and consultation to OTP and other NIST offices prior to the initiation of
an audit, license termination, or other action that may adversely affect a licensee’s rights.



CONTRACT RESEARCH PERFORMED BY NIST FOR NON-FEDERAL
PARTIES

Sections

5.12.01 Purpose and Scope

5.12.02 Policy

5.12.03 Legal Authorities

5.12.04 Conditions for Use

5.12.05 Approvals and Responsibilities

Appendix A — Amendment to Purchase Order with NIST

5.12.01

PURPOSE AND SCOPE

This subchapter states the policies and procedures to be followed when NIST employees
perform research under contract for a non-federal party. This subchapter does not apply
to calibration services.

For purposes of this subchapter, contract research is defined as mission-appropriate, non-
collaborative technical work performed by NIST using NIST employees or facilities
funded in whole or in part by a non-federal entity.

5.12.02

POLICY

NIST may provide research services under contract to non-federal parties under certain
circumstances and conditions, as stated below.

NIST may use a contract when the research is non-collaborative, and conforms to the
circumstances and conditions below.

NIST will own all intellectual property that results from the contract research and NIST is
free to place all research results in the public domain. If the non-federal party wishes to
own the results of the contract research, keep research results proprietary, or have the
research performed collaboratively with NIST, then the non-federal party should use a
Cooperative Research and Development Agreement (CRADA) or a Facility-Use
Agreement.

5.12.03

LEGAL AUTHORITIES
15 U.S.C. 275a

15 U.S.C. 277



15 U.S.C. 278b(e)
15 C.F.R. 200

5.12.04

CONDITIONS FOR USE

NIST may conduct contract research for others when:

a. One (1) or more of the following circumstances exists:

(1) acceptance by NIST establishes traceability of measurements to national standards;
(2) the private sector cannot or will not develop test methods for materials, mechanisms,
or structures related to items purchased by the government or important to the public
interest;

(3) requirements for accuracy of physical constants and properties of materials cannot be
met by other sources;

(4) there is a unique capability of NIST required; and/or

(5) use of a private sector source could cause significant and intolerable delays in
providing services and results; and

b. All of the following conditions are met:
(1) consistent with and complementary to the NIST mission;

(2) provides benefit to the laboratory's technology base, core competence, technical
capabilities;

(3) would not place the NIST facility in direct competition with the private sector;
(4) consistent with environmental, safety, and health requirements;

(5) consistent with acceptable standards for humane treatment of human and animal
subjects involved in research or other activities of the government; and,

(6) the research activity does not compromise or create the appearance of compromising
NIST's third party objectivity.

The contract must include the standard NIST clauses on publication, intellectual property
rights (NIST owns exclusively), treatment of proprietary information, indemnification
and liability, and the use of NIST's name. These are contained in the standard
"Amendment to Purchase Order with National Institute of Standards and Technology"
which is included as Appendix A to this subchapter. Any variations from these



provisions must be approved by the NIST Deputy Chief Counsel.

5.12.05

APPROVALS AND RESPONSIBILITIES

a. The OU ensures that an acceptable purchase order from a non-federal party for NIST
contract research conforms to the above Conditions for Use, and that it is consistent with
the "Amendment to Purchase Order with National Institute of Standards and Technology"
a sample of which is included as Appendix A to this subchapter.

b. The OU Director or designee approves, disapproves, or renegotiates the purchase order
proposed by the sponsoring party.

c. The Comptroller approves purchase orders for contract research over $25,000, and
sends to the NIST Deputy Chief Counsel if the purchase order does not conform to the
terms of the above-mentioned "Amendment" or if NIST and the sponsoring party need
help in negotiating terms.

d. The NIST Deputy Chief Counsel approves non-standard (NIST) contract terms and
assists in negotiating contracts.




Chapter 5 — Technology Support
Subchapter 5.16 Traceability

Sections
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5.16.01
PURPOSE
This Subchapter describes the NIST Policy on Metrological Traceability.

5.16.02

BACKGROUND

a. The mission of NIST is to promote U.S. innovation and industrial competitiveness by
advancing measurement science, standards, and technology in ways that enhance
economic security and improve our quality of life. To help meet the measurement and
standards needs of U.S. industry and the nation, NIST provides calibrations, standard
reference materials, standard reference data, test methods, proficiency evaluation
materials, measurement quality assurance programs, and laboratory accreditation services
that assist a customer in establishing traceability of measurement results.

b. Metrological traceability requires the establishment of an unbroken chain of
calibrations to specified references. NIST assures the traceability of measurement results
that NIST itself provides, either directly or through an official NIST program or
collaboration. Other organizations are responsible for establishing the traceability of their
own results to those of NIST or other specified references. NIST has adopted this policy
statement to document the NIST role with respect to traceability.



5.16.03
SCOPE
This subchapter is applicable to all NIST employees at Gaithersburg and Boulder.

5.16.04
LEGAL AUTHORITY

15 U.S.C. 272(b) and (c)

5.16.05

POLICY

To support the conduct of its mission and to ensure that the use of its name, products, and
services is consistent with its authority and responsibility, NIST:

a. Adopts for its own use and recommends for use by others the definition of
metrological traceability provided in the most recent version of the International
vocabulary of metrology: "property of a measurement result whereby the result can be
related to a reference through a documented unbroken chain of calibrations, each
contributing to the measurement uncertainty." (International VVocabulary of Metrology —
Basic and General Concepts and Associated Terms, VIM, 3rd edition, JCGM 200:2008,
also published as ISO Guide 99 by ISO (ISO/IEC Guide 99-12:2007, International
Vocabulary of Metrology — Basic and General Concepts and Associated Terms, VIM
(2008).)

b. Establishes metrological traceability of the results of its own measurements and of
results provided to customers in NIST calibration and measurement certificates, operating
in accordance with the NIST Quality System for Measurement Services. See Subchapter
5.17 and access the following website: http://www.nist.gov/nistsystem/.

c. Asserts that providing support for a claim of metrological traceability of the result of a
measurement is the responsibility of the provider of that result, whether that provider is
NIST or another organization; and that assessing the validity of such a claim is the
responsibility of the user of that result.

d. 4. Communicates, especially where claims expressing or implying the contrary are
made, that NIST does not define, specify, assure, or certify metrological traceability of
the results of measurements except those that NIST itself provides, either directly or
through an official NIST program or collaboration. See also NIST Administrative
Manual, Subchapter 5.03, NIST Policy on Use of its Name in Advertising and the
following website: http://www.nist.gov/traceability/503.htm/.

e. Collaborates on development of standard definitions, interpretations, and
recommended practices with organizations that have authority and responsibility for
variously defining, specifying, assuring, or certifying metrological traceability.



f. Develops and disseminates technical information on traceability and conducts
coordinated outreach programs on issues of metrological traceability and related
requirements.

5.16.06
DELEGATIONS OF AUTHORITY

The oversight of implementation of the NIST policy on metrological traceability is
assigned to the NIST Measurement Services Advisory Group (MSAG).

5.16.0 7

SUPPLEMENTARY INFORMATION

For definitions of key terms in the statement of policy and other supplementary
information.

5.16.08
RESPONSIBILITIES

a. NIST staff is responsible for disseminating advice on metrological traceability to
customers and stakeholders as defined in this subchapter.

b. MSAG is responsible for oversight of implementation of the NIST policy on
metrological traceability.

5.16.09

CONTENT OWNER

The Chief of the Measurement Services Division is responsible for maintaining this
Subchapter.

5.16.10
EFFECTIVE DATE

a. August 12, 2009



NIST Trademark Protection

5.22.01 Purpose

5.22.02 Scope

5.22.03 Policy
5.22.04 Responsibilities

5.22.01 Purpose

This subchapter states the NIST policy and procedures for Trademark Protection.

5.22.01 Scope

This subchapter applies to all registered NIST Trademarks.

5.22.03 Policy

NIST will register trademarks when requested by the relevant OU Director, or the Chief
of Staff if originating from the NIST Director’s Office, when doing so will support the
NIST Mission to promote U.S. innovation and industrial competitiveness by advancing
measurement science, standards and technology — in ways that enhance economic
security and improve the quality of life.

5.22.04 Responsibilities

a) NIST Employees are responsible for submitting all requests for Trademark
registration, Trademark enforcement or any other NIST Trademark matter through their
management chain to the Deputy Director of Technology Services.

b) OU Directors, or the Chief of Staff for requests originating in the NIST Director’s
office, are responsible for reviewing and approving all requests for Trademark
registration, Trademark enforcement or any other NIST Trademark matter sent to the
Deputy Director of Technology Services.

c¢) Deputy Director of Technology Services (DDTS) shall be the sole coordinating office
for all Trademark matters with the Chief, General Law Division (GLD), of the
Department of Commerce. Upon receipt of a request for a new Trademark or other
Trademark-related action, the DDTS will review as appropriate with the Office of NIST
Counsel (ONC), the General Law Division (GLD), and the Office of Public and Business
Affairs (PBA), and if appropriate will cause a Trademark search to be conducted.

Depending on the results of the search and the consultations with ONC, PBA, and



Trademark counsel, Office of Technology Partnership (OTP) will either request that a
Trademark application be filed by GLD or work with the initiator, PBA, and ONC to
attempt resolve any issues.

d) OTP will develop and maintain a database of NIST Trademarks, including required
renewal dates and fees, with assistance from the ONC and GLD.
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Procedures for NIST Employees in a National Emergency

Sections
6.01.01 Purpose
6.01.02 Scope
6.01.03 Legal Authority
6.01.04 Policy
6.01.05 Delegations of Authority
6.01.06 Responsibilities
6.01.07 Procedures
6.01.08 Content Owner
6.01.09 Effective Dates
6.01.01
PURPOSE
This subchapter outlines the emergency actions to be taken by NIST employees in the

event of declaration of a national emergency, such as an attack upon the country that is
either imminent or under way.

6.01.02
SCOPE
The procedures in this subchapter apply to NIST employees.

6.01.03
LEGAL AUTHORITY
Executive Order 12656, Assignment of Emergency Preparedness Responsibilities.


http://www-i.nist.gov/admin/mo/adman/601.htm#6.01.01#6.01.01
http://www-i.nist.gov/admin/mo/adman/601.htm#6.01.02#6.01.02
http://www-i.nist.gov/admin/mo/adman/601.htm#6.01.03#6.01.03

6.01.04

POLICY

NIST must, in the event of a national emergency, take prudent measures to ensure, to the
maximum extent possible, the safety of NIST employees, whether they are in the United
States or abroad.

6.01.05

DELEGATIONS OF AUTHORITY

The NIST Director hereby delegates to the Director of NIST Boulder Laboratories the
authority to provide local direction to NIST employees located in Boulder and Fort
Collins, Colorado and Kauai, Hawaii.

6.01.06

RESPONSIBILITIES

a. The NIST Director:
(1) Ensures that NIST establishes and maintains an effective all-hazards
emergency preparedness program and Continuity of Operations (COOP) Plan.
(2) Directs the NIST Emergency Coordinator in developing and activating the
NIST COOP Plan.

b. The NIST Deputy Director oversees the NIST emergency management program.

6.01.07
PROCEDURES

a. NIST Employees in the United States:

(1) Employees on duty at NIST facilities in Gaithersburg, Maryland; Boulder and
Fort Collins, Colorado; and Kauai, Hawaii shall, upon receiving the
announcement of a national emergency, remain on duty until instructed by NIST
management to either:

(@) return home,
(b) take shelter at the facility, or
(3) report to an alternate location.

(2) Employees on duty at non-NIST locations shall, upon receiving the
announcement of a national emergency, comply with emergency instructions
announced by local authorities.

(3) Designated Emergency Employees who are off duty are to report to their
regular duty station or to their pre-designated emergency assignment as soon as
circumstances permit.

(4) NIST employees who are off duty, on leave or on temporary duty and unable
to report to their regular duty station or their assigned relocation site are to



comply with emergency instructions announced by local authorities. They are
encouraged to contact their NIST supervisors for instructions as soon as
circumstances permit.

(5) In the event NIST employees cannot contact their supervisors they should
check the NIST Status Line:

(a) Gaithersburg—Call 301-975-8000 or 1-800-437-4385, extension 8000;

(b) Boulder—Call 303-497-4249. (Press 4 for Gaithersburg information.)

b. NIST Employees Located in a Foreign Country:

6.01.08

(1) NIST employees abroad on official travel, training, leave, etc., who learn of,
or are notified of, an attack upon the United States, its territories, the host country,
or any other country friendly to the United States, should immediately contact the
nearest U.S. foreign service post for guidance and instructions.

(2) NIST employees abroad should work with Department of State officials to
ensure that the Department of Commerce has been notified of their individual and
family status at the time of the emergency. They are encouraged to contact their
NIST supervisors as soon as circumstances permit.

(3) If an employee and their dependents have been evacuated to a foreign safe
haven, they should ensure that this information has been reported to the
Department of Commerce.

Content Owner
190 — Chief Facilities Management Officer
191 — Emergency Services Division

6.01.09

Effective Date
June 30, 2009
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FIRE PROTECTION PROGRAM
Sections
6.05.01 Purpose
6.05.02 Scope
6.05.03 Legal Authority
6.05.04 Policy
6.05.05 Delegations of Authority
6.05.06 Responsibilities
6.05.07 Content Owner
6.05.08 Effective Dates
Appendix A - Installation and Use of Heat Producing Staff-Owned Electrical Appliances

Appendix B - Excess Property and Hallway Storage

6.05.01
PURPOSE

This subchapter details NIST’s internal policy and procedures for a comprehensive fire
prevention and protection program.

6.05.02
SCOPE

The fire prevention and protection program applies to all individuals, activities and
operations at NIST sites.

6.05.03
LEGAL AUTHORITIES

Department Organization Order 30-2A
Department Organization Order 30-2B


http://www-i.nist.gov/admin/mo/adman/605.htm#6.05.01#6.05.01
http://www-i.nist.gov/admin/mo/adman/605.htm#6.05.02#6.05.02
http://www-i.nist.gov/admin/mo/adman/605.htm#6.05.03#6.05.03
http://www-i.nist.gov/admin/mo/adman/605.htm#6.05.03#6.05.03
http://www-i.nist.gov/admin/mo/adman/605appa.htm#Appendix A
http://www-i.nist.gov/admin/mo/adman/605appb.htm#Appendix B

6.05.04
POLICY

NIST will ensure effective fire prevention and protection program is present at all NIST
sites to reduce loss of life and property from fire.

6.05.05
Delegation of Authority

a. At Gaithersburg, Maryland the NIST Director has delegated authority for fire
prevention, protection and emergency medical services through the Chief Facilities
Management Officer (CFMO) to the Chief, Emergency Services Division.

b. At Boulder and Fort Collins, Colorado, and Kauai, Hawaii, the NIST Director has
delegated authority for fire prevention and protection coordination to the Site Manager,
NIST Boulder Laboratories.

6.05.06
RESPONSIBILITIES

a. Each NIST employee, associate and contractor is responsible for ensuring that their
activities are conducted in a safe manner that minimizes the risk of accidental fire.

b. Division chiefs and group leaders are responsible for ensuring that employees and
associates within their organizations follow the requirements of Appendix A and
Appendix B.

c. At Gaithersburg, the Fire Protection Group, Emergency Services Division (CFMO), is
responsible for:

(1) Reducing or eliminating lost production time and resources through identification and
correction/control of potential fire hazard conditions;

(2) Developing and maintaining fire prevention regulations and disseminating this
information by regular or special bulletins or through the implementation of a fire safety
education program;

(3) Testing fire alarm, detection, and suppression systems;

(4) 1ssuing work permits for activities having high accidental fire potential and appliance
permits for heat producing employee-owned appliances;

(5) Inspecting and testing fire hydrants and fire protection water supply systems;

(6) Providing consultation with NIST managers, employees and associates in matters
regarding fire safety;



(7) Providing portable hand-held fire extinguisher training and conducting evacuation
drills;

(8) Establishing fire safety policies, procedures, and requirements based on the National
Fire Protection Association fire codes, local codes and regulations, and DoC regulations;

(9) Responding to all emergency calls regarding fire, first aid/ambulance, and chemical
spills and odors, as well as service calls such as water leaks;

(10) Providing atmospheric testing for confined space entries on an emergency basis or in
the absence of the Plant Safety Representative or NIST Safety Office Representative;

Note:

A confined space is any space: 1) that has limited or restricted means of entry or exit; 2)
is large enough for a person to enter to perform tasks; 3) and is not designed or
configured for continuous occupancy (e.g., a utility tunnel, the inside of a fluid storage
tank, a septic tank that has contained sewage, and a small underground electrical vault).
Confined spaces that present special hazards to workers, including risks of toxic or
asphyxiant gas accumulation, fires, falls, flooding, and entrapment may be classified as
permit-required confined spaces depending on the nature and severity of the hazard. In
Gaithersburg, contractors are responsible for their own Confined Space Entry Program, to
include: a) their own entry permit process; b) Monitoring the space before entering, and
while a person is in the space; c) providing their own equipment — monitoring equipment,
retrieval equipment, exhaust blowers, etc; and d) proof of confined space entry training.

(11) Reducing or eliminating temporary storage in hallways, etc., which could be
potentially hazardous in the event of an emergency;

(12) Evaluating requests for temporary storage in hallways or other areas which may
impede employees from evacuating during emergencies and making recommendations to
ensure maximum safety for employees and fire suppression personnel,

(13) Providing fire service personnel at Gaithersburg that are certified as Fire Fighters,
Emergency Medical Technicians(EMT)-A, EMT-B, and Hazardous Material Technicians
as prescribed by the State of Maryland,;

(14) Insuring NIST complies with applicable fire codes;

(15) Suggesting improvements for detection systems and suppression materials; and

(16) Maintaining a Fire Protection Group hazardous materials data base to be used during
emergencies.



http://en.wikipedia.org/wiki/Confined_space#cite_note-0#cite_note-0

c. At Boulder:

(1) The Site Manager, and the Office of Safety, Health and Environment are
responsible for ensuring that the fire prevention and protection and the
emergency medical care programs function effectively. This includes:

(@)

(b)

(©)

(d)

(€)

Developing, implementing, and monitoring the fire prevention and
protection and the emergency medical care program;

Reviewing and evaluating the effectiveness of the program and making
changes where required to negate new or unique potential fire hazards;

Utilizing staff resources, supplies, and equipment to ensure maximum
efficiency and effectiveness;

Promoting the concepts of fire safety and prevention and developing
educational techniques for the dissemination of fire safety information;

Identifying confined spaces and enumerating the associated hazards, and
providing initial or pre-entry and periodic atmospheric testing for
confined space entries in compliance with applicable regulations,
including but not limited to 29 CFR 1910.146;

Note: In Boulde

r, NIST may provide pre-entry monitoring for contractors entering

confined spaces on NIST controlled property; however, the contractors are responsible
for their own Confined Space Entry Program, including monitoring.

(f)

(@)

Providing liaison with local fire protection and emergency medical
services; and

Cooperating with local fire protection services to develop and maintain
fire plans for effective response to emergencies.

(2) The Chief, Engineering, Maintenance and Support Services, in coordination
with the Site Manager, and the Safety, Health and Environment Division has
the responsibility for the maintenance and operation of the fire prevention
system, including regular testing of fire alarm, detection, and suppression
systems

6.05.07

CONTENT OWNER

Chief, Emergency Services Office

6.05.08

EFFECTIVE DATE

August 31, 2009




APPENDIX A

INSTALLATION AND USE OF HEAT PRODUCING
STAFF-OWNED ELECTRICAL APPLIANCES

This appendix establishes a procedure for the installation, control and approval of heat
producing staff (employee and associate) - owned electrical appliances. For purposes of
this appendix, heat producing staff-owned electrical appliances include items such as
microwave ovens, toasters, toaster ovens, hot plates, coffee makers, and portable space
heaters.

1. Requirements - Staff-owned electrical appliances are not to be installed or used until
the appliance and its location is approved by the Fire Protection Group (in
Gaithersburg) or the Safety, Health and Environmental Division (in Boulder).
Approval is contingent upon meeting the following requirements.

a.  The electric circuit used to energize the appliance must be capable of handling
the additional load.

b.  The appliance must bear the label of Underwriters Laboratory or other
recognized testing laboratory.

c.  The appliance must be found free of defects upon inspection.
d.  Hot plates and similar heat producing appliances must:

1) Be equipped with a pilot light to indicate when the current is
turned on;

(2 Have no obstructions within 36" of the front (to allow unimpeded
movement to respond to a fire);

3) Be placed on a non-combustible base such as a metal plate or a
ceramic or formica countertop; and

4) Have at least six (6) inches clearance from unprotected
combustible materials on all sides and at least 36 inches overhead (from
the top of the appliance).

e.  Automatic electric coffee makers and similar automatic appliances must:

Q) Have enclosed heating elements;

2 Be protected from combustibles as indicated in d. (3) and (4)
above;

3) Not be a "submersible-type" heater (these are not allowed);

4) Be clearly in view and visible for ready inspections; and



(5) Be equipped with an automatic shut-off feature.

Attachment cords on appliances are not to exceed eight (8) feet in length and are
not to be run in raceways, under rugs, within furniture, or through doorways or
partitions.

The use of extension cords is discouraged. When absolutely necessary, such
cords are to be rated for at least 15 amp, 120-volt service. Under no
circumstances are extension cords to be attached to other extension cords or
power strips (daisy chaining). Requirements indicated for attachment cords
(paragraph f.) also apply to extension cords.

Attachment and extension cords must not be placed where they create a tripping
hazard to occupants or visitors. Frayed or damaged cords are to be replaced.

NIST does not encourage the use of electric space heaters, but recognizes that in
some cases a local space heater is necessary for health and safety purposes.

(1) Staff shall refer to the manufacturer's instructions to see how far the heater
should be placed from combustible materials, and for how far the heater
should be placed from the floor so that carpeting or flooring materials
don't ignite.

(2) Do not leave the heater operating unattended. Portable electric air heaters
are designed for use only as temporary supplemental heating and only
while attended.

(3) Ensure that clutter does not build up in the vicinity of the space heater.

Appliances are to only be used for their intended purpose.

2. Responsibilities

a.

Staff members are responsible for requesting approval for their personally
owned heat producing electrical equipment by the Fire Protection Group (in
Gaithersburg) or the Safety Health and Environmental Division (in Boulder).

Division Safety Representatives are responsible for:

(1) Assuring that all staff-owned electrical appliances installed and used have
been approved by the Fire Protection Group (in Gaithersburg) or the
Safety Health and Environmental Division (in Boulder).

(2) Directing use of unapproved appliances be discontinued and that they be
removed from the facility.

(3) Reminding personnel using microwave ovens, toasters, toaster ovens, hot
plates and space heaters that they are required to keep the appliance under

6



(4)

observation while actively in use. Coffee makers and similar devices with
a low likelihood of burning items are exempt from the observation
requirement.

Initiating an incident report for any fire alarms or smoke complaints
associated with the permitted appliance.

The Fire Protection Group (in Gaithersburg) or the Safety Health and
Environmental Division (in Boulder) is responsible for:

1)

)

(3)

(4)

()
(6)

(")

Processing approval requests for installation of staff-owned heat
producing appliances;

Inspecting the proposed appliance location for compliance with this
directive;

Considering the location of smoke detectors and other fire alarm sensors
with respect to the proposed location;

Verifying that the proposed appliance is approved by UL or another
recognized testing laboratory;

Attaching approval tag to all approved, staff-owned electrical appliances;

Reviewing Incident Reports and taking appropriate action to resolve
incident findings, including revocation of appliance permits; and

Conducting annual follow-up inspections of approved, staff-owned
electrical appliances to ensure compliance with requirements.

NIST reserves the final decision on any appliance or item determined to be
inappropriate for facility use. Appliance permits will be revoked if
appliances are involved in repeated fire alarms or incidents.




APPENDIX B

EXCESS PROPERTY AND HALLWAY STORAGE

Storage of excess property in hallways and receiving rooms is a hazard to building
occupants and emergency services personnel when responding to an emergency. This
appendix establishes a procedure for minimizing the hazards from excess property and
hallway storage.

1. Requirements - Storage of furniture or equipment is not allowed in hallways or
receiving rooms except when the Fire Protection Group (FPG)in Gaithersburg or the
Safety, Health and Environmental Division in Boulder (SHED) has been informed
(by telephone or e-mail) and has granted permission for the storage or the storage will
be for less than eight hours.

a.

When hallway or receiving room storage is permitted by the FPG/SHED, it is
for a period of ten workdays or less. FPG/SHED will also issue a sign that must
be posted stating that the storage is permitted.

Storage of large equipment and shipping containers in receiving rooms is
allowed only when approved by both FPG/SHED and Excess Property
(Administrative Services Division (ASD) in Gaithersburg and Engineering,
Maintenance and Support Services Division (EMSS) in Boulder). The owner's
name, room number, and organizational unit number must appear on all items.

When storage is permitted:

(1) The storage must be kept to one side of the hallway. In General Purpose
Laboratories, storage must be put on the exterior (office) side of the
building. Storage is forbidden against walls marked “No storage this
side”.

(2) There must be at least a three-foot clearance from the wall opposite the
storage and the storage.

(3) The storage must not block exits, manual fire alarm stations, fire
extinguishers, automatic external defibrillators, safety showers/eyewashes,
or other life safety equipment that are located on the interior hallways.

(4) Inareceiving room, the storage must not block exits, roll-up doors,
cylinder storage racks, or fire department inspector's test valves.

Furniture or equipment to be picked up by Excess Property personnel must have
a copy of Form NIST-6, Report of Excess Property, posted for FPG/SHED to
review.

Furniture or equipment that has been placed in a hallway or receiving room
without prior approval from FPG/SHED will be tagged. If unapproved items
remain in the hallways or receiving room for more than twenty-four hours, the



division chief will be contacted and directed to make arrangements to move the
items to a secure storage area. In the event of recurring violations, the division
chief is expected to take administrative action as described in NIST
Administrative Manual, Subchapter 10.11, Adverse Actions.

f. ~ Vending machines shall be placed only in those areas approved for vending
machines by FPG/SHED.

2. Responsibilities

a.  The division chief/group leader is responsible for ensuring that:

1)

(@)

3)

(4)

Storage in hallways is permissible and, when necessary, for making sure
that FPG/SHED is notified and permission received before furniture or
equipment is stored in hallways or receiving rooms.

A completed Form NIST-6 is sent to Excess Property (ASD in
Gaithersburg and EMSS in Boulder) in a timely manner for any furniture
or equipment to be excessed. Upon receipt of Form NIST-6, excess
furniture or equipment is generally picked up within five workdays.

The Grounds and Service Support Group is scheduled to pick up large
items.

Periodic checks are made to ensure that hallway storage meets the
requirements of 1c. above.

b.  The Grounds and Service Support Group is responsible for moving furniture to
another location within five workdays.

c. FPG/SHED is responsible for:

(1)

@)

(3)

Determining if excess furniture or equipment can be placed in hallways or
receiving rooms;

Inspecting hallways and receiving rooms for compliance with this
procedure; and

Evaluating hallways and receiving rooms where furniture or equipment is
stored for compliance with this procedure.

NOTE: NIST reserves the right to restrict storage of materials in hallways and along

egress routes based on regulations and Life Safety codes.
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6.06.01

PURPOSE

This subchapter provides general guidance
and instructions for all NBS employees in
cage of a Departmentwide shutdown due to a
lapse of appropriations. These
instructions will be supplemented with
notices and more detailed information
immediately preceding the shutdown.

6.06.02

SCOPE

This subchapter applies to all NBS
installations unless otherwise specified,
i.e. NBS-Gaithersburg and NBS-Boulder.

6.06.03

POLICY

The shutdown of agencies of the Federal
Government, due to a lapse in
appropriations, is determined by the
Antideficiency Act (July 1974) and by other
applicable acts and rules governing Federal
Civil Service. The applicable rules and
acts have been interpreted by the 0ffice of
Management and Budget (OMB Bulletin No. 80-
14, dated August 28, 1980) for genersal
policy guidance in agency shutdeowns. The
Assistant Secretary of Administration,
Department of Commerce, has provided policy
guidance for Departmental shutdowns
{memorandums of November 19, 1981, and
December 7, 1981).

November 20, 1987
(Trans. 601)

NBS is in a unique position in the Federal
Government since it 1s authorized to use
its Working Capital Fund (WCF) to
accunulate various funds (see Section
6.06.06, Funding). 1In the absence of
specific Departmental guidance, it is NBS
policy to continue operation after a
Departmental shutdown until the moneys
available in the WCF are drawn down.
Properly managed, the funds available in
the WCF should allow near normal operation
of NBS for some finite perlod of time.

6.06.04

DESIGNATION OF OFFICIALS

a. The following are the designated
officiels responsible for decisionmaking
and reporting for NBS with regard to
shutdown planning:

(1) Director, NBS-Gaithersburg;

(2) Associate Director for Programs,
Budget, and Finance; and

(3) Director, NBS-Boulder
Laboratories - Boulder and field stations
(Ft. Collins, CO, and Kauai, HA).

b. The following are the designated
shutdown coordinators:

6.06.01 ~ 6.06.04




Facility Shutdown Plan

(1) Gaithersburg -

—-Chief, Facilities Services
Division to notify Bureau through the
Cascade Alerting System and to maintain
property integrity.

--Chief, Plant Division - to
provide/maintain appropriate plant
gervices.

) ~~Chief, Personnel Division -~ to
prepare written furlough/no furlough
notices for issuance by supervisors.

(2) Boulder -

~--Executive Officer - to
develop/implement & site specific
contingency plan to address the concerns of
other agencies located on the Bureau's
site.

6.06.05

RESPONSIBILITIES

a. The Associate Director for Programs,
Budget, and Finance (ADPBF) shall be
responsglible for the following functions:

(1) Determining the amount of funds
avallable in the WCF for reallocation to
prevent immediate Bureau shutdown.

(2) Developing a contingency
reallocation plan "to forestall the funding
interruption date for the greatest number
of employees for as long as possible.”

(3) Recommending to the Director, NBS,
minimum staffing levels, based on MOU
information, for an extended shutdown after
the WCF funds have been used up. (See
Subchapter 6.06. Appendix A.)

(4) Serving as the point of contact for
the Department to advise the Director, NBS,
of developments and to channel related
communications appropriately.

(5) Advising the Chiefs, Facilities
Services Division, Plant Division, and
Personnel of the decision to shutdown the
Bureau in a timely fashion so that proper
procedures are used.

KBS Administrative Manual

11-20-87

(Trans. 601)

~ (6) Coordinating overall notification
of the Boulder site with the Director, NBS-
Boulder Laboratories.

b. The Chief, Personnel Division, shall be
responsible for preparing written
furlough/no furlough notices for completion
and issuance by an employee's immediate
supervisor. (See Subchapter 6.06 Appendix
B, Attachments 1, 2, & 3 for sample
notices.)

c. The Chief, Facilities Services
Divielon, shall be responsible for NBS-
Gaithersburg shutdown procedures as per

Subchapter 6.04, Facilities Self-Protection
Plan. -

d. The Facilities Services Division will
provide to the Associate Director for
Programs, Budget, and Finance a list of all
individusls who enter and leave NBS during
each day of the shutdown period. This
report shall be submitted daily by 11:00
a.m.

e. The Executive Officer, NBS-Boulder,
shall be responsible for developing & site
specific contingency plan to address the
concerns of other agencles located at that
site. This plan shall be submitted through
the NBS Emergency Planning Officer to the
ADPEF.

6.06.06

FUNDING

a. NBS is authorized to accumulate funds
into a Working Cepital Fund from the
following sources:

(1) Transferred funds from other
agencies.

(2) Carryover funds from prior fiscal
years that have been properly transferred
and assigned for the current fiscal year.

(3) A leave fund approximately
equivalent to the annual and eick leave
accrued by NBS employees.

b. When a regular appropriation or a
continuing resolution is not enacted by day
X, the accumulated funds in the WCL may be
made aveilable to defray the cost of
continued operations beyond day X until the
WCF has been drawn down.

6.06.05 ~ 6.06.06



Facility Shutdown Plan

¢. Forty to forty-five percent of the NBS
daily operating cost is defrayed by other
agency funds. Properly managed, the
available STRS carryover and part of the OA
funds will allow near normal operation of
NBS for some period of time.

d. As soon ag a Departmental shutdown has
been declared, NBS will discontinue all
procurement actions to preserve funding to
meet the payroll. Exceptions must be
expressly authorized by the Director of
Administration. Purchases from the NBS

Storerooms must be reduced to an absolute
minimum.

e, In the event NBS must shutdown, a small
staff will be employed to:

--protect Federal land, buildings,
equipment, and other property owned by the
U.S¢; and

—-maintain protection of research
property.

A1l employees performing these excepted
services are assured of the legal
obligations of the Federal Government to
make payment for these services, although
the payments may be delayed.

6.06.07

DUTY STATUS OF EMPLOYEES

a. Assumes use of available appropriated
and OA funds for up to six days. (Specific
ingtructions on the number of funded work
days available will be provided for each
situation.)

{1) When a Department or Governmentwide
shutdown is ordered, NBS will continue to
work as usual with the exceptions listed in
the next section. On the fourth day,
travelers will be notified to conclude
business and to return as soon as possible
and no new travel will be started. If
regular appropriations or a continuing
resolution have not been enacted on the
fifth day, NBS will use the sixth day of
operation after funding lapse to prepare
for a three-day shutdown (see below). Some
equipment shutdown may have to start
earlier to meet the maximum allowed staff
levels.
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(2) The NBS shutdown will begin on the
specified day. If the situation persists,
NBS will further reduce its maintenance
effort on the tenth day to a continued
shutdown level.

(3) A1l employees in duty status or on
travel will be paid for work performed
during the initial six days after the
beginning of a Department shutdown.

(4) During the NBS three-day shutdown
period, staffing will be reduced to the
levels shown in Appendix A. These are
maximum levels which cannot be exceeded
without written permission from the |
Director or designee. The staffing levels
shown are sufficient to protect buildings,
equipment, and research property.

(5) For additionsl information
concering the Duty Station of Employees see
Subchapter 6.06.07.b.(4)-(9).

b. Agsumes lmmediate shutdown--available
appropriation and OA funds not to be used.

(1) When a Department or Governmentwide .
shutdown is ordered, NBS will shutdown to
the levels shown in Appendix A. If the
shutdown lasts into the second day
travelers will be notified to conclude
business and return as soon as possible.

No new travel will be authorized. If
regulation appropriations or & continuing
resolution have not been enacted on the
second day, NBS will uge the third day of
operation after funding lapse to prepare
for an extended shutdown (see below). Some
equipment shutdown may have to start
earlier to meet the maximum allowed staff
levels.

(2) The NBS shutdown will begin on the
first day. If the situation persists, NBS
will further reduce its maintenance effort
on the fourth day to a continued shutdown
level.

(3) During the NBS three-dey shutdown,
staffing will be reduced to the levels
shown in Appendix A. These are maximum
levels which cannot be exceeded without
written permission from the Director or
designee. The staffing levels shown are
sufficient to protect buildings, equipment,
and research property.

6.06.07
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(4) During the extended NBS ghutdown,
staffing levels will be further reduced.

(5) Employees not designated to be on
duty by the Director, MOU Directors, Center
Directors, or Division Chiefs (where
appropriate) will be placed on annual
leave. Employees who have exhausted their
annusl leave will automatically be
furloughed.

(6) Under no circumstances may an
employee be granted unaccrued leave to be
taken during the NBS shutdown.

(7) Employees who are on sick leave at
the beginning of the NBS shutdown may
remain on sick leave until they recover or
exhaust accrued sick leave. They may then
transfer to annuel leave, if available, or
will be furloughed. Sick leave may be
granted to employees who are on annual
leave but not to employees who are
furloughed.

(8) The end of the shutdown will be
announced as part of the general news by
local papers, radio, and television. Therse
will be an appropriate tape message on the
Bureau's general telephone number, 975-
2000.

6.06.08
NBS SHUTDOWN OPERATIONS
a. Technical Centers and Divisions

{1) During the first three days of NBS
shutdown, Center Directors or Division
Chiefs (where appropriate), or appropriate
persons designated by these officials (or
Office Chiefs), will work with designated
technical support staff on necessary
maintenance functions such ag meintaining
high vacua, cryogenic or other critical
temperatures, checking operation of
computers, etc. The staff levels
authorized for these functions are listed
in Appendix A. Actual staffing should stay
below these levels. The listed levels
cannot be exceeded without the express
permission of the Director or designes.
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(2) At the time of a shutdown,
timekeepers should complete time and
attendance worksheets up to that point, and
deliver them to their Center or Division
(where appropriate) Offices (Financial
Information Office in Boulder), where they
will be held until resumption of Bureau
operatlons or entered into the payroll
system if Bureau operations do not resume
before the end of the pay period.

(3) During an extended shutdown, the
staffing levels are further reduced. All
maintenance functions will be performed by
appropriate technical support staff.

(4) Particular attention must be paid
to the observation of all safety rules and
precautions. If the shutdown extends
beyond three days, it is very possible that
operating equipment will receive less
attention than 1s normal and, therefore,
the risk of an emergency situation
occurring is much greater. The Fire
Protection Service (Physical Security in
Boulder) should be notified of the location
of any equipment, other than Plant
equipment, that will be left operational
during the shutdown period. This
information will allow our fire and
security persomnel to check on the few
people who will be working, perhaps alone,
in & laboratory environment and subject to
a greater safety problem than during
pericds of normal operation.

(5) There is no authority to accept
voluntary services of NBS employees during
a shutdown. The Attorney General's opinion
makes it clear that accepting voluntary
services would be in violatlon of the
Antideficiency Act. Employees not
designated for the performance of minimum
maintenance services will, therefore, not
be permitted on the NBS sites.

(6) By noon of the second day following
the shutdown, MOU Directors shall submit to
the Associate Director for Prograns,
Budget, and Finance their further reduced
staffing level for an extended shutdown
(beyond three days). Staffing for the
extended shutdown may not exceed 70% of the
level approved for the first three (3)
days.

6.06.08
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b. Administrative and Technicael Support
Divisions

(1) The Offices of the NBS Director,
and the Offices of the Directors of NML,
NEL, ICST, IMSE, and ADMIN will be staffed -
to provide the necessary minimum of
supervision and coordination. Also follow
IV.A.2. :

(2) The Plant, Facilities, Acquisition
and Assistance, and Personnel Divisions and
the Comptroller's Office will be staffed to
provide minimum services. In case of
severe snow fall, the Ground Crew will keep
fire lanes open and, before reopening the
site after NBS shutdown, will open access
to the site. Both Plant Divisions are
authorized to call back crafismen to make
emergency repairs.

(3) Since the support divisions
services during a shutdown will not change
gufficiently over time, staffing levels for
a three (3) day and extended shutdown have
already been established.

¢. Services to be Maintained

(1) Utilities: electricity, gas,
water, steam, chilled water, and compressed
air will be available as usual.

(2) Cryogenic liquids and dry ice will
- be delivered to laboratories and/or the
usual pick-up points; schedule must be
arranged before the shutdown of NBS.

(3) Heat and air conditioning will be
on night and weekend service.

(4) If payday occurs while NBS is
shutdown, payroll for work performed before
NBS shutdown will be processed. Employees
whose bank accounts are normally credited
with their paycheck or have their checks
mailed home will receive these funds as
usual. Employees who normally receive
their paycheck on-site see page 1, Abstract
#.

(5) Signet Bank and Credit Union will
be open on Thursdesy, the normal payday.
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(6) Incoming mail will be sorted but
not delivered.

(7) The NBS telephone number, 975-2000,
will be answered by a tape announcing the
shutdown and directing all urgent calls to
the Director of Administration, 975-2390.
The staff in the 0ffice of the Director of
Administration will then direct these calls

‘to the appropriate staff, if available.

NOTE: Only work directly connected with
the shutdown, with the protection of
Government property, and the safety of
staff may be carried out. Supervisors are
responsible for the observation of this
rule. .

(6.06.08)



;The atta.ched Ha.xim Staff Levela Ghart (Atta.chnent 1) liata th‘ ata.fr neceseary to provide
a minimum of oversight, ‘budget, accounting, and personnel functions, maintenance of plant
‘and facilities, and maintenance of experimental equipment that cannot be shut down. NBS.
will provide low level guard and fire protection service, air conditioning, gas, water,
~chilled water, electricity, and 1iquid nitrogen and dry ice at the ususl points of service.
Each Center Director or Division Chief (where appropriate) will decide which equipment must
_and can be maintained in operation during a shutdown. During a short (three day) shutdown
_or during the first three days of a long shutdown, these officials, or suitable persons -
‘designated by then, will coordinate the work of technicians maintaining operating and =
Thie may mclude replenishing liquid nitrogen or dry ice, warming
: ' For long -shutdowns, the ‘technicians will continue
" Other staff will assist only if urgently ‘needed and
tor/Divieion Chief or Deputy. u













(For all employees vhose: positione ‘are not eesential to protection of life a.nd pzroperty,
other authorized ectivitiea, or the orderly suspenaien of operatione.)ﬁ o

’ D :

At midnight, e SR - Lo (t.he Gontinuing Resolution) :
" expired. . The Depa.rtment of Gomerce now. ha.s no a.nnual appropriation e.nd muat. euepend most
: non-eeaentia.l operations until new appropriationa are available.

vy :therefore,y ‘to place ’y"euyu on a.nnual leave‘until ‘z{our acerﬁed'alx;nual leave 1s
exhausted ‘at \which’ ‘time ‘you will-be placed ~on furlough, without

explains ugh retirement.,'
: !our personnel office will 'be able to handle any. general queetions you







Facility Shutdown Plan

- (For employees asked to stay on to continue in positions essential to protection of life
“and property or eassential to activities otherwlse authorized by law (such as national . =~
security, foreign relations necessary to national security, providing benefit paynents,
contract obligations under no-year or multi~yaar runda still availahle.) , , :

At mid.night on S L N - '(the Continuing Resolution) PO
expired.,. The. Departnent of Commarce now -has no a.nnual appropriation and must suapend moat ‘




6.07 Building 101 Corridor Utilization Policy

6.07.01
PURPOSE

This chapter establishes policy for the safe use of corridors for displays and tables within
the Building 101 conference facility area at the NIST Gaithersburg location.

6.07.02
SCOPE

This subchapter applies to all NIST employees and visitors who use the corridors in the
Building 101 conference facility area for conference activities and displays.

6.07.03
POLICY

It is the policy of DoC and NIST to provide an effective fire prevention and protection
program to reduce loss of life and property from fire and also provide high quality
emergency medical care. All displays and exhibits in the described area must be set up
and maintained in accordance with NFPA 101 Life Safety Code and 29CFR1910 and
directions provided by the NIST Fire Protection Group (FPG) and NIST Safety Office
(NSO).

6.07.04
AUTHORITIES

29 CFR 1910 Subpart E, Means of Egress

NFPA 101 Chapter 7, Means of Egress and Chapter 10, Interior Finish, Contents, and
Furnishings, 2006 Edition

6.07.05
RESPONSIBILITIES

a. Conference Facility staff and Public and Business Affairs and other Sponsors are
responsible for ensuring that all events using corridors are conducted in a manner
that maintains an adequate means of egress in the event of a fire or other
emergencies.

b. The Division Chief and group leaders are responsible for ensuring that this policy
on means of egress is followed.

c. At NIST Gaithersburg the FPG and NSO are responsible for providing additional
guidance or interpretation of the provisions of this policy; conducting periodic
inspections of NIST corridors for the purpose of advising corridor users of



conditions requiring corrective action and taking immediate action to bring about
the removal of items that would prevent safe egress of building occupants.

6.07.06
CORRIDOR USE PROCEDURES

a. A minimum of 72 inches’ width of clear and unobstructed egress shall be
maintained at all time in the South Corridor by the Green Auditorium and in the
East Corridor by Lecture Rooms A and B. Any display tables or posters shall be
kept to one side of the corridor at all times. Posters should be hung on poster
board to the rear of the tables and on the designated poster display boards across
from the Red Auditorium.

b. The West Corridor, by Lecture Rooms C and D shall be kept free and clear of all
obstructions. Unobstructed egress shall be maintained at all times.

c. Adisplay area by the bank of elevators shall be permitted on a limited basis.
Tables may be placed beside the elevators on the south wall facing the permanent
NIST exhibits. No tables will be placed in the immediate vicinity of elevator
doors. All displays shall be constructed of non-combustible materials. A
minimum of 36 inches’ isle width must be maintained as a walking space at all
times.

d. Lobby displays are permitted on a limited basis. A single table may be placed by
the column near the reception desk. This guidance applies to the location for the
annual holiday celebration tree and CFC display. In addition to the table, one
easel may be placed in front of the column. These easels may be placed under the
LED screen display in the Lobby adjacent to the reception desk along the marble
wall. At no time will the displays impede the means of egress from the Building
101 Lobby from any direction.

6.07.07
APPROVAL

No less than forty-eight hours prior to the event the event Sponsor will work with
Conference Facilities to coordinate pre approval of plans and set up with Public and
Business Affairs, NIST Fire Protection Group and the Safety Office. All displays shall
be removed within 48 hours after the end of the event.



Appendix A:

Selected Extracts from 29 CFR
Maintenance, safeguards, and operational features for exit routes. - 1910.37

1910.37(a)
The danger to employees must be minimized.

1910.37(a)(1)
Exit routes must be kept free of explosive or highly flammable furnishings or other
decorations.

1910.37(a)(3)

Exit routes must be free and unobstructed. No materials or equipment may be placed,
either permanently or temporarily, within the exit route. The exit access must not go
through a room that can be locked, such as a bathroom, to reach an exit or exit discharge,
nor may it lead into a dead-end corridor. Stairs or a ramp must be provided where the exit
route is not substantially level.

1910.37(b)(3)
Each exit route door must be free of decorations or signs that obscure the visibility of the
exit route door.

1910.37(b)(4)

If the direction of travel to the exit or exit discharge is not immediately apparent, signs
must be posted along the exit access indicating the direction of travel to the nearest exit
and exit discharge. Additionally, the line-of-sight to an exit sign must clearly be visible at
all times.
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7.02.01 PURPOSE

This subchapter prescribes NIST policy and procedures for maintenance, modifications,
improvements, and replacement of facilities.

7.02.02 SCOPE
This subchapter applies to NIST-Gaithersburg and NIST-Boulder.
7.02.03 REFERENCES

Administrative Manual Subchapter 7.03, Leasing Real Property

Administrative Manual Subchapter 7.08, Space Management

DAO 216-6, Implementing the National Environmental Policy Act

DAO 217-1, Real Property Management Manual, Introduction

DAO 217-16, Energy Conservation

OMB Circular A-104, Evaluating leases of capital assets (tangible property: of $1 million +,
including durable goods, equipment, buildings, facilities, installations or land).

15 U.S.C. 278 c. Acquisition of land for field sites, d. Construction and improvement of
buildings and facilities (NIST), e. Functions and activities (NIST)



40 U.S.C. 14a Construction, alterations, improvements ... buildings, grounds, facilities
40 U.S.C. 490(d)(5) Operation of bldgs. ... transfer of functions

7.02.04 POLICY

a. NIST is authorized under specific conditions (40 U.S.C. 14a) to undertake the construction of
buildings and other facilities, to make alterations and improvements to existing buildings,
grounds, and other facilities it occupies or uses, to care for, maintain, and protect the buildings
occupied, and to replace aging and deteriorating facilities to promote the proper and efficient
conduct of its activities.

b. Acquisition of real property and replacement of facilities are made only when such actions
can be adequately justified to the Director for Administration and Chief Financial Officer
(DA/CFOQ) as being essential for the conduct of new or expanded programs or for increased
efficiency or economy of operations and funds are approved by the Budget Division.

c. Construction projects which could significantly affect the quality of the human environment
may require an environmental impact statement. Prior clearance and approval of the National
Capital Planning Commission is required for proposed projects at Gaithersburg which would
change materially the outward appearance of buildings, roads, or landscape.

d. The building of temporary structures and antennas on NIST grounds (Gaithersburg) also
requires approval by the National Capital Planning Commission. The DA/CFO considers
requests for the approval of temporary structures after evaluation by the Plant Division in
accordance with the following criteria:

(1) A thorough examination of all alternatives reveals that no other alternatives are available;

(2) The proposed structure will not have a negative effect on the local surroundings either
aesthetically or environmentally;

(3) The facility will be required for a specified period of time after which it will be dismantled
and the area restored to its original state; and

(4) All work such as construction, maintenance, dismantling, and restoration of the area will be
funded by the sponsoring division.

e. Facilities improvements, modifications, and replacement of aging facilities must be approved
by the Plant Division/Engineering, Maintenance, Safety, and Support Division regardless of the
source of funds. Appeals may be made to the Deputy Director for Safety and Facilities,
Gaithersburg or the Director, NIST/Boulder Laboratories.

f. Equipment needed for the operation of a new facility to be financed under the Scientific and
Technical Research and Services (STRS)/Construction Research Facilities (CRF) Programs may
be requested along with the facility construction or acquisition funds in connection with the
annual budget requests. Individual items of equipment costing over $350,000 may also be



requested under the STRS/CRF Programs. Requests for permanently installed equipment items
costing under $350,000 each may be considered in special cases involving several like items
required for a single program.

g. Increases in staff or operating costs resulting from approved improvement and modification
projects are the responsibility of the requesting organizational unit. These increases must be
absorbed even though the requesting memorandum outlines the need for additional staff or
operating funds.

h. Replacement of aging plant and facility equipment is initiated by the Plant
Division/Engineering, Maintenance, Safety, and Support Division and approved by the Deputy
Director for Safety and Facilities. Planned systematic replacement of aging plant and facility
equipment is based on engineering, economic, and operations research data. The data is derived
from:

(1) Interviews with engineering and operating employees of the Plant Division/Engineering,
Maintenance, Safety, and Support Division;

(2) Previous NIST budgets for facility maintenance, modifications, and improvements;
(3) On-site inspections of both physical plants;

(4) Equipment service life data from the American Society of Heating, Refrigerating, and Air-
Conditioning Engineers (ASHRAE); and

(5) Cost data from local area governments, manufacturers, contractors, and the most recent
edition of the R.S. Means Mechanical and Electrical Cost Data Guide.

7.02.05 DEFINITIONS

a. Maintenance is the upkeep of plant facilities to ensure a condition of efficiency and utility,
including predictive maintenance, scheduled periodic preventive maintenance, routine
maintenance and repair (usually unscheduled and of a minor nature reflecting fair-wear-and
tear), and major repair and replacement caused by failure or predicted failure of major facilities
systems or components. Preventive maintenance and routine maintenance and repair are funded
by Institute overhead. Major repair and replacement may be funded by Institute overhead or by
the annual STRS/CRF appropriations to the extent that such appropriations are available.

b. Modification is the rearrangement or preparation of existing space or facilities to make them
more useful for conducting NIST work. This includes modifications which enhance the working
conditions and effective use of existing NIST space and facilities without adding

thereto. Modification costs are not capitalized. Extensive modifications may require specific
written explanation to the sponsoring OU Director as to why the work should not be considered
an improvement.



c. Improvement is a valuable and useful permanent addition to building space or facilities such
as permanent air-conditioning systems, sidewalks, roads, fences, etc. Separate cost centers are
established in each case to accumulate costs for capitalization purposes. Improvements do not
include temporary special purpose structures which are shelters for or part of equipment for
experiments; repairs to roofs and roadways; or repairs and replacement of utilities.

d. Systematic replacement is the replacement of obsolete or aging equipment that is predicted to
fail and becomes unserviceable or uneconomical to repair. Replacement avoids emergency
repair work and costly downtime while major repairs are made. Predictions are based on the
equipment service life and other factors mentioned in Section 7.02.04. The decision to replace
aging and deteriorating equipment is influenced by the following factors:

(1) Replacement with an identical item becomes less costly than continued maintenance and
repair;

(2) Replacement with an identical item becomes necessary to ensure reliability or safety;
(3) Advanced technology suggests replacement due to lower operating costs for new equipment;

(4) Changing requirements necessitate replacement to meet new needs not within the capabilities
of existing equipment; and

(5) Energy conservation measures dictate replacement to reduce energy consumption.

e. Facilities include buildings, roads, grounds, sidewalks, fences, equipment, and underground
utility distribution systems.

f. Project-related (or task-related) refers to maintenance, modifications, or improvements which
are essential to the performance of a particular project (task) within a division. In the case of
maintenance, project-related maintenance is that which is required beyond the general level
scheduled for NIST. An example of such maintenance would be the replacement of resins in a
water purification system associated with a technical project. Improvements or modifications in
this category are changes or additions required solely for the particular activity involved and
would be unnecessary for other building occupants. The fact that space is assigned to a project
(or task) is considered evidence that the proposed modification or improvement is project-
related.

7.02.06 AUTHORITY AND LIMITATIONS

a. Funds appropriated to NIST are available for:

(1) The construction of buildings and other facilities, maintenance, modification, and
improvements to existing buildings, grounds, and other facilities occupied or used by NIST in

Gaithersburg and Boulder, and the replacement of facilities at the NIST-Gaithersburg and NIST-
Boulder sites, as are necessary for the proper and efficient conduct of its activities.



(2) The maintenance and modification of buildings and other plant facilities at rented field sites,
laboratory, office, and warehouse space outside the Washington Metropolitan Area (15 U.S.C.
278e).

(3) The building of specialized facilities and working and living quarters on leased property
when serving the interests of the government (15 U.S.C. 278e). General, large-scale
improvements on leased property are not contemplated under this authority. This authority is
used only if supported by the expected length of occupancy of the site and the nature of the
facilities to be constructed. Ordinarily, the facilities are of a special nature and do not enhance
the value of the property to the owner.

b. Funds received from other federal agencies are available for improvements only when either
expressed or implied authority is found in the act appropriating the funds. NIST is subject to the
same Congressional limitations as are imposed on the transferring agency. The Budget Division
must verify fund availability for improvements. Other-agency funds are available for project-
related maintenance and modifications unless specifically prohibited by the terms of the order.

c. Alterations and improvements to leased property are subject to the following restrictions and
conditions:

(1) Expenditures for alteration, improvements, and repairs to rented premises may not exceed 25
percent of the annual rent for the first year of the term or 25 percent of the rental if the rental
term is less than one year. However, the installation of special facilities which are essential to
carry out the program assigned to leased premises are not considered to be subject to the
limitation if the facilities do not contribute to the general use and purpose of the building, and
title, and right to remove them is reserved to the government.

(2) The 25 percent limitation does not apply to unimproved land leased as such.
d. Congressional approval must be obtained prior to the purchase of land.
7.02.07 RESPONSIBILITIES FOR FACILITIES MANAGEMENT

a. The Deputy Director for Safety and Facilities initiates and reviews requests for major
modifications, improvements, and replacements of facilities to assure the most effective use of
present and new facilities, to coordinate current and long range planning for new facilities with
NIST technical program objectives and to ensure compliance with congressional statutory
limits. The DA/CFO gives final approval of requests and forwards a list of planned projects to
the Budget Division for approval.

b. The Budget Division reviews requests for modifications, improvements, and replacements,
works with the DA/CFO and the Chiefs of the Plant Division and Engineering, Maintenance,
Safety, and Support Division to further develop the plan for spending the CRF allocation, and
makes recommendations to the DA/CFO on the availability of funds. Approval of the plan must
be given by the Budget Division before any funds are released.



c. The Plant Division/Engineering, Maintenance, Safety, and Support Division are responsible
for the design, construction, and maintenance of -the Physical Plant- all buildings, building
equipment, structures, roads, grounds, and utility systems for NIST-Gaithersburg, NIST-Boulder,
and Fort Collins, Hawaii Field Sites, respectively. They are the only divisions authorized to
modify the NIST Physical Plant. They are also responsible for the following functions relating
to the operation, maintenance, modification, improvement, and replacement of NIST facilities:

(1) Review plans for proposed improvement, modification, or replacement of buildings, grounds,
and facilities to be done either by NIST employees or by contract to determine propriety and
compliance with site development plans. Prepare or have prepared an environmental impact
statement if required.

(2) Supervise or perform all maintenance, modifications, improvements, and replacements within
authorized funds.

(3) Coordinate negotiations on behalf of NIST staff with architects, construction contractors, and
other agencies.

(4) Approve requests for the installation of environmental air-conditioning and refrigeration
equipment and their maintenance.

(5) Notify the Office of the Deputy Director for Financial Services and Deputy CFO of the
completion of improvements so they may be capitalized.

(6) Request clearance and approval of projects with the National Capital Planning Commission
(Gaithersburg). See Section 7.02.04.

7.02.08 FINANCING

a. The appropriate source of financing for maintenance, modifications, improvements, and
replacements depends upon the nature of the work. Improvements may not be charged to
Institute or OU overhead without prior approval from the Budget Division. (See Section 7.02.05
for definitions of terms.)

b. Costs are charged to the following sources of financing:
(1) Routine maintenance and repairs: Institute overhead.

(2) Other maintenance and modification: Benefiting cost center, Institute overhead, or CRF, as
appropriate.

(3) Improvements, major repairs, replacements, and permanently installed major equipment over
$350,000: STRS and CRF appropriations. A separate cost center shall be established for each
improvement to accumulate costs for capitalization. Financing is assigned from the benefiting
cost center.



Note: Unobligated balances of STRS and CRF allocations for line items and miscellaneous
projects are withdrawn on completion of the project. See Subchapter 8.04.

7.02.09 CHARGES FOR PLANT SERVICES

a. Estimates for Plant services requested on Form NIST-461, Interdivision Work Order, are
provided by a Plant Division/Engineering, Maintenance, Safety, and Support Division engineer
or technician based on the work described and in consultation with the originator.

b. Engineering design and estimating time are included in the cost of the work, except on those
requests in which the total cost of construction is less than $2,000. However, if the scope of
work is increased beyond $2,000 after the initial estimate, all design/estimating charges are
charged to the requesting cost center. On projects with an estimated cost of $2,000 or more, the
design/estimating costs are charged to the requesting cost center, even though the order may be
canceled upon receipt of the estimate from the Plant Division/Engineering, Maintenance, Safety,
and Support Division.

The Plant Division/Engineering, Maintenance, Safety, and Support Division provides minor
consulting services and prepares project estimates for projects under budget proposal for the
STRS and CRF Programs at no cost to the requesting division. However, if the request requires
extensive work and the workload becomes excessive, the Chief of the Plant Division contacts the
Director for Administration and Chief Financial Officer to determine the source of payment.

c. Funds available in one year cannot be legally obligated for Plant Division/Engineering,
Maintenance, Safety, and Support Division services to be performed in the following year except
for STRS and CRF funds. Prices for jobs not completed during the fiscal year are adjusted at the
end of the fiscal year to reflect the estimated cost of that portion of the work which is

completed. The balance of the work to be completed is reobligated in October against funds
available in the new fiscal year. This should be kept in mind when planning jobs to be charged to
projects financed from one-year funds to ensure that sufficient funds are available in the
subsequent year(s) to cover the job until completed.

d. The estimated cost for each Form NIST-461, Interdivision Work Order, as determined by the
Plant Division/Engineering, Maintenance, Safety, and Support Division, is the fixed price for the
work. This amount is charged to the benefiting cost center prior to initiation of the job. The
fixed price is revised when changes are requested by the originating division. The Plant
Division/Engineering, Maintenance, Safety, and Support Division may charge actual costs for
jobs of extended duration, "short-form™ jobs (time and materials), or for jobs that do not lend
themselves to a fixed-price estimate. The requester is informed in advance in such cases. "Fast-
Track™ jobs are done on a design-as-you-go basis with charges not to exceed 25 percent of the
authorized rough estimate.

7.02.10 RADIO TRANSMITTER INSTALLATION

a. Gaithersburg - Approval of the Director for Administration and Chief Financial Officer must
be obtained before any radio transmitting equipment is installed in or on any building at NIST-



Gaithersburg. Requests should clearly describe the type of transmitter to be installed, including
the voltage, wattage output, frequency, and antenna required.

b. Boulder - A memorandum must be submitted to the Interference Committee through the
Engineering, Maintenance, Safety, and Support Division, NIST/Boulder Laboratories by anyone
planning to install a transmitter or other equipment or to perform tests likely to emit
electromagnetic waves that might cause interference. The memorandum should describe the
equipment or tests in sufficient detail for the Committee to determine the probable interference
with other work.

7.02.11 ANTENNAS AND SIMILAR EQUIPMENT

a. The roofs of the Gaithersburg buildings are not designed or constructed to accommodate
equipment or recurring personnel traffic. Therefore, no experiments can be conducted or
equipment mounted on the roofs. Antennas for radio, television, and/or other sensing devices
(wind, temperature, barometer, etc.), are approved only if they are an integral part of a NIST
program and vital to the NIST mission, as determined by the Director for Administration and
Chief Financial Officer.

b. Requests for exceptions to and/or approval of the above should be submitted by memorandum
through the respective OU office to the Director for Administration and Chief Financial

Officer. Requests should include the anticipated duration of the requirement, the proposed
location, and a statement of need. Preliminary consultation with Plant Division is encouraged. If
the duration of the requirement exceeds the duration of a previously approved request, a
rejustification and submission by the project sponsor with specific concurrence of the OU
Director is required.

c. Ifitis determined that an antenna or an equipment installation is vital and is approved, the
Plant Division works with the sponsoring division to determine the best possible means of
installation at the least objectionable location.

d. The Plant Division, at the direction of the Director for Administration and Chief Financial
Officer, requests clearance and approval of projects with the National Capital Planning
Commission (Gaithersburg).

e. Boulder - Requests for roof-placed equipment requires location approval by the Chief,
Engineering, Maintenance, Safety, and Support Division.

7.02.12 BUILDING EXTERIORS, PAVED AREAS, AND LAWNS

a. For ease of maintenance and aesthetics, the following restrictions apply: (1) no attachments
to building exteriors are permitted; (2) equipment installations and testing on lawn areas are
prohibited except for periods of specified and short duration; and (3) mobile homes, storage
trailers or containers, or similar mobile equipment or transportable apparatus must not be sited
on lawn or paved areas without prior approval of the Director for Administration and Chief
Financial Officer.



b. Requests for exceptions to and/or approval of the above must be submitted through the
respective OU office to the Director for Administration and Chief Financial Officer, as described
in Section 7.02.11.

c. An area on the south end of the Gaithersburg site has been designed for long-term outdoor
exposure testing. Requests for using this site must be submitted to the Director for
Administration.

7.02.13 PUBLIC AREAS, CORRIDORS, AND LOBBIES

Public areas are the responsibility of the Director for Administration and Chief Financial Officer
and are not to be used for experimental purposes due to potential safety hazards. Similarly,
corridors are to be kept clear of bulky equipment, furniture, files, etc., and are not to be used to
meet storage, laboratory, or office space requirements. Temporary exceptions may be granted
during space modifications.

7.02.14 AIR-CONDITIONING EQUIPMENT

a. Portable air-conditioning is equipment that can be installed and removed without appreciably
damaging or defacing the equipment or the premises. It may serve several rooms, may be moved
from one location and satisfactorily installed in another, may require ducts for the distribution or
return of air, or may require plumbing. These are to be considered as equipment and may be
procured from equipment funds as outlined in Subchapter 8.11.

b. Permanent air-conditioning is equipment that is attached to the premises and is considered
part of the realty. The following must be considered permanent air-conditioning equipment: (1)
air-conditioning equipment involving ducts and/or plumbing which is built into the walls,
partitions, or ceilings of a structure, and (2) air-conditioning equipment which is designed and
built for a specific location and which would not be suitable in another location. Permanent air-
conditioning equipment is classified as an improvement and may be procured only with funds
appropriated to NIST with specific legal authorization to be used for this purpose. Approval
procedures for improvements outlined in this subchapter are to be followed.

c. Requests for purchase and installation of air-conditioning equipment must be submitted on
Form NIST-461, Interdivision Work Order, and forwarded to the Plant Division/Engineering,
Maintenance, Safety, and Support Division for review and approval.

7.02.15 CONSERVATION OF RESOURCES

a. Fuel - The heating and cooling of the buildings is thermostatically controlled in accordance
with established design criteria. The thermostats are set by authorized employees of the Plant
Division to provide a balanced comfort condition. Room thermostats are not to be adjusted or
tampered with by employees. Notify the Plant Division/Engineering, Maintenance, Safety, and
Support Division when adjustments are necessary.



b. Water - To conserve water, the circulating chilled water system must be used for equipment
cooling wherever possible. Approval is not given for installation of equipment which uses over
two gallons per minute of uncirculated water. All equipment using uncirculated water must be
turned off when not in actual use. Leaking pipes, faucets, or other fixtures should be reported
promptly to the Plant Division. If reported leaks are not repaired within seven calendar days, the
problem should be reported in writing to the Director for Administration and Chief Financial
Officer.

c. Measures employees can take to conserve resources:

(1) Turn off all machinery, including office equipment, when not in use;
(2) Turn off lights when leaving a room for 15 minutes or more;

(3) Leave corridor lights at their reduced level,

(4) Use natural daylight in exterior rooms, including restrooms;

(5) Do not use unauthorized electric heating appliances;

(6) Do not cover the top or the front of window induction units; this restricts air flow and reduces
heating or cooling capacity;

(7) Close blinds to screen the sun during hot weather. During cold weather, close blinds
overnight but keep open during daylight hours to capture the sun's heat. Procedures should be
opposite for heat-generating areas on year-round air-conditioning (example: computer facility);
and

(8) Do not adjust heating/air-conditioning room thermostats.
7.02.16 PLANNED UTILITY SERVICE INTERRUPTIONS (GAITHERSBURG)

a. The Plant Division may authorize interruptions of utility services to meet emergency
conditions or where scheduled maintenance or construction can be accomplished by no other
means. Every precaution is taken to ensure minimum interference with technical projects. Full
use is made of each scheduled outage to permit coordinated simultaneous performance of
associated maintenance work.

b. The Operations Engineering Group is responsible for scheduling and coordinating all planned
interruptions of utility services and for liaison with groups affected by or requesting such
outages. The Operations Engineering Group maintains a current list of key division personnel in
various buildings to be notified whenever interruptions occur under emergency conditions, or
when outages are planned for routine purposes. During extraordinary situations the Cascade
system may be used; see Subchapters 6.02, 6.03, and 6.04 for details.



c. Itis the responsibility of key division personnel to notify all employees designated by their
supervisor that may be affected by an upcoming Utility Service Interruption. The Operations
Engineering Group must be notified when key division personnel change.

d. When the Operations Engineering Group determines that a planned outage is sufficiently
widespread, Form NIST-398, Notice of Outage Sitewide, is distributed by mail throughout

NIST. This notice provides details of the outage, including date, period of time, and buildings or
systems affected. The Notice of Outage Sitewide is distributed no less than a week in advance of
the planned outage to permit technical divisions to schedule (reschedule) programs and request
temporary service if necessary.



BUILDING DESIGNATIONS

Sections

7.04.01 Purpose
7.04.02 Scope
7.04.03 Policy
7.04.04 Procedures

7.04.01

PURPOSE

The purpose of this subchapter is to establish a standard procedure for the numbering and
naming of buildings at NIST.

7.04.02

SCOPE

This subchapter applies to the numbering and naming of buildings at both the NIST-
Gaithersburg and NIST-Boulder sites.

7.04.03

POLICY

It is NIST policy that all buildings at the Gaithersburg and Boulder sites be numbered and
named. Changes in building designations, either the name or the abbreviation, are
prohibited except as outlined in this subchapter.

7.04.04

PROCEDURES

a. Numbering Buildings - The Plant Division assigns numbers to new Gaithersburg
buildings when they are in the planning stage. All Gaithersburg buildings are numbered
numerically in series as follows:

100 series - Administrative Buildings
200 series - Laboratory Buildings
300 series - Service Buildings

400 series - Temporary Buildings
500 series - NIST Annex Buildings
800 series - Local Leased Buildings

At Boulder, the Engineering, Maintenance and Support Services Division (EMSS)
assigns numbers when new buildings are in the planning stage. Building numbers reflect
the fiscal year construction begins and a sequential identifier.



b. Naming of Buildings

(1) Divisions occupying a building may propose a change to a building name to the Chief
of Plant Division in Gaithersburg or the Chief of EMSS in Boulder. The Plant/EMSS
Chief discusses the proposed building name with the principal organizational units
occupying the building to determine acceptability. If a Boulder building, the name is also
discussed with the Director of the Boulder site.

(2) If a new building, the Chief of Plant Division or the Chief of EMSS initiates a
proposal for a building name. If a new Boulder building, the name is also discussed with
the Director of the Boulder site.

(3) The acceptable building name is forwarded to the Chief Facilities Management
Officer (CFMOQ) who submits the proposed name and abbreviation by memorandum to
the Office of the Director for approval.

(4) The CFMO advises the following Divisions of newly approved names and
abbreviations of buildings:

--Plant Division

--Administrative Services Division

--Emergency Services Division

--Engineering, Maintenance and Support Services Division
--Management and Organization Division

--Information Services Division

--Applications Systems Division
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USE OF GROUNDS AND OUTDOOR FACILITIES

Sections

7.07.01 Purpose

7.07.02 Scope

7.07.03 Legal Authority

7.07.04 Policy

7.07.05 Delegations of Authority

7.07.06 Responsibilities / Approval Authorities

7.07.07 Requirements

7.07.08 Liability

7.07.09 Content Owner

7.07.10 Effective Dates

Appendix A - Requesting Use of Grounds and Outdoor Facilities for Sports and/or Social
Activities

Appendix B - Obtaining Permission to Display Art Work on Building Corridor Walls and
Doors

7.07.01
PURPOSE

This subchapter describes policies and procedures for use of the National Institute of
Standards and Technology (NIST) grounds and outdoor facilities for sports and/or social
purposes.

7.07.02
SCOPE

The provisions of this subchapter apply to all NIST facilities.


http://www-i.nist.gov/admin/mo/adman/707.htm#7.07.01#7.07.01
http://www-i.nist.gov/admin/mo/adman/707.htm#7.07.02#7.07.02
http://www-i.nist.gov/admin/mo/adman/707.htm#7.07.03#7.07.03
http://www-i.nist.gov/admin/mo/adman/707.htm#7.07.04#7.07.04
http://www-i.nist.gov/admin/mo/adman/707.htm#7.07.05#7.07.05
http://www-i.nist.gov/admin/mo/adman/707.htm#7.07.06#7.07.06
http://www-i.nist.gov/admin/mo/adman/707.htm#7.07.05#7.07.05
http://www-i.nist.gov/admin/mo/adman/707.htm#7.07.05#7.07.05
http://www-i.nist.gov/admin/mo/adman/707appa.htm#Appendix A
http://www-i.nist.gov/admin/mo/adman/707appa.htm#Appendix A
http://www-i.nist.gov/admin/mo/adman/707appb.htm#Appendix B
http://www-i.nist.gov/admin/mo/adman/707appb.htm#Appendix B

7.07.03
LEGAL AUTHORITY

DOO 30-2A

7.07.04
POLICY

a. The grounds and outdoor facilities at each NIST site may be made available to Institute
employees, their families, and guests under certain conditions as outlined below in this
section and 7.07.07 for sports and/or social use during specified hours on workdays, and
all day Saturdays, Sundays, and official holidays. See Appendix A for procedures to
request use.

In Gaithersburg, this may include the picnic grounds, softball fields, fishing ponds, etc.

b. The Institute reserves the right to deny permission for use of the grounds and outdoor
facilities when the type of function is not considered one which should properly be held
at a federal site.

c. In Gaithersburg, Institute grounds will not be made available solely for social or sports
activity to outside groups such as charitable or civic organizations, religious or political
groups, other federal agencies, or State and local governments.

In Boulder, unless requested and approved in accordance with the agreement between
NIST, the City of Boulder, and the federally recognized American Indian Tribes, Institute
grounds will not be made available solely for social or sports activity to outside entities
such as charitable or civic organizations, religious or political groups, State and local
governments, or federal agencies/groups that do not currently have a presence on the
NIST Boulder campus.

d. Standards Employees Benefit Association (SEBA)-and Boulder Labs Employee
Association (BLEA) sponsored athletic teams may use the grounds for intra-
SEBA/BLEA games. Teams from other federal agencies and from private industry may
be invited to play SEBA/BLEA teams on NIST grounds with the approval of the Chief,
Emergency Services Division in Gaithersburg or the Site Manager in Boulder.

e. On scheduled federal workdays, Institute employees, NIST associates, members of
their families, and a few guests may use the picnic site during the lunch period.

f. Building corridor walls and doors may be used to display suitable art work. See
Appendix B for procedures. On the Gaithersburg campus, this does not pertain to the
first floor of the Administration Building 101 or to the conferencing areas.



7.07.05
DELEGATIONS OF AUTHORITY

The Chief Facilities Management Officer and the Director, Public and Business Affairs
Office jointly in Gaithersburg and the Site Manager in Boulder are responsible for
carrying out the activities under this subchapter. The Chief Facilities Management
Officer has delegated some of the approval authorities as outlined in sections 7.07.04 and
7.07.07.

7.07.06
RESPONSIBILITIES / APPROVAL AUTHORITIES

a. The Director, Public and Business Affairs Office in Gaithersburg or the Site Manager
in Boulder approve requests for use of the grounds after hours for picnics, sports, or
social activities where there are to be more than ten in the group, including NIST
employees.

b. The NIST Director approves requests to consume beer, liquor, or wine on the Institute
grounds (Gaithersburg and Boulder). These beverages may not be consumed without the
NIST Director's express approval (Ref. 15 CFR 265.36). Requests should be forwarded to
the NIST Director through the Chief Facilities Management Officer in Gaithersburg or
the Site Manager in Boulder.

Information regarding NIST’s drug-free workplace program is available on the HRMD
website.

c. OU Directors approve art work to be displayed by members of their staffs in the
corridors of buildings in their assigned areas. See Appendix B for procedures.

7.07.07
REQUIREMENTS

a. Children of employees and of guests must be under parental supervision at all times,
and must not be permitted at the ponds alone or allowed to wander or play in any
buildings. Children are not permitted on the grounds for sports or social activities unless
accompanied by an Institute employee.

b. In Gaithersburg, picnic fires are permitted only in the picnic grove east of the
Administration Building. Either the permanently installed or portable braziers may be
used. The user group is responsible for putting out the fire.

In Boulder, picnic fires are not permitted. If requested in accordance with the
Programmatic Agreement between NIST and federally recognized American Indian
Tribes, ceremonial fires may be approved and permitted by the Site Manager in Boulder.



c. In Gaithersburg, groups using the picnic grove east of the Administration Building may
use the restroom facilities just off the lobby of the Administration Building.

In Boulder, groups using the grounds near the main entrance of Building 1 may use the
restroom facilities off of the main lobby in Building 1.

d. All outdoor activities are to be terminated at dark (one-half hour after sunset).

In Boulder, if requested in accordance with the Programmatic Agreement between NIST
and federally recognized American Indian Tribes, outdoor activities after dark (or one-
half hour after sunset) may be approved and permitted by the Site Manager in Boulder.

e. Disposal of litter on Institute property is prohibited. Everyone using the Institute
grounds is required to remove or dispose of all trash, paper, bottles, cans, etc., created by
their own activity or the activity of their family or guests.

f. In Gaithersburg, fishing in the ponds is permitted with participation limited to NIST
employees, their families, and guests. Fishing will be “Catch and Release Only”. Fishing
is at the risk of the parties involved. Anyone over 15 years of age must have a valid
Maryland fishing license.

During scheduled federal workdays, fishing is permitted Monday through Friday from
dawn (one-half hour after sunrise) until 8:30 a.m., at lunchtime (30 minutes to be taken
between the hours of 11:30 a.m. and 2:00 p.m.), and after hours from 5:00 p.m. until dark
(one-half hour after sunset). On weekends and federal holidays, fishing is permitted from
dawn until dark. Ice fishing is prohibited.

g. Ice skating on the ponds is strictly prohibited.

h. Cross-country skiing is permitted on all grassy areas only after one or more inches of
snow has accumulated. Skiing is prohibited on bare grass, on or within fifty feet of the
ponds and buildings, and near or on cleared roadways. Skis must be removed and carried
when crossing cleared roadways, when approaching the ponds (within fifty feet), or when
entering any of the buildings.

Hours for participation are the same as for fishing (see paragraph f. above). Participants
should check with the Police Services Group in Gaithersburg or the Site Manager in
Boulder to find out if the grounds are open for cross-country skiing and in what areas.

i. Permission will not be granted to fly gasoline or other liquid fuel powered model
airplanes, sail model boats, or use the grounds or parking lots for "gas buggies," trail
bikes, and similar vehicles. Use of small, lightweight electric model airplanes must be
cleared through the NIST Police. They will not be flown during business hours and must
be kept at least 200 feet from buildings, parking lots and roadways.



j. Archery, and the shooting of firearms, CO2, BB, or air rifles and pistols, or the use of
any other device that will expel or propel a projectile, such as a slingshot, spear gun,
blowgun, etc. is strictly prohibited. Exceptions require approval of the Chief, Emergency
Services Division in Gaithersburg or the Site Manager in Boulder.

k. In Gaithersburg, pictures or art work must be attached to pre-painted metal walls by
magnets, which may be obtained from the Building 301 Storeroom. Under no
circumstances may adhesives or adhesive tapes of any kind be used to place art work on
the walls and doors since removal also takes off the pre-painted finish of the metal wall
panels.

In Boulder, pictures and artwork must be on free-standing stands.

7.07.08
LIABILITY

a. Any individual permitted to use the Institute grounds for sports or social activity, does
so at their own risk so far as injury to persons or damage to personal property is
concerned. The Institute reserves the right to seek redress against any organized group,
individual, or group of individuals for damage to Institute property resulting from sports
or social activities on the grounds.

b. The Institute will not be financially responsible for any losses or damage to privately-
owned art work displayed in the corridors. If the employee wishes to have art work
insured, arrangements must be made with their own private insurance company.

7.07.09
CONTENT OWNER

Office of the Chief Facilities Management Officer
Chief, Plant Division
Chief, Engineering, Maintenance and Support Services Division

Director, Public and Business Affairs Office
7.07.10

EFFECTIVE DATE
August 31, 2009
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APPENDIX A
REQUESTING USE OF GROUNDS AND OUTDOOR FACILITIES

FOR SPORTS AND/OR SOCIAL ACTIVITIES

1. The picnic grove and the Administration Building 101 center courtyard may be
scheduled for a sporting or social activity by contacting the Audio-Visual Services Group
of the Public and Business Affairs Office on extension 3317.

2. Procedure for Small Groups (up to ten persons, regardless of the number of NIST
employees.)

An employee may bring in members of their family and guests by signing them in at the
Visitor Center or after hours at the Main Gate. The employee must remain with the
family and guests while on the grounds. If the activity begins before 6:30 p.m. on
workdays, the employee signs out members of the family or guests who leave after 6:30
p.m.

[Note: The employee sponsoring the group is responsible for ensuring that all adult
foreign national guests (18 years and older) are registered in advance in accordance with
Subchapter 14.03 Foreign Visitors. This includes completing the documentation required
by DAO 207-12, “Foreign National Visitor and Guest Access Program.”]

3. Procedure for Larger Groups (more than ten persons regardless of the number of NIST
employees)

a. SEBA/BLEA and organizational units of the Institute wishing to use the
grounds or facilities for group activities should request permission by sending a
memorandum addressed to the Chief, Emergency Services Division in
Gaithersburg or the Site Manager in Boulder.

b. Include the following in the memorandum:

Date of planned activity

Approximate times

Area desired

Sports planned (softball, baseball, fishing, other)

Food and beverages planned (if wine, beer, or liquor will be consumed,
specify how beverages would be controlled)

e Expected attendance

o Names of employees



o Names and nationalities of guests)
[Note: The organization sponsoring the event is responsible for ensuring that
all adult foreign national guests (18 years and older) are registered in advance
in accordance with Subchapter 14.03 Foreign Visitors. This includes
completing the documentation required by DAO 207-12, “Foreign National
Visitor and Guest Access Program

e Statement that group accepts responsibility and will arrange for overseeing the
activity of any children present

c¢. The memorandum asking permission should be initiated at least two weeks
before the planned date of the activity or dissemination of any publicity regarding
the activity.

d. For after hours, employees may arrange for visitor passes and either pick them
up at the Visitor Center in advance during business hours, make arrangements
with the Visitor Center for the pass to be available at the Gate House, or may sign
in each visitor at the Gate House. The NIST Police encourage making advance
arrangements.

e. If a request is made for the approval of alcoholic beverages, the memorandum
should be addressed to the NIST Director through the Chief Facilities
Management Officer in Gaithersburg or the Site Manager in Boulder. The Chief
Facilities Management Officer in Gaithersburg or the Site Manager in Boulder
will initial the memorandum to indicate endorsement of the request. Under
Departmental regulations, only the NIST Director may give approval for the
consumption of alcoholic beverages on the grounds.

f. Those securing the approval are responsible for the group maintaining proper
decorum through the period of the activity.
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APPENDIX B

OBTAINING PERMISSION TO DISPLAY ART WORK
ON BUILDING CORRIDOR WALLS AND DOORS

1. An employee who wishes to display a work or works of art on building corridor walls
and doors must obtain permission from the OU Director. Material placed on walls and
doors without such approval will be removed.

2. Each picture, poster, exhibit, or other art work displayed must:

a. Have technical or artistic content related to the work, mission, or history of the
organizational unit, or of the National Institute of Standards and Technology;

b. Be displayed in an orderly manner which will not detract from the appearance
of the building; and

c. Be appropriate for a federal facility in the opinion of the OU Director.

3. To obtain permission to display art work, an employee should send a memorandum
request to the OU Director through the Division Chief/Center Director. The
memorandum request should describe the art work to be displayed, the proposed exhibit
place, and the length of time the work is to be displayed.

4. The OU Director may ask to see the work before approving the display.

5. In Gaithersburg, the employee will use magnetic devices to attach the art work to the
corridor walls and doors. Under no circumstances may adhesives or adhesive tapes of
any kind be used to place art work on the walls and doors since removal also takes off the
pre-painted finish of the metal partitioning. Devices for hanging small or large pictures
may be obtained from the Building 301 Storeroom.

In Boulder, pictures and artwork must be on free-standing stands, and the employee is
responsible for providing these stands. NIST is not responsible for the theft, loss or
damage of free-standing stands.

6. The OU Director may ask the employee to remove the art work from the corridor walls
and doors at any time.
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PRECIOUS METALS

Sections

7.09.01 Purpose

7.09.02 Scope

7.09.03 Policy

7.09.04 Definition

7.09.05 Responsibilities

7.09.06 Annual Inventory Procedures

7.09.07 Safeguarding Precious Metals

7.09.01

PURPOSE

This subchapter establishes guidelines for the accountability and control of precious metals at the
National Institute of Standards and Technology.

7.09.02

SCOPE

The procedures contained in this subchapter apply to all NIST employees at Gaithersburg and
Boulder sites.

7.09.03

POLICY

It is NIST policy that precious metals are accurately accounted for and controlled to safeguard
against unauthorized use or theft. The inventory is controlled by formal inventory records and
Accounting Classification Code Structure (ACCS) in the Commerce Business System (CBS).

7.09.04

DEFINITION

Precious metals include metals having a high monetary value in relation to their volume or weight,
or condition status; new, used, consumed or embedded.



New: The stock of precious metals that has not been altered, and has retained its original properties
and purity.

Used: Precious metals that have been used in experiments and are no longer pure. Although these
metals had their original properties and/or purity altered, alternative future experiments still exist.
This includes scrap metals that are scheduled to be transferred to excess.

Consumed: Pieces of metal that no longer exist in a form compatible for inventory purposes after
the normal course of laboratory experiments or processing (e.g., gold used to coat an optical
mirror). These include all precious metals placed or located in such a position as to be unavailable
for recovery, or have been vaporized, dissolved, or converted in such a way as to be no longer
recognized as a precious metal. These metals can no longer be accounted for and are considered
“consumed”. The “consumed” totals must be reported to the Administrative Services Division
(ASD) and Finance to adjust the precious metals inventory on hand in the Precious Metals
Subsidiary Ledger.

Embedded: Precious metals that have been altered but have retained the original properties and
purity. Precious metals that are used to construct thermocouples, fixed point crucibles, or other
devices. The weight and value of the precious metals has been determined during the construction
of the device. Embedded precious metals are metals that are not easily removed and or the process
of recovery is too difficult for easy removal from the laboratory or site. The weight of the precious
metal cannot be determined due to accessibility or location, or how it is used (e.g., enclosed in a
graphite, quartz, alumina, and/or stainless steel container). Precious metals used under the
“embedded” category are valued at historical cost. However, if the historical cost is not available,
the market value will apply.

The precious metals include silver, gold, platinum, palladium, iridium, gallium, rhodium, osmium,
and ruthenium. The latter six are less known than silver, gold, and platinum and are generally more
valuable in terms of open-market price.

7.09.05

RESPONSIBILITIES

Each Division Chief is responsible for control, safeguarding, and accountability of precious metals
in their division.

a. Division Chief

(1) Establishes and appoints an employee to handle the responsibilities for the security of precious
metals in their custody and restricts access to appropriate personnel.

(2) Ensures job descriptions include custodial duties for precious metals and that each precious
metals custodian is issued a copy of this subchapter.



(3) Provides Administrative Services Division (ASD) and the Finance Division with the names of
the precious metal custodians and promptly notifies in writing when responsibility is transferred to
other individuals. When responsibility is transferred to another precious metal custodian a joint
inventory must be completed and stated on the letter appointing a new custodian. For new precious
metals custodians, divisions are required to notify the Supply Technician in ASD’s Logistics Group
of changes to precious metals custodianship.

(4) Each division chief is responsible for combining the annual inventory reports from all
custodians in the division and submitting one consolidated report through the division chief to
Finance.

b. Precious Metal Custodian

(1) Oversees NIST employees’ adherence to the precious metals procedures in order to account for,
and safeguard, assets (per section 7.09.07 (b) and (c));

(2) Ensures that terminating and transferring employees have accounted for, and relinquished
control of, precious metals in their custody by conducting a joint inventory. A precious metals
clearance must be part of the Division’s personal property clearance procedures for all terminating
or transferring employees;

(3) Changes combination on containers that secure precious metals whenever custodian turnover
occurs and reports the change to the local Office of Security;

(4) Conducts at least an annual inventory of all precious metals within the area of responsibility,
after receiving instructions from the Finance Division and ASD and reports the results of the
inventory to ASD by the required due dates;

(5) Reports promptly to ASD’s Logistics Group any material expended in tests, or built, consumed
or embedded into a piece of apparatus for another government agency, or otherwise consumed,
which requires an adjustment to inventory records.;

(6) Promptly reports thefts, lost or missing precious metals to the Police Services Group
(Gaithersburg) or DOC Police (Boulder); and submits a NIST Form 6A, “Request for Property
Board of Review Action,” to ASD’s Logistics Group, with a copy of the Police report attached.

(7) Establishes practical limits for retention of surplus and related scrap beyond which appropriate
disposal action is warranted. Excess scrap is transferred to ASD’s Logistics Group or Boulder
Property Management for disposition using NIST Form 81, “Intra-Office Transfer of Equipment,”
and a joint inventory is conducted between the precious metal custodian and the Property
Accountability Officer. Prior coordination between the precious metals custodian and ASD’s
Logistics Group excess property team manager will be done prior to turn-in, transfer, or pick-up.

(8) Provides adequate facilities, training, and equipment for the security of precious metals in their
custody. Precious Metals Custodians requiring refresher training are encouraged to contact the



Supply Technician in ASD’s Logistics Group or ASD’s Logistics Group Leader for refresher
training.

(9) Monitors the acquisition of new precious metals. Consults with other division precious metals
custodians within their Organizational Unit (OU) within their OU to determine whether precious
metals are available within the division before placing a new order. The Person that placed a
procurement action for precious metals notifies the appropriate division precious metals custodian
of all precious metals acquisitions, indicating the staff responsible for the acquisition and the date
of receipt. Ensures that precious metals which have not been utilized are transferred for disposal or
reuse within the agency. This will prevent precious metals custodians from holding metals that are
not used. The precious metals custodians must provide a copy of the requisition to ASD’s Logistics
Group for all precious metals ordered, transferred, shipped, or received. A control log must be
maintained by each precious metals custodian to record the receipts, issues, transfers and balances
of precious metals under their control.

(10) Bankcard Purchases for Gaithersburg and Boulder

(@) When entering your division Accounting Classification Code Structure (ACCS) information
into CBS, be sure to select the correct Object Class Code, 26-48. The first two digits, Object Class
Code 1, represent the purchase of goods. The second two digits, Object Class Code 2, represent the
Precious Metals category. Use of an incorrect object class code affects the ability to track precious
metals acquisitions.

(11) C-Request (Purchase Orders)
1. Gaithersburg

@ When entering your division Accounting Classification Code Structure
(ACCS) data, select the correct object class code, 26-48. The first two digits, Object
Class Code 1, represent the purchase of goods. The second two digits, Object Class
Code 2, represent the Precious Metals category. For each line item, provide point of
contact (POC) information (name, division/group, telephone extension,) unless the
complete order is for one person/division/group, and physical location where the
item will reside. If the item ordered is for the use of a division other than the one
placing the order, list the division/group that will own the item.

2. Boulder

€)) When requesting for precious metals all requisitions will be submitted to the
local Boulder procurement agency, the correct object class code, 26-48,. The first
two digits, Object Class Code 1, represent the purchase of goods. The second two
digits, Object Class Code 2, represent the Precious Metals category. For each line
item, provide point of contact (POC) information (name, division/group, telephone
extension,) unless the complete order is for one person/division/group, and physical
location where the item will reside. If the item ordered is for the use of a division
other than the one placing the order, list the division/group that will own the item.



c. Administrative Services Division (ASD)

(1) Establishes and maintains inventory records regarding precious metals and related scrap for
both Gaithersburg and Boulder OUs. This procedure includes maintaining a (+) or (-) ten gram per
metal group threshold for inventory accuracy within each division; and

(2) Provides assistance to OUs in safeguarding precious metals as outlined in Subchapter 7.09.07.

(3) Receives precious metals at NIST’s ASD’s Logistics Group in Building 301 in Gaithersburg
and Building 22 in Boulder;

1. Gaithersburg

(a) For purchase order requisitions, ASD’s Logistics Group forwards the #2 copy of the
Receiving and Inspection (R&I) Report or Purchase Order (PO) to the division Administrative
Officer (AO) to verify amount ordered and received, and to obtain the division precious metals
custodian’s or their designee’s signature. The signed R&I Report or Purchase Order (PO) is
forwarded to the Finance Division. ASD’s Logistics Group hand delivers copies #1 and #3 of the
R&I Report, along with the precious metals received, to the division precious metals custodian or
other division representative. The #1 copy is signed by the receiving division precious metals
custodian or other division representative, and is returned and retained by ASD’s Logistics Group
for its internal records. The #3 copy is maintained by the division precious metals custodian or
division representative for their own accountability and records.

(b) For purchase card requisitions, ASD’s Logistics Group hand delivers the precious metals
received to the division precious metals custodian or other division representative. A copy of the
R&I is signed by the receiving division’s precious metals custodian or their designee, and then a
copy of the R&I is returned and retained by ASD’s Logistics Group for its internal records. The
division precious metals custodian or division representative signs a copy of the “packing list”
receipt and ensures that a copy is forwarded to ASD’s Logistics Group to update the precious
metals database for inventories on hand.

2. Boulder

(a) For purchase order requisitions, precious metals are received through the local Boulder
Procurement and receiving agency (NOAA/MASC). A copy of the Receiving and Inspection (R&I)
Report or Purchase Order (PO) is sent to the division Administrative Officer (AO) to verify amount
ordered and received. The signed R&I Report or Purchase Order (PO) is forwarded to the Finance
Division. The division precious metals custodian or division representative signs a copy of the
receipt and ensures that a copy is forwarded to ASD’s Logistics Group in Gaithersburg to update
the precious metals database for inventories on hand.

(b) For purchase card requisitions, precious metals are received through the local Boulder
Procurement and receiving agency (NOAA/MASC). A copy of the R&lI is signed by the receiving
division’s precious metals custodian or their designee. The division precious metals custodian or



division representative signs a copy of the “packing list” receipt and ensures that a copy is
forwarded to ASD’s Logistics Group in Gaithersburg to update the precious metals database for
inventories on hand.

(4) Promptly transfers all scrap and excess precious metals;

(a) NIST employees in Gaithersburg transfer scrap and excess precious metals to ASD’s Logistics
Group excess property team. A joint inventory of all amounts listed on the form NIST-81 is
conducted by the division precious metals custodian and ASD’s Logistics Group excess property
team manager, and both sign the precious metals transfer form. ASD’s Logistics Group excess
property team manager calls the refining contractor to coordinate shipment date and the amount of
the precious metals being shipped; prepares form NIST-386, Shipping Order; requests shipping
labels; ensures ASD’s Logistics Group Leader authorizes the shipment by signature; takes the scrap
and excess precious metals to ASD’s Logistics Group for shipment, and keeps a copy of the
shipping documents with tracking number for division precious metals custodian records. In the
event that scrap and excess precious metals are not shipped the same day they are received in
ASD’s Logistics Group, they are secured in the Emergency Services Division’s vault until shipped.
Seal tape is placed on the packages to prevent tampering and any alteration is reported to the
Emergency Services Division and ASD’s Logistics Group Leader. When check payment is
received from the refining contractor, ASD’s Logistics Group excess property team manager
prepares a form NIST-766A,” Transmittal Sheet for Cash Collections,” and hand delivers the check
and transmittal form to Finance’s Receivables Group. ASD’s Logistics Group excess property team
manager provides a copy of all transfers/sales forms listed above to ASD’s precious metals
custodian on all scrap and excess precious metals, in order to update the division’s precious metals
inventory on hand balances.

(b) Boulder Property Management Office performs a joint inventory with the Boulder precious
metals custodians of all amounts listed on the form NIST-81 by the division precious metals
custodian and the property accountability officer, and both sign the precious metals transfer form.
The property accountability officer calls the refining contractor to coordinate shipment and the
amount of the precious metals that is being shipped; prepares the form NIST-386; requests
shipping labels; ensures the division chief authorizes the shipment by signature; Takes the scrap
and excess precious metal to the Shipping and Receiving Group for shipment; keeps a copy of the
shipping documents with tracking number for division precious metals custodian records; send
copies of all scrap and excess inventory shipped, shipping documents, and a copy of the check
received to NIST Gaithersburg ASD’s Logistics Group excess property team manager. In the event
the precious metals are not shipped the day received, they are secured in the office safe until
shipped. A seal tape is placed on the packages to prevent tampering with the package, and any
alteration is reported to Boulder, NIST Police, and the division chief. A copy of the report is sent
to NIST Gaithersburg ASD’s Logistics Group excess property team manager and supply technician
in ASD’s Logistics Group for their files. When check payment is received from the refining
contractor, the Property Accountability Officer prepares the form NIST-766A and forwards the



form to the NIST Gaithersburg Finance Division. A copy of all scrap and excess precious metals
transactions is sent to ASD’s Logistics Group Leader to update the record of precious metals
inventory on hand.

(5) The ASD’s Logistics Group will provide training to precious metals custodians either in a class
environment or one-to-one basis.

d. Emergency Services Division

(1) Reviews the report prepared by the Finance Division after each annual physical inventory to
identify OU/Divisions that may require a storage compliance review.

(2) Verifies that items requiring special security are secured in accordance with Subchapter 7.09.07
below, and are contained in a GSA class 5 security cabinet which is, when applicable, connected to
the NIST security alarm system with restricted access. A copy of the Police results is filed with the
final precious metal inventory records.

(3) Provides temporary storage for precious metals while the OU/Division awaits the purchase and
or installation of a GSA class 5 security cabinet.

(4) Provides guidance and security inspection in order to comply with NIST policies, and DOC and
federal security regulations.

(5) Assists with the connection of security cabinets or rooms to the NIST security alarm system.
e. Finance Division (includes the Policy and Compliance Group, Office of the CFO)

(1) Reconciles the precious metals subsidiary ledger account with the annual report submitted by
ASD’s Logistics Group after the physical inventory is complete. Any discrepancies are resolved
promptly between the Finance Division and ASD;

(2) Reviews operations and records of ASD’s Logistics Group and other OUs to verify that proper
procedures are being followed in managing and safeguarding precious metals and reporting
inventory results;

(3) Initiates, coordinates, and observes a sample of annual physical inventories performed by
precious metals custodians at NIST including Boulder OUs. The Boulder property accountability
officer, may observe or will assist as per request from the Finance Division.

(4) Verifies inventory results with records maintained by ASD:

(5) Provides advice and assistance on record keeping of precious metals, including the issuance of a
list to the Emergency Services Division of any OU/Division that may require storage compliance
review, based on the completed dollar storage by OU/Division. This list will have each
OU/Division and total dollar reported during the current inventory.



7.09.06

ANNUAL INVENTORY PROCEDURES

The Finance Division and ASD prepare and distribute a memorandum to notify division precious
metals custodians that an inventory is required and the expected completion date.

a. Division

(1) Precious metals custodians are responsible for verifying that beginning balances are the same as
previous inventory ending balances. New acquisitions, issues/consumptions and transfers are
recorded in each division’s precious metals inventory records (See paragraph (b) of section .07 of
this subchapter). Precious metals custodians verify that precious metals issued are in the
possession of the requestor in sufficient time to meet due dates;

(2) If the precious metals custodian, or their designee, conducting the inventory is unable to
physically see the material, the employee accountable acknowledges possession by signature;

(3) Precious metals custodians are required to account for all precious metals in their division.
Issues and receipt forms are to be recorded as per the instruction and example of section .07 of this
subchapter, Safeguarding Precious Metals.

(4) Precious metals in control of the precious metals custodian shall be counted and verified in the
presence of an independent second party observer prior to the submission of the required report to
ASD’s Logistics Group.

b. The following descriptions of precious metals must be used: new, used, consumed or embedded.
All precious metals must be accounted for in one of these categories.

Note: Any out of balances listed above should be explained in the remarks section of the Inventory
sheet. Examples are:

(1) Overages - recovered from equipment, or found during lab clean up.
(2) Shortages — Form NIST-6A, accompanied by the police report.

(3) Reclassification - 10 grams of pure gold reclassified to gold alloy (90%
gold, 10% Silver.)

(5) Precious metal custodian prepares a report for submission to the division office. Each division
chief combines the reports from all custodians in the division and submits one consolidated report
through the division chief to Finance.

(6) Standard Reference Materials (SRMSs) precious metals are considered as SRM inventory and are
included in the SRM inventory rather than the division precious metal inventory.

c. ASD, Finance Division and Emergency Services Division;



(1) ASD and the Finance Division reconcile the physical inventory count after completion of the
100% precious metals physical inventory. Any discrepancies recorded in the precious metals
subsidiary ledger or in the precious metals database are researched and corrected. As required,
precious metals custodians provide additional information in order to correct any discrepancies
found during this reconciliation.

(2) ASD adjusts precious metals inventory records for explained differences between the actual
physical inventory reports and control records;

(3) ASD prepares a report to the Finance Division showing inventory results. The report should
include an inventory summary sheet showing actual and book balances. All differences should be
summarized on a separate report with explanations of unusual differences.

(4) The Finance Division provides a list to the Emergency Services Division of the OU/Division
that may require storage compliance review, based on inventory value after the physical inventory
is completed. The list includes OU/Division and total dollar reported during the current inventory.

(5) The Emergency Services Division verifies that items requiring special security are secured in
accordance with section .07 of this subchapter, and are contained in a GSA class 5 security cabinet
which is, when applicable, connected to the NIST security alarm system with restricted access. A
copy of the police results are filed with the final precious metal physical inventory records.

(6) ASD’s Logistics Group reports irreconcilable differences between the actual physical inventory
and inventory control records to the Property Board of Review for necessary action.

7.09.07

SAFEGUARDING PRECIOUS METALS

a. Precious metals must be kept in a secured safe or cabinet locked by a combination lock when not
in use, with access limited to the responsible precious metals custodian or designee.

The following guidelines are adopted by NIST for securing precious metals:

(1) Up to $5,000 worth of precious metals should be contained in a lockable metal cabinet of
sufficient size that one person would have extreme difficulty in moving the cabinet. Access should
be restricted.

(2) $5,001 to $24,999.99 worth of precious metals should be contained in a metal file cabinet
equipped with a bar and a hardened, tamper resistant padlock or combination lock, and of a
sufficient size that two people would have extreme difficulty in moving the cabinet. Access must be
restricted.

(3) When the precious metals in a cabinet, or multiple containers in the same location, exceeds
$25,000, all of the cabinets and containers should be contained in a GSA class 5 security cabinet



connected to the NIST security alarm system or the entire room must be connected to the NIST
security alarm system with restricted access.

(4) In the event that emergency storage is required, the Emergency Services Division, or DOC

Police in Boulder, can provide vault storage as a temporary solution. The Emergency Services
Division can provide additional guidance and security inspection in order to comply with NIST
policies, and DOC and federal regulations.

b. A control log must be maintained by each precious metals custodian to record the receipts,
issues, transfers and balances of precious metals under their control. The minimum information
contained in the document should be: item description, weight, name of borrower, dates borrowed
and returned, weight when returned as “new, used, scrap”, and explanation of difference. This log
facilitates the annual physical inventory and provides a written record of precious metals acquired
and consumed for better control and accountability of precious metals inventory.

Precious Metal Control Log

Division 192
P Custodian |F. Desiran

Manth =nding | 3/31/08

Weigh Weigh

Precious Metal| in Name of Date Date in Total Grams Differences

Description Grams |Borrower Borrowed|Returned |Grams Returns Explanation for Qut _ -In
QuT New |Use New,Use Differences Grams Remarks

Pure Gold 15grams|G.Baugher  2/6/2007| 3/15/2003 5 3 2 grams consumed in ex|2 grams | 3 rams scrap
Sgrams |A. Roman  6/27/2007| 2/18/2008 05 5crams 0 0

Platinum 45grams|G. Smitchu  6/6/2007] 4/1/2008 15 10 3igrams 10 grams lost 10 grams  |NIST 6A will submitted

Pure Slver

*** Note: The precious metals custodian has the option to enter additional information on their
precious metals log; i.e. ID #, location of the item associated with the use or embedded precious
metal, type of pm form “powder, wire, foil, shot, etc”
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c. The responsible precious metals custodian or designee must obtain a receipt from each borrower
when issuing precious metals for laboratory work. This form is used to verify amounts reported to
the precious metals custodian at the time of the annual inventory. The receipt must contain the type
of metal, weight, date, signature of the borrower, and location of the precious metal being used.
This form is maintained on file and a copy is attached to the annual Precious Metals Inventory as
back-up documentation. (See sample)

Issues precious metals;

Receipt-for Issue- of Precious-Metals
Division:
Custodian:

Precious-IMetal Description:

'Weight:
Date-Issued:

Location of PV being used:

Remarks
Received By:
(Signature)
Borrower Name (Print-Mame)
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d. The responsible precious metals custodian or designee must maintain a copy of all returned
forms from each borrower and precious metals being returned. These forms are used to verify
amounts reported by the precious metals custodian at the time of the annual inventory. The return
must contain the description of metals, weight, date, signature of the precious metals custodian, and
the condition category of either “New”, “Used”, or “Scrap”. This form is to be maintained on file
and a copy is attached to the annual Precious Metal Inventory as back-up documentation. (See
sample)

Returns unused precious metals;

Return unused Precious Metals
Drivision:

Custodian:

Precious-Metal Description:

‘Weight:
Date Returned:
Borrower name:

Condition of precious metal New Use Scrap

Precious Metal Custodian Remarks:

Received By:

(Signature)

(Print-ITame)

12



STRUCTURE AND RESPONSIBILITIES

Sections
8.01.01 Purpose
8.01.02 Scope
8.01.03 Policy
8.01.04 Background
8.01.05 Overview
8.01.06 Responsibilities
8.01.07 Release of Information
8.01.08 References

8.01 Appendix A - Financial Event Schedule - pg. 1
8.01 Appendix A - pg. 2
8.01 Appendix A - pg. 3

8.01.01

PURPOSE

This subchapter describes general policies and responsibilities concerning the NIST financial
management structure.

8.01.02
SCOPE
This subchapter applies to NIST-Gaithersburg and NIST-Boulder.

8.01.03

POLICY

Itis NIST policy to practice sound financial management and establish and maintain procedures
in compliance with Office of Management and Budget (OMB), Department of Treasury, General
Accounting Office (GAOQ), Federal Accounting Standards Advisory Board (FASAB),
Department of Commerce (DoC) directives and standards, and other federal legislation.

8.01.04

BACKGROUND

The Budget and Accounting Procedures Act of 1950 directed the Comptroller General to
prescribe accounting principles, standards, and related requirements for executive agencies.
Subsequent to passage of that Act, the General Accounting Office (GAQ) issued accounting
standards. However, due to a constitutional question of whether the legislative branch can issue
and audit against such standards for the executive branch, agreement was never reached on
accounting standards. As a consequence, accounting procedures and systems evolved
inconsistently across agencies. In addition, financial audits have been subject to varying and
conflicting interpretations of the accounting standards.



Since 1980, Congress has placed considerable re-emphasis on the need for federal agencies to
establish and support improved accounting standards and principles in an effort to provide
uniform financial reporting within the federal government. Legislation has been enacted
requiring agencies to have systems that integrate budget and financial information based on
consistent accounting and systems standards. In addition, long-range financial planning, audited
financial statements, and development of cost information are required. The position of Chief
Financial Officer is mandated at the levels of Office of Management and Budget (OMB) and
executive agencies such as the Department of Commerce; these positions establish a financial
management leadership structure within the executive branch. Legislation has also mandated
more efficient collection of debts owed to the United States and calls for prompt payment of bills
owed by the federal agencies. The Federal Accounting Standards Advisory Board (FASAB),
which works under the general oversight of the Comptroller General, the Secretary of the
Treasury, and the Director of OMB, was established in 1990; the Board has issued eight financial
accounting standards. As a result of these still evolving laws and standards, federal financial
management is in a state of change. Efforts are underway to implement transaction-based,
integrated financial systems. Reporting requirements are changing and increasingly require
linking of financial data to program performance measurements.

New roles and responsibilities are being defined within agencies. It has become increasingly
important that employees have the skills and training required to keep pace with changes in
technology and the developments in federal financial management. The Joint Financial
Management Improvement Program (JFMIP) and the Chief Financial Officers Council have
worked together to produce core competency documents for several types of employees involved
in financial management. These documents describe necessary skills and abilities for entry- and
mid-level personnel as well as senior managers and supervisors and specialized knowledge
required for areas such as management analysts, financial specialists, financial system analysts,
and information technology personnel.

8.01.05

OVERVIEW

Funding for activities at NIST comes from appropriations, reimbursements form other federal
agencies, state and local agencies, the public, and a Working Capital Fund corpus.

The majority of work at NIST is funded by three direct Congressional appropriations: Scientific
and Technical Research and Services (STRS), Industrial Technology Services (ITS), and
Construction of Research Facilities (CRF). The STRS appropriated funds are focused on
infrastructural technologies such as measurements, standards, evaluated data, and test methods
for use by industry in commerce. ITS funds support cost-shared research by individual
companies or industry-led joint ventures as well as providing a nationwide network of
manufacturing extension centers integrated with federal, state, local, and private-sector programs
in support of U.S. competitiveness. CRF funding is appropriated for safety and scientific
functionality in existing laboratory space and construction and renovation of space. (See
Subchapter 8.03, Budget Formulation, and Subchapter 8.04, Appropriated Funds.)



The reimbursable funds at NIST come from a variety of sponsors and support research in areas
related to those funded by the appropriations (see Subchapter 8.05, Federal Government/Non-
Federal Government/ CRADA-Sponsored Work for more information.) In addition, NIST
performs calibrations and tests on a reimbursable basis, sells Standard Reference Materials
(SRMs), and provides services between divisions within NIST through interdivision services
arrangements (see Subchapter 8.06, Expense and Income Activities).

The NIST Working Capital Fund provides for initial funding for expense and income-supported
activities, distribution of indirect costs as overhead, investments in equipment and inventories,
and production of SRMs. NIST does not receive a separate appropriation for salaries and
expenses of administrative personnel. Instead each source of funding contributes a share via
surcharges to support these costs. As a result, each funding source pays a proportionate share of
administrative costs. (See Subchapter 8.07, Working Capital Fund Programs.)

NIST uses project cost accounting to track the costs of activities funded by the various sources
(see Sub-chapter 8.08, Cost Accounting). Cost centers are established to accumulate the costs.
Each cost center is associated with only one source of funding and one program code. The last
three digits of the seven-digit cost center number indicate the source of funding according to the
cost center funding structure which has been established (see Subchapter 8.02, Fund Structure).
Information about the cost centers is maintained in the NIST accounting system and is available
for management use.

Financial management activities for a least three different year's budgets are going on
simultaneously. While the current fiscal year (CY) budgetary resources are being used
(executed), the formulation and review process for the next fiscal year or budget year (BY) is
also occurring. Early in the CY, financial reviews and reports of prior-year (PY) activities occur,
and by the middle of the CY, the formulation process has begun for the next budgetary year
(BY+1). Additional details can be found in the Strategic Planning and Budget Calendar or in the
Handbook on Budget Preparation and Resource Allocation (the "Color Book™). Both are issued
annually by the Budget Division.

8.01.06

RESPONSIBILITIES

Specific financial management responsibilities to ensure appropriate administrative control of
funds are found in Subchapter 8.04, Appropriated Funds.

a. NIST Director - The NIST Director determines the financial policies of NIST and directs the
development and execution of its financial management programs.



b. Deputy Chief Financial Officer - The NIST Deputy Chief Financial Officer and Deputy
Director for Financial Services serves as the senior financial management advisor to NIST
management and is responsible for planning and oversight of all financial management activities
and operations at NIST.

c. Budget Division - Facilitates the acquisition of appropriated funding and ensures that
resources are utilized in accordance with Congressional intent and all pertinent regulations and
policies. This includes the preparation, presentation, justification, and execution of the NIST
budget as well as resource allocation and periodic analysis and reports to management on
solvency and other financial issues.

d. Financial Management Systems Division - Provides oversight and management of centrally
developed financial management systems and the implementation of such systems across NIST.
This includes analysis and recommendations for new systems and modifications to existing
systems to meet internal and external requirements.

e. Financial Operations Division - Administers the NIST and FARS system of accounting and
provides accounting and other financial management services for other Departmental bureaus.
The division provides advice on financial matters to the NIST Deputy Chief Financial Officer
and to management at all levels of the serviced bureaus.

f. Financial Policy Division - Responsible for preparing financial reports and analyzing and
developing improved financial policy.

The Financial Operations Division and the Financial Policy Division share responsibility for:
managing a comprehensive accounting and financial program to provide for accountability of
assets and accurate financial reporting; implementing effective internal controls; ensuring
accurate data for financial reporting and certifying the official accounting records and reports;
providing adequate financial data for management purposes; and providing advise on financial
matters to the NIST Deputy Chief Financial Officer and providing input to the Department on
financial procedures and reporting requirements.

e. Senior Management Advisors - The Senior Management Advisor directs the financial
management activities within their OU. In particular, the Senior Management Advisor
recommends resource allocations based on the OU management priorities; establishes
operational plans based on OU management's resource allocations; monitors resource utilization
by organizational units to ensure that resource allocations are not exceeded and that research
program/service opportunities are not lost due to under-utilization of allocated resources. The
Senior Management Advisor identifies funding problems; develops viable corrective actions; and
implements OU management decisions. In addition, the Senior Management Advisor is a
principal contributor to the formulation of NIST-wide financial management policy and responds
to inquiries and answers questions of external organizations such as Congress, OMB, GAO, and
the Inspector General regarding financial management activities and policies of the OU/NIST.

8.01.07
RELEASE OF INFORMATION



a. To ensure consistency and accuracy, all budgetary estimates or actual resource numbers, both
dollars and personnel, which are to be reported outside of NIST, must be cleared through the
Deputy Chief Financial Officer before release.

b. The nature and amounts of the President's budget decisions are confidential and will not be
released until the budget is transmitted formally to Congress. The executive branch
communications that have led to the budget will not be disclosed either by the agencies or by
those who have prepared the budget.

8.01.08
REFERENCES
a. NIST Administrative Manual Subchapter 9.02 - Functional Statements.

b. NIST "Color Book" - The Annual Handbook on Budget Preparation and Resource Allocation,
prepared by the Budget Division.

c. Chief Financial Officers Act of 1990 (P.L. 101-576) - The CFO Act requires long-range
financial planning, audited financial statements, integration of budget and accounting data, and
development of cost information. It also establishes the financial management leadership
structure within OMB and federal agencies.

d. Debt Collection Improvement Act of 1996 (P.L.104-134) - The Debt Collection Improvement
Act significantly changed the way the federal government collects debt. The Act requires
agencies to refer delinquent debt to the Department of Treasury after 6 months; Treasury is
required to use more computer matching so that those who owe money to the government are not
simultaneously being sent checks by the government; and it permits Treasury to deduct
delinquent debt from government payments such as tax refunds, wages, and retirement and
benefit payments.

e. Federal Financial Management Improvement Act of 1996 (P.L. 104-208) - The Federal
Financial Management Improvement Act requires that each agency implement and maintain
financial management systems that comply with federal requirements, applicable federal
accounting standards, and the Standard General Ledger at the transaction level.

f. Federal Managers Financial Integrity Act of

1982 - (P.L. 97-255) - The Federal Managers Financial Integrity Act amends the Accounting and
Auditing Act of 1950 to require federal agencies to establish internal accounting and
administrative controls to prevent waste or misuse of agency fund or property and to ensure the
accountability of assets.

g. Government Performance and Results Act 0f1993 - (P.L. 103-62) - The Government
Performance and Results Act is intended to bring about fundamental changes in the way
government programs and operations are managed and administered. It requires agencies to
prepare strategic plans and annual performance plans, as well as annual program performance




reports to the President and Congress beginning with FY 1999. It mandates a link between
program performance and budgeting.

h. Prompt Payment Act (P.L. 97-177) - The Prompt Payment Act calls for payment of bills not
later than due dates based on the receipt of proper invoices and satisfactory performance, as well
as payment of any interest and penalties. The Act also stresses the importance of taking cash
discounts.

i. Taxpayers Relief Act of 1997 - The Taxpayer's Relief Act requires federal accounting systems
to produce IRS Form-1099 for payments for services over $600 to corporations, in addition to
earlier requirements that they be produced for payments to individuals.
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8.02.01

PURPOSE

This subchapter describes the funding structure of the National Institute of Standards and
Technology (NIST) and the appropriate use of and procedures for establishing and coding

projects.

8.02.02


http://www-i.nist.gov/admin/mo/adman/802.htm#8.02.01
http://www-i.nist.gov/admin/mo/adman/802.htm#8.02.02

SCOPE
This subchapter applies to NIST-Gaithersburg and NIST-Boulder.

8.02.03

LEGAL AUTHORITY

Title 31 of the United States Code (Money and Finance), specifically:
--Sections 1301, 1341-1342, 1349-1351, 1511-1519
--Sections 1101, 1104-1108, 1112, 3324

--Sections 1501-1502

Federal Managers’ Financial Integrity Act (FMFIA) of 1982
OMB Circular A-11

OMB Circular A-123

DoC Accounting Principles and Standards Handbook

DoC Budget and Program Analysis Handbook

8.02.04

POLICY

NIST costs associated with a particular function must be accurately charged to the funding
provided for that purpose. Costs are collected and recorded in approved projects in the
Commerce Business System (CBS).

8.02.05

DELEGATIONS OF AUTHORITY

a.The Director has delegated administrative control of NIST appropriated funds to the NIST
CFO, who has re-delegated to the Chief of the Budget Division and to the Chief of the Finance
Division respectively the following duties:

(1) Developing financial management systems and procedures consistent with the
requirements of the DoC Budget and Program Analysis Handbook
http://www.osec.doc.gov/bmi/budget/Budget%20Handbook.htm

and DoC Accounting Principles and Standards Handbook;
http://www.osec.doc.gov/ofm/Accounting/cover.html

In addition, the CFO has re-delegated to the Chief of the Budget Division the following duties:
(2) Allocating funds to heads of Operating Units (OUs);

(3) Ensuring that operations are maintained within the limits of approved apportionments,
financial plans, and operating budgets; and

(4) Providing notification to appropriations committees and obtaining proper clearances
prior to proceeding with reprogramming actions.

b. The Chief Financial Officer (CFO), in cooperation with the Chief of the Budget Division and
the Chiefs of the Finance Division and Business Systems Division, is responsible for developing
procedures to provide financial and employment data needed for administrative control and


http://www-i.nist.gov/admin/mo/adman/802.htm#8.02.03

reporting requirements and for maintaining liaison with the DoC Office of Budget and the Office
of Financial Management on resolution of problems.

(1) Specific responsibilities of the Chief of the Budget Division are as follows:

(a) Preparation of apportionment and reapportionment requests and supporting
documentation, and periodic reports and other required data;

(b) Allocation of budgetary resources to OUs in support of the programmatic
distribution of funds appropriated by Congress, apportionments approved by
OMB, and decisions by the NIST Director;

(c) Issuance of operating budget reports to OUs and divisions reflecting the
programmatic distribution of funds appropriated by Congress; and

(d) Clearance and/or preparation and release of financial data from official
records in response to miscellaneous external requests for information.

(2) Specific responsibilities of the Chief of the Finance Division are as follows:

(a) Organizing, planning, developing, coordinating, and managing a
comprehensive accounting/finance program for NIST; and

(b) Certifying the accuracy of official accounting records and reports.

(3) The Director has delegated administrative control of maintaining a financial
management system to the NIST CFO, who has redelegated to the Chief Business
Systems Division who delegated responsibility for maintaining a financial management
system that produces reports which show accrued costs, total obligations, unobligated
balances, and total budgetary resources available to NIST.

c. The NIST Director has delegated authority to the OU Directors and Chief Officers to establish
division operating budgets and project authorizations and to ensure that operations are
maintained within limits of allocations issued by the Budget Division.

8.02.06

DEFINITIONS

a. Projects/Tasks — Projects are the building blocks in the Commerce Business System (CBS).
Obligation and accrued cost transactions are charged to projects, which are the lowest level at
which costs incurred are systematically recorded. A project is a seven-digit account that records
all of the funding structure elements associated with an activity. The funding structure elements
are project code, task code, project type, fund code, program code, NSF code, Field of Science
(FoS) code, project leader, created by organization, work site, and budget initiative number. The
first three digits of the project code identify the owning organization of the project. The fourth
digit of the project code is an optional designator for use by the OU. The last three digits of the
project code identify the source of funding that supports the work. Each distinct seven-digit



project also has an adjunctive three-digit alpha-numeric field that represents an activity related to
the project code called the task. The task allows information to be broken down to a finer level
of detail. All projects must have at least one task, and the default is 000. New project-tasks and
changes to existing project-tasks are made on the CMQ004, Project Code Maintenance Screen.
The latest procedure detail and the schedule to be followed in the establishment of projects in the
Project Code Maintenance Screen can be found in the Finance Administrative Bulletin issued
annually on the NIST Systems, News, Applications, and Procedures (SNAP). Step by step
instructions for the CM004 can be found on the SNAP website.

b. Project Authorization — Budget Operating Plan (BOP) (FM066) To request project
authorization after the start of a fiscal year or to request a change to the project, a requesting OU
prepares a Budget Operating Plan (BOP) that is established in the CBS system to authorize the
spending of project dollars at specified quarterly levels. A BOP is sent by the OU
Administrative Officer to the Budget Division through the OU Senior Management Advisor
(SMA), except for federal government, non-federal sponsors, CRADA, and gifts and bequests
projects. For these excepted projects, the SMA approves the BOP based on firm financial
backing information for the project received from the Finance Division. New BOPs and changes
to existing BOPs are made on the FM066, Budget Operating Plan Screen. Instructions for
completing a BOP are given in Appendix C. The latest procedure detail and the schedule to be
followed in requesting authorization of projects for the start of the fiscal year is found in the
Finance Administrative Bulletin issued annually. Step by step instructions for the FM066 can be
found on the SNAP website.

8.02.07

RESPONSIBILITIES

a. The Business Systems Division is responsible for establishing and modifying a project funding
structure that meets NIST's needs and requirements.

b. The Budget Division is responsible for requesting the four-digit establishment of fund
codes.and for establishing budgetary resources in the Budget Execution Modules in the CBS for
all sources of financing with the exception of federal government, non-federal government, gifts
and bequests, and Cooperative Research and Development Agreements (CRADAS).

c. The Finance Division’s Receivables Group is responsible for the review and approval of
projects used for federal government and non-federal government-sponsored work, as well as
CRADA:s.

d. Organizational Units (OUs) are responsible for establishing and properly coding projects.
8.02.08

PROCEDURES

a. Establishment of Projects - Project Code Maintenance Screen (CM004)

(1) New project-tasks and changes to existing projects are made on the CM004, Project
Code Maintenance Screen. Access to the CMO004 is via the Core Financial System
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(CFS). The CMO004 contains the following fields: Project Code, (Project) Title,
(Project) Type, Fund Code, Program (Code), Field of Science Code, NSF Code, Goal
Code, Project Leader, and Budget Initiative No. This screen establishes all of the
accounting elements necessary for the project to become a data element in the CBS
system.

(2) The steps to updating the CMO004 are as follows:

(i) The user (usually the Administrative Officer (AO)) enters the project and task
information on the CMO004.

(i) For all fund codes (FCs) except FC 0008 Advances and Reimbursements,
the user approves the project on the CM004. All new FC 0008 Advances
and Reimbursements projects must be approved by the Finance Division,
Receivables Group.

(iii)  For all fund codes except FC 0008 Advances and Reimbursements, the
SMA activates the projects on the CM004. All new fund code 08 projects
must be activated by the Finance Division, Receivables Group.

(3) Key CM004 Points:
(i) Projects are for all years and should remain active.

(i) For Fund Code 08 projects, the Sponsor Code should be entered in the Budget
Initiative Number field.

(iii) Once all data elements have been entered, save the project by using the save
icon on the toolbar.

(iv) The Finance Division, Reimbursables Group approves and activates all Fund
Code 08 projects.

(v) The rights to approve and activate the CM004 are requested by the SMA for
his/her OU from the Budget Division.

(4) Important startup procedures and information related to Project and Budgetary Set-Up
for the current Fiscal Year and all future fiscal years can be found in the NIST
Administrative Bulletin.

(5) Seven (7) fields cannot be changed on the CM004 after the project has been approved.
These are Bureau Code, Project Code, Fund Code, Program Code, D/R Flag, Effective
Date (Beginning), and Approved By and Date.

(6) Information on each of these fields on the CM004 can be found in the User
Procedures found on the CBS Portal.



b. Authorization of Projects — Budget Operating Plans (BOPs) (FM066)

(1) The procedure and schedule to be followed for requesting authorization of projects for
the start of the fiscal year is explained in the Administrative Bulletin issued annually. For
FY 2010, the Start of Year Processes Timeline is as follows:

(2) To request authorization of a project after the start of the fiscal year or to request a
change, termination, or deletion of a project, the requesting OU prepares a CBS FM066
screen (Budget Operating Plan) known as a BOP through the CBS Portal. An
authorization is established on the FM066 — Budget Operating Plan (BOP) Transaction
Screen accessed through CBS. The system does not require that a BOP be created in
order to charge a project-task. The FM066 screen consists of two data entry tabs and two
lookup tabs. The Budget Control Tab allows the user to enter the Accounting Code
Classification System information for the quarterly authorization amount for a
transaction. Additional information about the BOP can also be entered in the Notes
section of this screen. Changes to approved BOPs are made by selecting Change and
entering a code or reason for the change. The Budget Detail tab enables the user to enter
the distribution of the authorization amount by effective date, amount, and object class.
The quarterly transaction amounts on the Budget Detail must match the quarterly
amounts on the Budget Control. The available allotment pool for the program code and
quarter can be viewed on the Budget Detail. The Summary by Details tab summarizes
the information entered on the Budget Detail tab. This information can be viewed for the
entire Budget Operating Plan or just the current transaction. This tab is for viewing only
and requires no data input from the user. The Summary by Objects tab summarizes the
information entered on the Budget Detail tab by object class. This information can be
viewed for the entire Budget Operating Plan or just the current transaction. This tab is
also view only and requires no input from the user.

(3) Step by step instructions for each field on each of the tabs mentioned above can be
found in the FM066 User Procedures found on the CBS Portal. This includes instructions
for both a newly established BOP and a modification or CHANGE BOP.

(4) Important new procedures and information related to Project and Budgetary Set-Up
for Fiscal Year 2010 and all future fiscal years can be found in the NIST Administrative
Bulletin.

c. Key FMO066 Points

(2) If a project is not showing up in the ACCS List of Values when entering a BOP, the
project and/or task may not be approved and/or activated on the CM004. Another
cause could be that no allotment pool has been recorded by the Budget Division for
the program code associated with the project-task.

(2) If you receive the message that no pool is available, this indicates that no allotment
pool has been recorded for the program code associated with the project-task. Users
should contact their Budget Analyst to assist with this situation.



(3) Two (2) start of year reports are available to compare with the allocation memos
distributed from the Budget Division:
Start of Year: NSTBOP (CBS) — BOP Listing Report
Start of Year: NSTPROJD (CBS) — Project Listing Report

d. Additional CM004 and FM066 Resources

Additional Resources for the CM004 and the FM066 include the Customer Interaction Center
(CIC) available for assistance Monday-Friday from 8:30 AM — 6:00 P.M. via phone at 301-
975-5375 or by email at cic@nist.gov.

(1) New procedures and information related to Project and Budgetary Set-Up for Fiscal
Year 2010 can be found in the NIST Administrative Bulletin.

(2) Specific training requests for CM004 and/or FM066 may be made through the CIC.
Specific system input instructions for both the CM004 and FMO066 input screens are
contained on the SNAP website, under Project Maintenance and Authorization.

8.02.09
CONTENT OWNER
The Content Owner of Chapter 8.02 is the NIST Budget Division.

8.02.10
EFFECTIVE DATES
September 10, 2009.



APPENDIX A
PROJECT FUNDING STRUCTURE
(pertains to the last three digits of the 7-digit project number)

001-299 Scientific and Technical Research and Services (STRS)
001-299 STRS

300-349 Industrial Technology Services (ITS)
300-305 ITS OU reserve (base projects not authorized to accept charges)
306-340 ITS projects (base)
341-349 ITS projects (nonbase)
NOTE: 875-889 is also used for ITS nonbase projects

350-359 Undefined

360-364 Gifts and Bequests

365-369 Cooperative Research and Development Agreements (CRADA)

370-569 Federal Government Sponsors (other than expense and income projects)

570-579 Non-Federal Government Sponsors (other than expense and income projects)
570-574 State and Local Government and Nonprofit Organizations
575-579 Foreign Government and Public

580-699 Expense and Income and Interdivision Services
580-584 Seminars and Fee-Supported Conferences
585-594 Miscellaneous services
585-590 Federal Government
591-594 State, Local, and Foreign Government and Public
595-599 Interdivision Services
600-654 Calibration and Testing
600-629 Calibration - Public and Government
630-644 Testing - State, Local, and Foreign Government and Public
645-654 Testing - Federal Government
655-674 Standard Reference Materials Program Surcharge-Supported Activities and
Sales

655-660 SRM Program Operations
661-665 SRM Sales
666-674 SRM Service Development Support
675-679 Proprietary Measurements
680-684 Calibration Program Surcharge-Supported Activities
680 Calibration Program Operations



681-684 Calibration Service Development Support
685-699 Seminars and Fee-Supported Conferences

700-799 Standard Reference Materials - Production

800-849 Working Capital Fund Invested Equipment (IE)
800-809 Direct purchase of IE
800-805 Discretionary IE allocation
806-809 Initiative related/special IE allocation
810-849 Manufacture of IE
810-844 Discretionary IE allocation
845-849 Initiative related/special IE allocation

850-874 Construction of Research Facilities (CRF)
850-851 CRF OU reserve (base projects not authorized to accept charges)
852-854 CRF operating projects (base)
855-874 CRF projects (nonbase)

875-889 Industrial Technology Services (ITS - nonbase)
(NOTE: 341-349 is also used, see previous page)

890-899 Unassigned

900-919 Laboratory and Division Overheads
900-909 Division Overhead - Equipment Loan Repayment
910-919 Laboratory Overhead

920-949 Budget Division Use
920-939 Storeroom inventories
940-949 Miscellaneous

950-990 Institutional Support
950-974 Institutional Support operating projects (controllable base)

975-978 Institutional Support operating projects (controllable nonbase,
source: OU reserve)
979 Institutional Support operating projects (controllable nonbase,

source: NIST Director's reserve)
980-989 Institutional Support operating projects (uncontrollable)
990 Special agency-wide Institutional Support activities

991-999 Deputy Chief Financial Officer Use

Example of Project Number 810 9 (or alpha) 101
OU/Division (The first three digits must reflect the NIST Division).
Optional use by OU/Division (This can be alpha or numeric - digits/alphas



of choice.)

Funding Source (recommended sources are below — if deviating from this listing, you must
obtain the consent of the approving office. In the case of Other Agency projects, all Other
Agency projects must use the designations below in determining the last three digits of the
project that represent the funding source.

The source of support designations listed below indicates how projects are grouped and totaled
on accounting and budget reports.

Projects Source of Support

Appropriations

001-299 Scientific and Technical Research and Services
300-349, 875-889 Industrial Technology Services

350-359 Undefined

850-874 Construction of Research Facilities

Gifts and Bequest and Cooperative Research and Development

360-364 Gifts and Bequests
365-369 Cooperative Research and Development

Reimbursable Activity

370-569 Federal Government Sponsors

570-579 Non-federal Government Sponsors

580-584 Seminars and Fee-Supported Conferences

585-594 Miscellaneous Services

600-654 Calibration and Testing

655-660, 666-674 Standard Reference Materials Surcharge-

Supported Activities

675-679 Proprietary Measurements

680-684 Calibration Program Surcharge

685-699 Seminars and Fee-Supported Conferences

700-799 Standard Reference Materials - Production
Equipment

800-809 Direct Purchase of WCF Invested Equipment

810-849 Manufacture of WCF Invested Equipment
Overheads

900-919 Laboratory and Division Overheads



Institutional Support

950-990 Institutional Support

Miscellaneous

595-599 Interdivision Services
661-665 SRM Sales

920-939 Storeroom Inventories
940-949 Miscellaneous

991-999 Deputy Chief Financial Officer Use



APPENDIX B
EXPLANATION OF PROJECT FUNDING STRUCTURE

Appropriations

STRS, ITS, and CRF funds are appropriated annually to NIST. Usually, these funds are "no-
year" appropriations (i.e., funds are available for obligation beyond the year in which they are
appropriated). Specific guidelines for the carryover of funds from one fiscal year to the next are
outlined in Subchapter 8.04, Appropriated Funds. For administrative convenience, the projects
for these appropriations are divided into the following series:

001-299 Scientific and Technical Research and Services (STRS) - funding for NIST
intramural programs.

--001-299 - STRS

Projects (Base) - "Base" funds are allocated to an OU Director for the accomplishment of OU
objectives, consistent with the budget as approved by the Congress. Funds may be transferred to
other NIST OUs or within the same OU by either a base or nonbase transaction. The "Base"
level of an organization is considered to be the previous year's base allocation, adjusted for any
cost of living, programmatic, or other adjustments in the appropriation and any internal
assessments or approved reprogramming actions (see Subchapter 8.04).

Projects (Nonbase) - "Nonbase" refers to funds allocated to an OU for the current fiscal year only
and does not represent an allocation that the OU would expect in succeeding years. Examples
include unobligated balances from prior fiscal years, transfers of funds from other OUs, and one-
time allocations from the Director’s Reserve.

300-349 and 875-889 Industrial Technology Services (ITS) - Funding for NIST extramural
programs.

--300-305 - ITS OU Reserve

--306-340 - ITS Projects (Base)

--341-349 - ITS Projects (Nonbase)

--875-889 - ITS Projects (Nonbase)

See explanations of numbering series types above.

850-874 Construction of Research Facilities (CRF) - Funding for construction, major
renovations, modifications, and improvements.

--850-851 - CRF OU Reserve (Base)
--852-854 - CRF Projects(Base)



--855-874 - CRF Projects (Nonbase)
See explanations of numbering series types above.

350-359 Undefined

360-799 Reimbursable Activity

NIST's unique measurement capabilities and services are made available to outside customers
based on criteria and procedures identified in Subchapters 8.05, Federal Government/Non-
Federal Government/CRADA Sponsored Work and, subchapter 8.07 Working Capital Fund
addresses Expense and Income Activities. NIST is authorized to charge for the full cost of
services provided, including all overheads or indirect charges.

Use Surcharge - In addition to NIST out-of-pocket costs, non-federal customers also pay a share
of building depreciation and Departmental overhead, levied as a use surcharge against the direct
labor and personnel benefits cost of doing the work. Use surcharges collected are used for
building maintenance and repair

360-364 Gifts and Bequests

Gifts and bequests are accepted from private sources for the purpose of aiding or facilitating the
work of NIST. Funds assigned in this series must be clearly intended as a gift by the offeror.
The distinguishing features of a gift are that the funds be transferred gratuitously and be free
from restrictions, limitations, or control by the donor. However, the gift may be designated for a
specific investigation or line of research or development. Generally, there is no timetable for
performing work, and there is no reporting, accounting, or other "consideration” required of
NIST. ("Consideration™ is a distinguishing feature of a contract or agreement and is something of
value which passes between the parties, e.g., the private organization or individual expects to
obtain an advantage, right, profit, or service from the funds transferred to NIST.). Information
concerning the acceptance and use of gifts is included in Subchapter 8.10.

365-369 Cooperative Research and Development Agreements (CRADA) - Use surcharge
applied.

This series of project numbers is used to record costs, obligations, and contributions from NIST
sponsors that pertain to the various consortia, CRADAs at NIST. Consortia and CRADAs may
be financed by private industry, other federal agencies, or a combination of both for the
advancement of scientific and technical knowledge. All deposit accounts should be established
in this series regardless of dollar level. Once the agreement has been accepted, the Finance

Division automatically bills the amount specified in the consortium or CRADA. The recovery of
a use surcharge is required for work done in this series. Information on procedures is included in
Subchapter 8.05.



370-569 Federal Government Sponsors (other than expense and income projects)

This series includes various types of work done for other-federal-agency sponsors. It includes
research and development as well as technical services. It is mainly for orders of $25,000 and
above, which must be accepted by the Finance Division. Orders above $5,000 but less than
$25,000, may be included in this series if automatic billing is desired. Calibration work is not
included in this series. Once the project has been established, the Finance Division automatically
bills according to the terms of the agreement. Information on procedures is included in
Subchapter 8.05.

570-579 Non-Federal Government Sponsors (other than expense and income projects) - Use
surcharge applied

This series includes various types of work done at NIST for sponsors other than federal
government agencies. It is mainly for orders of $25,000 and above, which must be accepted by
the Finance Division. Orders above $5,000, but less than $25,000, may also be included in this
series if automatic billing is desired. Calibration is not included in this series. Once the project
has been established, the Finance Division automatically bills according to the terms of the
agreement. Information on procedures is included in Subchapter 8.05. The projects in this series
are grouped into the following two categories:

--570-574 State and Local Government and Nonprofit Organizations - This series includes work
performed at the request of state and local governments. Also included are: (1) work for
nonprofit associations and organizations engaged in a cooperative project with NIST as
evidenced by the agreement (for example, NIST partially funds the work); (2) work and
dissemination of the results of benefit to the public; and (3) work for an organization engaged in
a nonprofit activity designed for the public safety, health, or welfare. The recovery of a use
surcharge is required for work done in this series.

--575-579 Foreign Government and Public - This series includes work NIST does for foreign
governments and public customers and requires the recovery of a use surcharge.

580-699 Expense and Income and Interdivision Services

Where the OU is establishing a project in the expense and income series for repeated
performance of a similar activity for multiple sponsors, fees should be established in advance
and submitted to the Budget Division for approval. Costs in projects in this series are billed to
customers only on specific instructions to the Finance Division by the OU. For additional
information on NIST policy and procedures on the fiscal operation of expense and income
projects, refer to Subchapter 8.07 — Working Capital Fund.

The Expense and Income projects are grouped by the type of effort undertaken in the project.
--580-584 Seminars and Fee-Supported Conferences - These projects are established to record

expenses and income derived from seminars and conferences which are sponsored, co-
sponsored, or hosted by the National Institute of Standards and Technology. The projects are




managed at Gaithersburg and Boulder by the Public and Business Affairs Division. Income in
the form of registration fees and co-sponsor contributions is collected by the Finance Division.
Subchapter 14.06 outlines the process required for establishing these projects.

--585-594 Miscellaneous Services - These are projects established to accumulate expenses for
travel and miscellaneous consultative and advisory services under $25,000. Costs in these
projects are to be billed to customers only on specific instructions furnished to the Finance
Division by the OU. The projects in this series are grouped into the following two categories:

--585-590 Federal Government - This series includes projects established for the purpose of
accumulating miscellaneous reimbursable consultative and advisory services, including travel,
performed at the request of various federal agencies.

--591-594 State, Local, and Foreign Government and Public - Use surcharge applied - This
series includes reimbursable consultative and advisory services, including travel, that NIST does
for state, local, and foreign governments and public customers. The recovery of a use surcharge
is required for work done in this series.

--595-599 Interdivision Services - See explanation below under MISCELLANEOUS.

--600-654 Calibration and Testing - The following is a guideline to assist in making the
distinction between calibration and testing projects. If the intended use of a measurement value
is to transfer that value to other instruments, then the effort can be classified as a calibration. If
the measurement made is intended only to provide information about the subject unit, and there
IS no intent to use that information or value for measuring or comparing other instruments after
the unit leaves the NIST laboratory, then the work can be classified as a test. Destructive
product testing or acceptance testing would fall into this category. In the final analysis, the
determination rests on the judgment of the technical OU. Questions concerning a particular item
should be directed to the Calibration Program.

Explanations of additional terms are offered here.

Predetermined Fees - These fees are charged for a specific type of calibration or test and are
published in special publications such as SP 250, NIST Calibration Services Users Guide. The
fees are predetermined in an effort to spread the cost of a calibration evenly to all customers even
though the cost factors may vary slightly from unit to unit during the year. Generally, these
calibrations are low in dollar cost and adequate experience exists to set a uniform price.

Predetermined fees published in SP 250 must be charged to all customers receiving the
calibration service. The use surcharge is included in the calculation, and no distinction is made
as to whether the customer is a government agency or is non-government. In cases where the
cost of performing an at-cost or special calibration is considered to be an extension of a schedule
calibration, the published fee modified by some fixed ratio known to be valid for such operations
may be charged under this series. The resulting fee is actually a modified predetermined fee.

For example, if a published calibration calls for the calibration at ten points or values on the item
and the customer wants calibrations at fifteen points, it would be possible to charge based on the



rate for ten points plus a factor for the additional effort. See Subchapter 8.07 Working Capital
Fund for additional information on surcharges to be included in predetermined fees.

At-Cost Items - These are calibrations and tests of an unusual nature. They can be modifications
of published items or involve a special job for which it is impractical to publish a predetermined
fee. The calculation of the fee would be on an actual cost basis plus any applicable surcharges.
Work done for state, local, and foreign governments and the public is subject to the use
surcharge.

--600-629 Calibrations - Public and Government -- Use surcharge applied - These projects
handle most of the calibration work outlined in SP 250. OU costs are billed based on Form
NIST-64, Test Record, which is submitted directly to the Finance Division with a copy to the
Calibration Program.

--630-644 Testing - State, Local, and Foreign Government and Public -- Use surcharge applied -
These projects are for tests performed for state, local, and foreign governments and public
sponsors. The costs in these projects are to be billed directly through the Finance Division by
use of Form NIST-94, Statement of Services Performed by NIST, submitted by the OU. The OU
should keep on file any necessary data as to number of tests and type. OUs that wish to set up a
separate project to allow them to receive an order over $5,000 and to have the Finance Division
automatically bill the cost against the assigned financing should establish a project in the
appropriate non-federal sponsors number series (570-579).

--645-654 Testing - Federal Government - These projects are for tests performed for various
federal government agencies. The costs in these projects are billed directly by the Finance
Division through use of Form NIST-94, Statement of Services Performed by NIST, submitted by
the OU. The OU should keep on file any necessary data as to number of tests and type. OUs
that wish to establish a separate project to allow them to receive an order over $5,000 and to
have the Finance Division automatically bill the cost against the assigned financing should
establish a project in the federal sponsors number series (370-569).

--655-674 Standard Reference Materials Program-Surcharge Supported Activities - The projects
in this series are established to record expenses incurred and income earned as defined below.
Income to offset operations and service development support costs is generated by surcharges
identified as part of the purchase price of each SRM sold. The SRM surcharges are computed
annually by the Standard Reference Materials Program (SRMP) and are subject to approval by
the Budget Division. The income appears in SRM sales projects. See Subchapter 8.07 Working
Capital Fund for additional information.

--655-660 SRM Program Operations — Projects in this series are established to record expenses
incurred in the operation and administration of the Standard Reference Materials Program.

--661-665 SRM Sales - See explanation below under MISCELLANEQOUS.

--666-674 SRM Service Development Support - Projects in this series are for research and
development costs associated with specific SRMs in the pre-production stage.




675-679 Proprietary Measurements - Use surcharge applied

This series is for costs incurred in allowing use of specific measurement and test facilities by
private parties who wish the resulting information to be treated as proprietary. The titles of
projects in this series must identify the work as proprietary, the designated facility to be used,
and the name of the concern doing the research.

680-684 Calibration Program Surcharge-Supported Activities

The projects in this series are established to record costs as defined below. Income to offset
these costs is generated by surcharges identified as part of the purchase price of each calibration.
The Calibration Program Operations Surcharge and the Service Development Support Surcharge
are computed annually by the Calibration Program, subject to approval by the Budget Division.
The income appears in the calibration surcharge supported projects in the Calibration Program.
See Subchapter 8.07 Working Capital Fund for additional information.

--680 Calibration Program Operations - Projects in this series are established to record expenses
incurred in the operation and administration of the Calibration Program.

--681-684 Calibration Service Development Support - Projects in this series are assigned by the
Calibration Program to OUs to record costs associated with the development or improvement of
specific calibration services.

685-699 Seminars and Fee-Supported Conferences

--685-699 Seminars and Fee-Supported Conferences - These Projects are established to record
expenses and income derived from seminars and conferences which are sponsored, co-
sponsored, or hosted by the National Institute of Standards and Technology. The projects are
managed at Gaithersburg and Boulder by the Public and Business Affairs Division. Income in
the form of registration fees and co-sponsor contributions is collected by the Finance Division.
Subchapter 14.06 outlines the process required for establishing these projects.

700-799 Standard Reference Materials - Production

This series is used for projects established for the production of Standard Reference Materials
(SRMs) to keep track of the investment of the Working Capital Funds authorized by the NIST
Director for SRM production. When the production of materials is completed they are
transferred to inventory. Costs are recovered as the SRMs are sold. (See Subchapter 8.07.)

Equipment

800-849 Working Capital Fund Invested Equipment (1E)

This series is used for equipment acquired as an investment of the Working Capital Fund. The
Fund is reimbursed for the equipment cost through amortization charges that are based on a fixed
payment determined by the organization and approved by the Budget Division. The equipment



may be purchased or may be manufactured within NIST. Information on the management of
Working Capital Funds allocated for the purchase of invested equipment is included in
Subchapter 8.11.

--800-809 Direct Purchase of WCF Invested Equipment

--810-849 Manufacture of WCF Invested Equipment

Institutional Support

900-919 Laboratory and Division Overheads

This series is set aside for use by laboratories or laboratory-level offices for the accumulation of
organizational management, invested equipment loan repayment, and other appropriate indirect
costs which are distributed on a pro rata basis to all sources of funding throughout the OU
(except NIST Institutional Support) through the use of predetermined rates based on labor and
personnel benefits charged.

--900-909 Division Overhead - Equipment Loan Repayment - Projects in this series collect only
equipment loan repayment and surcharge costs.

--910-919 Laboratory Overhead - Projects in this series may collect labor, other objects, and
equipment loan repayment and surcharge costs.

950-990 Institutional Support

This project series is used for activities, generally of a NIST-wide nature, approved for overhead
funding by the Director. Institute overhead costs are recovered in three ways: (1) Projects in all
other number series (including Laboratory Overhead) are assessed a predetermined percentage
rate based on labor and personnel benefits charged; (2) charges are made to outside organizations
which utilize NIST space or use other NIST overhead services; and (3) a contract/grant surcharge
is assessed based on charges in grant and specified other services object classes. Assessment
techniques for institutional support and management of institutional support projects are
contained in Subchapter 8.07.

--950-974 Controllable Base

--975-978 Controllable Nonbase, from OU Reserve

--979 Controllable Nonbase, from NIST Director's Reserve
--980-989 Uncontrollable

--990 Special agency-wide Institutional Support Activities

Miscellaneous



595-599 Interdivision Services

The projects in this series include services performed by one OU and available to other OUs
within NIST. (Interdivision services include computer services, photo and graphic arts,
Fabrication Technology, Plant, etc.). Costs are accumulated in projects in this series and then
transferred by appropriate object class to the benefiting organization. See Subchapter 8.08 for a
description of how these services are charged to projects.

661-665 SRM Sales

Income resulting from SRM sales to the private sector, government agencies, and OUs within
NIST is collected in these projects.

920-939 Storeroom Inventories

Working Capital Fund levels approved for investment in inventories are controlled through
projects in this series. (See also Subchapter 8.07.)

940-949 Miscellaneous and Deputy Chief Financial Officer Use
and 991-999

These series represent memorandum accounts for the purpose of balancing and monitoring
budgetary and accounting records.



APPENDIX C
NIST BUDGET/PROGRAM STRUCTURE
301 Strategic and Engineering Research Initiatives
31 310 Electronics and Electrical Engineering
32 320 Manufacturing Engineering
33 330 Chemical Science and Technology
34 340 Physics
35 350 Materials Science and Engineering
36 Building and Fire Research
361 *Building Research
362 *Fire Research
37 370 Computer Science and Applied Mathematics
381 — NIST Center for Neutron Research
382 — Center for Nanoscale Science and Technology
39 Technology Assistance
391 *Technology Support
392 *Standard Reference Data
393 *Standard Reference Materials
394 *National VVoluntary Laboratory
Accreditation Program
395 *Calibrations
401 Technical Competence Program

402 Postdoctoral Fellowship Program



403 Computer Support

407 Technical Reimbursable Services
408 Business Systems

41 410 National Quality Program

*Resource estimates at this level of detail are not separately identified in NIST budget
submissions.

ACTIVITY/SUBACTIVITY PROGRAM CODES

5 Extramural Programs

510/511 Advanced Technology Program

510 *Advanced Technology Program - Intramural

511 *Advanced Technology Program — Extramural/Administration
512 — Technology Innovation Program

512 512 Manufacturing Extension Partnership

7 Construction and Major Renovations

71 Construction and Major Renovations

711 Construction and Major Renovations

712 Modifications and Improvements

713 External Projects

INSTITUTIONAL SUPPORT SUPPORTED ACTIVITIES
Office of the Director, NIST

610 Management Activities

612 Quality Programs

613 Civil Rights

614 Boulder Management Activities



616 Program Activities

619 International and Academic Affairs

Technology Services

630 Research and Technology Applications

631 Information Resources and Services Activities
Director for Administration and Chief Financial Officer
640 Management Activities

641 Management and Organization Activities

642 Human Resources Management Activities

643 Public and Business Affairs Activities

644 Gaithersburg Plant Activities

645 Facilities Services Activities

646 Occupational Health and Safety Activities

647 Acquisition and Assistance Activities

649 Boulder Engineering, Maintenance, Safety, and Support Activities

*Resource estimates at this level of detail are not separately identified in NIST budget
submissions.

650 Financial Management Activities
651 Budget Activities

652 Finance Activities

653 Financial Systems Activities

654 DoC Assessments

Information Technology Laboratory

660 Computer Planning and Management



661 Information Systems
662 Telecommunications
Manufacturing Engineering Laboratory

670 Fabrication Technology Activities



APPENDIX D
NATIONAL SCIENCE FOUNDATION AND FIELD OF SCIENCE CODES

Each year NIST must submit to the National Science Foundation (NSF) a detailed report
concerning federal scientific activities. This information on federal investment in science and
technology is increasingly sought and used by the executive and legislative branches of the
federal government for policy and management purposes as well as by industrial and academic
groups. To provide up-to-date information on research and development (R&D) activities, cost
centers must be coded according to the coding scheme provided in Section 1 of this Appendix.

The NSF also requires information on fields of science. For NIST to provide this information,
cost centers must be coded according to the coding scheme provided in Section 2 of this
Appendix.

(1) The following NSF codes are to be used:
Research and Development

--Basic Research - code 1
--Applied Research - code 2
--Development - code 3

Non-R&D - code 4

Research and development include all direct, indirect, incidental, or related costs resulting from
or necessary to the performance of research and development as defined below regardless of
whether the research and development are performed by a federal agency (intramural) or by
private individuals and organizations under grant or contract (extramural). Research and
development exclude routine product testing, quality control, mapping and surveys, collection of
general-purpose statistics, experimental production, and activities concerned primarily with the
dissemination of scientific information and the training of scientific staff.

NSF Code Definitions
Research is systematic, intensive study directed toward fuller scientific knowledge of the subject
studied. Demonstration activities that are intended to prove or to test whether a technology or

method does, in fact, work are included in the definition of research and development.

--Basic Research - is concerned primarily with gaining a fuller knowledge or understanding of
the subject under study without specific applications toward processes or products in mind.

--Applied Research - is primarily interested in a practical use of knowledge or understanding for
the purpose of meeting a recognized need.



Development - is systematic use of the knowledge and understanding gained from research
directed toward the production of useful materials, devices, systems, or methods, including
design and development of prototypes and processes. It excludes quality control, routine product
testing, and production.

Non-R&D - includes technical services which are not covered by the definitions for Research or
Development.

(2) The following Field of Science codes are to be used. Terms in brackets have been added by
NIST.

a. Physical sciences are concerned with the understanding of the material universe and its
phenomena. They comprise the fields of astronomy, chemistry, physics, and physical sciences
not elsewhere classified. Examples of disciplines under each of these fields are as follows:

11 - Astronomy: laboratory astrophysics; optical astronomy; radio astronomy; theoretical
astrophysics; X-ray, Gamma-ray, and neutrino astronomy

12 - Chemistry: analytical; inorganic; organo-metallic; organic; pharmaceutical; physical;
polymer sciences (except biochemistry)

13 - Physics: acoustics; atomic and molecular; condensed matter; elementary particles; nuclear
structure; optics; plasma; solid state; theoretical/mathematical

19 - Physical sciences, n.e.c.*

b. Mathematics and computer sciences employ logical reasoning with the aid of symbols and are
concerned with the development of methods of operation employing such symbols, and in the
case of computer sciences, with the application of such methods to automated information
systems. Examples of disciplines under these fields are as follows:

21 - Mathematics: algebra; analysis; applied mathematics; foundations and logic; geometry;
numerical analysis; statistics; topology; operations research

22 - Computer sciences: computer and information sciences (general); design, development, and
application of computer capabilities to data storage and manipulation; information sciences and
systems; management information systems; programming languages; systems analysis

29 - Mathematics and computer sciences, n.e.c.*

c. Environmental sciences (terrestrial and extraterrestrial) are concerned with the gross
nonbiological properties (with one exception) of the areas of the solar system that directly or
indirectly affect human survival and welfare; they comprise the fields of atmospheric sciences,
earth sciences, oceanography, and environmental sciences not elsewhere classified. The one
exception is that obligations for studies pertaining to life in the sea or other bodies of water are to



be reported as support of oceanography and not biology. Examples of disciplines under each of
these fields are as follows:

31 - Atmospheric sciences: aeronomy; air pollution; extraterrestrial atmospheres; metrology;
solar; weather modification

32 - Earth sciences: engineering geophysics; general geology; geodesy and gravity;
geomagnetism; hydrology; inorganic geochemistry; isotopic geochemistry; organic
geochemistry; laboratory geophysics; paleomagnetism; paleontology; physical geography;
seismology sciences

33 - Oceanography: biological oceanography; chemical oceanography; physical oceanography;
marine/aquatic biology

39 - Environmental sciences, n.e.c.*

d. Engineering is concerned with studies directed toward developing engineering principles or
toward making specific scientific principles usable in engineering practice. Engineering is
divided into eight fields: aeronautical, astronautical, chemical, civil, electrical, mechanical,
metallurgy and materials, and engineering not elsewhere classified. Examples of disciplines
under each of these fields are as follows:

41 - Aeronautical: aerodynamics
42 - Astronautical: aerospace; space technology

43 - Chemical: chemical engineering; petroleum engineering; petroleum refining process;
polymer/plastics engineering; wood science

44 - Civil: architectural; environmental/environmental health engineering; geotechnical;
hydraulic; hydrologic; sanitary and environmental; structural; transportation

45 - Electrical: computer engineering; electrical, electronics, and communications engineering;
power engineering

46 - Mechanical: engineering mechanics; mechanical engineering

47 - Metallurgy and materials: ceramic sciences and engineering; geological engineering;
geophysical engineering; materials engineering; materials research; materials science;
metallurgical engineering; metallurgy; mining and mineral engineering; textile sciences and
engineering; welding

49 - Engineering, n.e.c.* agricultural engineering; bioengineering and biomedical engineering;
engineering design; engineering physics; engineering science; general engineering;
industrial/manufacturing engineering; nuclear engineering; systems engineering; systems science
and theory; other engineering



80 [Cryogenics] - cryoelectronics; cryogenic materials; refrigerants; superconductors;
temperature standards

81 [Measurement] - research related to standards, calibrations, or testing; this field to be used
only if engineering fields above cannot be used

82 [Other]

e. Life sciences are concerned with the study of living organisms and their systems. It consists
of five detailed fields: biological (excluding environmental), environmental biology, agricultural,
medical, and life sciences not elsewhere classified. The illustrative disciplines provided below
under each of these detailed fields are intended to be guidelines, not sharp definitions; they
represent examples of disciplines generally classified under each detailed field. A discipline,
however, may be classified under another detailed field when the major emphasis is elsewhere.
Research in biochemistry could be reported as biological, agricultural, or medical, depending on
the orientation of the project. Human biochemistry would be classified under biological, but
animal biochemistry or plant biochemistry relating to food production would be under
agricultural. In no case should the research be reported under more than one field. No double
counting is intended or allowed.

51 - Biological

(excluding environmental): anatomy; biochemistry; biology; biometrics and biostatistics;
biophysics, biotechnology; botany; cell biology; ecology; entomology and parasitology;
epidemiology; genetics; microbiology; neuroscience (biological); nutrition; pathology;
physiology; toxicology; virology; zoology; other biological, n.e.c.*

54 - Environmental biology: biotic community ecology; ecosystem sciences; evolutionary
biology; global warming; limnology; population biology; systematics; other environmental
biology, n.e.c.*

55 - Agricultural sciences: agronomy; animal sciences; conservation; agriculture chemistry; fish
and wildlife; forestry; horticulture; plant sciences; soil science; phytoproduction; agriculture,
general; other agriculture, n.e.c.*

56 - Medical sciences: anesthesiology; cardiology; dentistry; dermatology; gastroenterology;
geriatrics; hematology; neurology; neuroscience; nuclear medicine; obstetrics and gynecology;
oncology; ophthalmology; optometry; orthopedics; osteopathic medicine; otorhinolarynopology;
pediatrics; pharmacology; podiatry; preventive medicine; psychiatry; public health; radiobiology;
radiology; surgery; urology; other medical basic sciences; n.e.c.*

59 - Life sciences, n.e.c.* administrative services; allied health; communication disorders;
gerontology; health professions and related services; medical laboratory sciences and services;
multidisciplinary projects within life sciences; nursing technologies; occupational therapy;
physical therapy; rehabilitation/therapeutic services

f. Psychology deals with behavior, mental processes, and individual and group characteristics



and abilities. Psychology is divided into three categories: biological aspects, social aspects, and
psychological sciences not elsewhere classified. Fields are as follows:

61 - Biological aspects: animal behavior; clinical psychology; comparative psychology;
ethology; experimental psychology; psychometrics

62 - Social aspects: child psychology; development and personality; development psychology;
educational, school, vocational psychology; industrial and engineering psychology; social

psychology

69 - Psychology, n.e.c.*

g. Social sciences are directed toward an understanding of the behavior of social institutions and
groups and of individuals as members of a group. Social sciences include anthropology,
economics, political science, sociology, and social sciences not elsewhere classified. Examples
of disciplines under the field of social sciences are as follows:

71 - Anthropology: applied anthropology; archaeology; cultural and personality anthropology;
ethnology; social anthropology

72 - Economics: Agricultural economics, applied economics; business/managerial economics;
econometrics; industrial economics; international economics; labor economics; public finance
and fiscal policy; quantitative economics; resource economics

74 - Linguistics: anthropological/archaeological linguistics; computational linguistics;
psycholinguistics; sociolinguistics

75 - Political science: area or regional studies; comparative government; international relations
and affairs; legal systems; political science and government; political theory; public
administration; public policy analysis

76 - Sociology: city, community, and regional planning; comparative and historical; complex
organizations; criminology; culture and social structure; demography; ethnic studies; group
interactions; social problem and welfare theory; sociology; urban studies/affairs

79 - Social sciences, n.e.c.*: socioeconomic geography; research in law and science; geography;
general social sciences

h. 99 - Other sciences n.e.c.*: Used when the multidisciplinary and interdisciplinary aspects
make classification under one primary field impossible.

i. 00 - Non - R&D

*Not elsewhere classified. To be used for multidisciplinary projects within the broad field and
for single-discipline projects for which a separate field has not been assigned.



BUDGET FORMULATION
Sections
8.03.01 Purpose
8.03.02 Scope
8.03.03 Policy
8.03.04 Definitions
8.03.05 Budget Formulation Cycle
8.03.06 Responsibilities

8.03.07 References

8.03.01

PURPOSE

This subchapter provides information on the formulation aspects of the appropriation process and
describes the responsibilities for preparation and justification of NIST budget requests.

8.03.02
SCOPE
This subchapter applies to NIST-Gaithersburg and NIST-Boulder.

8.03.03

POLICY

It is NIST policy to prepare and justify its budget submissions for appropriated funds in
accordance with guidelines provided by the Congress, the Office of Management and Budget
(OMB), and the Department of Commerce.

8.03.04

DEFINITIONS

a. Appropriation - Enacted legislation providing authority to incur obligations and to make
payments out of the Treasury for specified purposes during a specified period of time. An
appropriation is the most common means of providing the budget authority needed to incur
obligations for expenses which are necessary for or incident to the proper execution of the
purpose, unless the expenses are otherwise prohibited.

b. Authorizing Legislation - An act of Congress that establishes or continues a federal program
or agency either for a specified period of time or indefinitely; specifies its general goals and
conduct; and may suggest a level of budget authority needed to fund the program or agency,
which is subsequently provided in a future appropriation act. An authorization for an agency or
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program usually is required before an appropriation for that same agency or program can be
passed.

c. Budget - A plan for the use of resources to accomplish goals and objectives.

d. Budget Amendment - A revision to a pending budget request, submitted to Congress by the
President before Congress completes appropriations action.

e. Budget Formulation - All steps, actions, and informational output of the budget process which
are required in advance of the enactment of an appropriation bill by Congress. It is the process by
which the resources necessary to accomplish NIST goals and objectives are determined and
justified to decision-makers (the Secretary, the President, and the Congress).

f. Budget Justification - A narrative and tabular description of goals, objectives, performance
measures, and representative accomplishments and the costs of achieving them.

g. Budget Supplemental - An additional amount requested for appropriation for the current year
after enactment of the regular appropriation. The request should be for needs deemed too urgent
to be postponed until enactment of the next regular appropriation.

h. Continuing Resolution - A joint resolution enacted by Congress usually at the beginning of the
fiscal year to provide authority and necessary funding for federal agencies and programs to
continue operations until the regular fiscal year appropriation is enacted. The continuing
resolution usually specifies a maximum rate at which the agency may incur obligations.

8.03.05

BUDGET FORMULATION CYCLE

a. The objective of the formulation process is to provide a satisfactory information basis upon
which Bureau directors, Agency heads, the President, and Congress can make knowledgeable
decisions in the allocation of the resources toward fulfillment of the Nation's goals and needs.

b. The basic framework of budget formulation in the federal government is established by law.
OMB and departmental guidance provide specific details. The primary elements in this
framework are:

-- Authorization - The Congress must authorize the obligation of funds for specific programs as a
prerequisite for subsequent appropriation. Authorization bills may be submitted by Department
heads with the approval of OMB, submitted by the President, or initiated by Congress.
Congressional review of programs for the authorization of appropriations occurs at hearings held
by the standing legislative committees of the House and Senate.

-- Budget Requests - NIST submits detailed budget request documents to the Secretary. After
review by the Department and based on the decisions of the Secretary, bureaus prepare revised
budget requests for submission to OMB. Decisions at this level form the basis for the annual
congressional budget, which is submitted by the President to Congress by the first Monday in
February. NIST prepares and submits justifications providing additional detailed information.
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Budget amendments or supplemental requests may be submitted to Congress by the President
under certain conditions.

-- Appropriation - Appropriations subcommittees in both the House and Senate hold hearings to
consider the President's budget. Recommendations are presented to the full committees and to
the full House and Senate. A conference committee resolves differences in the House and Senate
versions of the appropriations bill. Upon acceptance of conference action by both the House and
the Senate, the appropriations bill is sent to the President for signature. The President can
approve or veto the bill. When an appropriations bill has not been enacted by the beginning of
the fiscal year for which the funds are requested, Congress enacts a temporary appropriation act
or "continuing resolution,” which authorizes the agency to continue its operations for a
designated time period. Subsequent continuing resolutions may be passed to continue operations
until an appropriation bill is enacted.

c. Also included in budget formulation are the planning, study, evaluation, review, and decision-
making actions which must be taken at the bureau and the departmental levels which are
necessarily precedent to and supportive of the elements described above.

d. The nature and amounts under consideration in the budget are confidential and will not be
released outside of the Administration until the budget is transmitted formally to Congress by the
President.

8.03.06

RESPONSIBILITIES

a. Planning and Program Review - The Program Office and the Budget Division are responsible
for establishing procedures, guidelines, and schedules for the planning and program review
process. The Program Office and the Budget Division provide advice to NIST management on
funding levels and program content.

As part of ongoing, internal planning and program review, organizational units are responsible
for presenting programs and proposed budget initiatives for review by NIST management
officials.

The Director determines the content of the proposed NIST budget in accordance with
administrative guidelines on the preparation and submission of the budget.

b. Budget Authorization - The Program Office and the Budget Division cooperate with the
Office of Congressional and Legislative Affairs in the preparation of material for the
Congressional authorization process.

c. Budget Justification - The Budget Division is responsible for coordinating the preparation of
the required budget justifications to DoC, OMB, and the Congress. The Public and Business
Affairs Office coordinates with the Budget Division in preparing information for release to the
public.

d. Legislative Proposals - The Budget Division works closely with the Congressional and
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Legislative Affairs Office to draft amendments and legislative proposals which are submitted
through the Department of Commerce for consideration at the next session of Congress.

8.03.07

REFERENCES

The following provisions of pertinent statues and OMB and DoC guidance relate to budget
formulation:

-- United States Code Title 31, Subtitle Il, Chapter 11, -- "The Budget and Fiscal, Budget, and
Program Information™ - accessible at:
http://www.access.gpo.gov/uscode/title31/subtitleii_chapterll .html

-- United States Code Title 31, Subtitle Il, Chapter 13 -- "Appropriations™ — accessible at:
http://www.access.gpo.gov/uscode/title31/subtitleii_chapter13_.html

-- Office of Management and Budget Circular No. A-11 -- "Preparation and Submission of
Budget Estimates™ — accessible at: http://www.whitehouse.gov/omb/circulars/index.html

-- Department Administrative Order 203-1 -- "Appropriation Requests and Related Budget
Matters" — accessible at: http://dms.osec.doc.gov/cgi-bin/doit.cgi?218:112:1:2

-- Department of Commerce "Budget and Program Analysis Handbook" — accessible at:
http://lwww.osec.doc.gov/bmi/budget/Budget%20Handbook.htm
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Subchapter 8.04
Appropriated Funds

Sections
8.04.01 Purpose
8.04.02 Scope
8.04.03 Policy
8.04.04 Responsibilities
8.04.05 Definitions
8.04.06 Apportionments and Reapportionments
8.04.07 Allocations to Operating Units
8.04.08 Operating Budgets
8.04.09 Funds Control and Reporting
8.04.10 Reprogramming
8.04.11 Disposition of End-of-Year Unobligated Balances and Over- and Under-Accrual
of Prior Year Obligations
8.04.12 Review and Evaluation
8.04.13 References
Appendix A - Requirements Under the Antideficiency Act

8.04.01
PURPOSE
This subchapter discusses the management and control of appropriated funding.

8.04.02
SCOPE
This subchapter applies to NIST-Gaithersburg and NIST-Boulder.

8.04.03

POLICY

Obligations of appropriations are to be restricted to the amounts apportioned by OMB. In
addition: (1) all representations in the budget transmittal by the President, in the estimates
and justifications submitted by the Department, and in testimony of departmental
witnesses shall be adhered to; and (2) all expressions of Congressional intent stated in
committee reports or in discussion on the floor of the Congress with respect to the objects
or purposes for which funds are appropriated shall be adhered to, unless the Secretary
specifically authorizes or directs a different course of action or unless a notification of
reprogramming has been transmitted to the Congress.

8.04.04

RESPONSIBILITIES

a. The Director is responsible for administrative control of NIST appropriated funds.
This includes:

(1) Developing financial management systems and procedures consistent with the
requirements of the DoC Budget and Program Analysis Handbook and Accounting
Principles and Standards Handbook;

(2) Allocating funds to heads of Operating Units (OUs);
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Appropriated Funds

(3) Ensuring that operations are maintained within the limits of approved apportionments,
financial plans, and operating budgets; and

(4) Providing notification to appropriations committees and obtaining proper clearances
prior to proceeding with reprogramming actions.

b. The Chief Financial Officer (CFO), in cooperation with the Budget Officer and the
Chiefs of the Finance Division and Business Systems Division, is responsible for
developing procedures to provide financial and employment data needed for
administrative control and reporting requirements and for maintaining liaison with the
DoC Office of Budget and the Office of Financial Management on resolution of
problems.

(1) Specific responsibilities of the Budget Officer are as follows:

(a) Preparation of apportionment and reapportionment requests and backup, and periodic
reports and other required data;

(b) Allocation of budgetary resources to OUs in support of the programmatic distribution
of funds appropriated by Congress, quarterly apportionments approved by OMB, and
decisions by the NIST Director;

(c) Issuance of operating budgets to OUs and divisions reflecting the programmatic
distribution of funds appropriated by Congress; and

(d) Clearance and/or preparation and release of financial data from official records in
response to miscellaneous external requests for information.

(2) Specific responsibilities of the Chief of the Finance Division are as follows:

(a) Organizing, planning, developing, coordinating, and managing a comprehensive
accounting/finance program for NIST; and

(b) Certifying the accuracy of official accounting records and reports.

(3) The Business Systems Division is responsible for maintaining a financial
management system that produces reports which show accrued costs, total obligations,
unobligated balances, and total budgetary resources available to NIST.

c. OU Directors are responsible for establishing division operating levels and project

authorizations and ensuring that operations are maintained within limits of allocations
issued by the Budget Division.
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d. Specific responsibilities regarding operating budgets and administrative control of
funds are given in Appendix A.

8.04.05

DEFINITIONS

a. Allocation - At NIST, approval by the Director for OU Directors to incur obligations
up to a set level of funding. The sum total of allocations must equal the apportionment.
Suballocations or operating levels to division chiefs are established by the OU Directors
consistent with the programmatic distribution of funds appropriated by the Congress and
quarterly apportionments approved by OMB.

b. Allotment - An administrative subdivision of appropriated funds below the
apportionment level. Allotments are used by the head of an agency to delegate to agency
employees authority to incur obligations within a specified amount pursuant to an OMB
apportionment or other statutory authority.

c. Antideficiency Act - Refers to 31 U.S.C. 1341 and related sections, which make it a
violation of law for an agency to incur obligations or make expenditures in excess of an
appropriation or apportionment or in advance of an appropriation.

d. Apportionment - A distribution made by OMB of amounts available for obligation in
an appropriation or fund account into amounts available for specified time periods,
programs, activities and/or objects. The amounts so apportioned limit the obligations that
may be incurred.

e. Appropriation - Enacted legislation providing authority to incur obligations and to
make payments out of the Treasury for specified purposes during a specified period of
time. See Subchapter 8.03, Budget Formulation.

f. Budget Authority - Authority provided by law which permits government agencies to
enter into financial obligations requiring either immediate or future cash disbursements.

g. Deferral - An action or inaction that temporarily withholds, delays, or precludes the
obligation or expenditure of budget authority. Deferrals may only be for the purposes
authorized by the Antideficiency Act and may not be made for policy reasons. They may
not extend beyond the end of the fiscal year in which the funds are withheld. The
President must advise Congress of proposed deferrals, and either House of Congress may
overturn a deferral by passage of an impoundment resolution.

h. Full-Time Equivalent (FTE) - Total number of hours paid or to be paid in the reporting
year divided by 2080. It is always 2080 hours, even in fiscal years with extra
compensable days.

i. Impoundment - Any action or inaction by the President or a federal agency that delays
or withholds the obligation or expenditure of budget authority provided by the Congress.
There are two categories of impoundments: deferrals and rescissions.
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j. Obligation — A binding agreement (amount of an order placed, contract awarded,
service received, or similar transaction) that will result in cash disbursements, either
immediately or in the future.

k. Operating Budget - Allocation of appropriated funds by budget/program code which is
issued by the Budget Division to heads of OUs and division chiefs.

I. Outlays, Net - Gross payments made to liquidate obligations incurred (cash payments
or issuance of checks) less reimbursements, refunds, and loan repayments received and
credited in the appropriation or fund accounts; the net of disbursements less receipts.

m. Program Code - Coding number assigned to each project to identify the budget
activity, subactivity, line item, and program under which the project is identified (also
referred to as budget/program code).

n. Program Manager - Individual assigned responsibility for developing and presenting
program objectives and plans and monitoring technical and fiscal progress for a particular
NIST-wide program.

0. Program, Project, or Activity (PPA) - major area of work for which funding is
identified in the budget submission (budget subactivities and line items) to Congress or as
provided in the enacted appropriations bill or committee reports accompanying the
appropriations bill.

p. Reapportionment - A revision by OMB of a previous apportionment.

g. Reclassification - Any change in the project budget/program code designation not
involving a change in program objectives.

r. Reprogramming - The shifting of resources within an appropriation account from one
PPA to another to use them for purposes other than those outlined in the budget
justifications or expressed as Congressional intent in the enacted appropriations bill and
committee reports.

s. Rescission - A Presidential request that Congress cancel (rescind) all or part of an
appropriation or available unobligated balances. Generally, amounts proposed for
rescission are withheld for up to 45 calendar days of continuous session while the
Congress considers the proposals. Unless both Houses of the Congress complete action
on a rescission bill within that time period, the budget authority must be made available
for obligation. Congress may also initiate rescissions through its own appropriations
process. Such action occurs for various reasons, including changing priorities, program
terminations, excessive unobligated balances, and program slippage.

t. Reserve - Portions of appropriations, funds, or contract authority set aside for
contingencies or savings. Reserves established by OMB on an apportionment can only be
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released by means of an approved reapportionment. Such reserves must be reported to the
Congress under the provisions of the Impoundment Control Act of 1974.

u. Working Capital Fund - The NIST revolving fund established by Congress in 1950
(see Subchapter 8.07).

8.04.06

APPORTIONMENTS AND REAPPORTIONMENTS

a. 31 U.S.C. 1512 requires that all appropriations be administratively apportioned: (1) to
ensure their obligation at a controlled rate which will prevent deficiencies from arising
before the end of the fiscal year; and (2) to ensure that there is no drastic curtailment of
the activity for which the appropriation is made.

Appropriations are commonly apportioned by quarter, based on estimated obligations to
be incurred each quarter. At the end of each quarter, unobligated balances of
apportionment are available, on a cumulative basis, for obligation in subsequent quarters
without reapportionment unless otherwise specified by OMB. Apportionments also may
be in total by specific programs, projects, activities, objects, or combinations thereof.
The NIST Working Capital Fund was exempted from the apportionment requirement by
OMB in 1975.

b. Preparation and Submission of Schedules - Requests for apportionment of NIST
appropriations are submitted to OMB through the Department on the Apportionment and
Reapportionment Schedule, SF-132, by August 21 of each year or within ten days after
approval of the appropriation act, whichever is later. Financial plans which are consistent
with the subactivity levels presented in the budget are submitted in support of the
schedules (see Section 8.04.09). The Budget Division is responsible for the preparation
and submission of the schedules.

At OMB, apportionment requests are referred to the examiners responsible for the
programs involved, who review requests and the supporting material to arrive at
recommendations on amounts to be apportioned. OMB is required to act on the
apportionment request by September 10, or within 30 days after the approval of the
appropriation act, whichever is later.

A request for reapportionment is submitted as soon as a change in a previous
apportionment becomes necessary due to a change in resources or within ten days after
legislation is passed which changes budget authority.

c. Apportionment Reserves - Reserves may be established by OMB only to provide for
contingencies, or to effect savings whenever savings are made possible by or through
changes in requirements or greater efficiency of operations. Amounts reserved may not
be obligated by the agency but may be released in whole or in part by reapportionment
action by OMB at any time during the year or by Congressional action on proposed
rescissions or deferrals. Reserves must be reported by the President to the Congress as
either a proposed rescission or a proposed deferral. Proposed rescissions must be released
if both Houses of Congress have not completed action on the rescission bill within 45
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days. Proposed deferrals must be released if either House of Congress passes an
impoundment resolution disapproving such proposed deferral.

d. Apportionment Control - The original copy of an approved apportionment is
maintained by the Budget Division. The Budget Division records the apportionment in
the financial management system, Commerce Business System (CBS), in which funds are
controlled at the appropriation level. The Budget Division ensures from its control
records that quarterly OU allocations are within the apportioned amounts. The Finance
Division verifies that obligated balances in the standard general ledger accounts do not
exceed apportioned amounts.

e. Employment and QOutlay Ceilings - OMB may establish ceilings on employment and
issue target outlay ceilings as supplements to the apportionment process. Although
special requirements are imposed by law from time to time, generally OMB ceilings are
applicable as administrative rather than legal limitations, and they are issued on an
agency-wide basis rather than on an individual appropriation basis.

8.04.07

ALLOCATIONS TO OPERATING UNITS

a. Through the Budget Division, the Director assigns total allocations of appropriations,
with quarterly breakdowns by program code, to the OU Directors. The sum of the
allocations may not exceed the quarterly distribution and total appropriation amounts, in
accordance with the provisions of the Antideficiency Act. These allocations constitute
authority for OU Directors to incur obligations or costs within a given amount.

The OU Directors divide their allocations by assigning operating levels to division chiefs
within their OU. In addition, managers of NIST-wide programs provide operating levels
to all organizational units which receive program funding. These operating levels are
further divided into project authorizations by quarter, which are entered into CBS.

The initial allocation is intended to provide for the performance of the primary
responsibilities of the OU throughout the fiscal year. The OU Director is responsible for
conducting the program within the limits of the allocation. In the event that an allocation
is exceeded, the OU Director or division chief directly responsible for the overrun may be
subject to administrative discipline if the circumstances warrant. The statutory penalties
of the Antideficiency Act concerning over-obligation of funds do not apply to the
allocations to the OU Director, except as they affect NIST as a whole. However, it is
important that each OU Director recognize their responsibility to conduct operations
within the allocation.

b. The Budget Division issues revised OU quarterly allocations to reflect changes due to
transfer of funds, distribution of unobligated balances, distribution of additional
appropriations, rescission of funds, and other financing adjustments. The Budget Division
should be informed as soon as possible if it appears that a departure from the quarterly
plan is necessary. A reapportionment may be obtained if the change cannot be
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accommodated within the existing apportionment.

8.04.08

OPERATING BUDGETS

a. Development of Annual Operating Budgets - The base point for developing operating
budgets for appropriated funds for the coming year is the budget as communicated to the
Congress. During the spring of each year, the Budget Division develops for the Director's
approval funding levels for each appropriation by program and OU. These levels are
determined by the timing of Congressional action, but they normally are the House or
Senate Allowance or the level of the previous fiscal year, whichever is lower. These
funding levels are issued to OU Directors prior to the beginning of each fiscal year. OUs
establish project authorizations by quarter that reflect estimated annual spending.

b. Issuance of Operating Budgets - The Budget Division issues operating budgets at OU
and division levels at the start of the fiscal year. Each month, revised operating budgets
are issued to reflect any changes in funding or program levels. OU operating budgets
support the NIST financial plans throughout the year (see Section 8.04.09).

8.04.09

FUNDS CONTROL AND REPORTING

a. 31 U.S.C. 3512 specifies that agency heads are responsible for establishing and
maintaining accounting and internal control systems that provide reliable accounting for
agency activities that will be the basis for preparing and supporting the agency budget
request and for executing the agency budget.

Reports generated from the financial management system reflecting financial status are
used by NIST management to maintain obligations within authorized levels and to
comply with any restrictions included in appropriations acts. Managers must reconcile
any locally-maintained records to the official accounting records in CBS.

NIST-wide year-end analyses are performed to ensure that all transactions affecting the
appropriation and fund balances have been recorded properly, accurately, completely,
and on a timely basis. All estimated obligations are reviewed for reasonableness and
appropriateness, and adjustments are made as necessary.

b. External Reporting Requirements - The OMB and DoC systems for control of funds
require periodic reporting against approved plans to evaluate progress and detect early
deviations from approved plans.

The Finance Division prepares a quarterly Report on Budget Execution, SF-133, and an
annual Year End Closing Statement, FMS 2108, for each NIST appropriation or fund
account that are submitted to Treasury via the Federal Agencies’ Centralized Trial
Balance System (FACTS Il). The Budget Division reviews the SF-133s and advises the
Finance Division of their concurrence prior to transmittal. Certified copies are also
provided to the DoC Office of Financial Management and DoC Office of Budget.

The Budget Division prepares the following for submission to the Department and OMB:

(1) Qutlay plans by appropriation by month. Revisions to the initial plan and reports of
actual outlays are required during the year.
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(2) Financial plans of obligations by appropriation by budget subactivity by month.

(3) Staffing plans showing FTE and onboard staffing estimates by month for NIST in
total.

Revisions to the financial and staffing plans may be made to reflect changes in OMB
ceilings, approved reprogramming, or changes which require reapportionment of funds.
Reports against the financial and staffing plans are submitted monthly to DoC by the
Budget Division. Variances of more than ten percent from the budget subactivity plan
must be explained. Affected OU management and program managers will be asked to
provide supporting information.

8.04.10

REPROGRAMMING

a. Reprogramming is the technical term applied to the transfer of funds and associated
positions between programs, projects, or activities (budget subactivities or line items)
which results in a change in the resources for a PPA from that reflected within the
Congressionally approved budget for the current fiscal year. In addition, it includes:

(1) Proposals to use apportionment reserves or unobligated balances available from prior-
year appropriations for purposes other than those for which they were appropriated; and

(2) Significant changes in program direction or output (without transfer of funds) from
those justified in the budget.

b. As specified in the General Provisions of the annual Appropriations Act, proposed
reprogramming actions which equal or exceed $750,000 or ten percent of a PPA require
Congressional approval. The Budget Division is responsible for submitting external
notifications of reprogramming to DoC, OMB, and Congress in the required formats
before the reprogramming is effected. Congress has 15 days to respond to a
reprogramming notification.

c. OU Directors may propose a reprogramming action (both within and exceeding the
NIST statutory limitations) for consideration by the Director. The request should be sent
to the Director through the Budget Officer and must include a justification of the
reprogramming and details of the resources involved.

8.04.11

DISPOSITION OF END-OF-YEAR UNOBLIGATED BALANCES AND OVER- AND
UNDER-ACCRUAL OF PRIOR-YEAR OBLIGATIONS

a. All recorded obligations against NIST appropriations are financed from funds
authorized by the Director. Until the obligations are liquidated (paid) or cancelled, these
obligations and authorizations are carried forward and identified with the fiscal year of
obligation. Since NIST appropriations are "no-year appropriations,” which means that
obligations may be incurred beyond the end of the fiscal year for which the appropriation

Effective Date: 9/8/06



Subchapter 8.04
Appropriated Funds

was made, the following procedures have been established to ensure the effective and
timely utilization of all funds, consistent with program plans.

b. End-of-Year Unobligated Balances - For the Scientific and Technical Research
Services appropriation, each OU may retain for use in the following fiscal year
unobligated balances of up to one-half of one percent of its total budgetary resources.

An OU may request the Director's approval to retain additional balances when
circumstances warrant (for example, a large increase which was not apportioned until too
late in the year to be fully obligated). The justification in support of the request must be
specific as to the programs, contracts, projects, and affected milestones for which
carryover is needed. Specific instructions for such requests are issued by the Budget
Division during the fourth quarter of the fiscal year.

Unobligated balances in the Construction of Research Facilities and Industrial
Technology Services appropriations are authorized in total to the program managers,
once they are apportioned by OMB.

c. Over- and Under-Accrual of Prior-Year Obligations - Unliquidated obligations do not
always accrue for exactly the same amount as the original obligation. In the case of
obligations that were made in prior years, this may result in unbilled costs, which must be
covered, or may result in excess balances.

Changes in prior-year payments and obligations are monitored throughout the year by the
Budget Division and the Finance Division. Generally, they are summarized by OU and
program code at the end of the fiscal year, and balances will be added to carryover
allocations or deficits will be netted against budgetary resources. If a particular
organizational unit shows a pattern of consistent or large prior-year deficits, the
transactions are reviewed and corrective action, if necessary, is recommended to NIST
management.

In unusual circumstances, when a prior-year recovery becomes available and is needed
during the current fiscal year, the OU may request by memorandum to the Budget
Division that the balance be made available in the current fiscal year. The amount should
be at least $10,000, and the memorandum should supply sufficient justification as to (1)
why the funds were deobligated and (2) why the funds are needed in the current fiscal
year. The Budget Division may return the funds to the requesting division only if the
apportionment will not be exceeded and if year-to-date OU and NIST recovery levels are
sufficient to permit such an allocation.

8.04.12
REVIEW AND EVALUATION

a. Within the Department, the Office of the Inspector General and offices under the Chief
Financial Officer have joint responsibilities for evaluating the program and financial
performance of the bureaus and offices. The Office of the Inspector General conducts
centralized management audits of the operating, administrative, and financial activities of
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all organizational units, and of selected claims, costs, cost proposals, and cost and pricing
data arising from contracts, grants, subsidies, and loans or other similar agreements
entered into or proposed by bureaus of the Department. The offices under the DoC CFO
conduct program studies and analyses, prepare reports on program and fiscal status, and
perform assessments of internal controls over reporting.

b. The Government Accountability Office (GAO) conducts independent audits of the
operations of the Department. GAO serves as the chief administrative arm of the
Congress to ensure that laws relating to program management and financial operations of
the government are being properly observed. GAO reports directly to the Congress on its
findings.

8.04.13

REFERENCES

Regulations governing management of appropriated funds include:
Title 31 of the United States Code (Money and Finance), specifically:
--Sections 1341-1342, 1349-1351, 1511-1519

--Sections 1101, 1104-1108, 3324

--Sections 1501-1502

2 U.S.C. 681-688 (Title X of P.L. 93-344, The Impoundment Control Act of 1974)
The following are the provisions of additional pertinent statutes and OMB and DoC
guidance relating to management of appropriated funds.

a. 31 U.S.C. 1301 limits the purpose for which funds may be spent. It states that
"Appropriations shall be applied only to the objects for which the appropriations were
made except as otherwise provided by law."

b. The Antideficiency Act requires that all appropriations be apportioned to prevent
obligations or expenditures in a manner which would necessitate deficiency
appropriations, and requires a review by OMB at least four times a year of
apportionments and reserves, including a determination as to whether reserves should be
established, modified, or released [31 U.S.C. 1512]; provides that financial
apportionments are made by the President (Director of OMB) [31 U.S.C. 1513(b)(1)];
and provides that obligations or expenditures are not to be incurred or authorized in
excess of such apportionments or reapportionments [31 U.S.C. 1517(a)].

c. 31 U.S.C. 1108(b)(1) prescribes the use of cost-based budgets in administrative
subdivision of appropriations and funds and their use in administration and operation.

d. 31 U.S.C. 1501(a) sets forth the legal definition of an obligation and provides that no
amount be recorded as an obligation unless it is supported by documentary evidence.

e. 31 U.S.C. 1112(e) requires consistency in accounting and budget classifications,

synchronization between such classifications and organizational structure, and support of
budget justifications by information on performance and program costs.
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f. Federal Managers’ Financial Integrity Act (FMFIA) of 1982 provides the statutory
basis for management’s responsibility for and assessment of internal financial controls.

g. OMB Circular A-11, Preparation, Submission, and Execution of the Budget, provides
instructions on financial plans, apportionments, reapportionments, deferrals, proposed
and enacted rescissions, systems for administrative control of funds, allotments, operating
budgets, reports on budget execution, and reports on violations of the Antideficiency Act.

h. OMB Circular A-123, Management Accountability and Control, requires agency
management to assess, document, and report on internal controls over financial reporting.

i. The DoC Accounting Principles and Standards Handbook prescribes accounting
principles and standards to be followed within the Department in the design and
operation of accounting systems, and it provides specific accounting principles and
standards against which financial management and accounting systems can be evaluated
and improved.

j. The DoC Budget and Program Analysis Handbook contains policies and procedures
governing the preparation and justification of the Department’s budgets and the
information and analysis necessary to meet the Secretary’s responsibilities for managing
the budget.

k. Each fiscal year, the enacted Appropriations bill includes provisions that specifically
address for that year the funding available for obligation and transfer to the NIST
Working Capital Fund, reprogramming and other constraints, and additional reporting
requirements.
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APPENDIX A

REQUIREMENTS UNDER THE ANTIDEFICIENCY ACT

The Antideficiency Act prescribes the legal requirements relating to apportionments,
reapportionments, allotments, and expenditure controls, the fixing of responsibility and
discipline for violation of such controls, and related reports. It states that ""An officer or
employee of the United States Government ... may not (a) make or authorize an
expenditure or obligation exceeding an amount available in an appropriation ... or (b)
involve ... Government in a contract or obligation for the payment of money before an
appropriation is made ...." [31 U.S.C. 1341(a)(1)]. The Act also requires that certain
appropriations be apportioned by months, calendar quarters, or other time periods or by
activities, functions, projects, or objects in order to prevent over-obligation and to
achieve effective and economical use of appropriations [31 U.S.C. 1512(b)(1)].

1. Violations

The following are reportable violations of the Antideficiency Act:

a. To make or authorize an expenditure from or create or authorize an obligation under
any appropriation or fund in excess of the amount available therein [31 U.S.C. 1341(a)];

b. To authorize or create an obligation or make an expenditure in excess of an
apportionment, reapportionment, or allotment [31 U.S.C. 1517(a)];

c. To incur an obligation for payment of money for any purpose in advance of
appropriations made for such purpose [31 U.S.C. 1341(a)]; and

d. To accept voluntary services for the government or to employ personal services
exceeding that authorized by law, except for emergencies involving the safety of human
life or the protection of property [31 U.S.C. 1342].

2. Reports to the NIST Director

The Chief of the Finance Division is responsible for reporting in writing to the Director
any over-obligation of an appropriation, apportionment, reapportionment, or allotment as
disclosed by the accounting reports. This is done after consultation with the NIST CFO,
the Budget Officer, and the NIST Deputy Director to determine and review all pertinent
facts.

3. Reports to the Secretary of Commerce

The Director promptly reports all violations of the Antideficiency Act to the Secretary of
Commerce through the DoC CFO. The report must be in the format and detail required
by OMB Circular A-11, except that the report only recommends the administrative
discipline to be imposed or other action to be taken with respect to the violator.

4. Administrative Discipline

The Secretary, or the Secretary's designee, determines the appropriate administrative
discipline for violation of the Act and advises the NIST Director, who is responsible for
administering the discipline. Statutory penalties for violations of the Antideficiency Act
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are provided in 31 U.S.C. 1349(a), 1350, 1518, and 1519. When circumstances warrant,
appropriate administrative discipline includes but is not limited to suspension from duty
without pay or removal. Criminal penalties for knowing and willful violation include a
fine of not more than $5,000, imprisonment for not more than two years, or both.

5. Reports to the President and Congress

The Secretary reports information on Antideficiency Act violations to the President,
through the Director of OMB, and to the presiding officer of each House of Congress in
the format and detail required by OMB Circular A-11.
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8.09.01

PURPOSE

This subchapter identifies activities which may be financed from: (1) gifts and bequests; (2)
proceeds from their sale; or (3) income therefrom. Procedures for obtaining approvals and
reimbursements are provided in Appendix A.

8.09.02
SCOPE
The procedures outlined in this subchapter apply to NIST-Gaithersburg and NIST-Boulder.

8.09.03

POLICY

Unrestricted or undesignated gifts (interest, donated funds, etc.) and gifts specifically designated
for entertainment may be spent for entertainment purposes only when the expenditure aids or
facilitates the work of NIST. Comptroller General Decisions B-142538 (February 8, 1961) and
46 CG 379 require that the justification must describe how the entertainment furthers the mission
of NIST and how the NIST mission could not be accomplished as satisfactorily or as effectively
without the expenditure. Approvals for the use of donated funds to cover expenses for
entertainment are based on an administrative determination of necessity rather than desirability.
The NIST Director may limit the activities approved based on availability of funds.

a. Entertainment costs must be charged to the special NIST-wide gift cost center. Any employee
making unauthorized charges or charging entertainment to other cost centers is held liable for
such charges and is required to pay the entertainment costs from personal funds.



b. Entertainment may be approved only if given for counterpart foreign dignitaries or officials
and distinguished U.S. citizens who are involved in activities of specific, and not merely general,
interest to NIST.

c. Authorization for use of the gift fund is primarily limited for use by the Visiting Committee on
Advanced Technology and equivalent-level functions when authorized by the NIST Director.

d. Gift funds may be used to pay for meals, refreshments, or entertainment for all attendees only
for those affairs where the attendance is predominantly distinguished visitors and the expenditure
is approved by the Financial Operations Division.

e. Examples of activities for which entertainment expenditures may not be authorized are as
follows:

(1) Entertainment to cultivate cordial relations, to manifest goodwill, or to reciprocate in kind
hospitality extended by others to NIST employees;

(2) Conferences for which registration fees are levied;
(3) Entertainment for NIST employees and others (including guest researchers, Research
Associates, visiting scientists/fellows, and summer employees) at functions such as award

ceremonies, retirements, separations, orientations, social events, and work sessions;

(4) Meetings or conferences with employees of sponsoring government or private organizations
to discuss currently sponsored, proposed, or completed work;

(5) Activities that could be construed as lobbying;

(6) Activities which could be embarrassing to the Secretary of Commerce;

(7) Printing of holiday or other greeting cards and business cards; and

(8) Payment for any alcoholic beverages.

8.09.04

DELEGATION OF AUTHORITY

Authority to approve the expenditure of gift funds for official entertainment has been delegated

as follows:

a. For an amount exceeding $1,000 on any one occasion, prior approval of the DoC Chief
Financial Officer and Assistant Secretary for Administration is required.

b. For an amount $1,000 or less on any one occasion, approval of the NIST Director is required.

8.09.05
RESPONSIBILITIES



a. The official who initiates the entertainment makes the initial determination that the request for
approval of entertainment expenditures conforms with the policy stated in Section 8.09.03.

b. The Director, Office of International and Academic Affairs, certifies that foreign visitors are
appropriate NIST counterparts for entertainment of foreign visitors.

c. The Deputy Chief Financial Officer/Financial Operations Division:

(1) Reviews requests for official entertainment expenditures;

(2) Ascertains whether sufficient funds are available;

(3) Determines whether requests are allowable under NIST guidelines;

(4) Forwards requests that meet the requirements to the Office of the Director; and
(5) Returns requests that do not meet requirements to the originating OU.

d. Staff making expenditures for official entertainment are responsible for:

(1) Obtaining a copy of the approval,

(2) Ensuring compliance with the approved request; and

(3) Attaching copies of the receipts and the approval to the document which requests
reimbursement or accounts for any advance of funds obtained for the occasion.

8.09.06

REFERENCES

a. DAO 203-9, Gifts and Bequests.

b. DAO 203-10, Official Entertainment and Representation Authorizations.

c. Subchapter 8.10, Gifts and Bequests.



APPENDIX A

ENTERTAINMENT EXPENDITURES AND REIMBURSEMENTS

1. Requesting Approval for Expenditures

a. For requests involving expenditures exceeding $1,000 - The requesting OU prepares Form
CD-464, Request for Authorization by Primary Operating Unit for Official Entertainment, for the
NIST Director's signature. The requester forwards Form CD-464 (four copies) to the Deputy
Chief Financial Officer/Financial Operations Division through the OU office (and the Office of
International and Academic Affairs if foreign visitors are involved) for concurrence. The
Financial Operations Division reviews the request and forwards it to the NIST Director.

b. For requests involving expenditures of $1,000 or less - The requesting OU prepares Form
NIST-1099, Request for Authorization of Official Entertainment, and forwards Form NIST-1099
to the Financial Operations Division through the appropriate OU office (and the Office of
International and Academic Affairs if foreign visitors are involved) for concurrence. The
Financial Operations Division reviews the request and forwards it to the NIST Director.

The Office of the Director notifies the OU office of the approval or disapproval of the request.

2. Content and Timing of Request

The request for approval of expenditures must:

a. State the nature of the entertainment for which approval is requested, its planned location,
dates, number of persons invited, their titles or positions held, organizations they represent, and
the reasons why such entertainment is being proposed, i.e., how it will aid or facilitate the work
of NIST (see Section 8.09.03);

b. Provide details of the estimated cost of the proposed entertainment including other associated
expenses; and

c. Be forwarded to the NIST Director through the Deputy Chief Financial Officer/Financial
Operations Division according to the following schedule:

(1) For requests involving expenditures exceeding $1,000, not less than three weeks in advance
of the event (These requests must reach the DoC Chief Financial Officer and Assistant Secretary
for Administration at least two weeks in advance of the event and are returned to the NIST
originator without action if they cannot be processed through NIST in an orderly manner to meet
that deadline.); or



(2) For requests involving expenditures of $1,000 or less, five days in advance of the event.

3. Reimbursement of Entertainment Costs

a. When the NIST cafeteria serves meals or refreshments, it accepts from the host an approved
Form NIST-1099. The NIST cafeteria submits the bill for the cost of the food served to the
Financial Operations Division.

b. If meals or refreshments are to be provided at a restaurant on credit, the host must ask the
manager, in advance, whether the restaurant will accept Form CD-435, Procurement Request.
The host must submit Form CD-435 to the Purchasing Office for procurement action and
handcarries the approved Form CD-435 to the restaurant. The restaurant must then submit a
detailed bill to the Financial Operations Division.

c. If the host pays out-of-pocket or with a personal credit card, the host is reimbursed by
submitting the approved request, with receipts attached, to the Imprest Fund cashier through the
Financial Operations Division. Receipts are required for each expenditure over $25.

d. Vouchers supporting expenditures shall include: (1) a copy of the approved request as
specified in 1. above; or (2) a copy of the approved Form CD-210, Record Of Gift Or Bequest,
as prescribed in Subchapter 8.10, Appendix A, when the gift was designated for specific
entertainment.

e. If the host wants a cash advance of up to $500, the host submits an approved entertainment
request to the Imprest Fund cashier through the Financial Operations Division. The expenditures
are then reconciled by submitting receipts to the cashier within five working days.
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8.10.01

PURPOSE

This subchapter implements at NIST, Department Administrative Order (DAQO) 203-9 concerning the acceptance,
use, and reporting of gifts and bequests made to the Department.

8.10.02

SCOPE

a. The procedures outlined in this subchapter apply to NIST-Gaithersburg and NIST-Boulder.
b. This subchapter does not apply to:

(1) Payment and acceptance of contributions, awards, or other expenses for training under Section 19 of the
Government Employees Training Act of 1958 as amended (see DAO 202-410, Employee Development);

(2) Donation of personal services by individuals on a gratuitous or cooperative basis for advisory or other
purposes;

(3) Contributions of funds, property, and services made and accepted pursuant to the Mutual Education and
Cultural Exchange Act of 1961 as amended; and

(4) Transfers of funds to NIST from other federal agencies and direct payment of NIST employee travel expenses
by other federal agencies.

8.10.03



POLICY
a. A gift may be accepted if the gift meets the following conditions:

(1) Itis expected to aid or facilitate some part or aspect of the work of NIST or the Department;

(2) 1t would not involve in substance, or have the appearance of involving, personal benefit to an employee for or
in contemplation of services to the donor;

(3) Its acceptance would not tend to result in public misunderstanding concerning the ability of a NIST employee
to carry out official duties in a fair, independent, impartial, or objective manner; and

(4) Its acceptance would not reasonably be expected to result in impeding or otherwise impairing government
efficiency or economy.

b. The gift or bequest should be free from restrictions, limitations, or control by the donor. A gift may be made for a
particular investigation, development, or line of research, provided that the work to be performed is of a type which
falls within the authorized functions of NIST. In addition, a gift may be made for purposes of official entertainment.

c. Gifts of money or property, other than for official entertainment, including the proceeds and income thereof,
designated as to purpose are assigned to the Operating Unit (OU) concerned and are used as nearly as possible in
accordance with the terms of the respective gift.

d. Gifts undesignated as to purpose are assigned to the Office of the Director. These funds may be used for official
entertainment or for any other activities approved by the Director which fall within the authorized functions of NIST.
Requests for use of such gifts for entertainment are made in accordance with Subchapter 8.09.

e. Gifts designated specifically for official entertainment are assigned to the Office of the Director and administered
in accordance with Subchapter 8.09.

f. Employees should not accept for personal use gifts of cash or property offered for the performance of official
duties.

g. Policies and procedures for acceptance of assistance-in-kind are detailed in Appendix B.
8.10.04
DELEGATION OF AUTHORITY

Prior approval by the following officials must be obtained before a gift can be accepted:

a. Secretary of Commerce - Gifts valued in excess of $25,000.

b. Assistant Secretary for Administration

(1) Real property or interest therein, regardless of value;

(2) Gifts for work of the Department of Commerce in general, rather specifically for NIST, or if the gift is made
specifically for NIST and other Commerce bureaus, regardless of the amount;

(3) Gifts for activities not part of regular NIST programs, or which specify particular requirements as to deposit,
investment, or management of fund, or which may require more than incidental expenditures for administration and
use, or which otherwise may involve unusual conditions; and

(4) Gifts in excess of $100 for official entertainment.

c. NIST Director - Gifts of $100 or less designated specifically for entertainment. (This authority cannot be



redelegated.)

d. Deputy Chief Financial Officer/Chief, Finance Division - Gifts not subject to prior approval of the Office of the
Secretary or the Director, but subject to technical review by the division chief.

e. An individual employee may not accept for NIST honoraria or royalties for approved official activities.
Any employee offered a royalty for editing or writing a publication should contact the Office of the Deputy Chief
Counsel to ensure that an appropriate agreement for such services is executed prior to performing the work.

8.10.05

RESPONSIBILITIES

a. For gifts and bequests, the OU prepares (except as indicated in paragraphs c. and d. below)

Form CD-210, Record of Gift or Bequest, which is used to obtain required approvals. Assistance-in-kind is
specifically authorized in travel orders or administratively approved in travel vouchers. In all cases, the traveler
reports the details of the receipt of assistance-in-kind on Form CD-210, Record of Gift or Bequest, a copy of which
must accompany the travel voucher. Assistance-in-kind must be approved in advance. Exceptions may be made in
extenuating circumstances and are approved on a case-by-case basis.

b. OUs receiving a gift offer notify the following so that required approvals may be obtained:
(1) Deputy Chief Financial Officer/Finance Division for offers of money;
(2) Acquisition and Assistance Division (AAD) for offers of property or equipment;
c. For offers of real property, the Plant Division prepares and forwards Form CD-210 to the Finance Division.

d. AAD prepares Form CD-210 for gifts of equipment and other personal property and forwards Form CD-210 to the
Finance Division.

The organizational units mentioned above are also responsible for determining the value at which the donations are
to be recorded.

8.10.06

PROCEDURES

a. Advance approvals required under Section 8.10.04 are obtained by the Finance Division using Form CD-210 after
notification from OUs as specified in paragraph 8.10.05b.

(1) For gifts requiring Secretarial approval, the Finance Division:

(a) Prepares original and two copies of Form CD-210 for money, original and three copies of Form CD-210 for
real and personal property;

(b) Routes original Form CD-210 to the Office of the Secretary through the NIST Deputy Chief Financial
Officer and the Office of the Director, and

(c) After Secretarial approval, enters the accounting data on all copies of Form CD-210. (If property is
involved, the original Form CD-210 is sent to the Plant Division or AAD as appropriate, and a copy is retained in the
Finance Division.)

(2) For gifts for entertainment requiring the NIST Director’s approval, the Finance Division prepares an original
and three copies of Form CD-210 and forwards to the NIST Deputy Chief Financial Officer and Director for
approval.



(3) For gifts not requiring approval by the Secretary or the Director, excluding honoraria and royalties, the Finance
Division prepares an original and two copies of Form CD-210 and obtains required signatures, including the NIST
Deputy Chief Financial Officer.

See Appendix A for a summary of approvals required.

b. Employees must not accept cash gifts under any circumstances. If cash is offered, the donor should be requested
to make out a check or equivalent instrument payable to the National Institute of Standards and Technology. If a
check or other instrument is made payable to the individual, it should be immediately endorsed to NIST, in the
presence of the donor if practical, and forwarded to the Finance Division with Form NIST-776A, Transmittal Sheet
for Cash Collections. The Finance Division issues Form NIST-110, Receipt for Monies Received by NIST from
NIST Employee, to employees who receive payment for travel on official business, etc.

The original Form NIST-110 is to be attached to the employee’s federal income tax return; a copy should be retained
for their records. The monies involved should not be reported as income. Since the organization which made the
payment may report it as income to the employee, attaching the receipt to the income tax return prevents inquiry
from the Internal Revenue Service.

c. Employees may not accept personal gifts of property for the performance of official duties. The donor should be
asked to title such property to the National Institute of Standards and Technology. If this is not feasible, the
employee should transfer the property to NIST as soon as possible.

8.10.07

ACKNOWLEDGMENT OF GIFTS

All gifts should be appropriately acknowledged in writing. Except for monies, the acknowledgment shall not make
reference to the value of the property/equipment received.

a. Initial Gift of $1,000 or More - The OU Director sends a letter to acknowledge the gift. For unusual gifts, the
letter may be prepared for the NIST Director’s signature.

b. Subsequent Gifts from Same Donor for Same Purpose or Gifts for Less than $1,000 - The Chief, Finance Division
prepares and signs the letter subject to technical review by the appropriate OUs.

c. Miscellaneous Honoraria and Royalties - Individuals concerned should acknowledge as appropriate.

8.10.08
CONTROL AND REPORTING REQUIREMENTS
The following controls, reports, and records are to be maintained:

a. For gifts of accountable equipment received from nonfederal sources, AAD identifies donated equipment in the
inventory records by placing the letter “G” following the inventory number on the inventory card. This identification
ensures that proceeds from the disposal of gift equipment are retained in the Working Capital Fund (WCF).

b. The Finance Division:

(1) Records property, materials, and equipment in separate general ledger accounts and tracks them in separate
property subsidiary ledgers;

(2) Deposits cash gifts in the appropriate receipt accounts using the NIST station symbol:

8501.1 Gifts and Bequests, Commerce
8501.2 Income on Investments, Gifts and Bequests, Commerce



(3) Uses the station symbol and the expenditure account symbol 13x8501, Gifts and Bequests- Commerce, when
preparing vouchers to reimburse the WCF for costs incurred in gift cost centers; and

(4) Prepares and submits to DoC on a quarterly basis Standard Form (SF)-133, Report on Budget Execution.

(5) Prepares and submits to DoC on a fiscal year-end basis, a report showing the number, sources, nature, purpose,
and amount of gifts and bequests; the nature and purpose of expenditures; and the annual investment income for the
Gift Fund.

8.10.09

REFERENCES

a. DAO 203-9, Gifts and Bequests, which prescribes policies and procedures for accepting gifts and bequests to the
Department of Commerce.

b. DAO 203-10, Official Entertainment and Representation Authorizations, which prescribes general guidelines for
expenditures of funds for official entertainment and representation.

c. Subchapter 8.09, Official Entertainment.



APPENDIX A

REQUIRED APPROVALS FOR GIFTS AND BEQUESTS

Nature of Gift Prior Approval Approval Procedures
1. Valued in excess of $25,000. Secretary of Commerce Finance Division prepares Form CD-210,

Record of Gift or Bequest, in triplicate and
sends original to the Chief Financial Officer
and Assistant Secretary for Administration
through the NIST Director for
Administration and Chief Financial Officer
and the Office of the Director.

2. Real property or interest Assistant Secretary for Plant Division (at Boulder, Technical
therein regardless of the value. Administration Services Division) prepares Form CD-210

in four copies and submits to the Finance
Division which sends original to the Chief
Financial Officer and Assistant Secretary
for Administration through the NIST
Director for Administration and Chief
Financial Officer and Office of the Director.
After approval, the NIST Deputy Chief
Financial Officer/ Finance Division sends
original to the Plant Division for Real
Property records.

3. For work of DoC in general, Chief Financial Officer and Same as 1. above.
rather than specifically for Assistant Secretary for
NIST, or if the gift is made Administration

specifically for NIST and other
Commerce bureaus, regardless
of the amount.

4.  For activities not part of Chief Financial Officer and Same as 1. above.
regular NIST programs, or Assistant Secretary for
which specify particular Administration

requirements as to deposit,
investment, or management of
fund, or which may require
more than incidental
expenditures for administration
and use, or which otherwise
may involve unusual
conditions.
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Nature of Gift

In excess of $100 for official
entertainment (see Subchapter
8.09).

Prior Approval

Chief Financial Officer and
Assistant Secretary for
Administration

Approval Procedures

Same as 1. above, except four copies are
required. Form CD-210 must show
purpose, occasion, dates, and persons to be
entertained if known at time gift is offered.
Furnish approved copy to requesting
organizational unit for attachment to
reimbursement request.

$100 or less for official
entertainment (see Subchapter
8.09).

Director (cannot be redelegated)

Finance Division prepares Form CD-210 in
four copies showing information as in 5.
above. Original to the Office of the
Director for approval via the Deputy Chief
Financial Officer. One copy to requesting
organizational unit for attachment to
reimbursement request.

Valued at $25,000 or less and
not involving gifts of types
listed above.

Finance Division subject to
technical review by the Director for
Administration and Chief Financial
Officer and OU Director for gifts in
excess of $1,000 and review by
division chief for gifts of $1,000 or
less.

Finance Division prepares Form CD-210.

For equipment or materials, the Acquisition
and Assistance Division prepares Form CD-
210 in four copies and forwards all copies
to the Deputy Chief Financial
Officer/Finance Division. Original is
returned for filing in the Acquisition and
Assistance Division.




APPENDIX B

ACCEPTANCE OF ASSISTANCE-IN-KIND FROM DOMESTIC AND FOREIGN SOURCES

A summary list of “DOs and DON’Ts” for the acceptance of assistance-in-kind appears at the end of this appendix.
1. Policies

a. The authority to accept gifts in the form of prepaid tickets, lodging, meals, conference fees, or other assistance-
in-kind is limited to NIST as an organization and cannot be extended to an employee. NIST may only accept
assistance-in-kind with respect to attendance of an employee at a meeting or similar function relating to the official
duties of the employee.

b. NIST may only accept assistance-in-kind for NIST employees or for experts or consultants appointed under
5 U.S.C. § 3109. NIST is prohibited from accepting assistance in kind for contractors, whose services are received
under procurement laws, and for Guest Researchers, foreign or domestic.

c. Payment of employee travel expenses by other federal agencies is not assistance-in-kind and should not be
reported on Form CD-210, Record of Gift or Bequest.

d. Under no circumstances may a NIST employee accept a gift in the form of cash. If items received as assistance-
in-kind are not paid for directly by the sponsor, the transaction should be completed as a reimbursement to NIST.

e. Assistance-in-kind may not be accepted from private, for profit sources, from any foreign institution with which
NIST is negotiating an agreement, or from any entity which is a grantee, contractor, or cooperative agreement
partner with NIST. To identify donors with which there may be a conflict of interest, access the “vetting” checklist
at: http://www-i.nist.gov/admin/mo/adman/aikvetting.html. (OU Senior Management Advisors are responsible for
informing the Senior Management Advisor/Office of the Director, NIST, of any changes needed in this checklist.)

f. The Operating Unit (OU) Director retains the authority to approve the acceptance of assistance-in-kind for any
employee of their OU and may not delegate this authority. Assistance-in-kind for OU Directors may only be
accepted by the Deputy Director of NIST. The Senior Management Advisor/Office of the Director, NIST, reviews
the acceptance of assistance-in-kind and advises the OU Director on same.

g. In the case of foreign sources, the Director, Office of International and Academic Affairs (OIAA), reviews the
particular country and institution for consistency with current government policy.

h. Employees are encouraged to contact the Counsel for NIST and/or OIAA if special circumstances exist or
additional guidance is needed regarding the appropriateness of accepting assistance-in-kind from a domestic or
foreign source.

2. Procedures

NOTES: (1) Prior to implementing the following procedures, refer to paragraph 1.e. above, and if the source is not
obviously prohibited, complete the required vetting process. (2) Whenever possible, Form CD-210 or Form CD-342
should contain the actual, itemized amount of the gift from the sponsor as opposed to estimates of the gift based on
government per diem rates.

a. Domestic Sources - If a NIST employee receives an invitation from a domestic source offering assistance-in-
kind, the employee must submit a completed Form CD-210, Record of Gift or Bequest; a copy of the letter, e-mail,
or other communication documenting the invitation; and a completed Form CD-29, Travel Order, through: (1) line
management as prescribed by the OU; (2) the Senior Management Advisor/Office of the Director, NIST; and (3) the
Finance Division. On Form CD-210, the OU Director signs in Block 5 and the Senior Management Advisor/Office
of the Director, NIST, signs in the COMMENTS section of Block 5. The OU must submit this information to the




Senior Management Advisor/Office of the Director, NIST, at least one week prior to the departure date of the travel.

b. Foreign Sources - If a NIST employee receives an invitation from a foreign source offering assistance-in-kind, the
employee must submit a completed Form CD-210, Record of Gift of Bequest, or Form CD-342, Record of Gift From
a Foreign Government; a copy of the letter, e-mail, or other communication documenting the invitation; and a
completed Form CD-29, Travel Order, through: (1) line management as prescribed by the OU; (2) the Senior
Management Advisor/Office of the Director, NIST; (3) the Director/OIAA, and (4) the Finance Division. On Form
CD-210, the OU Director signs in Block 5 and the Senior Management Advisor/Office of the Director, NIST, and
the Director/OlAA sign in the COMMENTS section of Block 5. On Form CD-342, the OU Director signs in Block
6 and the Senior Management Advisor/Office of the Director, NIST, and the Director/OIAA sign in the
COMMENTS section of Block 6. The OU must submit the required information to the Senior Management
Advisor/Office of the Director, NIST, at least three weeks prior to the departure date of the travel.

c. On occasion, a NIST staff member may not have been aware in advance that assistance-in-kind was to be offered.
In such cases, the gift may be accepted if the conditions in paragraph 1. above are met. Within fifteen working days
after the traveler’s return, the appropriate paperwork must be completed and submitted in accordance with paragraph
a. or b., as appropriate. The package must include a memorandum explaining the circumstances under which the gift
was offered and a justification for not having had it approved in advance.

DOs AND DON’Ts

DOs:

DO submit AIKs on the proper form.

DO submit AIK forms as early as possible to allow for processing time.

DO include actual, itemized figures for the travel gift, rather than estimates based on government per diem rates.

DO feel free to accept gifts of $20 or less ($50 annually) from any source at any time. Such nominal gifts are not
considered AIK and do not require an AIK form.

DO accept waiver of conference fees on days when speaking at an event, as well as any food and entertainment
provided to attendees as part of the event. These are not considered AlK and do not require an AIK form.

DO determine whether the foreign institution from which a gift is received is a government entity. Foreign
universities are often considered to be governmental for these purposes.

DO be aware of whether the foreign institution or country where traveling has politically sensitive issues with NIST.

DO contact the Counsel for NIST for additional guidance as needed.

DON’Ts

DO NOT accept AIK from any current or imminent grantee, contractor, or cooperative agreement partner of NIST.
DO NOT accept AIK from any for-profit entities.

DO NOT accept cash gifts under any circumstances. Also, checks should be made payable to NIST and not to
individual travelers.
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8.11.01
PURPOSE
This subchapter states policies for: financing the acquisition of equipment; determining whether to
purchase or lease the equipment; recording costs for manufacture of equipment; acquiring and financing
computer software; and making loan repayments on Working Capital Fund (WCF) Invested Equipment
(IE). See Subchapter 7.01 for information on equipment accountability and control.
8.11.02
SCOPE
This subchapter applies to NIST-Gaithersburg and NIST-Boulder.
8.11.03
LEGAL AUTHORITY
NIST can retain net earnings in the WCF to restore prior losses and to ensure the availability of capital

necessary to replace equipment and inventories. In addition, NIST may retain all building use and
depreciation surcharge fees collected pursuant to OMB Circular A-25. Any additional earned income



resulting from the operation of the WCF must be paid to the general fund of the Treasury. For more
information, see:

Pub. L. 81-583

15 U.S.C. 278b

15 U.S.C. 275¢c

15 U.S.C. 278d(b)

8.11.04

POLICY

It is NIST policy that equipment needs are normally filled as an investment of the WCF. Exceptions to
this policy are contained in Section 8.11.06. Funds for investment are obtained from the appropriation
process, from monthly repayments on WCF IE loan balances, and from an equipment replacement
surcharge.

8.11.05

DELEGATIONS OF AUTHORITY

Subject to any special approvals outlined in Subchapter 2.03, Procurement, the following approval
procedures apply:

(1) Equipment costing less than $5,000 is approved within the OU.

(2) Equipment costing from $5,000 to $100,000 may be approved by the OU Director or this
authority may be redelegated to division chiefs, Senior Management Advisors (SMA), and
program managers by the OU Director.

(3) Equipment costing $100,000 or more requires the approval of the OU Director.

(4) Equipment costing $500,000 or above and/or any amendment that would increase the original
cost of the equipment to equal $500,000 or above requires the approval of the NIST Deputy
Director.

8.11.06

DEFINITIONS

a. Acquisition Cost - The full cost incurred to bring a piece of equipment to a form and location suitable
for its intended use, including all costs related to acquisition, delivery, and major installation costs (See
Appendix A).

b. Computer Software - Software includes the application and operating system programs, procedures,
rules, and any associated documentation pertaining to the operation of a computer system or program.
“Internal use software” means software that is purchased from commercial vendors “off-the-shelf”,
internally developed, or contractor-developed solely to meet the entity’s internal or operation needs.
Normally software is an integral part of an overall system(s) having interrelationships between software,
hardware, personnel, procedures, controls, and data. Software is classified in the accounting system using
object class 31.25 (capitalized) and object class 31.55 (expensed).

c. Equipment - Non-expendable property, such as computers, office, shop, and scientific and technical
equipment, which is complete in itself, and is of a durable nature. Equipment can be either capitalized or
expensed on the NIST financial statements. All equipment with an acquisition cost of $5,000 or more, or
that is part of a system totaling at least $5,000, or equipment classified as personal appeal, is subject to
inventory control by the Personal Property Office.



d. Capitalized Equipment has an initial acquisition cost of $25,000 or more and an estimated useful life of
two years or more.

(1) Depreciation - Depreciation expense is recorded in the NIST Accounting System and reflected
on the NIST financial statements for all capitalized equipment, regardless of source of funding.
The purpose of depreciation is to spread the acquisition cost over the useful life of the equipment;
NIST calculates depreciation using the straight-line method.

(2) Useful Life - The estimated number of years the equipment normally functions adequately
before it wears out, becomes technologically obsolete, or the project for which the equipment was
acquired is completed if the equipment is not likely to be used in other projects. Useful life is used
to determine the depreciation expense on capitalized equipment. See Subchapter 7.01 Appendix B,
Useful Life - Depreciation, for standard useful lives.

e. Expensed Equipment has an initial acquisition cost less than $25,000 or an estimated useful life of less
than two years.

f. WCF IE — The funding source primarily used by NIST to purchase equipment, especially when it
benefits both internal and external customers. OUs should generally use IE funding if the cost of the
equipment is over $5,000 and the equipment will have a useful life of more than one year. Obligations
and accruals for direct purchases are recorded in project types IEDISC or IESPC (in the series 800-805
and 806-809, respectively). Obligations and accruals for manufactured equipment are recorded in project
types MANDIS or MANSPC (series 810-844 and 845-849, respectively).

(1) WCE IE Allocations - Permission to purchase or manufacture equipment with Working Capital
Funds is granted to OUs by the NIST Director, in the form of a WCF IE allocation (see Appendix
C).

(2) Loan Repayments and Surcharges - The WCF is repaid for each piece of equipment purchased
using WCF IE through monthly loan repayments (object class 61.27, 61.28, and 61.29) and
surcharges (object class 61.30) which are generally applied to overhead projects.

g. Unfinanced Equipment - Equipment not acquired as an investment of the WCF, generally costs less
than $5,000, or otherwise meets the criteria for non-WCF IE provided in Section 8.11.08a. The
acquisition cost is charged directly to the project creating the need for the equipment.

8.11.07

RESPONSIBILITIES

a. The Budget Division and Finance Division are responsible for establishing policies for financing
equipment and monitoring spending against authorizations.

b. The Budget Division:
(1) Advises the CFO as to the amount and allocation of Working Capital Funds to be made
available for investment in equipment, which are based on the anticipated loan repayments in a

given fiscal year, unobligated balances, and new initiatives.

(2) Ensures that equipment needs (WCF and non-WCF) associated with new budget initiatives are
included in budget submissions;



(3) Reviews estimates to confirm that each OU has adequate long-term funding to repay the WCF
for new equipment investments;

(4) Authorizes WCF IE projects (IEDISC, IESPC, MANDIS, MANSPC);
(5) Makes recommendations on special requests for WCF IE allocations; and
(6) Monitors spending against authorization for each WCF IE allocation.

c. The Finance Division:

(1) Calculates the maximum amount of Working Capital Funds that can be invested in equipment
each year;

(2) Administers the loan repayment process; and

(3) Ensures that NIST procedures and policies are in compliance with DoC policies and that NIST
financial statements are prepared according to generally accepted accounting principle

8.11.08
PROCEDURES
a. Financing

(1) WCE IE - Equipment costing at least $5,000 should be acquired as an investment of the WCF
unless it meets one of the criteria below for non-WCF IE. This mechanism was established to
permit appropriate costing of the equipment over its lifetime and to ensure that adequate
replacement funding will be available. Guidelines for financing the acquisition of equipment using
Working Capital Funds are provided in Appendix C.

(A) Two or more OUs/divisions may pool their WCF IE allocations to purchase a single
piece of equipment for their mutual use. The purchase order must contain all OU/division
acquisition projects that are sharing the cost of the asset; this requirement enables the
Finance Division to correctly calculate each OU’s/division’s IE loan balance.

(B) Equipment may be jointly funded by WCF IE and another source of funding. If federal
government/ non-federal government/ CRADA sources are used, the consent of the
sponsor is required. Loan repayments are recovered only on that portion of the cost funded
from the WCF IE. The portion of the total cost funded by a non-WCF source is charged
directly to that specific project.

(2) Unfinanced Equipment - Equipment costing less than $5,000, and other instances, as stated
below, may be charged directly to the project(s) creating the need for the equipment.

(A) Appropriated or Overhead funds should be used when one of the following conditions
IS met:

(i) The equipment costs less than $5,000



(if) Equipment will be consumed, destroyed, contaminated, modified, or lose its
original identity so as to render it useless at the completion of the task(s) for which
it was originally purchased and would be declared surplus at that point.

(iii) The utility of the equipment is so specific as to be limited to only the technical
project for which it is initially purchased.

(iv) The OU/division/group only has appropriated funding.

(v) Books, regardless of price, which are purchased for the permanent collection of
the NIST Information Services Division are coded as equipment. This classification
as equipment is dictated by guidelines established by the Office of Management
and Budget. Books purchased for other than the NIST Information Services
Division are coded as Supplies (object class 26.0).

(B) Federal Government/Non-Federal Government/CRADA Projects

Equipment may be purchased with federal government/non-federal government/CRADA
funds in the project(s) creating the need for the equipment rather than as an investment of
the WCF, unless the federal government/ non-federal government/CRADA order contains
a statement which specifically precludes equipment purchases. Consent of the sponsor is
required and it is preferable that special equipment requirements be stated in the federal
government/non-federal government/CRADA order.

(C) Expense and Income Projects

(i) Equipment may be charged to Miscellaneous Expense and Income projects
(project types MSCFED, MSCSTL, or FDLBCN, series 585-594) without regard to
price or useful life provided that the sponsor(s) (government or nongovernment)
has given implicit or explicit permission to purchase or manufacture such
equipment.

(if) Equipment may not be charged to other Expense and Income projects (project
types INTDIV, CALPGV, TSTSTL, TSTFED, SRMOPR, SRMSAL, SRMSDS,
PROPME, CALOPR, or CALSDS, series 595-699) that are reimbursed through
fees established for conferences, training classes, calibrations, SRMs, or tests. Any
exceptions to this policy must be approved by the Budget Division and the Finance
Division.

b. Purchase vs. lease determination - Requests for the acquisition of equipment should be carefully
evaluated to determine whether it is more economical to purchase or lease.

(1) The Federal Property Management Regulations and the General Accounting Office
recommend leasing equipment only when there is a cost savings. The determination to lease rather
than to purchase must be fully justified.

(2) To evaluate whether it is more economical to lease or purchase items of significant value, the
requesting organizational unit assists the contracting officer in performing a cost comparison for
lease vs. purchase. All requisitions for the lease of an asset valued at over $100,000 must be
accompanied by a cost analysis and justification which has been reviewed and approved by the



Chief Financial Officer (CFO). The worksheet and instructions on the comparative cost analysis
spreadsheet that should be used in this analysis is located at http://www-
i.nist.gov/admin/dcfo/budget/lease_purchase.html. The following factors should be considered
when undertaking a comparative cost analysis:

(A) Length of time that the equipment is to be used, including extent of usage and potential

additional use by another federal agency if the equipment becomes excess to the acquiring

agency;

(B) Financial and other advantages of all types and makes of equipment available;

(C) Leasing costs and purchase options;

(D) Purchase costs of new equipment, including similar equipment or equipment of a
different type and make;

(E) Costs of installation and maintenance;
(F) Imminent technological improvements; and
(G) Other pertinent factors.

(3) OMB Circular A-94 applies when the lease-purchase analysis concerns a capital asset or a
group of related assets whose total fair market value exceeds $1 million.

c. Means of Acquiring Equipment
(1) Purchase - If it is more economical to purchase rather than to lease.
(2) Manufacture of Equipment - The cost to manufacture WCF IE is accumulated in Project Types

MANDIS and MANSPC. Research and development costs are not included (see Appendix A,
paragraph 2.d.).

(3) Equipment Purchased After Initial Rental - The cost placed on the property records is the
purchase order price.

(4) Equipment Purchased with a Trade-In - Prior approval from the Administrative Services
Division must be obtained before a trade-in can occur. The cost placed in the property records is
the full purchase price including the value of the trade-in.

d. Computer software acquisition and financing

(1) Purchased computer software is considered to be equipment by OMB guidelines and is
assigned object class 31.25 for capitalized ADP Software, 31.23 for Internal Use Software in
Development or 31.55 for non-capitalized ADP Software.

(2) Software may be purchased with an OU's WCF IE allocation only in the following
circumstances:



(A) The software is general purpose in nature and applicability and its expected life is two
years or more and its cost is $5,000 or more. The property records will be adjusted to
include the software cost with the cost of the computer on which it is to be used; and/or

(B) The software is acquired at the same time as computer hardware that is also purchased
as WCF IE.

(3) Software not meeting the above requirements is charged as a current operating expense to the
benefiting project(s).

(4) Costs for software developed in-house are either charged as a current operating expense or
capitalized under the requirements of Statement of Federal Financial Accounting Standards
(SFFAS 10) — “Accounting for Internal Use Software”. Working Capital funds are not used to
develop software in-house.

(5) Capitalization - The Finance Division capitalizes software according to the requirements of
SFFAS 10.

e. Loan repayments

(1) Special IE Funds — The Budget Division allocates IE funds stemming from new budget
initiatives and for projects selected in the annual Innovations in Measurement Science (IMS)
competition. Project types used for Special IE projects are IESPC and MANSPC. Repayments are
due from OUs to the WCF in equal installments over seven years, beginning the year after
obligation.

(2) Discretionary IE Funds - Each OU is allocated a line of credit in Discretionary IE funding. An
OU’s Discretionary IE loan balance is subtracted from the line of credit to determine the OU’s
Discretionary IE availability (i.e. funds available for obligation). As funds are obligated, the OU’s
loan balance increases and the IE availability decreases. As funds are repaid, the loan balance
decreases and the IE availability increases. Although the funds management and repayment
schedule for Discretionary IE remains in the control of the OU, the loan balance can never exceed
the line of credit. Project types used for Discretionary IE projects are IEDISC and MANDIS.

(3) During October of each year, the Finance Division will provide a loan repayment planning
worksheet to each OU. Information provided on the worksheet will include Special IE (Initiative
and IMS) loan balances and mandatory repayment schedules, and Discretionary IE lines of credit
and loan balances, with loan repayment amounts left blank. Each OU will return the worksheet to
the Finance Division after filling in the loan repayment project codes (ACCS) and the amounts to
be repaid on discretionary loan balances. The Finance Division will use the repayment planning
worksheets to post the appropriate general ledger entries.

(4) IE Loan Balance Reports are available on the CBS Portal and can be generated by the OUs as
needed. These reports are available for IE Discretionary and IE Special (Initiative and IMS) in
both Summary and Detail formats. The reports provide Line of Credit and Loan balance
information as well as year-to-date loan payments and remaining payments for the fiscal year.

(5) NIST has statutory authority to retain and use earned net income to offset the effects of
inflation on equipment and inventories. Since the cost of equipment continues to increase, a
surcharge using object class 61.30 is added to the regular loan repayment charge. This surcharge



collects the estimated additional cost associated with replacing equipment in the future. See “User
Information” on the CFS Home page for the current IS rate.

8.11.09
CONTENT OWNER
161 — Budget Division and 162 — Finance Division
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EFFECTIVE DATE: 8/11/2009



APPENDIX A
EQUIPMENT INSTALLATION AND MANUFACTURE

1. Installation Costs

a. Equipment is recorded at full cost, which includes installation costs that are material.
Installation includes those functions necessary to put a piece of equipment in operable condition,
such as utility connections, ductwork, and pedestals. Not included are costs for the modification of
the basic equipment, connection of separately capitalized auxiliaries, attachment of experimental
setups, or other special arrangements necessary to adapt the equipment to its initial program use.

b. Installation costs are added to the acquisition cost of equipment the first time a piece of
equipment is installed and put into operation. Moving and installation costs after the original
installation are not added to the acquisition cost.

c. Requisitions for equipment that may require construction or installation of utility services are
routed through the Plant Division to ensure that the equipment can be installed properly.

d. When the NIST Plant Division installs equipment on a fixed-price basis, the organizational unit
acquiring the equipment must designate on Form NIST-461, Interdivision Work Order, the project
(excluding manufacture of IE series) and purchase order number on which the equipment was
acquired. The Plant Division sends the Administrative Services Division a copy of the work order
indicating the amount to be added to the equipment purchase price to establish capital value.

e. If the installation is not handled on a fixed-price basis, then a manufacture of WCF IE project
should be established to accumulate the costs of the basic equipment and the installation.

2. Manufacture of WCF IE

a. Individual projects are established in the manufacture of WCF IE series (810-849, project types
MANDIS and MANSPC) to accumulate the labor and other object costs of each piece of
equipment to be constructed. If more than one piece of identical equipment is to be made, a single
project may be established for accumulating costs. These projects are funded out of the requesting
OU's WCF IE allocation. Manufacture of equipment projects should only be established when
there is going to be a tagged piece of property at completion.

b. To establish new manufacture of WCF IE projects, the originating organizational unit must
forward a completed Form NIST-635, Request for Authorization of Manufacture of WCF IE, to
the Budget Division. Once approved, the Budget Division then forwards a signed copy of Form
NIST-635 to the Finance Division. Form NIST-635 should also be used for subsequent changes to
the resources and/or end date for an established manufacture of WCF IE project. The form must
be received and approved before any obligations/costs may be incurred.

Form NIST-635 is used to justify and identify costs of equipment to be manufactured. The
information provided on Form NIST-635 is used by the Budget Division in programmatic review
and approval of the initial allocation of manufacture of equipment projects and reallocation in
subsequent years. The information also assists the Finance Division in timing its requests for Form



NIST-409, Notice of Completed Manufactured Equipment, which is prepared by the originating
organizational unit.

c. Research and development costs may not be charged to manufacture of equipment projects. The
cost of the design, preparation of specifications and drawings, and costs of a similar nature
incurred directly in the manufacture may be charged to a manufacture of equipment project if they
can be segregated from research and development costs.

d. Upon completion of the equipment:

(1) The organizational unit responsible for the manufactured equipment submits a Form
NIST-409, Notice of Completed Manufactured Equipment, to the Finance Division.

(2) The Finance Division validates the cost in the accounting system to the amount on the
Form NIST-409 and sends a copy to the Administrative Services Division. The
Administrative Services Division assigns a NIST tag number(s) to the equipment and
notifies the Finance Division in order for them to complete the capitalization process.

e. If the equipment is not completed for any reason, then the project is terminated and all costs
incurred must be transferred to a non-WCF Invested Equipment project(s).

f. Spending in each WCF Invested Equipment (IE) project must be kept within its authorized level.
If the total cost of manufacturing the equipment exceeds the authorized amount, the overrun must
be covered by reassigning additional WCF IE authorization from other WCF IE projects within
the same discretionary or special series in the OU.

g. Any funding balance remaining in a Discretionary IE manufacture of equipment project
(MANDIS) after completion of the equipment is available in the OU Discretionary IE line of
credit. Any funding balance remaining in a Special IE manufacture project (MANSPC) must be
approved by the Budget Office before it can be carried forward into the next fiscal year.



APPENDIX B

INSTRUCTIONS FOR PURCHASE VS. LEASE
COST ANALYSIS

General Instructions:

-- An electronic spreadsheet is available for downloading at the Chief Financial Officer’s website which is
located at http://www-i.nist.gov/admin/dcfo/budget/lease_purchase.html or a file can be obtained from the
Reconciliations Group, Finance Division.

-- The analysis needs to be performed when considering whether to lease rather than purchase an asset
valued at more than $100,000.

-- The initial determination of purchase vs. lease should be made based on market research information
obtained by the requisitioner. Data source and assumptions should be noted in the comments section.

-- The user should input the requested information into the shaded areas of the spreadsheet.

-- Approval of the analysis will be determined by the Chief Financial Officer based on information
submitted by the requisitioner. After Chief Financial Officer approval, the Cost Analysis spreadsheet will
be sent back to the requisitioner to be combined with the requisition and forwarded to the Acquisition
Management Division for action.

-- Before finalizing a lease, the Acquisition Management Division compares information from the cost
analysis with the actual proposal received from the vendor. If the Net Present Value of both the lease
payments and the purchase price are within ten percent of the requisitioner's original quotes, then the
procurement official may proceed with the procurement. If not, then the Chief Financial Officer’s
approval of the lease based on the final quote calculations is required.

--Line by line instructions are provided with the worksheet.



APPENDIX C
WCF INVESTED EQUIPMENT FINANCING/ALLOCATION PROCESS

1. Funds for WCF IE

Working Capital Funds for investment in equipment are obtained through the appropriation process and
by the recovery of previous investments through monthly loan repayments and surcharges. The
appropriation may include two types of increases for equipment funding: (1) adjustments to base to
finance increased costs for replacing equipment; and (2) equipment requirements identified with budget
initiatives.

To keep pace with the rising costs of equipment, a surcharge is added to the monthly loan repayments.
The surcharge is determined by general price level adjustment data and reviewed annually by the Budget
Division (see CBS Portal Homepage for the current surcharge rate).

2. WCEF IE Allocations

a. Allocation Categories

(1) Initiative: Equipment for approved budget initiatives, funded by appropriation transfers
to the WCF as specified in the initiative pricing and authorized by Congress.

(2) IMS: Resources allocated from the WCF IE by the NIST Director for equipment needs
relating to Innovations in Measurement Science (IMS) projects.

(3) Discretionary: Equipment for the on-going operation of the OU. Distribution of funds
within the OU is at the discretion of the OU Director.

b. Request and Allocation: The total funding allocation for WCF IE is based on several
factors, including estimated loan repayment and surcharge collections, WCF transfers for
budget initiatives, and prior WCF commitments.

(1) Category - Initiative
Manner of Request - Must be included in initiative pricing.
Allocation - Following appropriation and transfer to the WCF.

(2) Category - Special IMS
Manner of Request - Annual Innovations in Measurement Science proposals.
Allocation - Following NIST Director’s selection of the awards.

(3) Category -Discretionary

Manner of Request - OUs determine and provide their annual loan repayment estimates to
the Finance Division

Allocation - At the start of each fiscal year.

¢. Monitoring of Spending:

(1) OUs are responsible for ensuring that spending is kept within authorized levels and for
returning excess funds, if applicable, in a timely manner.



(2) The Budget Division and the Finance Division monitor spending on a monthly basis.

(3) Rate of spending is reviewed by the Budget Division with each OU on a quarterly
basis.

d. Actions to Ensure Utilization: In early April, following the close of the second quarter, the
Acquisition Management Division provides each OU with a status report on procurement items
that might encounter award difficulties.

e. Unobligated Balances:

(1) Special Initiative and Innovations in Measurement Science Invested Equipment end-of-
year unobligated balances greater than $1,000 carry over for the source OU if there is a
continuing need.

(2) Discretionary Invested Equipment end-of-year unobligated balances become part of the
available balance for the source OU the following fiscal year.

f. Adjustments to Discretionary Allocation:

(1) Other Adjustments to Discretionary Allocation: In response to unique program
requirements or major budgetary shifts, it may become necessary for the Director to make
adjustments on a permanent basis to the OU discretionary levels. In these cases, the
discretionary Line-of-Credit for each OU is adjusted to reflect the change and discretionary
allocations are based on estimated loan repayments on the adjusted figures.




OFFICIAL TRAVEL

Sections

8.12.01 Purpose

8.12.02 Scope

8.12.03 Legal Authority

8.12.04 Policy

8.12.05 Delegations of Authority
8.12.06 Responsibilities

8.12.07 Procedures

8.12.08 Content Owner

8.12.09 Effective Date
Appendix A — Travel References

Appendix B — Year End Travel Processing
Appendix C — Common Carrier Transportation Purchases
Appendix D — Relocation Forms

8.12.01
PURPOSE

The purpose of this subchapter is to outline National Institute of Standards & Technology (NIST) internal
policies and procedures for official travel. This subchapter incorporates by reference the Federal Travel
Regulation (FTR) issued by General Services Administration (GSA), the Commerce Travel Handbook
(CTH) issued by the Department of Commerce, Office of Administrative Services (OAS), Travel
Management Division (TMD), and Title 5, Chapter 57 of the United States Code. (See Appendix A.)

8.12.02
SCOPE

The policies and procedures contained in the Federal Travel Regulation, the Commerce Travel Handbook,
and this NIST Administrative Manual subchapter are applicable to all NIST employees and invitational
travelers performing official Government travel on behalf of the Department of Commerce, NIST.

8.12.03
LEGAL AUTHORITY

United States Code, Title 5, Chapter 57
41 CFR Subtitle F--Federal Travel Regulation System (Parts 300-304)


http://www-i.nist.gov/admin/mo/adman/810.htm#8.10.02
http://www-i.nist.gov/admin/mo/adman/810.htm#8.10.03
http://www-i.nist.gov/admin/mo/adman/810.htm#8.10.03
http://www-i.nist.gov/admin/mo/adman/810.htm#8.10.04
http://www-i.nist.gov/admin/mo/adman/810.htm#8.10.05
http://www-i.nist.gov/admin/mo/adman/810.htm#8.10.06

8.12.04
POLICY

I. Temporary Duty (TDY) Travel Allowances

A. Applicability

The order of applicability for travel regulations is as follows: 1) GSA-FTR, 2) DOC-CTH, and 3) NIST-
Admin Manual Travel subchapter. NIST policies may only further define travel entitlements. Under no
circumstances may the NIST policies supersede or override the law pertaining to Federal travel or
regulations established by GSA and/or DOC.

All official travel must be held to the minimum consistent with the requirements of official business.
Only those travel and transportation expenses essential to performing the agency mission may be
authorized as official travel.

B. General Rules

1.

2.

Travel Authorizations

Travel authorizations for employees and invitational travelers performing official Temporary Duty
Travel (TDY) or Long Term Travel will be prepared in Travel Manager.

Travel authorizations must be issued in advance of travel except in extreme emergency cases. See
CTH C300(c) and C301-2.1.

Travel expenses incurred due to a traveler’s personal preference or convenience will be the
responsibility of the traveler.

Amendments to Travel Authorizations

Amendments should be performed if one or more of the following circumstances occurs:

®o0 o

Travel costs will be materially affected (+ $250)

Changes in the itinerary (location)

The travel dates change by 30 days or more

Required justifications were not included on the original authorization

The document is rejected by the accounting system and the NIST Travel Office
notifies you that changes are necessary

Note: Amendments should not be issued after the travel has been started or completed. If expenses are
incurred that were not included on the original authorization, they must be post-approved on the travel
voucher.



3. Recurring Expenses

Recurring expenses may be used on the travel authorization to estimate the travel expenses to be
obligated but all expenses must be itemized on the travel voucher.

Recurring expenses consist of the following:

Taxi to and from the airport

POV mileage to and from the airport
Airport parking

Tolls

Copies

©® 20 T

4. Cancelation of Travel

If travel must be canceled, the following steps should be taken:

a. Notify the Travel Management Service (TMS) provider (Adtrav) so that common carrier tickets,
rental car, and hotel reservations may be canceled. Return any unused paper tickets to the TMS
provider.

b. Notify the Travel Office by sending an e-mail to travelof@nist.gov. The e-mail should state the
name of the traveler, document number, and reason for cancelation. The travel authorization will
be canceled in Travel Manager (if applicable) and funds will be deobligated as necessary.

Note: If the traveler has incurred any expenses (ex: POV mileage driving to and from the airport), do not
cancel the order through the Travel Office. The obligation must remain in place until the voucher is
processed.

5. Contractor Travel

Under no circumstances may contractors be issued travel authorizations, use the Government contract
city-pair fares, or charge common carrier transportation to the Centrally Billed ticket account for NIST.
Required travel costs for contractors must be included in the overall contract price and paid under the
contract.

6. Group Travel

Group travel is defined as "groups of employees from the same bureau/operating unit, including non-
Government persons (invitational travelers) whose travel expenses are being paid for by the Department
[of Commerce], traveling to the same location or event." Group travel consists of the following: for travel
within the continental United States, the approval will be for groups of fifteen or more. For travel
outside the continental United States, the approval will be for groups of eight or more.

a. The authority to approve group travel has been delegated to the Operating Unit (OU) Directors.
3



b. NIST must maintain sufficient documentation, signed by an appropriate official, to demonstrate
compliance with the minimum standards in selecting locations or attendees. NIST Operating Units
are responsible for maintaining appropriate records indicating review and approval by the OU
Director. These records are subject to review by DOC upon request. After the OU Director
approves the group travel memorandum, it must be forwarded to the Travel Office, Mail Stop
1622, 101/A935.

c. Minimum Standards for Approval of Group Travel
The following standards shall be followed when approving group travel:

a. Ensure that only travel that is essential to the purposes of the Department and for accomplishment
of NIST’s mission is approved.

ii. Ensure that NIST attendance is limited to the minimum necessary to accomplish the mission.

iii. Consider all expenses in selecting attendees and conferences or meeting locations. Such expenses
include travel to and from the site, ground transportation, lodging, meals and incidental costs,
registration fees, meeting room rentals, and other related costs including employees' time away
from their official duty station.

iv. Explore alternatives to holding conferences or meetings away from the NIST sites, such as
conference calls, teleconference or having available field personnel accomplish the proposed
mission.

7. Personal Leave Taken In Conjunction with Official Travel

a. Government contract city-pair fares may not be used for personal travel.

b. Authorization for a traveler to take personal leave in conjunction with official travel is at the
discretion of the approving official.

c. When a traveler requests annual leave during a period of official travel, the comments section of
the travel authorization must include the places and dates of the planned leave.

8. Begin/Ending Point of Travel

a. According to FTR 301-10.7, NIST employees and invitational travelers must travel to their
destination by the usually traveled route unless NIST authorizes or approves a different route as
officially necessary.

b. On a case-by-case basis, an employee may be authorized to begin or end travel at a point that is
not the employee's official duty station or temporary duty station using government or contract
fares as long as it is advantageous to the government.

c. This authority must be closely monitored to avoid the appearance that the Government is
4



subsidizing an employee's personal travel.

d. If the traveler chooses to travel by an indirect route, the reimbursement will be limited to the cost
of travel by a direct route or on an uninterrupted basis. The traveler will be responsible for any
additional costs.

Defensive Travel Briefing for Foreign Travel

a. Travelers that perform official foreign travel are required to take the Defensive Travel Briefing
training annually.

b. Information regarding travel security may be obtained on the DOC/Office of Security website at
http://home.commerce.gov/osy/default.ntm .

c. For guidance regarding the official usage of government-owned computers and personal digital
assistants (PDA) while on official travel contact the NIST ITAC Help Desk at x5375.

. Transportation Expenses

Common Carrier Transportation

a. Electronic tickets will be issued for common carrier transportation. The only exception to
issuance of electronic tickets is if a vendor or locale does not offer electronic ticketing services. In
these limited instances where there is no other alternative; the Government will cover the cost of
issuing the paper ticket.

b. Travelers requesting issuance of paper tickets for personal preference or convenience when
e-tickets are available will be responsible for any additional cost incurred.

Airline Accommodations

a. Coach-class — Is the preferred method of transportation.

b. Business-class — When officially necessary and justified, travelers may be authorized to upgrade to
business class in accordance with 301-10.124 of the FTR. Additionally, a traveler may upgrade to
business class at their own personal expense (including through the redemption of frequent flyer
miles).

c. First-class — Under normal circumstances, DOC policy does not allow authorization of first class.
(See CTH 301-10.123(a) & (b).) In extreme emergency circumstances, (i.e., disability, no
commercial service is reasonably available with 24 hours, or exceptional security), exceptions may
be made with proper justification.

Medical Certifications

a. All travel exceptions requested and authorized based on medical necessity must be substantiated in
writing by a competent medical authority.

5



4.

b.

Medical certifications must be recertified every two years.

Government Automobiles

Contact the NIST Transportation Services Group at x5922 or x5923 for vehicle availability and policies
regarding the usage of Government vehicles on official travel.

5.

Privately Owned Vehicle (POV)

Approving Officials cannot require travelers to use their POV to perform official travel.

POV maintenance and operating expenses, such as tires, oil changes, replacement parts, speeding
tickets, etc., are not reimbursable as travel expenses.

Cost Comparison

When use of common carrier is authorized but a traveler chooses to use their own POV for reasons
of personal preference or convenience, a constructed cost comparison must be prepared by the
secretary or traveler and approved by the authorizing official.

Regardless of the mode of transportation the traveler chooses, the reimbursement to the traveler
will be limited to the amount that results in the greatest cost savings to the Government.

Special Conveyances

Taxi/Shuttle

A tip not to exceed 15 percent of the cost of the actual taxi/shuttle fare may be claimed as a
reimbursable travel expenses. The tip should be added with the cost of the taxi/shuttle when
preparing the travel voucher.

Rental Automobiles

To ensure usage of a Government-contracted rental vehicle when performing official travel,
travelers must reserve and obtain their rental vehicles through the agency Travel Management
Service provider.

In the event of an accident resulting in damage and/or injury, the police must be notified and an
accident report must be filed. A copy of the accident report must be provided to the rental car
company. In addition, the NIST Safety Office (x5818) must be notified.

On a case-by-case basis, a request for a larger vehicle may be authorized by the approving official
when use of a larger vehicle is officially necessary and justified (e.g., more than two passengers
and luggage, transporting Government property, or medically necessary, etc.).

Usage of Global Positioning Systems (GPS) or maps may be authorized when deemed necessary
6



in the performance of official travel.

D. Per Diem Expenses

1.

2.

Per Diem Allowances

Per diem will not be paid under any circumstances for travel performed that is less than 30 miles
from either the employee’s official duty station or the employee’s residence.

Per diem may be paid within the 30 to 50-mile radius of either the employee’s official duty station
or the employee’s residence when the traveler is attending a conference, training, or if travel

conditions are so severe that they would endanger the traveler’s safety.

Per diem regulations in the FTR and DOC regulations must be followed for travel greater than 50
miles from either the employee’s official duty station or the employee’s residence.

Lodging

A traveler cannot be reimbursed more for lodging expense than he/she actually incurs.

3.

Meals & Incidental Expenses (M&IE)

In limited instances, NIST may allow travelers to claim the full M&IE allowance when they are
unable to consume meals furnished by the Government or as part of a conference registration fee
(i.e., due to medical requirements or religious beliefs).

If a traveler will be authorized by their approving official to purchase a substitute meal in order to
satisfy a medical requirement or religious belief, the travel authorization must include a
justification statement. If meal options are not known prior to travel taking place and a meal
substitution becomes necessary based on medical requirements or religious beliefs, a post approval
will be required on the travel voucher.

Meal allowances should not exceed the applicable M&IE rate for the TDY location unless actual
expense was authorized for M&IE.
i

. When travel is more than 12 hours, but less than 24 hours, and spans two calendar days, travelers

are to be reimbursed 75 percent of the applicable M&IE rate for both calendar days of travel.

Reduced Per Diem

Travel assignments lasting more than 30 days are subject to reduced per diem rates.

. The per diem rate should be reduced to an amount not less than 55 percent of the applicable per

diem rate for the TDY location.
7



The conditions and necessary costs associated with the extended travel assignment (e.g., living
arrangements, ability to cook meals, etc.) are factors to be considered when determining whether
the per diem rate should be reduced.

. The established reduced per diem rate must be shown on the travel authorization.

Actual Expense

Travelers should make every effort to procure suitable lodging/meals within the applicable per
diem rate.

. When actual expense reimbursement is warranted, it must be approved on the travel authorization.

If circumstances arise while performing official travel that would necessitate actual expense but
actual expense was not approved on the original travel authorization, actual expense must be
justified and post approved on the travel voucher.

. Actual expense will be authorized in accordance with the FTR (Maximum of 300 percent of the

applicable per diem rate).

E. Miscellaneous Expenses

1.

Miscellaneous Expense Allowances

All miscellaneous expenses must be authorized and approved in accordance with FTR 301-12.

. When miscellaneous expenses are authorized by the approving official as necessary in the

performance of official business, they will be reimbursed. Authorization of such expenses must
be included in the travel authorization.

If circumstances arise while performing official travel that would necessitate miscellaneous

expenses that were not approved on the original travel authorization, the miscellaneous expenses
must be post approved on the travel voucher.

Official Government Passports

NIST was granted a waiver on the use of the CD-97 (Request for Security Assurance and Official
Passport Clearance for Foreign Travel) by memo from DOC on July 20, 1998. As a result, travel
authorizations must include the date the employee attended the Defensive Travel Briefing,
whether or not the embassy will be visited, and contact information for each person to be visited in
each country.

. Allow 6-8 weeks to process new passport applications or passport renewals.

State Department form DSP-11 is to be used for first-time Government passport applicants.
8



State Department form DSP-82 is to be used for Government passport application renewals.

Passport applications that are submitted less than 5 weeks from the start date of travel will require
an expedite letter. Expedite letters will be drafted by the appropriate administrative staff and
must be approved by the OU Director, Deputy Director, or Senior Management Advisor. The
approved memo must be submitted to the NIST Travel Office.

Travel Visas
The Travel Management Service provider can assist travelers with submission of paperwork for

foreign visas; however, each foreign Embassy establishes its own requirements (e.g., cost,
processing time, requirements for letters of invitation, etc.) regarding issuance of the visa.

. Allow adequate time (6-8 weeks depending upon the country to be visited) for processing visa

paperwork.

F. Arranging for Travel Services

The Travel Management Service provider (Adtrav) must be used for common carrier, lodging and
rental car reservations unless you meet one of the exceptions outline in FTR 301-50.8.

Gaithersburg — For reservations and ticketing assistance, contact the on-site Adtrav Office at
x2281. The hours of operation are 8:00 am through 6:00 pm, Monday through Friday (excluding
Federal Holidays).

Boulder — For reservations and ticketing assistance, contact the Adtrav Call Center in
Birmingham, AL at 1-866-430-8929.

G. Paying Travel Expenses

1.

Government Travel Card

a. Travel Card Issuance

Travel cards may only be issued to Government employees.

NIST employees who travel 5 or more times per year are required to obtain and use the
Government travel card for official travel.

NIST employees who travel less than 5 times per year are exempt from mandatory use of the
Government travel card. On a case-by-case basis, based on mission requirements and individual
circumstances, each OU has the discretion to authorize issuance of a travel card to an employee
who travels less than 5 times per year. Electronic approval of the travel card application signifies
OU authorization.

Creditworthiness checks will be performed for all employees submitting an application for the
Government issued travel card.

9



Travel card training is mandatory for all cardholders and must be completed every 3 years. A
copy of the completed training certificate must be submitted to the Agency/Organization Program
Coordinator in the NIST Travel Office at Mailstop 1622.

Travel Card Application

All travel card applications will be submitted and processed via the PaymentNet website (See
section 8.12.07 of this subchapter for additional information).

Travel Card Use
The Government issued travel card may only be used for official travel expenses. This also
includes ATM advances withdrawn for official travel expenses where a credit card is not accepted

(taxi, local transportation systems, etc.).

All travel card holders are responsible for complying with the terms and conditions of the
cardholder agreement.

Travel Card Misuse

Unauthorized or non-official use of the travel card may result in disciplinary action ranging from
reprimand to removal depending upon the circumstances of the misconduct.

. Written notification will be sent to the cardholder (i.e., traveler), the cardholder’s supervisor, and

the servicing Human Resources Officer whenever there is a delinquency and/or misuse of the
cardholder account. The Office of Inspector General (O1G) may be brought in to investigate
where fraud and/or misuse are alleged.

Employees who have had their travel card privileges cancelled for misuse will be denied
processing of new travel card applications. Travel advances will not be issued for employees who
have had their travel card privileges cancelled.

Travel Advances
Approved travel advances for NIST employees will be issued by Electronic Funds Transfer (EFT).

Approved travel advances for invitational and infrequent travelers will be issued by either EFT or
Treasury check.

Only foreign invitational travelers may be issued a convenience check advance.

After completion of the travel assignment, the outstanding advance issued by EFT, Treasury check
or convenience check (foreign only) must be accounted for and applied to the travel claim (See
FTR 301-51.202).

Checks or money orders being submitted to repay an outstanding advance balance should be made
payable to DOC/NIST.
10



H. Claiming Reimbursement

1. Submission of TDY/Long-Term Travel Vouchers

a. All travel vouchers must be submitted in accordance with chapter 301-52.3 of the FTR and
in compliance with the established time frames as listed in chapter 301-52.7.

b. Travel vouchers for NIST employees are required to be submitted electronically through Travel
Manager. A copy of the voucher must be sent to the Travel Office along with all relevant
supporting documentation and required receipts.

c. Travel vouchers for invitational travelers (non-NIST employees) must be submitted in hardcopy
form with original signatures in ink. The original voucher must be sent to the Travel Office along
with all relevant supporting documentation and required receipts. (See FTR 301-52.4.)

2. Voucher Audits

The following criteria are used to select travel vouchers for internal audit:

a. All vouchers totaling $1500.00 or more

b. Ten percent random sample of vouchers under $1500.00

c. All relocations
Note: Occasionally, requests are made by the Department of Commerce, Office of Inspector General,
General Services Administration, and/or Congress to review travel documentation meeting the specified
data call criteria. In these cases, Personally Identifiable Information is redacted and copies are supplied to
the requestor.
I. Using Promotional Materials and Frequent Traveler Programs
Frequent flyer miles obtained in the performance of official travel may be used for future official travel or
personal travel. No form CD-334, Request for Approval of Extra- Fare Air Accommodations, is required
when upgrading using frequent flyer miles.

J. Collection of Undisputed Delinquent Amounts Owed to the Contract Issuing the Individually
Billed Travel Card

See DOC Travel Card policy at http://www.osec.doc.gov/oas/travel/tchargecard.htm.
K. Local Travel
1. Local travel does not require a written authorization.
2. Local travel vouchers must be submitted within 30 days after the completion of travel.

3. Employees are required to reach their actual work site and return to their residence at their own
11



expense. Only travel costs exceeding the normal daily commuting costs will be reimbursed.

4. When employees perform official local travel on a regular work day, only expenses incurred that
exceed the normal daily commuting cost will be considered reimbursable.

5. When employees are directed to perform official local travel on a non-work day, expenses
incurred will be reimbursed from the authorized starting point of the local travel.

I1. Relocation Allowances
A. General Rules
1. Relocation travel cannot be prepared in Travel Manager.

2. Commerce Department forms must be used for the preparation of relocation travel authorizations
and vouchers. (See Appendix D.)

3. Relocation travel will be charged to the year in which the relocation travel ensues.

4, Relocation travel vouchers must be submitted in hardcopy form with original signatures in ink.
The original voucher(s) must be sent to the Travel Office along with all relevant supporting
documentation and required receipts.

B. NIST Payment of Relocation and Travel Expenses for New Hires (Appointees) and Transfers
(Transferees)

1. A summary of reimbursable expenses is provided in 5 U.S.C. Sections 5723, 5724, 5724a, 5724b,
and 5724c. This information should be used as a guide in determining travel relocation
allowances that may be offered under the NIST Alternative Personnel Management System
(APMS). For more detailed information regarding travel allowances, please consult the GSA
Federal Travel Regulations, 41 CFR Chapter 302, and the Department of Commerce Travel
Handbook, Chapter 302.

In addition, the following rules apply:

a. The vacancy announcement must state whether or not relocation expenses are authorized.
Relocation expenses may be authorized when hiring individuals to fill critical shortage positions
when included in the job analysis.

b. When authorized in the vacancy announcement or a critical shortage vacancy:

i. Transferring Government employees are reimbursed for all allowances as per their entitlement.

ii. New hires (excluding Post Docs) are reimbursed for those allowances that the selecting official,
with the approval of the OU Director or the OU Director’s designee, has chosen to allow.

iii. Post Doctorate Associates are reimbursed for all allowances as per entitlement in FTR 302-3,
12



Subpart A — New Appointee, Table A. This may also include a househunting trip or temporary
quarters subsistence expenses when authorized by the OU Director or the OU Director’s designee.
Real estate transactions will not be authorized under any circumstances for Post Doctorate
Associates.

C. All recipients must sign a service agreement (CD-150) indicating commitment of at least 12
months of continuous Government service.

d. The NIST Travel Office must review all relocation travel orders and subsequent amendments.

e. Prior to any arrangements being made for movement of household goods, the Traffic Management
Officer/Manager must be notified. Gaithersburg must contact NIST Shipping and Receiving in
the Administrative Services Division. Boulder must contact the NOAA, Building Management
Branch.

Questions regarding travel relocation allowances should be directed to the Travel Office Help Desk on
(301) 975-5375 or may be submitted by email to travelof@nist.gov.

C. Transportation of a POV

1. Generally, POV mileage is authorized as most advantageous to the Government when a new hire
or transferring employee is traveling from the old official duty station to the new official duty
station.

2. Requests for shipment of a POV must be carefully considered and a cost comparison must be
completed to determine if the shipment of a POV is cost effective and in the interest of the
Government.

3. Although relocation employees may own more than one vehicle, the Government is not required
or responsible for the shipment of multiple POVs.

4. If itis determined that shipment of a POV is in the interest of the Government, the maximum
weight of the POV and household goods cannot exceed 18,000 pounds. Any weight overages
resulting in additional cost will be the responsibility of the traveler.

I11. Payment of Expenses Connected with the Death of Certain Employees

A In the event of death of an employee with pending travel claims, the spouse, child, or other legal
representative may sign travel vouchers in lieu of the Claimant.

B. Outstanding amounts due to unused travel advances or audit disallowances are a debt due to the

Federal Government. At the appropriate time, the family will be notified of the outstanding balance and
the estate will be billed.

13



IV. Payment of Travel Expenses from A Non-Federal Source

A. Commerce Department forms must be used for the preparation of Gift and Bequest (Assistance-In-
Kind) travel. (See NIST Administrative Manual Subchapter 8.10, App. B.)

1. Gift and Bequest Forms

a. CD 210 — Record of Gift and Bequest
b. CD-342 — Records of Gifts and Decorations from Foreign Governments

8.12.05
DELEGATIONS OF AUTHORITY

The signature authority and delegation of signature authority for NIST travel authorizations, vouchers,
and local travel are as follows:

Domestic Foreign Relocation Local

1) Division Chief

1) OU Director

OR

OR

International and
Academic Affairs
(OIAA).

1) OU Director
OR

1) Group Leader
OR

2) Signature 2) Signature authority 2) Signature i

authority may be may be delegated authority may 2) Slgnatgre
delegated to the to the Deputy be delegated to authority may
Group Leader or Director of the OU the Deputy be delegated to
Administrative or the Senior Director of the the . .
Officer. Management ouU. Adr_nmlstratlve

Advisor. Officer.

AND

3) Foreign Travel

requires

concurrence of the

Office of

a.

b.

The Reviewing Official and Approving Official cannot be the same individual on either the travel
authorization or the travel voucher.

It is the responsibility of each Operating Unit to provide the Finance Division/Travel Group with a
written list of the names of each approving official and his/her designee. The Travel Group will keep the
authorized list of approvers on file. In the event of changes or exceptions to a Division’s signature
authority, the Finance Division/Travel Group must be notified in writing.
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http://www-i.nist.gov/admin/mo/adman/810.htm#8.10.04

8.12.06
RESPONSIBLITIES

a. Agency (DOC) — The DOC Travel Management Division (TMD) is responsible for maintaining,
updating, and issuing new Departmental policies that are pertinent to all Commerce bureaus. In addition,
DOC, TMD is responsible for notifying all Commerce bureaus of changes to the DOC policy.

b. Bureau (NIST) — The Chief Financial Officer, Finance Division, Travel Group is responsible for
informing NIST Operating Units of changes to the FTR, CTH, and updates in the NIST Administrative
Manual Travel subchapter.

C. Operating Unit (OU) — NIST Senior Management Advisors and/or Administrative Officers are
responsible for disseminating the FTR, CTH, and NIST policy to the appropriate administrative staff,
travelers, and approving officials as necessary.

8.12.07
PROCEDURES

1. Travel Card
Training - www.gsa.gov/gsasmartpay

a.
b. PaymentNet - On-line payments and account access - https://gov1.paymentnet.com/
c. Application process

i. https://www.cc-accountcenter.com/jpmorganchase commercial/eapp/ss applicationlD.jsp

ii. Use DOC73298T as the application ID

2. Travel Manager

a. Access Travel Manager 9.0 Web. Instructions are available on the usage of the Travel Manager
application

8.12.08
CONTENT OWNER
Chief Financial Officer, Finance Division, Travel Group

8.12.09
EFFECTIVE DATE: October 29, 2009
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Subchapter 8.12 Official Travel
APPENDIX A

TRAVEL REFERENCES

Listed below are travel and transportation websites that may be accessed to obtain additional travel
guidance.

Federal Travel Regulations
http://www.gsa.gov/Portal/gsa/ep/home.do?tabld=3 Select Federal Travel Regulations.

Commerce Travel Handbook
http://www.osec.doc.gov/oas/travel/default.ntm Click on Travel Regulations then Commerce Travel
Handbook.

NIST /CFO/Finance/Travel Page
http://www-i.nist.gov/admin/dcfo/finance/travel _group/index.html

Per Diem Rates

Domestic -
http://www.gsa.gov/Portal/gsa/ep/contentView.do?contentType=GSA_BASIC&contentld=17943
Foreign - http://aoprals.state.gov/content.asp?content_id=184&menu_id=78

Oanda (currency conversion rates)
www.oanda.com/convert/classic

Rand McNally (mileage)
http://www.randmcnally.com/

Lodging Tax Exemptions -
www.gsa.gov/Portal/gsa/ep/contentView.do?contentType=GSA_OVERVIEW&contentld=16366&noc=T
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Subchapter 8.12 Official Travel
APPENDIX B

YEAR END TRAVEL PROCESSING
Continuing Resolution

« Per the DOC year-end travel guidance memorandum, the following statement must be annotated
on travel orders for the ensuing fiscal year: “Approval of travel scheduled to be accomplished on
or after October 1, 20XX (fill in appropriate year), is contingent upon the availability of fiscal
year 20XX (fill in appropriate year) funds.”

« This statement will remain in effect until appropriations have been enacted by Congress and
signed into law.

Funding Source

» Per the DOC Office of General Counsel, General Law Division and a passage in the
Appropriations Law Red Book (See page 5-15 GAO-04-261SP Appropriations Law-Volume 1),
no-year funds may be obligated for items that will not materialize until a future fiscal year. (See
email from Thomas Klausing, NIST Budget Division, dated August 4, 2005).

Estimated Accruals for Travel
« Due to the immateriality of travel costs, estimated accruals are typically not created for travel
expenses.
« If an Expense and Income (E&I) project is being used for the travel expenses, an estimated accrual
may be prepared.

Travel Spanning Two Fiscal Years (Split Year Travel)

When no-year funding is not used, travel expenses must be split based on the dates the travel expenses
will be incurred.

« Expenses to be incurred on or before September 30, 20X X will be charged to the fiscal year that
the travel begins and expenses to be incurred on or after October 1, 20XX will be charged to the
fiscal year in which the travel ends.

« The travel authorization must have two valid Accounting Classification Codes (project/task). One
for each fiscal year.

Travel for the Ensuing Fiscal Year (New Fiscal Year Travel)
When no-year funding is not used, travel expenses will be charged to the new fiscal year.

Travel authorizations with trip dates beginning on or after October 1, 20XX must have a valid ACCS
(project/task) for the applicable fiscal year in which the travel is being performed.
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Subchapter 8.12 Official Travel
APPENDIX C

COMMON CARRIER TRANSPORTATION PURCHASES

Requirements for Purchasing Common Carrier Transportation

Form of Common Carrier
Transportation Purchase

Action Required

Centrally Billed Account (CBA)

Tickets charged to the centrally billed account require
no further action. Common carrier transportation
purchased by this method must not be claimed on the
travel voucher.

Individually Billed Account —
Government Travel Charge Card

When purchased through the Travel Management

Service provider (Adtrav), tickets charged to a
traveler’s

individually billed travel card require no further
action.

Common carrier transportation purchased by this

method may be claimed on the travel voucher when

authorized.

When purchased from a non-Adtrav travel agent or

directly from the airline, tickets charged to a traveler’s

individually billed travel card will require justification
on

either the travel authorization or a post approval on the

travel voucher. Common carrier transportation

purchased by this method may be claimed on the
travel

voucher when authorized.

Personal Credit Card or Cash -
(Not Government Card)

Tickets purchased with a personal credit card or cash
for
less than $100 require no further action.

More than $100 — A cash exemption memo is
required explaining the circumstances that
necessitated the purchase of common carrier
transportation with cash or a personal credit card.
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Subchapter 8.12
APPENDIX D

RELOCATION FORMS
Forms

CD 29
CD 150
CD 369
CD 370
CD 370A
CDh 371

= CD372

Travel Order

Request for Authorization of Travel and Moving Expenses

Travel Advance

Travel Voucher

Travel Voucher — Continuation Sheet

Employee Application for Reimbursement of Expenses Incurred Upon Sale
or Purchase (Or Both) of Residence Upon Change of Official Station
Expense Record For Temporary Quarters

19



Subchapter 10.01
Effective date 9/10/04

HOURS OF DUTY and LEAVE ADMINISTRATION
Sections
10.01.01 Purpose
10.01.02 Scope
10.01.03 Policy
10.01.04 Delegations of Authority for Hours of Duty
10.01.05 NIST Basic Workweek
10.01.06 Official Days and Hours of Duty
10.01.07 NIST Multiple-Shift Schedules
10.01.08 Work at Locations Other Than NIST Premises
10.01.09 First-40-Hours Tour of Duty
10.01.10 Holiday Scheduling
10.01.11 Delegations of Authority for Leave Administration
10.01.12 Leave Documentation Requirements
10.01.13 Administrative Leave
10.01.14 Time Off for Religious Observances
10.01.15 Annual Leave Restoration Procedures
Appendix A - NIST Alternative Work Schedule (AWS) Plan

Appendix C - Special Uses of Sick Leave

10.01.01

PURPOSE

This subchapter states the policies and procedures for NIST employees regarding hours
of duty and leave administration.
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10.01.02
SCOPE
This subchapter applies to all NIST employees.

10.01.03

POLICY

Itis NIST policy to follow the laws and regulations on hours of duty and leave
administration as stated in the DoC Handbook on Hours of Duty and Leave
Administration (available from the Administrative Officer or the Office of Human
Resources Management), the NIST Alternative Work Schedule (AWS) Plan (Appendix
A), and the DoC Guidelines for Flexiplace Participation (Appendix B).

It is NIST policy that leave be charged in one-hour increments.

10.01.04
DELEGATIONS OF AUTHORITY FOR HOURS OF DUTY
a. NIST Director -

(1) Authority to establish different official hours of duty other than those listed in Section
10.01.06.

(2) Authority to establish multiple-shift schedules when operations are required to be on a
continuous basis (e.g., reactor operations, security, firefighting).

(3) Authority to establish alternative work schedules (AWS).
b. OU Director -

(1) Authority to choose which alternative work schedules will be allowed within each
Operating Unit (OU);

(2) Authority to approve standby duty;

(3) Authority to approve hazardous duty;

(4) Authority to establish first-40-hours tour of duty; and
(5) Authority to approve flexiplace participation.

The Office of Human Resources Management (OHRM) should be consulted when it is
anticipated that authorities listed above are to be exercised since supervisors need to be
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informed regarding pay entitlements and timekeeping.

10.01.05

NIST BASIC WORKWEEK

NIST has established for full-time employees a basic workweek of 40 hours. The basic
workweek shall be scheduled during a period of five consecutive days from Monday
through Friday of each week. Under the NIST Alternative Work Schedule (AWS) Plan
(Appendix A), other workweeks are permitted. Employees on a first-40-hours tour of
duty have a basic workweek defined as "a period of not more than six days of an
administrative workweek consisting of seven consecutive calendar days."

10.01.06
OFFICIAL DAYS AND HOURS OF DUTY
The official days and hours of the NIST locations are:

a. Gaithersburg and all Field Offices (except Boulder) - 8:30 a.m. to 5:00 p.m., Sunday
through Saturday, with 30 minutes for lunch to be taken between 11:30 a.m. and 1:30
p.m., except for those employees on alternative work schedules.

b. Boulder - 8:00 a.m. to 5:00 p.m., Sunday through Saturday, with 1 hour for lunch to be
taken between 11:30 a.m. and 1:30 p.m., except for those employees on alternative work
schedules.

10.01.07

NIST MULTIPLE-SHIFT SCHEDULES

a. Definition - Multiple-shift schedules occur when operations are required to be on a
continuous basis (e.g., reactor operations, security, firefighting).

b. Considerations -

(1) When multiple-shift schedules are required, any two consecutive days in the basic
workweek may be designated as regularly scheduled days off.

(2) Supervisors may assign employees to the various approved shifts on the basis of the
needs of the operation.

(3) The memorandum to the NIST Director requesting a multiple-shift schedule should
state when the lunch period is to be taken.

10.01.08
WORK AT LOCATIONS OTHER THAN NIST PREMISES
Each employee is required to perform official duties on NIST premises except:
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a. As otherwise required by the specific nature of the duties, including performance of
duty while in a travel status and performance in an approved training assignment and
approved by appropriate OU management.

b. NIST policy permits employment at the employee's home in accordance with existing
laws, regulations, and DoC Guidelines for Flexiplace Participation (Appendix B). In
these situations, approval in advance is required by the OU Director.

c. When an employee is detailed to another agency or international organization.

d. When the official duty station is other than NIST premises.

10.01.09

FIRST-40-HOURS TOUR OF DUTY

a. The first-40-hours tour of duty is performed within a period of not more than six days
of an administrative workweek consisting of seven consecutive calendar days. This tour
may be established as the basic workweek for certain full-time employees when all of the
following exist: (1) the nature of the work is the paramount consideration; (2) it is
determined a definite schedule of regular hours of work would seriously impair the
accomplishment of the work to be performed; (3) it is determined that a schedule of
regular hours would result in substantial increase in costs of operation; (4) the work is
such that it cannot be accomplished within the regular tour of duty through a temporary
adjustment of hours or approval of overtime; and (5) an alternative work schedule
including maxiflex, would not accommodate the organization's needs. First-40-hours
tours of duty are approved by the OU Director and renewed on an annual basis.

b. At least one day each administrative workweek must be considered a non-workday.

c. Except when a holiday occurs within the administrative workweek, first-40-hour
employees must work a total of 40 hours or a charge to leave or LWOP will be made for
the difference. For example, first-40-hour employees will be given credit for 8 hours for a
holiday towards their 40 hours minimum work requirement and they need not work on
that day. [Proportionate credit will be given when a holiday is less than a full day.]

d. Time used for the following activities is not creditable for purposes of meeting the
first-40-hours requirement:

(1) Unauthorized work performed at home or other unofficial location.

(2) Official travel away from the official duty station scheduled to occur within the
Monday through Friday, 40-hour workweek of the office or employee (Section 16 of PL-
89-301).

e. Sunday through Saturday is designated as the administrative workweek for employees
with this type of tour.
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f. Considerations prior to approval should include: (a) the safety and security of the
employee during working hours; (b) the supervision of the employee during working
hours; (c) the pay entitlements of the employee (e.g., night differential); and (d)
accountability for timekeeping. These considerations should be addressed in the written
request to the OU Director for approval.

g. Employees are expected to return to their regular tour of duty when the work does not
require a first-40-hour tour. A first-40-hours tour of duty is not established primarily for
the convenience of an employee.

h. Requests for approval must be submitted in writing from the requesting official to the
OU Director. A Standard Form (SF) 52, Request for Personnel Action, must accompany
the written request. After approval by the OU Director, the request package must be
submitted to the OHRM for review and processing.

i. The same rules for earning, requesting, and approving leave that apply to employees
having a regularly scheduled workweek also apply to first-40-hour employees. Leave
may be taken during NIST regular working hours (Monday-Friday).

j. To protect an employee with respect to employee compensation (for injury) and other
fringe benefits and to facilitate the resolution of questions which may arise in connection
with tort claims against the government, supervisors of employees who have a first-40-
hour basic workweek shall, insofar as practicable, predetermine for the employee
concerned the specific times when the employee is expected to be in a duty status.

10.01.10

HOLIDAY SCHEDULING

a. General Rules - When a holiday falls on a workday, that work day is the holiday. When
a holiday falls on a Saturday, the day that is treated as the holiday is the preceding Friday.
When a holiday falls on a Sunday the day that is treated as the holiday is the subsequent
Monday.

b. For Employees on Compressed Work Schedules - When a day that is treated as the
holiday falls on an employee's scheduled day off (i.e., a non-workday), the day to be
treated as the holiday is the workday immediately before the scheduled day off, EXCEPT
when the day that is treated as the holiday falls on a Monday, and that is the employee's
scheduled day off, then the day that is treated as the holiday is the subsequent workday.
For example, if the holiday falls on a Saturday, the day to be treated as the holiday is the
preceding Friday. However, if that Friday is an employee's scheduled day off (i.e., a non-
workday) the day to be treated as the holiday is the preceding Thursday. If the holiday
falls on a Sunday, the day to be treated as the holiday is the following Monday. However,
if that Monday is an employee's scheduled day off (i.e., a non-workday) the day to be
treated as the holiday is the following Tuesday.

An employee on a compressed work schedule is paid for the number of hours normally
worked the day on which the holiday falls.
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c. For Employees on Maxiflex, Variable Day, or Variable Workweek Schedules - An
employee on a Maxiflex, Variable Day, or Variable Week work schedule gets the holiday
if it falls on a workday. If the holiday does not fall on a workday the day to be treated as
the holiday is their workday immediately before the holiday. Employees on these flexible
work schedules may not be paid more than 8 hours for a holiday they do not work. Part-
time employees must be paid for the holiday on a prorated basis in accordance with their
work schedule.

d. For Employees on First-40-Hours - If the holiday falls on a Saturday and Saturday is a
non-workday, the day to be treated as a holiday is the workday immediately before the
holiday. If the holiday falls on a Sunday and Sunday is a non-workday, the day to be
treated as the holiday is the subsequent workday. If a holiday falls on a workday that day
shall be treated as the holiday, and the employee's basic 40-hour tour of duty shall be
deemed to include eight hours on that day.

10.01.11

DELEGATIONS OF AUTHORITY FOR LEAVE ADMINISTRATION

a. The NIST Deputy Director has authority to approve the following in addition to those
authorized in b., c., and d. below:

(1) Restoration of leave when requestor is OU Director.

(2) Administrative leave for site-wide closing (e.g., weather, equipment failure, etc.) or
early dismissal beyond one hour directly preceding a holiday (e.g., Christmas Eve).

b. The OU Director has authority to approve the following in addition to those authorized
in c. and d. below:

(1) Leave restoration for exigency of business.
(2) Leave-without-pay (LWOP) when retention of annual leave is requested.

(3) Administrative leave beyond one hour (except blood donation which is delegated to
the first-level supervisor).

c. Division chief (or equivalent) has authority to approve the following in addition to
those authorized in d. below:

(1) LWOP of more than 30 days when retention of annual leave is not requested,

(2) Advanced sick leave (This authority is delegated to the first-level supervisor in all
OUs except 810);

(3) LWOP up to 30 days when retention of annual leave is not requested (This authority
is delegated to the first-level supervisor in all OUs except 830); and
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(4) Annual leave, sick leave or LWOP requested under the Family and Medical Leave
Act (FMLA). (This authority is delegated to the first-level supervisor in all OUs except
810, 830, and 860.).

d. First-level supervisor has authority to approve:

(1) Annual leave (for personal use for all OUs);

(2) Advanced annual leave;

(3) Sick leave {for personal use, Federal Employees Family Friendly Leave Act
(FEFFLA), or PL-103-329 for all OUs);

(4) Advanced sick leave (except OU 810 where this authority is retained by the division
chief);

(5) Administrative leave up to one hour;

(6) Administrative leave up to four hours for blood donation;
(7) Military leave;

(8) Court leave;

(9) LWOP, for personal use, up to 30 days when retention of annual leave is not
requested (except OU 830 where this authority is retained by the division chief);

(10) Annual leave, sick leave or LWOP requested under the FMLA (except OUs 810,
830, and 860 where this authority is retained by the division chief);

(11) Leave restoration for administrative error, sickness, or injury; and
(12) Leave transfer.

10.01.12

LEAVE DOCUMENTATION REQUIREMENTS

Leave documentation is to be retained within the OU as part of time and attendance
records for six years.

a. Annual Leave - Annual leave is for personal use or for use as a substitute for LWOP
under the FMLA. Annual leave is coded as 61 on the Form CD-440, Time and
Attendance Report.

(1) Accrued - SF-71, Application for Leave, the employee's initials on Form CD-440
(whichever is required by the supervisor) with the first-level supervisor's certifying
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signature on Form CD-440. If accrued annual leave is requested as a substitute for LWOP
under the FMLA, see below.

(2) Advanced - SF-71 completed by employee and approved by the first-level supervisor.
The SF-71 should be annotated to show "advanced annual leave."

(3) FMLA -

(a) Form CD-518, Application for Family and Medical Leave (in lieu of the SF-71)
completed by the employee and approved by the leave approving official.

(b) If annual leave is requested for more than three consecutive days to care for a family
member, an acceptable certificate signed by a physician or other practitioner or other
written evidence acceptable to the leave approving official. The Remarks section of Form
CD-440 is annotated with " hours FMLA." The timekeeper must also keep a record of
the total hours of annual leave used under the FMLA within a 12-month period so that the
employee does not exceed the 12-week limitation.

b. Sick Leave - Sick leave is for personal use (i.e., illness, doctor, or dental
appointments), for use under the FEFFLA, for use under PL-103-329, or for use as a
substitute for LWOP under the FMLA. Sick leave is coded as 62 on Form CD-440,
except for FEFFLA which is coded prefix 62/TC62.

(1) Accrued - (for personal, FEFFLA, or PL-103-329)

(a) SF-71 or the employee's initials on Form CD-440 (whichever is required by the
supervisor) with the first-level supervisor's certifying signature on Form CD-440. If sick
leave is requested as a substitute for LWOP under the FMLA, see below.

(b) If sick leave requested is for more than three consecutive days, an acceptable
certificate signed by a physician or other practitioner or other written evidence acceptable
to the supervisor.

(c) If sick leave requested is for adoption purposes under PL-103-329, legal adoption
papers or letters which verify adoption proceedings are required in addition to the
documents listed above.

(d) If the sick leave is requested under either the FEFFLA or PL-103-329, the Remarks
section of Form CD-440 must be annotated as " hours" for (either FEFFLA or PL-103-
329). The timekeeper must keep a record of the total hours of sick leave used for these
purposes so that the employee does not exceed the limitations stated within the FEFFLA
or PL-103-329.

(2) Advanced - (for personal, FEFFLA, or PL 103-329)
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(a) SF-71 completed by the employee and approved by the leave approving official. The
SF-71 should be annotated to show, "advanced sick leave."

(b) An acceptable medical certificate signed by a physician or other practitioner or other
written evidence acceptable to the leave approving official.

(c) If advanced sick leave is requested for adoption purposes under PL-103-329, legal
adoption papers or letters that verify adoption proceedings in addition to the documents
listed above.

(3) FMLA -

(a) Form CD-518 (in lieu of the SF-71) completed by the employee and approved by the
leave approving official. The Remarks section of Form CD-440 is annotated with " hours
FMLA." The timekeeper must keep a record of the total hours of sick leave used under
the FMLA within a 12-month period so that the employee does not exceed the 12-week
limitation.

(b) If sick leave requested is for more than three consecutive days, an acceptable
certificate signed by a physician or other practitioner or other written evidence acceptable
to the leave approving official.

c. Leave-Without-Pay (LWOP) - LWOP may be used in lieu of annual or sick leave for
personal use or for use under the FMLA. All LWOP is coded as 71 on Form CD-440.
NOTE: Use of LWOP may affect an employee's health benefits, life insurance coverage,
leave accrual, service computation date, career tenure, and completion of probationary
period.

(1) 30 Calendar Days or Less -

(a) SF-71 completed by the employee and approved by the leave approving official. If
retention of annual leave is requested, state the number of hours on the SF-71. If LWOP
is requested under the FMLA, see below.

(b) If LWOP supplements sick leave for a total of more than three consecutive days for
personal use or to care for a family member under the FMLA, an acceptable medical
certificate signed by a physician or other practitioner or other written evidence acceptable
to the leave approving official (if not previously obtained).

(2) More than 30 Calendar Days -
(a) SF-71 completed by the employee and approved by the leave approving official. If

retention of annual leave is requested, state the number of hours on the SF-71. If LWOP
is requested under the FMLA, see below.
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(b) An SF-52, Request for Personnel Action, for LWOP must be submitted to the
servicing personnel generalist along with a copy of the approved SF-71.

(c) If LWOP supplements sick leave for a total of more than three consecutive days for
personal use or to care for a family member under the FMLA an acceptable medical
certificate signed by a physician or other practitioner or other written evidence acceptable
to the leave approving official (if not previously obtained).

(3) FMLA -

(a) Form CD-518 (in lieu of SF-71) completed by the employee and approved by the
leave approving official. The Remarks section of Form CD-440 annotated with " hours
FMLA." The timekeeper must keep a record of the total hours of LWOP used under the
FMLA within a 12-month period so that the employee does not exceed the 12-week
limitation.

(b) If LWOP supplements sick leave for a total of more than three consecutive days to
care for a family member, an acceptable certificate signed by a physician or other
practitioner or other written evidence acceptable to the leave approving official (if not
previously obtained).

d. Military Leave - Military leave is an approved absence from duty, with pay, authorized
for employees who are members of the National Guard or reserve components of the
Armed Forces, for days which they are ordered to active duty. Military Leave is coded as
65 on Form CD-440.

(1) SF-71 completed by the employee and approved by the first-level supervisor.

(2) A copy of authorized military orders.

e. Court Leave - Court leave is an approved absence from official duties, without loss of
or reduction in pay or leave to perform jury duty or to serve as a witness, in a non-official
capacity for the federal government or a state or local government. Court leave is coded
as 66 on Form CD-440.

(1) SF-71 completed by the employee and approved by the first-level supervisor.

(2) A copy of an official court order to perform jury duty or serve as a witness.

f. Leave Transfer -

(1) Leave Recipient - Form CD-504, Recipient's Leave Share Application, completed by
the employee and approved by the supervisor.

(2) Leave Donor (within DoC) - Form CD-505, Donor's Leave Transfer Application,
completed by the employee and approved by the first-level supervisor.
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(3) Leave Donor (outside DoC) - Form OPM-630B, Request to Donate Leave to Leave
Recipient, under the Leave Transfer Program, completed by the employee and approved
by the first-level supervisor.

10.01.13

ADMINISTRATIVE LEAVE

Administrative leave is excused absence with pay and may be granted under certain
conditions noted in Section Il of the DoC Handbook on Hours of Duty and Leave
Administration. Employees granted administrative leave as a result of an early dismissal
must be in a work status at the time the dismissal is announced to receive the
administrative leave. Employees in a travel status do not receive administrative leave as a
result of an early dismissal. Refer to Subchapter 6.02 for specific NIST policies regarding
delayed arrival, late opening, and early closing. Administrative leave is coded as 66 on
Form CD-440.

10.01.14

TIME OFF FOR RELIGIOUS OBSERVANCES

When personal religious beliefs require that an employee abstain from work during
certain periods of the workday or workweek, the employee may, in lieu of annual leave
or leave without pay, request, earn and take compensatory time as authorized in DAO
202-554, Premium Pay, Section 8. Compensatory time is requested and authorized using
Form CD-81, Authorization for Paid Overtime and/or Holiday Work, and for
Compensatory Overtime.

10.01.15

ANNUAL LEAVE RESTORATION PROCEDURES

a. Documentation Requirements - The following documentation must be submitted to the
appropriate OU approving official:

(1) Administrative Error -

(a) SF-71 approved by the first-level supervisor.

(b) Form CD-479, Request for Restoration of Annual Leave, approved by the first-level
supervisor explaining in detail the nature of the error, when the error occurred, when the

error was made known to the employee, and the reason for not rescheduling the leave.

(c) Form CD-527, Audit for Leave Year ___, for the year in which the leave was
forfeited.

(2) Sickness or Injury -

(a) SF-71 approved by the first-level supervisor.
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(b) Form CD-479 approved by the supervisor explaining in detail the nature of the
sickness or injury and the reason for not rescheduling the leave that was forfeited.

(c) Form CD-527 for the year in which the leave was forfeited.
(3) Exigency of Business -
(a) SF-71 approved by the first-level supervisor.

(b) Form CD-479 approved by first-level supervisor and OU Director explaining in detail
the nature of the exigency and the reason for not rescheduling the forfeited leave.

(c) Form CD-527 for the year in which the leave was forfeited.
b. Instructions for Completion of Form CD-479 -

(1) Year Leave was Forfeited - Provide leave year.

(2) Basis of Request - Check one.

(3) Hours Forfeited - Hours to be forfeited at end of leave year, if restoration is not
approved.

(4) Hours Requested for Restoration - Cannot exceed the number of hours to be forfeited.
(5) Employee’'s Name - Provide name.

(6) Title, Series, Grade - Provide title, series, and grade/pay band.

(7) Organization - Organizational unit name and number.

(8) Reason for the Request - State specific details for the request and why leave could not
be rescheduled. Attach Form CD-527, signed and dated, and SF-71.

(9) From and To - Dates of each instance of scheduled annual leave cancelled to be
restored.

(10) Number of Hours - Number of hours for each instance of scheduled annual leave
cancelled and to be restored.

(11) Date of Approval - Date of approval on SF-71 for each instance of scheduled annual
leave.

(12) Date of Cancellation - Leave blank.
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(13) Proposed Schedule for Use of Restored Leave - From and To - Date(s) and time(s)
for proposed use of restored leave.

(14) Leave Restored the Previous Year - Number of hours restored, basis for restoration
and number of hours used to date.

(15) Immediate Supervisor - Signature, title, and date.

(16) Reviewing Official - The reviewing official is the second-level supervisor as
required by the OU.

(17) Servicing Personnel Officer - N/A.
(18) Approving Official - Appropriate OU approving official signature, title, and date.

When annual leave is approved for restoration under any of the conditions above all
original documentation is retained in the Time and Attendance file of the employee. A
copy of Form CD-479 is provided to the leave approving official, the employee, and
Payroll/Processing (OHRM) at Gaithersburg or the Chief, Systems Operations Branch at
Boulder.
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APPENDIX A

NATIONAL INSTITUTE OF STANDARDS AND TECHNOLOGY
GAITHERSBURG, MARYLAND
AND
BOULDER, COLORADO

Alternate Work Schedule (AWS) Plan
(Under DAO 202-610)

A. Organizational Units Covered. With the exceptions noted in the second paragraph,
this plan for AWS covers all employees of the National Institute of Standards and
Technology (NIST), Gaithersburg and Boulder.

B. Coverage Exceptions. Except for the following, all employees may participate in this
AWS plan; however, employees are not required to participate. Employees not
participating in AWS will remain on the regular fixed schedule: 8:30 a.m. to 5:00 p.m.
for Gaithersburg and 8:00 a.m. to 5:00 p.m. for Boulder (Boulder has a one-hour non-
paid lunch period). Exceptions are (I) employees on intermittent, shift, or first 40
schedules, (2) employees when on TDY or in particular situations while in training status
and (3) all NIST employees represented by the following unions:

I. International Association of Firefighters

2. International Association of Machinists and Aerospace Workers, Local 174
3. Washington Area Metal Trades Council

4. AGE Local 2186

The Operating Unit (OU) Directors may exclude specific organizational elements from
participation if the function cannot be covered adequately.

C. Work schedules Permitted. The following alternatives are available for use by
employees, with management approval at the OU Director level and division level The
use of these alternatives by an employee must be approved by his/her first-line supervisor
and Division Chief, in order to ensure mission effectiveness, internal productivity,
organizational efficiency, and personal safety.

I. Four-day work week - This alternative allows a full-time employee to work four days
a week, 10 hours each day for a total of 40 hours per week, 80 hours per pay period. Part-
time employees are also eligible for this work schedule. A part-time employee may be
scheduled to work fewer. than 40 hours a week in fewer than five work days. All
employee's scheduled tour must be between 7:00 a.m. and 7:00 p.m. Once adopted,
change from this alternative can be made only with approval at the same level as the
original approval.
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2. 5/4-9 - This alternative allows a full-time employee to work a pay period of eight nine-
hour days and one eight-hour day, with one day off, in whatever order agreed upon. Part-
time employees may be scheduled to work fewer than 80 hours a biweekly pay period in
fewer than 10 days. All employee's scheduled tour must be between 7:00 a.m. and 7:00
p.m. Once adopted, change from this alternative can be made only with approval at the
same level as the original approval.

3. Flexitour is a flexible schedule in which an employee, having once selected starting
and stopping times within the flexible time bands, continues to adhere to these times.
Occasional changes to the schedules may be made with the supervisor's approval in
advance. Full-time employees may request to begin their day any time between 7:00 a.m.
and 9:30 a.m. and to end their day any time between 3:30 p.m. and 7:00 p.m., provided a
minimum of eight hours is worked. Part-time employees should work one-half of their
tour within core hours. Once adopted, change from this alternative can be made only with
approval at the same level as the original approval.

4. Gliding schedule is a flexible schedule in which a full-time employee has a basic work
requirement of eight hours in each day and 40 hours in each week, and may select an
arrival time each day and may change that arrival time daily, without supervisory
approval, as long as it is within the established flexible time band. Part-time employees
should work one-half of their tour within core hours. All employee's tour must be
between 7:00 a.m. and 7:00 p.m. Once adopted, change from this alternative can be made
only with approval at the same level as the original approval.

5. Variable Day is a schedule in which an employee works a flexible work schedule
containing core hours on each workday in the week and in which an employee has a
basic work requirements of 40 hours in each week of the biweekly pay period, but in
which an employee may vary the number of hours worked on a given workday within the
week within the limits established for NIST/OU/Division. Part-time employees must
work 16 hours in a week. A variable day is not subject to the 7:00 a.m. and 7:00 p.m.
time bands except that the core hours must be worked each work day. Once adopted,
change from this alternative can be made only with approval at the same level as the
original approval.

6. Variable Week is a schedule in which an employee works a flexible week schedule
containing core hours on each workday in the biweekly pay period in which an
employee has a basic work requirement of 80 hours for the biweekly pay period, but in
which an employee may vary the number of hours worked on a given workday or the
number of hours each week within the limits established for NIST/OU/Division. Part-
time employees must work 32 hours within a biweekly pay period. Variable week is not
subject to 7:00 a.m. and 7:00 p.m time bands, except that the core hours must be worked
each work day. Once adopted, change from this alternative can be made only with
approval at the same level as the original approval.

7. Maxiflex is a schedule in which an employee works a flexible work schedule that
contains core hours on fewer than 10 work days in the biweekly pay period and in which
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an employee has a basic work requirement of 80 hours for the biweekly pay period (or
multiple thereof), but in which an employee may vary the number of hours worked on a
given workday or the number of hours each week within the limits established for
NIST/OU/Division. Maxiflex is not subject to the 7:00 a.m. and 7:00 p.m. time bands.
Once adopted, change from this alternative can be made only with approval at the same
level as the original approval.

D. Core Hours and Flexible Time Bands (MAXIFLEX is an exception.)

7:00 a.m. - 9:30 a.m. Flexible Band
9:30 a.m. - 11:30 a.m. Core Hours
11:30 a.m. - 1:30 p.m. Flexible Band
1:30 p.m. - 3:30 p.m. Core Hours
3:30 p.m. - 7:00 p.m. Flexible Band

On those days when an employee is in a duty status, he/she must be on duty during core
hours or absences must be charged to leave, compensatory time, or leave without pay
(Maxiflex is an exception). Lunch time (noncompensable, minimum of 1/2 hour) may be
scheduled anytime between 11:30 a.in. and 1:00 p.m. in order to be completed by 1:30
p.m., and is required for any day's schedule of more than five hours. Part-time employees
should work at least half of their schedule during core hours.

An approval of any of the above alternatives must be consistent with mission
effectiveness, internal productivity, organizational efficiency, and personal safety.

E. GAO Approved Time Accounting Systems. Supervisors must select one, or a
combination, of the following time accounting systems or techniques:

1. Serial sign-in/sign-out sheets using the CD-465. Signing in and out must be done
chronologically in the order of arrival and departure.

2. Face-to-face oversight. Supervision will be provided for all hours employees work.
Arrivals and departures will be physically observed. Supervisors will make a written
record on the official T&A of any deviations from approved schedules.

3. Arrangements with other supervisory personnel to provide observation.

4. Occasional supervisory telephone calls to the employee during times the supervisor is
not present but the employee is scheduled to work.

5. Occasional observation by the supervisor through the supervisor coming to work
earlier or staying later than the supervisor's scheduled tour.

6. Determining reasonableness of work output for time spent.
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The supervisor officially is responsible for employee attendance and accuracy of
time attendance reports, as well as investigating any time-reporting discrepancies and
initiating disciplinary action when violations or abuses are evident.

F. Primary Consideration/Final Approval and Revocation of Approval. A critical
consideration in approval and continuance of any of these alternative schedules for
individual employees will be continued mission effectiveness, internal productivity,
organizational efficiency and personal safety. Thus, sufficient kinds of numbers of
employees must be present to carry out operations efficiently and effectively. With this
consideration in mind, all AWS must be approved by the Division Chief and can be
revoked by the Division Chief. The requests must flow through the first line supervisor to
the Division Chief.

G. Administration and Evaluation. The Director of NIST is responsible for the overall
efficient functioning of this plan. The OU Director is responsible for deciding which
AWS are offered within the OU. Division Chiefs are responsible for the day-to-day
administration of-the plan. The Personnel Officer will submit all necessary reports to
higher agency levels.

Evaluation of the plan and reporting results will be ongoing and will occur at least
annually. Evaluation will cover adherence to the provisions of the plan, mission
effectiveness, internal productivity, and organizational efficiency. Evaluation also would
cover problems that arose and what was done about them, as well as what worked well.
Additionally, the Director of NIST will evaluate the plan in terms of the provisions,
adequacy of coverage, and efficiency of operation.

H. Organizational Modification/Termination. Modifications may be recommended at
any time by supervisors or employees, making such recommendations to the Director of
NIST~in writing. The Director will decide whether or not to adopt any recommendations,
subject to DoC approval. In general, major modifications, when adopted, will not be
made except at the beginning of the next calendar year. The Director may terminate
participation in this plan for all or part of the total organization at any time. Any
terminations will be based on the findings of the evaluation process, on adherence to plan
provisions, mission effectiveness, internal productivity, and organizational efficiency.
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APPENDIX C
SPECIAL USES OF SICK LEAVE
Federal Employees Family Friendly Leave Act (FEFFLA)

On October 22, 1994, Congress enacted the Federal Employees Family Friendly Leave
Act, (FEFFLA), Public Law 103-388. This Act was effective on December 2, 1994. The
Act expands the use of sick leave for purposes of: (1) providing care for a family member
as a result of physical or mental illness; injury; pregnancy; childbirth; or medical, dental,
or optical examination or treatment; or (2) making arrangements necessitated by the death
of a family member or attending the funeral of a family member. A "family member"
under this Act is defined as a spouse and his or her parents; children, including adopted,
foster or step children, and their spouses; parents; brothers and sisters, and their spouses;
and any individual related by blood or affinity, whose close personal relationship with the
employee is the equivalent of a family member. Under the FEFFLA, full-time employees
are able to use an initial total of up to 40 hours of sick leave for family care or funeral-
related purposes. Full-time employees who maintain a balance of 80 hours of sick leave
may use an additional 64 hours of sick leave for these purposes, for an authorized total of
104 hours within a leave year. Part-time employees may also use sick leave for these
purposes in amounts prorated to the number of hours worked weekly.

Public Law 103-329

Effective September 30, 1994, the Treasury, Postal Service and General Government
Appropriations Act for FY 95, Public Law 103-329, authorizes sick leave to be used for
purposes of adoption of a child. Although this legislation was enacted on September 30,
1994, the provisions are retroactive to September 30, 1991. Therefore, employees who
have used annual leave for adoption purposes between September 30, 1991, and
September 30, 1994, were entitled to request that sick leave be substituted for all or a
portion of the annual leave used. This Act also entitles employees up to seven days of
administrative leave in a calendar year for time necessary to serve as a bone-marrow or
organ donor.

Documentation

Leave approving officials should request documentation from employees (e.g., medical
certification, obituary, etc.,) consistent with current leave approving procedures for sick
leave or leave-without-pay. The leave approving official and the timekeeper must ensure
that the leave used is properly coded and that a remark indicating the purpose (e.g.,
FEFFLA, adoption, etc.,) is placed in the Remarks section of Form CD-440. Timekeepers
should assist the leave approving official with monitoring leave used for purposes
authorized under these Acts by keeping a running total of the number of hours used in the
Remarks Section of Form CD-440.
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10.08.01

PURPOSE

This subchapter sets forth the National Institute of Standards and Technology (NIST)
policy and procedures for the training program, following the laws, regulations, and
policies listed below.

1. 5 United States Code, Chapter 41

2. 5 CFR, Chapter 410.101

3. Guidance on Public Law 104-52

4. Executive Order 11348

5. OPM Training Policy Handbook: www.opm.gov/leader/hrd/lead/policy/flex.asp
6. Merit Systems Principles, Title 5 U.S. Code Chapter 23, 2301(b)
10.08.02

SCOPE

This subchapter applies to all NIST employees at Gaithersburg and Boulder.
10.08.03

POLICY

Itis NIST policy to train and develop NIST employees for maximum achievement of
goals and objectives in accordance with applicable laws and regulations noted above.

10.08.04

DEFINITIONS

a. Training — The process of providing for and making available to an employee and
placing or enrolling the employee in a planned, prepared, and coordinated program,
course, curriculum, subject, system, or routine of instruction or education in scientific,
professional, technical, mechanical, trade, clerical, fiscal, administrative, or other field
which will improve individual and organizational performance and assist in achieving the
agency’s mission and performance goals.

b. Mission-Related Training — Training that supports agency goals by improving
organizational performance at any appropriate level in the agency, including training that:

(1) Supports the agency’s strategic plan and performance objectives;
(2) Improves an employee’s current job performance;
(3) Allows for expansion or enhancement of an employee’s current job;

(4) Enables an employee to perform needed or potentially needed duties outside the
current job at the same level of responsibility; or

(5) Meets organizational needs in response to human resource plans and engineering,
downsizing, restructuring, and/or program changes.
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10.08.05

ROLES AND RESPONSIBILITIES

The authority to approve training for all NIST employees is delegated to the Operating
Unit (OU) level. The OU Director may delegate the approval authority to the Division
Chief, but no lower than the Division Chief.

Supervisors are responsible for ensuring that courses are completed by discussing the
outcome of the course with the employee, by requesting a transcript from the employee,
or by any other appropriate means.

10.08.06

CONTINUOUS LEARNING

Continuous learning is a necessary ingredient for the staff of any organization that strives
for continuous improvement and values technical, managerial, and administrative
excellence in its work. A formal policy that addresses continuous learning provides a
guideline for supervisors and staff to plan learning activities that all staff should be
participating in for the pursuit of improving their ability to accomplish their work.
Learning can be done through the following:

(1) Courses in academic institutions;

(2) Internal and external training sessions (includes management and leadership
programs, and other on-the-job training required by NIST management);

(3) Seminars and courses that help employees develop a better understanding of their
fellow employees and how to conduct oneself as a Federal employee (i.e., diversity,
ethics, safety);

(4) Developmental assignments; and

(5) Information training such as technical sessions of two hours or more at a professional
or technical society meeting.

The NIST Deputy Director establishes a target for the average number of hours of
continuous learning to be taken by the staff within each Operating Unit.

Operating Unit Directors must ensure that each employee’s performance plan includes
requirements for continuous learning to be tracked by the supervisor. Staff (both
supervisors and non-supervisors) may take up to half of their continuous learning
activities in information training. Supervisors must take at least half of their continuous
learning in leadership/management type activities. Developmental assignments are to be
considered as fulfilling the yearly requirement for an employee.

10.08.07
INDIVIDUAL DEVELOPMENT PLAN
An Individual Development Plan (IDP) is a document that identifies an individual’s
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learning and development goals. The employee and supervisor prepare it jointly. It
contains training, education, work assignments, and formal and informal activities to
acquire skills and competencies for both current job and future career growth. The IDP is
at the supervisor’s discretion.

a. Benefits — NIST must invest in the development of its human resources to meet
demands of the future. Creating an IDP serves as a commitment between NIST and the
employee to work towards specific goals, provides a mechanism to communicate those
goals, and provides greater assurance that career development will be a success. It
provides another way for supervisors to learn of the interests of the employee and for the
employee to learn about current and future needs of NIST and other opportunities.

b. Responsibilities — Employees are responsible for their careers and for identifying their
developmental goals and opportunities. Supervisors are responsible for assisting
employees through career guidance discussions and for identifying opportunities
consistent with individual and NIST objectives.

c. Process — The employee prepares for a career guidance discussion by identifying
professional and career goals, skills that need further development, and knowledge and
experiences that seem to be important for growth in the chosen career field. The
supervisor prepares by considering the activities that may be beneficial for the employee
and potential opportunities considering NIST’s current needs and future directions. The
employee and the supervisor have a career guidance discussion and document the
developmental goals and activities. NIST Document Number (DN) 13 is available for
use. The employee and supervisor monitor and review progress on the IDP on a semi-
annual basis.

10.08.08

PROBATIONARY SUPERVISORS

Probationary supervisors are required to complete the Management Survival Skills
training course prior to the one-year anniversary date of appointment.

10.08.09

FAILURE TO COMPLETE A COURSE

If an employee fails or does not complete a course, or resigns from NIST prior to
completion of a course, it is the employee’s responsibility to inform the supervisor of
such. The supervisor uses their discretion to determine whether to request the employee
to reimburse the government. If an employee is terminated from NIST prior to
completion of a course, the employee is not obligated to reimburse the government.

10.08.10

MEMBERSHIP IN PROFESSIONAL ORGANIZATIONS

The law prohibits using appropriated funds to pay for individual employee memberships
in professional associations and societies. There are, however, several ways for NIST to
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obtain the professional, scientific, and technical information that associations provide
their members. Two examples are described below:

(1) Association membership is often included in registration fees for a conference or
meeting. If NIST pays the registration fees, the employee’s membership in the
association is considered an incidental by-product of meeting attendance.

(2) NIST may purchase an organizational membership in an association or society. NIST
may also purchase a membership for a specific position, such as the position of Medical
Director. The incumbent in that position uses membership to improve the conduct,
supervision, or management of his or her function.

10.08.11

PROFESSIONAL CREDENTIALS

The Defense Authorization Act for FY 2002, codified in 5 U.S.C. 5757, allows agencies
to use appropriated funds or funds otherwise available to the agency to pay expenses for
employees to obtain professional credentials, including expenses for professional
accreditation.

This authority allows NIST the flexibility to pay for licenses and credentials that relate to
the mission, goals, and objectives of the agency. Use of this authority must be applied
consistent with merit system principles. Paying for credentials is at the discretion of the
approving official.

10.08.12

CONTINUED SERVICE AGREEMENT

An employee selected for a training course (over 80 hours) must agree in writing within
their OU and prior to the training assignment, that they will continue in the service of
NIST after the end of the training period for a time at least equal to three times the length
of the training period.

If the employee departs NIST before the agreed upon amount of service has occurred, the
agency has the right to require repayment for the amount of time not served. The
approving official may waive in whole or in part a right of recovery if it is shown that the
recovery would be against equity and good conscience or against the public interest.

10.08.13

ACADEMIC DEGREES

The law (Title 5, United States Code, Chapter 41, 4107(a) and (b)) does not authorize the
approval of training for an academic degree unless it is necessary to assist in the
recruitment or retention of employees in occupations in which the government has or
anticipates a shortage of qualified personnel, especially in occupations involving critical
skills. The law does not authorize the approval of training for the purpose of an academic
degree to qualify for an appointment to a particular position for which the degree is a
basic requirement.
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10.08.14

APPROVAL CRITERIA

Training may be approved when it meets the definition of training or mission-related
training in Section 10.08.04 above and when it is in accordance with Merit System
Principles listed below:

(1) Recruit qualified individuals from all segments of society and select and advance
employees on the basis of merit after fair and open competition;

(2) Treat employees and applicants fairly and equitably, without regard to political
affiliation, race, color, religion, national origin, sex, marital status, age, or handicapping
condition;

(3) Provide equal pay for equal work and reward excellent performance;

(4) Maintain high standards of integrity, conduct, and concern for the public interest;
(5) Manage high standards of integrity, conduct, and concern for the public interest;
(6) Manage employees efficiently and effectively;

(7) Retain or separate employees on the basis of their performance;

(8) Educate and train employees when it will result in better organizational or individual
performance;

(9) Protect employees from improper political influence; and

(10) Protect employees against reprisal for the lawful disclosure of information in
“whistle blower” situations (i.e., protect people who report things such as illegal and/or
wasteful activities).

Training can be approved using the following mechanisms, government bankcard, SF-
182, Request, Authorization, Agreement and Certification and the DN-11, Request for
Training Memo. Forms are available on the Administration Online Forms Page, and E-
Approval. The DN-11 is used for all internal training and when training is put on the
government bankcard. The SF-182 is used when a vendor will not accept the government
bankcard or the dollar amount exceeds the amount authorized for the government
bankcard.

10.08.15

DATA COLLECTION

Each Organizational Unit (OU) is responsible for maintaining data for all mandatory
training and probationary supervisory training. This data should be entered into the
continuous learning database.
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10.17.01

PURPOSE

This subchapter outlines the procedures for Time and Attendance at the National Institute of
Standards and Technology.

10.17.02
SCOPE
This subchapter applies to all NIST employees.

10.17.03

LEGAL AUTHORITY

Departmental policy and procedures for time and attendance are required and authorized by
United States General Accounting Office GAO-03-352G (formerly Title 6 of the General
Accountability Office’s Policy and Procedures Manual for Guidance to Federal Agencies).

10.17.04
POLICY
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It is NIST policy to follow Departmental policy and procedures as stated in the DoC Time and
Attendance Manual (available with T&A Liaisons, timekeepers, and in the NIST Human
Resources Management Division) and Human Resources (HR) Bulletins #FY06-032 and FYO07-
064.

10.17.05

DELEGATIONS OF AUTHORITY

Pursuant to DoC policy, the supervisory responsibilities for reviewing, approving, and certifying
time and attendance data may not be re-delegated to non-supervisory personnel.

10.17.06

DEFINITIONS

Supervisor is defined as an employee whose official position description includes “Supervisory
Responsibilities” wherein the employee performs full range of supervision over one or more
employees in performance appraisal, leave administration, and EEO.

WeDbTA is a web-based time and attendance software application that is currently used to record,
validate, certify, and submit time and attendance data (hours worked and leave taken) to the
Department’s payroll/personnel service provider, the National Finance Center (NFC), for salary
payment.

10.17.07

RESPONSIBILITIES

Various individuals at different organizational levels, including employees, timekeepers,
supervisors, Time & Attendance Contact Points, Time & Attendance Liaisons, Human Resources
personnel (DoC and NIST) are involved in the biweekly timekeeping process. The individual
roles and their respective responsibilities are outlined in the Departmental policy referenced in
10.17.04.

10.17.08

ENFORCEMENT

The immediate consequence of non-compliance is a possible delay in salary payments to affected
employees. The long-term consequences for not complying with established policy and internal
controls include the possibility of waste, fraud, and/or abuse. Employees who fail to comply
with time and attendance policy and procedures may be subject to disciplinary action up to and
including removal from the Federal service.

10.17.09

PROCEDURES

It is NIST policy to follow Departmental procedures for time and attendance, which are available
online at the DoC website under the heading “webTA.” Procedures referenced online include
webTA Guides by user role, webTA transaction codes, and webTA Validation Messages.

10.17.10
CONTENT OWNER
Human Resources Management Division
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12.03.01

PURPOSE

The purpose of this subchapter is to describe the NIST Gaithersburg and Boulder ionizing radiation

safety programs and the radiation safety responsibilities of NIST employees and non-NIST personnel
(i.e., associates and contractors).

12.03.02
BACKGROUND
a. Radiation Safety Programs

(1) NIST implements an ionizing radiation safety program at the NIST Gaithersburg site
(“Gaithersburg radiation safety program”) in accordance with Nuclear Regulatory Commission
(NRC) Materials License Number SNM-362, Exempt Quantity Distribution License Number 19-

1


http://www-i.nist.gov/admin/mo/adman/1203.htm#12.03.01
http://www-i.nist.gov/admin/mo/adman/1203.htm#12.03.02
http://www-i.nist.gov/admin/mo/adman/1203.htm#12.03.04
http://www-i.nist.gov/admin/mo/adman/1203.htm#12.03.03
http://www-i.nist.gov/admin/mo/adman/1203.htm#12.03.07

23545-01E, and Test Reactor License Number TR-5 and applicable Federal, State, and local
regulations. The program has two functional areas: Radiation Facilities (e.g., those facilities
containing radioactive materials, and ionizing-radiation-producing devices) and the Reactor
Facility at the NIST Center for Neutron Research (NCNR)

(2) NIST also implements an ionizing radiation safety program at the NIST Boulder site (“Boulder
radiation safety program”) in accordance with NRC Materials License Number 05-03166-05 and
applicable Federal, State, and local regulations. The program has one functional area which
encompasses facilities containing radioactive materials and ionizing-radiation-producing devices.

b. Radiation Safety Committees

(1) The lonizing Radiation Safety Committee (IRSC) assists the NIST Director in the oversight of
the operations and activities of NIST’s radiation safety programs except for those operations and
activities conducted under the NRC Test Reactor License, as described in NIST Administrative
Manual Subchapter 3.01, Appendix A. The IRSC reports to the NIST Director.

(2) The Safety Evaluation Committee (SEC) has oversight of the operations and activities
conducted under the NRC Test Reactor License, as described in the TR-5 license document. The
SEC reports to the Director of the NIST Center for Neutron Research.

(3) The Safety Assessment Committee (SAC) provides a broad spectrum of expertise in reactor
technology, as described in the TR-5 license document. The SAC reports to the Director of the
NIST Center for Neutron Research.

12.03.03
SCOPE
a. The provisions of this subchapter apply to:

(1) AIl NIST employees and non-NIST personnel assigned to the NIST Gaithersburg and Boulder
sites;

(2) The on-site and off-site locations where NIST-owned or controlled ionizing radiation sources
are utilized,

(3) The acquisition, use, transfer, and disposal of ionizing radiation sources under the purview of
the NRC licenses held by NIST,;

(4) The acquisition, use, transfer, and disposal of NRC generally-licensed and exempt-quantity
ionizing radiation sources; and

(5) The acquisition, use, and transfer of ionizing-radiation-producing devices.

12.03.04
LEGAL AUTHORITY



a. NRC License Numbers SNM-362, 19-23545-01E, 05-03166-05, and TR-5 (which includes Technical
Specifications).

12.03.05

POLICY

It is NIST policy that the exposure of individuals, members of the public, and the environment to
ionizing radiation shall be kept As Low As Reasonably Achievable (ALARA) and in compliance with
the terms and conditions specified in NRC licenses and applicable Federal, State, and local regulations.

12.03.06

DELEGATION OF AUTHORITY

The NIST Director hereby delegates to the CSO, the IRSC, and the Gaithersburg and Boulder RSOs the
authority necessary to carry out their responsibilities. The NIST Director delegates to the IRSC and to
the Gaithersburg and Boulder RSOs the authority to stop immediately any operations that may (1)
compromise the safety or health of NIST employees and non-NIST personnel; (2) have an adverse
impact on the public or environment; or (3) result in non-compliance with NRC, State, or local
requirements.

12.03.07

DEFINITIONS

Because of significant differences between NIST’s radiation safety programs in Gaithersburg and
Boulder, some definitions pertain to only one site.

a. As Low As Reasonably Achievable (ALARA) — The lowest achievable level of radiation exposure
and release of radioactive material when taking into account the state of technology, the economics of
precautions in relation to benefits, and the beneficial utilization of atomic and nuclear energy.

b. Authorized User — An individual at NIST Boulder whose training and experience have been reviewed
and approved by the NIST Boulder RSO, the IRSC, and, if necessary, the NRC, and who has been
authorized by Management to use and directly supervise the use of radioactive material at NIST
Boulder.

c. Byproduct Material —

(1) Any radioactive material (except special nuclear material) yielded in, or made radioactive by,
exposure to radiation incident to the process of producing or using special nuclear material,

(2) Any material that has been made radioactive by use of a particle accelerator, and is produced,
extracted, or converted after extraction for use in a commercial, medical, or research activity; or

(3) Any discrete source of naturally occurring radioactive material, other than source material, that
the NRC, in consultation with the Administrator of the Environmental Protection Agency, the
Secretary of Energy, the Secretary of Homeland Security, and the head of any other appropriate
Federal agency, determines would pose a threat similar to the threat posed by a discrete source of
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radium-226 to the public health and safety or the common defense and security, and is extracted or
converted after extraction for use in a commercial, medical, or research activity.

d. Exempt Quantity — An individual quantity of byproduct material, which does not exceed the
applicable quantity set forth in 10 CFR 30.71, Schedule B and which is not listed on any NRC license
(Specific or Broad Scope) currently held by NIST. No person may, for purposes of producing an
increased amount of radioactivity or radiation level, combine quantities of byproduct material covered
by this exemption so that the aggregate quantity exceeds the limits set forth in 10 CFR 30.71, Schedule
B.

e. General License — A license provided by regulation that grants authority to a person for certain
activities involving byproduct material and is effective without the filing of an application with the NRC
or the issuance of a licensing document to a particular person. A general license permits an individual to
acquire, receive, possess, use, and transfer byproduct material contained in devices designed and
manufactured for the purpose of detecting, measuring, gauging, or controlling thickness, density, level,
interface location, radiation, leakage, or qualitative or quantitative chemical composition, or for
producing light or an ionized atmosphere.

f. Health Physics (HP) Group — The group of technical and administrative staff members at NIST
Gaithersburg that supports the Gaithersburg RSO.

g. Health Physics Instructions (HPIs) — The set of procedures approved by the Gaithersburg RSO and
implemented by the HP Group in support of the SNM-362 and 19-23545-01E NRC Licenses.

h. Radiation Safety Instructions (RSIs) — The set of documents approved by the Boulder RSO that
implement the NIST ionizing radiation safety policies for ionizing radiation sources used by NIST
personnel on the Boulder campus.

i. lonizing Radiation — Alpha particles, beta particles, gamma rays, x-rays, neutrons, high-energy
electrons, high-energy protons, and other particles capable of producing ions when they impinge on, or
penetrate matter, hereinafter often referred to as radiation.

j._lonizing Radiation Sources — Radioactive materials, including generally-licensed sources, exempt-
quantity sources, and irradiators, and ionizing-radiation-producing devices.

k. lonizing-Radiation-Producing Devices — Devices that generate ionizing radiation when energized,
including, but not limited to, X-ray units, particle accelerators, neutron generators, and electron
microscopes.

I. Management — An Organizational Unit (OU) Director or the Director of the NIST Boulder

Laboratories, or an individual who has been delegated the authority to make decisions on that person’s
behalf.

m. NCNR User — An individual who utilizes the neutron beam lines, pneumatic transfer system, or any
laboratory/room containing ionizing radiation sources at the NCNR.



Nn. NIST-364 — The NIST form entitled “Radioactive Material Request” that documents the request and
approval process required by the NIST Gaithersburg RSO for the acquisition and use of radioactive
material, and for Source User(s) and use and storage locations.

0. NIST-365 — The NIST form entitled “Change to Radioactive Material Request” that documents the
request and approval process required by the NIST Gaithersburg RSO for changes in the utilization of
radioactive material, or in the Source Custodian, Source User(s), or use and storage locations.

p. NIST/BL-100 — The NIST Boulder form entitled “Boulder Radioactive Material Request” that
documents the request and approval process required by the NIST Boulder RSO for the acquisition and
use of radioactive material, and for Authorized User(s), Supervised User(s), and use and storage
locations.

g. NIST/BL-101 — The NIST Boulder form entitled “Change to Boulder Radioactive Material Request”
that documents the request and approval process required by the NIST Boulder RSO for changes in the
utilization of radioactive material, or in the Authorized User(s), Supervised User(s), or use and storage

locations.

r. Occupational Dose — Dose received by an individual in the course of employment in which the
individual’s assigned duties involve exposure to radiation or to ionizing radiation sources from licensed
and unlicensed sources of radiation, whether in the possession of the licensee or other person.
Occupational dose does not include doses received from background radiation, from medical procedures,
from exposure to individuals administered radioactive material, from voluntary participation in medical
research programs, or as a member of the public.

s. Radiation Facility — A building, room, or area, excluding those under the purview of the TR-5 license,
which has been approved in writing by the RSO or designee and authorized by Management for the
purpose of using or storing ionizing radiation sources.

t. Radiation Facilities Group Leader — The individual who oversees the implementation of the radiation
safety and ALARA programs at NIST Gaithersburg Radiation Facilities.

u. Radiation Facility Owner — An individual authorized by Management to maintain and manage access
to a Radiation Facility.

v. Radiation Facility User — Any individual authorized by Management to have unescorted access to a
Radiation Facility.

w. Radiation-Safety Significant — A hazard assessment result that indicates a potential for adverse safety
and health or regulatory compliance issues, as identified by the RSO, or designee.

X. Reactor Facility Group Leader — The individual who oversees the implementation of the radiation
safety and ALARA programs at NIST Gaithersburg Reactor Facility.

y. Reactor Operator — An individual licensed by the NRC to manipulate the controls of the NBSR.




z. Radiation Safety Officer — An individual who is responsible for managing a radiation safety program
and all aspects of the utilization of ionizing radiation sources under that program in compliance with the
terms and conditions specified in applicable Federal, State, and local regulations.

aa. Radioactive Material Package Receiver — An individual who accepts a radioactive material package
from a common carrier for delivery to the HP Group in Gaithersburg or the RSO in Boulder.

bb. Source Custodian — An individual at NIST Gaithersburg approved in writing by the NIST
Gaithersburg RSO or designee and authorized by Management to materially control, use, or otherwise
manipulate ionizing radiation sources and to be responsible for the primary control and accountability of
ionizing radiation sources.

cc. Source Material —

(1) Uranium or thorium or any combination of uranium and thorium in any physical or chemical
form; or

(2) Ores that contain, by weight, one-twentieth of 1 percent (0.05 percent), or more, of uranium,
thorium, or any combination of uranium and thorium. Source material does not include special
nuclear material.

dd. Source User — An individual at NIST Gaithersburg approved in writing by the NIST Gaithersburg
RSO or designee and authorized by Management to materially control, use, or otherwise manipulate
ionizing radiation sources.

ee. Special Nuclear Material —

(1) Plutonium, uranium-233, uranium enriched in the isotope 233 or in the isotope 235, and any
other material that the NRC determines to be special nuclear material, but not including source
material; or

(2) Any material artificially enriched by any of the foregoing but not including source material.
ff. Supervised User — An individual at NIST Boulder approved in writing by the NIST Boulder RSO and

IRSC and authorized by Management to materially control, use, or otherwise manipulate ionizing
radiation sources but only under the direct observation of an Authorized User.

gg. lonizing-Radiation-Producing Device User —An individual approved in writing by the RSO or
designee and, in the case of Boulder, by the IRSC, and authorized by Management to materially control,
use, or otherwise manipulate an ionizing-radiation-producing device.

12.03.08
ACRONYMS
a. ALARA — As Low As Reasonably Achievable.

b. CSO — Chief Safety Officer.



c. HP — Health Physics.

d. HPI — Health Physics Instruction.

e. RSI — Radiation Safety Instruction.

f. IRSC — lonizing Radiation Safety Committee.
g. NCNR — NIST Center for Neutron Research.
h. NRC — Nuclear Regulatory Commission.

i. OU — Organizational Unit.

j. RSO - Radiation Safety Officer.

k. SAC — Safety Assessment Committee.

I. SEC — Safety Evaluation Committee.
12.03.09

RESPONSIBILITIES

a. The NIST Director is responsible for:

(1) Ensuring the implementation of ionizing radiation safety programs at NIST that conform to the
ionizing radiation safety policy in Section 12.03.05;

(2) Appointing all IRSC members, subject to NRC license requirements;
(3) Approving changes to the IRSC charter, subject to NRC license requirements;
(4) Providing direction to the CSO and IRSC, as necessary;

(5) Reviewing IRSC recommendations and directing action on those recommendations as
necessary to ensure radiation safety and regulatory compliance;

(6) Ensuring proper allocation of resources to satisfy safety and regulatory requirements;

(7) Ensuring the implementation of accountability and enforcement policies in support of safety
and regulatory compliance; and

(8) Providing direction on significant issues involving worker safety, regulatory compliance, and
environmental impacts at the NIST Gaithersburg and Boulder sites.

c. The CSO is responsible for:



(1) Overseeing the establishment, implementation, and maintenance of ionizing radiation safety
programs at NIST, exclusive of the program supporting the TR-5 license, that conform to the
ionizing radiation safety policy in Section 12.03.05;

(2) Serving as the Content Owner for this subchapter in accordance with the requirements of NIST
Administrative Manual Subchapter 4.01; and

(3) Submitting applications for renewals of and amendments to NRC License Numbers SNM-362,
19-23545-01E, and 05-03166-05 pursuant to IRSC review and approval.

d. The IRSC assists the NIST Director in the oversight of the operations and activities of NIST’s
radiation safety programs except for those operations and activities conducted under the TR-5 license.
The IRSC is responsible for:

(1) Recommending actions to the NIST Director as necessary to ensure radiation safety and
regulatory compliance;

(2) Reporting to the NIST Director at least annually on the status of the ionizing radiation safety
program (at intervals not to exceed fifteen (15) months);

(3) Approving or rejecting requests made using the NIST-364 form for the acquisition and use of
radioactive material at NIST Gaithersburg, including Source Users, Source Custodian, and use and
storage locations, when the NIST Gaithersburg RSO or designee has determined that such requests
are radiation-safety significant;

(4) Approving or rejecting requests made using the NIST-365 form for changes in the use of
radioactive material at NIST Gaithersburg, or in Source Custodian, Source Users, or use and
storage locations, when the NIST Gaithersburg RSO or designee has determined that such requests
are radiation-safety significant;

(5) Approving or rejecting requests for the acquisition and use of ionizing-radiation-producing
devices at NIST Gaithersburg, including lonizing-Radiation-Producing Device Users and use
locations, when the NIST Gaithersburg RSO or designee has determined that such requests are
radiation-safety significant;

(6) Approving or rejecting requests for changes in the use of ionizing-radiation-producing devices
at NIST Gaithersburg, or in lonizing-Radiation-Producing Device Users or use locations, when the
NIST Gaithersburg RSO or designee has determined that such requests are radiation-safety
significant;

(7) Approving or rejecting requests made using the NIST/BL-100 form for the acquisition and use
of radioactive material at NIST Boulder, including Authorized Users, Supervised Users, and use
and storage locations;



(8) Approving or rejecting requests made using the NIST/BL-101 form for changes in the use of
radioactive material at NIST Boulder, or in Authorized Users, Supervised Users, or use and storage
locations;

(9) Approving or rejecting requests for the acquisition and use of ionizing-radiation-producing
devices at NIST Boulder, including lonizing-Radiation-Producing Device Users and use locations;

(10) Approving or rejecting requests for changes in the use of ionizing-radiation-producing devices
at NIST Boulder, or in lonizing-Radiation-Producing Device Users or use locations;

(11) Approving or rejecting proposed applications for license amendment to NIST Gaithersburg
NRC licenses SNM-362 or 19-23545-01E and NIST Boulder NRC license 05-03166-05;

(12) For NRC licenses SNM-362, 19-23545-01E, and 05-03166-05, reviewing Applications for
License Amendment, responses to Requests for Additional Information, Licensee Event Reports,
and responses to Notices of Violation for completeness and accuracy;

(13) Reviewing the circumstances of all reportable occurrences, identifying root causes and
contributing factors, recommending to the NIST Director measures to preclude a recurrence, and
tracking actions on those recommendations as needed;

(14) Reviewing the circumstances of incidents and violations of NIST radiation safety program
requirements when the RSO has determined that they are radiation-safety significant and tracking
actions resulting from such reviews as needed; and

(15) Carrying out the additional specific duties listed in the IRSC Charter.

e. The NIST SEC has responsibility for evaluating and reviewing nuclear safety associated with the
operation and use of the NBSR and for carrying out the functions described in the TR-5 license.

f. The NIST SAC has responsibility for reviewing NCNR reactor operations and the performance of the
SEC and for carrying out the functions described in the TR-5 license.

g. The NIST Gaithersburg RSO is responsible for managing the radiation safety program and all aspects
of the utilization of ionizing radiation sources at NIST Gaithersburg in support of NRC License
Numbers SNM-362 and 19-23545-01E. These responsibilities include:

(1) Establishing and maintaining an effective radiation safety program that allows for the safe and
regulatorily compliant use of ionizing radiation sources in a manner that conforms to the NIST

policy;

(2) Establishing and maintaining a system for hazard analysis, mitigation planning, and emergency
response planning integrated into ionizing radiation source use protocols and Radiation Facility
authorizations;

(3) Approving or rejecting, or designating a member of the HP Group to approve or reject, requests
made using the NIST-364 form for the acquisition and use of radioactive material, including
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Source Users, Source Custodian, and use and storage locations; determining whether such requests
are radiation-safety significant, and if so, transmitting those requests to the IRSC for approval or
rejection;

(4) Approving or rejecting, or designating a member of the HP Group to approve or reject, requests
made using the NIST-365 form for changes in the utilization of radioactive material, or in Source
Custodian, Source Users, or use and storage locations; determining whether such requests are
radiation-safety significant, and if so, transmitting those requests to the IRSC for approval or
rejection;

(5) Approving or rejecting, or designating a member of the HP Group to approve or reject, requests
for the acquisition and use of ionizing-radiation-producing devices, including lonizing-Radiation-
Producing Device Users and use locations; determining whether such requests are radiation-safety
significant, and if so, transmitting those requests to the IRSC for approval or rejection;

(6) Approving or rejecting, or designating a member of the HP Group to approve or reject, requests
for changes in the utilization of ionizing-radiation-producing devices, or in lonizing-Radiation-
Producing Device Users or use locations; determining whether such requests are radiation-safety
significant, and if so, transmitting those requests to the IRSC for approval or rejection;

(7) Providing advice and assistance on radiological safety matters to individuals whose assigned
duties involve the use of or exposure to ionizing radiation sources and working closely with the
IRSC and NIST executive management in implementing the radiation safety program;

(8) Identifying radiation safety issues and initiating, recommending, providing, and verifying
implementation of corrective actions;

(9) Assisting the IRSC in the performance of its duties, including providing timely information to
the IRSC on issues and incidents with potentially significant adverse impact on radiation safety or
regulatory compliance;

(10) Documenting and reporting metrics indicating the status of the radiation safety program to the
IRSC, NIST management, and regulators as required;

(11) Evaluating reports of radiation hazards and reporting evaluation results that imply the
existence of defects or items of non-compliance with NRC regulations to the Chair of the IRSC,
within 24 hours of receiving such reports;

(12) Establishing and updating guidance, procedures, instructions, and other requirements to
promote radiation safety and regulatory compliance;

(13) Providing radiation safety training to those who require it commensurate with duties;

(14) Maintaining records of radiation safety training and ensuring individuals are notified when
refresher training is due; and

(15) Maintaining records of source acquisition, utilization, transfers, and disposal.
10



h. The NIST Gaithersburg HP Group is responsible for providing support to the NIST Gaithersburg
RSO in the management of the radiation safety program and utilization of ionizing radiation sources at
NIST Gaithersburg in support of NRC License Numbers SNM-362, 19-23545-01E, and TR-5 (which
includes Technical Specifications). These responsibilities include:

(1) Complying with the requirements of the NIST HPIs; and

(2) Identifying to the Radiation Facilities Group L eader or Reactor Facility Group Leader,
whichever is applicable, any issues that have, or may have, radiological safety concerns or
regulatory compliance implications.

I. The NIST Boulder RSO is responsible for managing the radiation safety program and all aspects of the
utilization of ionizing radiation sources at NIST Boulder in support of NRC License Number 05-03166-
05. These responsibilities include:

(1) Establishing and maintaining an effective radiation safety program that allows for the safe and
regulatorily compliant use of all ionizing radiation sources in a manner that conforms to the NIST

policy;

(2) Establishing and maintaining a system for hazard analysis, mitigation planning, and emergency
response planning integrated into ionizing radiation source use protocols and Radiation Facility
authorizations;

(3) Approving or rejecting, and transmitting to the IRSC for its approval or rejection, requests
made using the NIST/BL-100 form for the acquisition and use of radioactive material, including
Authorized User(s), Supervised User(s), and use and storage locations;

(4) Approving or rejecting, and transmitting to the IRSC for its approval or rejection, requests
made using the NIST/BL-101 form for changes in the utilization of radioactive material, or in
Authorized User(s), Supervised User(s), or use and storage locations;

(5) Approving or rejecting, and transmitting to the IRSC for its approval or rejection, requests for
the acquisition and use of ionizing-radiation-producing devices, including lonizing-Radiation-
Producing Device Users and use locations;

(6) Approving or rejecting, and transmitting to the IRSC for its approval or rejection, requests for
changes in the utilization of ionizing-radiation-producing devices, or in lonizing-Radiation-
Producing Device Users or use locations;

(7) Providing advice and assistance on radiological safety matters to individuals whose assigned
duties involve the use of or exposure to ionizing radiation sources and working closely with the
IRSC and NIST executive management in implementing the NIST Boulder radiation safety
program;

(8) Identifying radiation safety issues and initiating, recommending, providing, and verifying
implementation of corrective actions;
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(9) Assisting the IRSC in the performance of its duties, including providing timely information to
the IRSC on issues and incidents with potentially significant adverse impact on radiation safety or
regulatory compliance;

(10) Documenting and reporting metrics indicating the status of the radiation safety program to the
IRSC, NIST management, and regulators as required,

(11) Evaluating reports of radiation hazards and reporting evaluation results that imply the
existence of defects or non-compliances with NRC regulations to the Chair of the IRSC, within 24
hours of receiving such reports;

(12) Establishing and updating guidance, procedures, instructions, and other requirements to
promote radiation safety and regulatory compliance;

(13) Serving as back up to Authorized Users to assure control and accountability for sources
whenever the Authorized User is unable to fulfill those duties;

(14) Providing radiation safety training to those who require it commensurate with duties;

(15) Maintaining records of radiation safety training and ensuring individuals are notified when
refresher training is due; and

(16) Maintaining records of source acquisition, utilization, transfers, and disposal.

j. The Director of the NCNR is responsible for matters involving the Reactor Facility and the TR-5
license, including:

(1) Adhering to all requirements of the TR-5 License and Technical Specifications;

(2) Reporting to the NRC on defects and items of noncompliance with NRC regulations for matters
dealing with the Reactor Facility;

(3) Ensuring appropriate radiation safety and ALARA practices are implemented within the areas
covered by the TR-5 license; and

(4) Minimizing exposure of the general public and facility personnel to radiation resulting from
reactor operations.

k. NIST OU Directors and the Director of the NIST Boulder Laboratories are responsible for:

(1) Ensuring that NIST employees and non-NIST personnel (where applicable) in their areas of
responsibility comply with the requirements of this subchapter and OU-specific radiation safety
requirements;

(2) Ensuring that appropriate hazard assessments have been performed, hazards mitigation plans
are implemented prior to the commencement of work, and emergency response plans are
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incorporated into research protocols and procedures involving the use of ionizing radiation sources
in accordance with the requirements of: this subchapter and of NIST Administrative Manual
Subchapter 12.06, Hazard Analysis and Control;

(3) Authorizing the acquisition and use of radioactive materials, Source User(s), Source
Custodian(s), Authorized User(s), Supervised User(s), use location(s), and storage location(s), and
changes in same, subject to the requirements of NIST-364, NIST-365, NIST/BL-100, and
NIST/BL-101 forms, as applicable, pursuant to approval by the RSO or designee in Gaithersburg
or the RSO in Boulder;

(4) Authorizing Radiation Facilities and lonizing-Radiation-Producing Device Users pursuant to
approval by the RSO or designee;

(5) Authorizing Radiation Facility Owners and Radiation Facility Users;

(6) Providing programs that utilize ionizing radiation sources with the proper resources and
facilities to ensure compliance with the radiation safety programs that implement the requirements
of NRC License Numbers SNM-362, 19-23545-01E , and 05-03166-05;

(7) Ensuring control and accountability for sources when Source Custodians are unable to fulfill
their duties; and

(8) Implementing ionizing radiation source accountability and enforcement policies in support of
safety and regulatory compliance.

OU Directors and the Director of the NIST Boulder Laboratories may delegate the authority to carry out
their responsibilities to others, but the responsibilities remain solely theirs.

I. Gaithersburg Division Chiefs are responsible for:

(1) Approving or rejecting requests made using the NIST-364 form for the acquisition and use of
radioactive material, Source User(s), Source Custodian, and use and storage locations;

(2) Approving or rejecting requests made using the NIST-365 form for changes in the utilization of
radioactive material, or in Source Custodian(s), Source User(s), or use and storage locations;

(3) Identifying to their OU Director and the Gaithersburg RSO any issues that have, or may have,
radiological safety concerns or regulatory compliance implications;

(4) Completing radiation safety training on the control of and accountability for ionizing radiation
sources; and

(5) Supporting Radiation Facility Owners in managing the access to, and security of, their assigned
facilities.

m. Gaithersburg Group L eaders are responsible for:
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(1) Approving or rejecting requests made using the NIST-364 form for the acquisition and use of
radioactive material, Source User(s), Source Custodian, and use and storage locations;

(2) Approving or rejecting requests made using the NIST-365 form for changes in the utilization of
radioactive material, or in Source Custodian(s), Source User(s), or use and storage locations;
ensuring coordination with the former Source Custodian, if applicable;

(3) Identifying to their Division Chief and the Gaithersburg RSO any issues that have, or may
have, radiological safety concerns or regulatory compliance implications;

(4) Completing radiation safety training on the control of and accountability for ionizing radiation
sources; and

(5) Supporting Radiation Facility Owners in managing the access to, and security of, their assigned
facilities.

n. Boulder Division Chiefs are responsible for:

(1) Approving or rejecting requests made using the NIST/BL-100 form for the acquisition and use
of radioactive material, Authorized User(s), Supervised User(s), and use and storage locations;

(2) Approving or rejecting requests made using the NIST/BL-101 form for changes in the
utilization of radioactive material, or in Authorized User(s), Supervised User(s), or use and storage
locations;

(3) Identifying to their OU Director, the Director of the NIST Boulder Laboratories, and the
Boulder RSO any issues that have, or may have, radiological safety concerns or regulatory
compliance implications;

(4) Completing radiation safety training on the control of and accountability for ionizing radiation
sources; and

(5) Supporting Radiation Facility Owners in managing the access to, and security of, their assigned
facilities.

0. Boulder Group Leaders are responsible for:

(1) Approving or rejecting requests made using the NIST/BL-100 form for the acquisition and use
of radioactive material, Authorized User(s), Supervised User(s), and use and storage locations;

(2) Approving or rejecting requests made using the NIST/BL-101 form for changes in the
utilization of radioactive material, or in Authorized User(s), Supervised User(s), or use and storage
locations;

(3) Identifying to their Division Chief and the Boulder RSO any issues that have, or may have,
radiological safety concerns or regulatory compliance implications;
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(4) Completing radiation safety training on the control of and accountability for ionizing radiation
sources; and

(5) Supporting Radiation Facility Owners in managing the access to, and security of, their assigned
facilities.

p. The Radiation Facilities Group Leader is responsible for:

(1) Supporting the implementation of the radiation safety and ALARA programs at NIST
Gaithersburg in support of the SNM-362 and 19-23545-01E licenses, and in accordance with the
NIST Gaithersburg HPIs; and

(2) Conducting the appropriate surveillance activities and reporting radiological issues concerning
the SNM-362 and 19-23545-01E licenses to the NIST Gaithersburg RSO.

g. The Reactor Facility Group Leader is responsible for:

(1) Supporting the implementation of the radiation safety and ALARA programs at the Reactor
Facility in support of the TR-5 license using the guidelines of the American National Standard for
Radiation Protection at Research Reactor Facilities (ANSI/ANS 15.11-2004), and in accordance
with the requirements of SNM-362 license and the NIST Gaithersburg HPIs;

(2) Conducting the appropriate surveillance activities and reporting radiological issues concerning
the Reactor Facility and TR-5 license to the Director of the NCNR,;

(3) Advising the NIST Gaithersburg RSO on radiological matters concerning the Reactor Facility
and the TR-5 license; and

(4) Conducting the appropriate surveillance activities and reporting radiological issues concerning
the Reactor Facility in regard to the SNM-362 license to the NIST Gaithersburg RSO.

r. Radiation Facility Owners are responsible for:

(1) Maintaining a list of Radiation Facility Users having authorized access to their assigned
facilities;

(2) Managing the access to, and security of, their assigned facilities;

(3) Completing the required training for the types of hazards associated with their assigned
facilities, and with the ionizing radiation sources used or stored in their facilities;

(4) Identifying to their supervisor and the appropriate RSO any issues that have, or may have,
radiological safety concerns or regulatory compliance implications;

(5) Ensuring that procedures and engineering controls are used to keep occupational doses and
doses to members of the public ALARA; and
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(6) Complying with the requirements of NIST Laboratory Safety Manual, Chapter 8, Radiation
Safety.

s. Radiation Facility Users are responsible for:

(1) Only entering Radiation Facilities unescorted when they have been authorized by Management
to do so;

(2) Completing all training required by the NIST radiation safety program, including training on
the safe use of ionizing radiation sources; maintaining the security of, and access to, ionizing
radiation sources; and recognizing and responding appropriately to incidents involving ionizing
radiation sources to prevent the spread of contamination;

(3) Controlling access to, and maintaining the security of, Radiation Facilities while occupying
such facilities;

(4) Complying with the requirements of occupying a Radiation Facility;
(5) Identifying to the respective Radiation Facility Owner, Source Custodian (if applicable), and
the appropriate RSO any issues that have, or may have, radiological safety concerns or regulatory

compliance implications; and

(6) Complying with the requirements of NIST Laboratory Safety Manual, Chapter 8, Radiation
Safety.

t. Source Custodians are responsible for:

(1) Making their sources available for use only to approved and authorized Source Users;

(2) Completing, as part of requests made using NIST-364 and NIST-365 forms, the appropriate
hazard assessments and establishing the hazard mitigation and emergency response plans, if
applicable, for their ionizing radiation sources through coordination with the HP Group;

(3) Ensuring prior to any use of a source that Source Users are informed of the terms and
conditions specified in the NIST-364 form and associated documents, and in any applicable NIST-
365 forms, specific to the use of the source, including use protocols and hazard mitigation and
emergency response plans;

(4) When appropriate, initiating requests using the NIST-365 form for changes in the utilization of
radioactive material, or in Source User(s) or use and storage locations;

(5) Completing all training required by the NIST radiation safety program, including training on
the safe use of ionizing radiation sources; maintaining the security of, and access to, ionizing
radiation sources; and recognizing and responding appropriately to incidents involving ionizing
radiation sources to prevent the spread of contamination;
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(6) Ensuring through coordination with the Radiation Facility Owner that all individuals who have
unescorted, unsupervised access to the source, or can exercise material control of the source, are
appropriately trained for such access;

(7) Ensuring that procedures and engineering controls are used to keep occupational doses and
doses to members of the public ALARA,;

(8) Identifying to their Group Leader and Gaithersburg RSO any issues that have, or may have,
radiological safety concerns or regulatory compliance implications; and

(9) Coordinating with the HP Group any transfers of custodianship, changes in utilization,
shipments of sources to off-site entities, or disposal of waste;

(10) Maintaining source inventory records of utilization, decay-corrected activity, transfer, and
disposal,

(11) Performing physical inventory verifications and reconciling documentary records as
necessary;

(12) Notifying the NIST Gaithersburg RSO of any known occupational radiation exposure due to
work at facilities other than NIST;

(13) Ensuring that ionizing radiation sources on their inventory are used safely and in accordance
with regulatory and NIST radiation safety program requirements;

(14) Providing appropriate oversight of their Source Users; and

(15) Complying with the requirements of NIST Laboratory Safety Manual, Chapter 8, Radiation
Safety.

u. Reactor Operators are responsible for:

(1) The safe operation of the NBSR within the NBSR Technical Specifications and the TR-5
License.

(2) Ensuring that reactor operations are conducted in accordance with the ANS Radiation
Protection at Research Reactors (ANS 15.11) standard and the NCNR ALARA program.

v. NCNR Users are responsible for:

(1) Identifying to the Reactor Facility Group Leader any issues that have, or may have, radiological
safety concerns or regulatory compliance implications;

(2) Ensuring that ionizing radiation sources (e.g., activated beam samples and calibration sources)

in their labs or areas are used, handled, and stored safely and in accordance with regulatory and
NIST radiation safety program requirements;
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(3) Ensuring that ionizing radiation sources, including neutron beam and in-core irradiated
samples, are properly transferred into and out of the NCNR;

(4) Completing appropriate training, including all training required by the TR-5 and other
applicable licenses, if any, and by the NIST radiation safety program, including training on the safe
use of ionizing radiation sources; maintaining the security of, and access to, ionizing radiation
sources; and recognizing and responding appropriately to incidents involving ionizing radiation
sources to prevent the spread of contamination; and

(5) Complying with the requirements of NIST Laboratory Safety Manual, Chapter 8, Radiation
Safety.

w. Source Users are responsible for:

(1) Using, handling, or manipulating only sources for which they have been approved by the RSO
or designee, the Source Custodian for those sources, and authorized by Management;

(2) Using ionizing radiation sources in a manner that complies with the terms and conditions
specified in the NIST-364 form and associated documents, and in any applicable NIST-365 forms,
specific to the source(s) being used, including use protocols and hazard mitigation and emergency
response plans;

(3) When appropriate, initiating requests using the NIST-365 form for changes in the utilization of
radioactive material, or in Source User(s) or use and storage locations, in coordination with the
pertinent Source Custodian;

(4) Completing all training required by the NIST radiation safety program, including training on
the safe use of ionizing radiation sources; maintaining the security of, and access to, ionizing
radiation sources; and recognizing and responding appropriately to incidents involving ionizing
radiation sources to prevent the spread of contamination;

(5) Ensuring that engineering and administrative controls are used to keep occupational doses and
doses to members of the public ALARA,;

(6) Identifying to their respective Source Custodian any issues that have, or may have, radiological
safety concerns or regulatory compliance implications;

(7) Notifying the RSO of any known occupational radiation exposures due to work at facilities
other than NIST; and

(8) Complying with the requirements of NIST Laboratory Safety Manual, Chapter 8, Radiation
Safety.

X. Authorized Users are responsible for:

(1) Using, handling, or manipulating only those sources for which they have been approved by the
NIST Boulder RSO, the IRSC, and the NRC, if necessary, and authorized by Management;
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(2) Completing, as part of requests made using NIST/BL-100 and NIST/BL-101 forms, the
appropriate hazard assessments and establishing the hazard mitigation and emergency response
plans, if applicable, for their ionizing radiation sources through coordination with the Boulder
RSO;

(3) Using ionizing radiation sources in a manner that complies with the terms and conditions
specified in the NIST/BL-100 form and associated documents, and in any applicable NIST/BL-101
forms, specific to the sources being used, including use protocols and hazard mitigation and
emergency response plans;

(4) When appropriate, initiating requests using the NIST/BL-101 form for changes in the
utilization of radioactive material, or in Authorized User(s), Supervised User(s), or use and storage
locations;

(5) Completing all training required by the NIST radiation safety program, including training on
the safe use of ionizing radiation sources; maintaining the security of, and access to, ionizing
radiation sources; and recognizing and responding appropriately to incidents involving ionizing
radiation sources to prevent the spread of contamination;

(6) Ensuring that engineering and administrative controls are used to keep occupational doses and
doses to members of the public ALARA;

(7) Identifying to the Boulder RSO any issues that have, or may have, radiological safety concerns
or regulatory compliance implications;

(8) Providing direct oversight of their Supervised Users;

(9) Maintaining source inventory records of utilization, decay-corrected activity, transfer, and
disposal; and

(10) Complying with the requirements of NIST Laboratory Safety Manual, Chapter 8, Radiation
Safety.

y. Supervised Users are responsible for:

(1) Using, handling, or manipulating only those sources for which they have been approved by the
NIST Boulder RSO and the IRSC, and authorized by Management;

(2) Using ionizing radiation sources in a manner that complies with the terms and conditions
specified in the NIST/BL-100 form and associated documents, and in any applicable NIST/BL-101
forms, specific to the source(s) being used, including use protocols and hazard mitigation and
emergency response plans;

(3) Completing all training required by the NIST radiation safety program, including training on
the safe use of ionizing radiation sources; maintaining the security of, and access to, ionizing
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radiation sources; and recognizing and responding appropriately to incidents involving ionizing
radiation sources to prevent the spread of contamination;

(4) Ensuring that engineering and administrative controls are used to keep occupational doses and
doses to members of the public ALARA,;

(5) Identifying to their respective Authorized User any issues that have, or may have, radiological
safety concerns or regulatory compliance implications; and

(6) Complying with the requirements of NIST Laboratory Safety Manual, Chapter 8, Radiation
Safety.

z. Radioactive Material Package Receivers are responsible for:

(1) Completing all training required by the NIST radiation safety program;

(2) Ensuring that radioactive packages remain secured from unauthorized access or removal until
delivered to a member of the HP Group or the Boulder RSO, as applicable;

(3) Immediately notifying a member of the HP Group or Boulder RSO, as applicable, if there is
any evidence of type of damage or degradation of package integrity such as packages that are
crushed, wet, or otherwise damaged; and

(4) Immediately notifying a member of the HP Group or the Boulder RSO, as applicable, if a
radioactive package becomes unaccounted for.

aa. lonizing-Radiation-Producing Device Users are responsible for:

(1) Ensuring that all proposed experiments or modifications of ionizing-radiation-producing
devices or Radiation Facilities have been approved by the appropriate RSO and authorized by
Management prior to initiation of work or implementation of changes;

(2) Complying with the terms and conditions specified in the approved protocols and operating
procedures for the specific ionizing-radiation-producing device, including any hazard mitigation
and emergency response plans;

(3) Completing all training required by the NIST radiation safety program, including training on
the safe use of the specific ionizing-radiation-producing device, and recognizing and responding
appropriately to incidents involving the ionizing-radiation-producing device;

(4) Ensuring that the ionizing-radiation-producing device is used in a Radiation Facility approved
by the appropriate RSO and authorized by Management, and that all safety and control equipment
is functional;

(5) Ensuring that engineering and administrative controls are used to keep occupational doses and
doses to members of the public ALARA;
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(6) Identifying to their supervisor and the appropriate RSO any issues that have, or may have,
radiological safety concerns or regulatory compliance implications;

(7) Notifying the appropriate RSO of any known occupational radiation exposure due to work at
facilities other than NIST; and

(8) Complying with the requirements of NIST Laboratory Safety Manual, Chapter 8, Radiation
Safety.

bb. NIST Employees and non-NIST Personnel are responsible for:

(1) Completing required training commensurate with their duties, and completing refresher training
in accordance with license and regulatory requirements or as research protocols, procedures, or
duties change; and

(2) Identifying to their supervisor and the appropriate RSO any issues that have, or may have,
radiological safety concerns or regulatory compliance implications.

cc. Individuals Interacting with the NRC are responsible for:

(1) Providing information to the NRC that is complete and accurate in all material respects.

12.03.10

ENFORCEMENT

a. NIST is subject to inspections by Federal and State entities. Inspectors for these entities have the right
and authority to evaluate the regulatory compliance aspects of all individuals and facility operations
under the purview of the NRC licenses held by NIST and, in Boulder, of the Colorado State Board of
Health, Radiation Control.

b. Individuals whose assigned duties involve the use of or exposure to ionizing radiation sources at
Gaithersburg or Boulder or the Reactor Facility at Gaithersburg are subject to monitoring, surveillance,
and audits by the NRC, the IRSC, the Gaithersburg RSO and HP Group, and the Boulder RSO.

c. Findings resulting from inspections, monitoring, surveillance, and audits noted in 12.03.10a and
12.03.10b may result in suspension or termination of use of ionizing radiation sources at NIST and by
specific individuals, and of access to Radiation Facilities and the Reactor Facility. Failure to comply
with established policies and procedures may result in disciplinary action. Violations of license
requirements, including failure to provide information to the NRC that is complete and accurate in all
material respects, have the potential for civil and criminal penalties.

12.03.11
CONTENT OWNER
Chief Safety Officer (CSO)
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12.03.12
EFFECTIVE DATE
August 17, 2010.

12.03.13

REFERENCES

a. NRC License Numbers SNM-362, 19-23545-01E, 05-03166-05, and TR-5 (including Technical
Specifications).

b. Applicable Parts of Title 10, Code of Federal Regulations: Nuclear Regulatory Commission.

c. Applicable Parts of Title 29, Code of Federal Regulations: Labor.

d. Applicable Parts of Title 40, Code of Federal Regulations: Protection of the Environment.

e. Applicable Parts of Title 49, Code of Federal Regulations: Transportation.
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ANIMAL CARE AND USE

Sections

14.02.01 Purpose

14.02.02 Scope

14.02.03 Policy

14.02.04 References

14.02.05 Definitions

14.02.06 Responsibilities
14.02.07 Delegations of Authority

Appendix A - Utilization and Care of Vertebrate Animals Used in Testing, Research and
Training
Appendix B - Health Research Extension Act of 1985: "Animals in Research"

14.02.01

PURPOSE

This subchapter establishes responsibility for humane care and use of animals within the
NIST program.

14.02.02

SCOPE

This policy is applicable to all NIST-conducted or supported activities involving animals,
whether the activities are performed at NIST, an awardee institution, or any other
institution, and conducted in the United States, the Commonwealth of Puerto Rico, or any
territory or possession of the United States. The requirements of this policy are effective
for applications and proposals for NIST research involving animals that are submitted for
NIST consideration, and for all NIST-conducted or -supported research involving
animals. Institutions in foreign countries receiving NIST support for activities involving
animals shall comply with this policy, or provide evidence to NIST that acceptable
standards for the humane care and use of the animals in the NIST-conducted or supported
activities will be met. No NIST support for an activity involving animals will be provided
to an individual unless that individual is affiliated with or sponsored by an institution
which can and does assume responsibility for compliance with this subchapter, unless the
individual makes other arrangements with the NIST. This policy does not affect
applicable state or local laws or regulations which impose more stringent standards for
the care and use of laboratory animals. All NIST components, contractors, or institutions
with which NIST has collaborative or cooperative agreements are required to comply, as
applicable, with all federal statutes and regulations relating to animals. This policy is also



applicable to the transportation of experimental animals on NIST property, between
buildings or facilities, to or from commercial carriers, or in any other manner.

14.02.03

POLICY

The NIST policy is that each investigator or person involved in the care or use of animals
adhere to the Principles, the Guide, and applicable humane and ethical policies as
established or referenced herein, including the Animal Welfare Act, the Health Research
Extension Act of 1985, and the Endangered Species Act of 1973. Adequate veterinary
care shall conform to the standards set forth in the Guide and in Adequate Veterinary
Care. The NIST-Animal Care and Use Committee (NIST-ACUC) will suspend any
activity involving animals that has been previously approved if it is determined that the
activity is not being conducted in accordance with the previously approved animal study
proposal or provisions cited in this subchapter.

14.02.04
REFERENCES
a. Laws —

(1) Animal Welfare Act (7 U.S.C. 2131 et seq).
(2) The Endangered Species Act of 1973 (16 U.S.C. 1531 et seq).
(3) Health Research Extension Act of 1985 (Pub.L. 99-158, November 20, 1985).

b. Regulations —

(1) Good Laboratory Practice for Nonclinical Laboratory Studies (FDA Regulations Title
21, CFR, Part 58, 1976).

(2) Procurements Involving the Use of Laboratory Animals (Federal Acquisition
Regulations Supplement, Clause 52.235-7003).

c. Policies —

(1) Guide for the Care and Use of Laboratory Animals (DHHS Publication No. NIH 85-
23).

(2) PHS Policy on Humane Care and Use of Laboratory Animals, Sept. 1986.

(3) Report of the AVMA Panel on Euthanasia, JAVMA 183 (3): 252-268, February 1,
1986.

(4) Biosafety in Microbiological and Biomedical Laboratories, March 1984. DHHS
Publication No. (CDC) 84-8395.



(5) The National Institutes of Health Radiation Safety Guide (DHHS Publication No.
(NIH) 79-18).

(6) Institutional Administrator's Manual for Laboratory Animal Care and Use (DHHS
Publication No. (NIH) 88-2959).

d. Guidelines -

Report of the American College of Laboratory Animal Medicine (ACLAM) on Adequate
Veterinary Care, October 1986.

14.02.05

DEFINITIONS

a. Accreditation - Recognition by the American Association for Accreditation of
Laboratory Animal Care or other NIST-approved accrediting body that the animal
facilities and management practices of a research institution are in accordance with the
Public Health Service/National Institutes of Health Guide for Care and Use of Animals
(Guide).

b. Adequate Veterinary Care - Care conforming to the standards set forth in the Guide
and in Adequate Veterinary Care by the American College of Laboratory Animal
Medicine.

c. Animal - Any live, vertebrate animal used or intended for use in research,
experimentation, testing, training, or related purposes. (The acquisition and transportation
of certain invertebrates and of parts of certain vertebrates are also subject to federal
regulation.)

d. Animal Facility - Any and all buildings, rooms, areas, enclosures, or vehicles,
including satellite facilities, used for animal confinement, transport, maintenance,
breeding, or experiments inclusive of surgical manipulation. A satellite facility is any
containment outside of a core facility or centrally designated or managed area in which
animals are housed for more than 24 hours.

e. Form NIST-1258, Contractor/Grantee Animal Study Proposal, and Form NIST-1259,
Intramural Animal Study Proposal - supplied by the NIST Animal Care and Use
Committee (NIST-ACUC), completed by an intramural or extramural Principal
Investigator and submitted for approval to the Chair of the NIST-ACUC prior to the
ordering of animals or initiation of study. (Copies of these forms are available from the
NIST-ACUC).

f. Guide - The Public Health Service (PHS)/National Institutes of Health (NIH) Guide for
the Care and Use of Laboratory Animals, which serves as the standard by which animal
care and use programs are developed and assessed. The Guide is available from the
NIST-ACUC or the Office of Animal Care and Use (OACU), O.D., NIH, Building 12A,
Room 4003, Bethesda, MD 20892, (301) 496-5424.




g. NIST Animal Care and Use Committee (NIST-ACUC) - The NIST Animal Care and
Use Committee which is appointed by the NIST Director and composed of a Chair and
members as defined in Subchapter 3.01, Appendix A.

h. NIST Veterinary Advisor - A Doctor of Veterinary Medicine, with training or
experience in laboratory animal science and medicine, who is a member of the NIST-
ACUC and provides advice for activities involving animals at NIST.

I. Principles - U.S. Government Principles for the Utilization and Care of Vertebrate
Animals Used in Testing, Research and Training (See Appendix A).

j. Principal Investigator - The scientist responsible for conducting an animal study in
compliance with this subchapter and the Guide, and who certifies acceptance of this
responsibility by signing Form NIST-1259. "Intramural™ Principal Investigators are NIST
employees who are responsible for such research performed in NIST facilities.
"Extramural™ Principal Investigators are employees of institutions who are responsible
for such research in non-NIST facilities as a result of a grant or contract with NIST.

k. Proposal - A research or contract plan containing a description of the research, the
necessity for the study, a detailed work plan, and budget.

I. Technical Officer - The NIST scientist or engineer who is responsible for and provides
technical oversight for a research project carried out under a NIST grant or contract. In
the case of NIST grants, this individual is commonly known as the "Scientific Officer.”
In the case of NIST contracts, this individual is commonly known as the "Contracting
Officer's Technical Representative (COTR)."

14.02.06

RESPONSIBILITIES

a. The NIST Director - Responsible for ensuring compliance with this subchapter by all
NIST employees, contractors, grantees, and others that are funded by NIST or use NIST
facilities; for implementing and administering this subchapter; and for taking appropriate
action regarding recommendations from the NIST-ACUC.

b. Intramural Principal Investigators - The NIST Principal Investigator shall:

(1) Secure the division chief's approval of the scientific merit and funding for any
research involving animals.

(2) Sign and submit a completed Form NIST-1259 along with a copy of the division
chief-approved research proposal, to the OU and the ACUC for review before requesting
animals or initiating animal studies.

(3) Attend the course, Using Animals in Research: Guidelines for Investigators or
participate in a comparable training experience approved by the ACUC, prior to approval
of Form NIST-1259. (This policy may be waived by the ACUC until the next offering of



the course.)

(4) Ensure all personnel working with animals on the project receive training in the
appropriate techniques for the species of animals that they use.

(5) Comply with this subchapter and the Guide.

(6) Ensure that the NIST-ACUC is informed in writing of proposed significant deviations
from procedures described on Form NIST-1259.

c. Extramural Principal Investigator - The Extramural Principal Investigator shall submit
to the NIST Technical Officer:

(1) A grant or contract Proposal.
(2) A completed Form NIST-1258 with signed approval by the Institutional ACUC.

(3) Copies of other governmental approvals for their animal care and use procedures and
showing the current status of their assurance by PHS/NIH, and copies of animal care
facility accreditation.

(4) Certification that the Principal Investigator and other personnel involved in the care
and use of the animals are trained as required by this subchapter and the Guide.

During the course of the research, the Extramural Principal Investigator must inform the
NIST Technical Officer in writing of any proposed deviation from procedures involving
animals described on Form NIST-1258, any change in personnel and their training, any
change in the status of their PHS/NIH assurance or other governmental inspecting bodies;
and the results of any inspections of their animal care facilities that take place during the
course of the contract or grant.

d. NIST Technical Officer - The NIST Technical Officer shall:

(1) Secure scientific and management approval of the extramural research Proposal via
normal NIST procedures.

(2) Forward the approved Proposal to the NIST-ACUC for its review and approval.
(3) Inform the NIST-ACUC of any information from the Contractor/Grantee that deviates
from the animal-related information supplied in the Proposal or on Form NIST-1258,

throughout the duration of the contract or grant.

e. NIST Veterinary Advisor - The NIST Veterinary Advisor shall:

(1) Advise on implementation of the NIST Animal Care and Use Program.



(2) Help the NIST-ACUC evaluate compliance with this subchapter and the Guide in the
animal facility(ies).

(3) Advise the Principal Investigator or Technical Officer, the NIST-ACUC, and the
NIST Director on activities involving animals at NIST, to ensure compliance with this
subchapter and the Guide.

14.02.07
DELEGATIONS OF AUTHORITY
The NIST Director delegates authority to:

a. The NIST Animal Care and Use Committee (NIST-ACUC) to monitor
implementation;

b. The NIST OU Directors to implement and administer this policy on a day-to-day basis
for each organizational unit that uses animals in research, and for taking appropriate
action regarding recommendations from the NIST-ACUC,;

c. The Principal Investigator to ensure compliance in every day operations, such as the
experimental setting and procedures, veterinary care, husbandry, and provision of
supplies and equipment; and

d. The NIST Veterinary Advisor to evaluate veterinary compliance with this NIST
subchapter and the Guide.



APPENDIX A

UTILIZATION AND CARE OF VERTEBRATE ANIMALS
USED IN TESTING, RESEARCH AND TRAINING*

The development of knowledge necessary for the improvement of the health and well-
being of humans as well as other animals requires in vivo experimentation with a wide
variety of animal species. Whenever U.S. government agencies develop requirements for
testing, research, or training procedures involving the use of vertebrate animals, the
following principles shall be considered; and whenever these agencies actually perform
or sponsor such procedures, the responsible institutional official shall ensure that these
principles are adhered to:

1. The transportation, care, and use of animals should be in accordance with the Animal
Welfare Act (7 U.S.C. 2131 et. seq.) and other applicable federal laws, guidelines, and
policies.

2. Procedures involving animals should be designed and performed with due
consideration of their relevance to human or animal health, the advancement of
knowledge, or the good of society.

3. The animals selected for a procedure should be of an appropriate species and quality
and the minimum number required to obtain valid results. Methods such as mathematical
models, computer simulation, and in vitro biological systems should be considered.

4. Proper use of animals, including the avoidance or minimization of discomfort, distress,
and pain when consistent with sound scientific practices, is imperative. Unless the
contrary is established, investigators should consider that procedures that cause pain or
distress in human beings may cause pain or distress in other animals.

5. Procedures with animals that may cause more than momentary or slight pain or distress
should be performed with appropriate sedation, analgesia, or anesthesia. Surgical or other
painful procedures should not be performed on unanesthetized animals paralyzed by
chemical agents.

6. Animals that would otherwise suffer severe or chronic pain or distress that cannot be
relieved should be painlessly killed at the end of the procedure or, if appropriate, during
the procedure.

7. The living conditions of animals should be appropriate for their species and contribute
to their health and comfort. Normally, the housing, feeding, and care of all animals used
for biomedical purposes must be directed by a veterinarian or other scientist trained and
experienced in the proper care, handling, and use of the species being maintained or
studied. In any case, veterinary care shall be provided as indicated.



8. Investigators and other personnel shall be appropriately qualified and experienced for
conducting procedures on living animals. Adequate arrangements shall be made for their
in-service training, including the proper and humane care and use of laboratory animals.

9. Where exceptions are required in relation to the provisions of these principles, the
decisions should not rest with the investigators directly concerned but should be made,
with due regard to Principle 2, by an appropriate review group such as an institutional
animal research committee. Such exceptions should not be made solely for the purposes
of teaching or demonstration.

*Published in the Federal Register, May 20, 1985, Vol. 50, No. 97, pp. 20864-20865, by
the Office of Science and Technology Policy.




APPENDIX B
HEALTH RESEARCH EXTENSION ACT OF 1985: "ANIMALS IN
RESEARCH™"1/
Sec. 495,

(a) The Secretary, acting through the Director of NIH, shall establish guidelines for the
following:

(1) The proper care of animals to be used in biomedical and behavioral research.

(2) The proper treatment of animals while being used in such research. Guidelines under
this paragraph shall require--

(A) the appropriate use of tranquilizers, analgesics, anesthetics, paralytics, and euthanasia
for animals in such research; and

(B) appropriate pre-surgical and post-surgical veterinary medical and nursing care for
animals in such research.

Such guidelines shall not be construed to prescribe methods of research.

(3) The organization and operation of animal care committees in accordance with
subsection (b).

(b) (1) Guidelines of the Secretary under subsection (a)(3) shall require animal care
committees at each entity which conducts biomedical and behavioral research with funds
provided under this Act (including the National Institutes of Health and the national
research institutes) to assure compliance with the guidelines established under subsection

(@).

(2) Each animal care committee shall be appointed by the chief executive officer of the
entity for which the committee is established, shall be composed of not fewer than three
members, and shall include at least one individual who has no association with such
entity and at least one doctor of veterinary medicine.

(3) Each animal care committee of a research entity shall--

(A) review the care and treatment of animals in all animal study areas and facilities of the
research entity at least semiannually to evaluate compliance with applicable guidelines
established under subsection (a) for appropriate animal care and treatment;

(B) keep appropriate records of reviews conducted under subparagraph (A); and

(C) for each review conducted under subparagraph (A), file with the Director of NIH at

least annually (i) a certification that the review has been conducted, and (ii) reports of any
violations of guidelines established under subsection (a) or assurances required under



paragraph (1) which were observed in such review and which have continued after notice
by the committee to the research entity involved of the violation. Reports filed under
subparagraph (C) shall include any minority views filed by members of the committee.

(c) The Director of NIH shall require each applicant for a grant, contract, or cooperative
agreement involving research on animals which is administered by the National Institutes
of Health or any national research institute to include in its application or contract
proposal, submitted after the expiration of the twelve-month period beginning on the date
of enactment this section--

(1) Assurances satisfactory to the Director of NIH that--

(A) the applicant meets the requirements of the guidelines established under paragraphs
(1) and (2) of subsection (a) and has an animal care committee which meets the
requirements of subsection (b); and

(B) scientists, animal technicians, and other personnel involved with animal care,
treatment, and use by the applicant have available to them instruction or training in the
humane practice of animal maintenance and experimentation, and the concept,
availability, and use of research or testing methods that limit the use of animals or limit
animal distress; and

(2) a statement of the reasons for the use of animals in the research to be conducted with
funds provided under such grant or contract. Notwithstanding subsection (a)(2) of Section
553 of Title 5, United States Code, regulations under this subsection shall be promulgated
in accordance with the notice and comment requirements of such section.

(d) If the Director of NIH determines that--

(1) the conditions of animal care, treatment, or use in an entity which is receiving a grant,
contract, or cooperative agreement involving research on animals under this title do not
meet applicable guidelines established under subsection (a);

(2) the entity has been notified by the Director of NIH of such determination and has
been given a reasonable opportunity to take corrective action; and

(3) no action has been taken by the entity to correct such conditions; the Director of NIH
shall suspend or revoke such grant or contract under such conditions as the Director
determines appropriate.

(e) No guideline or regulation promulgated under subsection (a) or (c) may require a
research entity to disclose publicly trade secrets or commercial or financial information
which is privileged or confidential.

1/ Public Law 99-158, November 20, 1985.



Chapter 14 Special Program Activities
Subchapter 14.05 Standard Reference Data Program
Sections
14.05.01 Purpose
14.05.02 Scope
14.05.03 Objective
14.05.04 Responsibilities
14.05.05 Special Services by Data Centers
14.05.06 Cost of Services
14.05.07 Calculation of Charges
14.05.08 Exemptions from Charges
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14.05.01
PURPOSE

This subchapter primarily contains guidelines for special services performed by the
Standard Reference Data Program (SRDP) data centers within NIST. It also contains
information concerning outside data centers under contract to SRDP (1) funded solely by
NIST and (2) funded jointly by NIST and other agencies (see Section 14.05.13).

Effective Date: 8/27/2001



14.05.02
SCOPE
This subchapter applies to NIST-Gaithersburg and NIST-Boulder.

14.05.03

OBJECTIVE

The primary objective of the Standard Reference Data Program is to make critically
evaluated reference data readily available to scientists, engineers, and the general public,
through published tables, computer diskettes, and other dissemination mechanisms that
reach a broad section of the technical community. Except in special circumstances, each
project supported by SRDP will have as its main goal the preparation of data for broad
distribution in this manner. The normal channels of distribution are the Journal of
Physical and Chemical Reference Data, appropriate NIST publication series, private
publishers under contract to SRDP, PC diskettes, and other modes developed by SRDP.

14.05.04

RESPONSIBILITIES

a. The leader of each data center, in consultation with the Chief, Standard Reference
Data Program will establish the schedule of charges for that data center relating to special
services performed by the data center. SRDP should be consulted when any change in
this schedule is proposed.

b. Data center leaders have the authority to waive charges on the grounds listed in
Section 14.05.08. Charges may still be made, at the discretion of the data center leader,
even if one or more of the conditions for waiver apply.

c. Waiver of charges greater than $500 must be approved by the Chief, Standard
Reference Data Program.

14.05.05

SPECIAL SERVICES BY DATA CENTERS

a. In order to prepare data for critical evaluation and subsequent publication, several
preliminary steps are required, such as retrieval of papers from the literature, indexing,
and extraction and organization of data. In this way each continuing data center develops
files that provide comprehensive coverage of its field of interest. These files, together
with the expertise of the staff, represent a resource that has other potential uses. For
example, they can serve as a base for answering inquiries for specific data, for preparing
selective bibliographies on request, and for selective dissemination of information or
current awareness services.

b. Data centers are encouraged to respond to such requests and to provide other useful

services that do not interfere significantly with their progress toward the primary goal of
preparing evaluated data for publication.

Effective Date: 8/27/2001 2



14.05.06

COST OF SERVICES

The cost of these special services by data centers should be charged to the individual or
organization for which they are provided, unless there are circumstances which justify
waiving the charges. In determining the charges, only the incremental costs incurred in
providing the service should be considered, since the cost of developing the database is
properly charged to the project supporting the data center. These incremental costs
include:

(1) Labor of data center personnel (including overhead) required to perform the service.
(2) Cost of computer related activity, including literature searches.

(3) Cost of any additions to the database made specifically for the purpose of providing
the service.

(4) Any other costs that would not be incurred in the absence of the service in question.

14.05.07

CALCULATION OF CHARGES

a. Labor - To simplify bookkeeping, a standardized charge of $25/hour for clerical labor
and $60/hour for professional labor will be made.

b. Computer - Either actual cost for each search, calculation, or any other computer
activity, or a standardized scheduled of charges for specified types of activity. In the
latter case, the schedule should reflect the average cost of searches and must be approved
by SRDP.

c. Current Awareness Services - Prices should reflect the cost of preparation, printing,
and mailing.

d. Other - Actual cost.

14.05.08

EXEMPTIONS FROM CHARGES

a. Charges for special services may be waived on any of the following grounds:

(1) The time required is four hours or less and the total of other costs is less than $500.
(2) The service is performed for a member of the NIST staff.

(3) The requester has made (or is expected to make) contributions to the Standard

Reference Data Program through supplying data or other information, carrying out
evaluations, reviewing manuscripts, advising on program priorities, etc.

Effective Date: 8/27/2001 3



(4) The service is provided for another data center on an exchange basis.

(5) The request is concerned with the evaluation procedures of the data center and is thus
materially related to the credibility of the data center's output.

(6) The request comes from another government agency or from Congress and is of
sufficient importance to justify waiving of charges.

14.05.09

COLLECTION OF CHARGES

When it is determined that a charge should be made for a particular service, the data
center should inform the requester of the estimated amount and obtain concurrence,
preferably in writing, before proceeding with the work. After the service is completed, a
form (available in SRDP) should be submitted to SRDP with full information required for
billing. SRDP will follow the established mechanism for billing and collection, through
the Office of the Comptroller.

14.05.10

USE OF FUNDS COLLECTED

SRDP funding of data centers is predicated on the delivery of a tangible product to
SRDP, while the provision of other services represents a diversion of resources from this
primary goal. To avoid interference with the commitments of the data center to SRDP,
all funds collected from the services of a data center will be returned to that data center.

14.05.11

REPORTING PROCEDURE

Data centers will keep records of services provided, including a notation of the grounds
for waiving charges when this is done. Reports should be submitted to SRDP if charges
are collected. A simplified reporting form used by the data center is acceptable if it
includes the required information.

14.05.12

OTHER SRDP FUNCTIONS

In addition to the responsibilities detailed above, SRDP will refer all inquiries and
requests received to the appropriate data center. If no data center exists in the technical
area covered by the request, SRDP will attempt to refer the requester to an appropriate
expert at NIST or elsewhere. If the request can be satisfied easily by the SRDP staff
(specifically, with the expenditure of no more than one hour of staff time), SRDP may
respond directly. In general, services requiring greater staff time will not be performed
by SRDP for individual requesters. However, such services as are provided by SRDP
will be subject to the same provisions regarding charges and waiver requirements that
apply to the data center.

Effective Date: 8/27/2001 4



14.05.13

OUTSIDE DATA CENTERS

a. The guidelines in this subchapter are primarily for SRDP data centers within NIST.
They also apply, with necessary modifications, to outside data centers under contract to
SRDP. In the case of outside data centers, the following situations must be considered:

(1) Joint funding by SRDP and another agency for a single class of output - A procedure
consistent with the policies of both agencies will be established by negotiation. User
charges that are collected will be apportioned between agencies according to the funding
ratio. The SRDP portion will be retained by the data center in accordance with the
principle outlined in Section 14.05.10.

(2) Joint funding of a data center in which a class of outputs can be identified exclusively
with the SRDP portion of the funding - Procedure will be established by negotiation.
User charges collected by the data center that are identifiable with the scope of SRDP
support will be reported to SRDP. In accordance with the principle outlined in 14.05.10,
these funds will be retained by the center.

(3) Sole funding by SRDP - Procedures consistent with the guidelines in this subchapter
will be negotiated with the data center. Charges may be collected and retained by the
data center if this is more efficient, but reports will be submitted to SRDP as described in
Section 14.05.11.

14.05.14

OTHER SRDP-SUPPORTED PROJECTS

SRDP supports a number of projects that cannot be characterized as data centers because
of their narrow technical scope and limited time span. Such projects do not lead to
comprehensive files and other facilities upon which services of the type described above
can be based. When a NIST staff member engaged in such a project responds to a
request for technical information, this activity is considered to fall under the general
provisions for NIST Consulting and Advisory Services. Thus no specific reporting or
accounting will be required by SRDP. Similar projects conducted by SRDP contractors
outside NIST will not be subject to user charge requirements.

14.05.15

REVIEW OF NEW SUBSTANTIAL STANDARD REFERENCE DATA PROJECTS

a. Background - To carry out an effective information dissemination program,
knowledge of the marketplace in which the information dissemination product is to be
placed is useful. To design the best possible product and to minimize the instances of
duplication, before a substantial project is undertaken NIST should consider whether or
not particular information dissemination needs have been met by others. Any
consideration should include communication and consultation with the users and
providers of particular information dissemination products. Adequate notice of
information dissemination plans and an opportunity to comment on those plans should be
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part of the consideration. In certain circumstances the responsibility to disseminate
information may be independent of the availability of similar information dissemination
products, even where another public or private entity has offered a similar information
dissemination product. In those instances, NIST may conclude that despite the
availability of similar projects, there is nonetheless a responsibility to disseminate NIST's
own product.

b. Policy - As part of its responsibilities under 15 U.S.C. 290 to collect, evaluate, and
publish high-quality Standard Reference Data (SRD), NIST creates SRD databases.
NIST acknowledges the desirability to minimize duplication, overlap, and competition
with similar private sector databases. Duplication, overlap, and competition can be
minimized by giving consideration to comments from interested parties and peers and by
giving consideration to the merits and drawbacks of creating or modifying SRD
databases. It is therefore NIST policy that substantial SRD database projects which may
compete with private sector databases shall be created or significantly added to only after
the proposed database project has been evaluated in accordance with the procedures listed
below. In addition, the NIST Board of Assessment will peer review NIST Standard
Reference Data activities on a regular basis.

c. Procedures - Before creation or modification of a substantial SRD database, the chief
of the division proposing the new or revised database should:

(1) Publish in the Federal Register or the Commerce Business Daily or in a similar
publication, notice of the proposed action and provide at least 15 days for comments from
interested parties. The notice may invite interested parties to attend meetings or
workshops;

(2) Request that the NIST Standard Reference Data Program publish notice on its web
page of the proposed action and provide an opportunity to comment;

(3) Consider the need in the scientific community for the proposed action;

(4) Consider the impact of the proposed action on similar existing private-sector
databases; and

(5) Make a written determination as to the need for the proposed action, including a

finding as to whether or not the mission of NIST or the SRDP outweighs any concerns
raised.

Effective Date: 8/27/2001 6



NIST DIRECTIVES INVENTORY

Title Type Number ou
Forms Management Procedure PR 1000.05 M&O
Administrative Committees Order 0 1005.00 M&O
Organizational Changes Order 0 1007.00 M&O
Contacts with Congress and others Order 0 1030.00 CLAO
Procedures for Transmittal of Advisory Committee Reports to Congress Procedure PR 1030.01 CLAO
Clearance for Reports to Congress - Authorization Procedure PR 1030.02 CLAO
Drafting and Clearance Procedures for Reports to Congress - Appropriations Procedure PR 1031.01 OFRM
Public Communications Order 0 1074.00 PAO
Conferences and Meetings Order 0 1075.00 PAO
Directives Management System Policy P 1100.00 M&O
Directives Management System Order 0 1110.00 M&O
Equal Employment Opportunity (EEO) and Diversity Policy P 1200.00 CRDO
Visiting Researcher and Associate Policy Policy P 1400.00 CosS
Foreign Visitors Procedure PR 1400.01 IAAO
Domestic Associates Program Order 0 1401.00 TPO
Use of the Emeritus Title Notice N 1401.01 TPO
Domestic Associates Program Procedures Procedure PR 1401.01 TPO
Foreign Guest Researcher Program Order 0 1402.00 IAAO
Foreign Guest Researcher Program Procedures Procedure PR 1402.01 IAAO
New Category of Foreign Guest Researcher Notice N 1402.01 IAAO
Letters to Support Petitions for United States Legal Permanent Residency Order 0 1403.00 IAAO
Research Library, Publishing, and Museum Services Policy P 1500.00 ISO
Research Library Services Order 0 1501.00 ISO
Procedures for Borrowing Information Resources and E-Devices from the NIST Research Library Procedure PR 1501.01 ISO
Publishing Services - NIST Technical Series Publications and the Journal of Research of the NIST Order 0 1502.00 ISO
Records Management Policy P 1600.00 M&O
Web Content Policy P 1700.00 PAO
Web Content Requirements Order 0 1701.00 PAO
Review of Fundamental Research Communications Policy P 1800.00 ADLP
Review of Fundamental Research Communications Order 0 1801.00 ADLP
Review of Scholarly and Technical Manuscripts Intended for Publication Suborder $1801.01 ADLP
Review of Data Intended for Publication Suborder $1801.02 ADLP




NIST DIRECTIVES INVENTORY

Title Type Number ou
Review of Software Intended for Publication Suborder $1801.03 ADLP
Review of Scholarly and Technical Videos Intended for Publication Suborder $1801.04 ADLP
Facilities and Site Management Policy P 2100.00 OFPM
Laboratory and Work Space Decommissioning Procedure PR 2100.01 OFPM
Personal Property Management Program Order 0 2102.00 OFPM
Facilities and Site Management Order 0 2103.00 OFPM
Acquisition and Disposal of Real Property Suborder $2103.05 OFPM
Leasing of Real Property Suborder $2103.06 OFPM
Mail Management Procedure PR 2103.05 OFPM
Site Access during Site Closure and Delayed Openings Order 0 2105.00 OFPM
Transportation Program Order 0 2106.00 OFPM
Traffic and Parking Procedure PR 2106.01 ESO
Transit Subsidy Program Procedure PR 2106.02 OFPM
Bicycle Parking Notice Notice N 2106.01 ESO
Energy and Sustainability Management Program Order 0 2107.00 OFPM
Export Control Management Program Order 0 2108.00 OFPM
Space Management and Utilization Order 0 2109.00 OFPM
Space Management and Utilization Procedure PR 2109.01 OFPM
Emergency Management Policy P 2200.00 ESO
Emergency Management Program Order 0 2201.00 ESO
Energy Contingencies Procedure PR 2201.03 OFPM
Smoking Policy Policy P 2300.00 OFPM
Security Policy P 2400.00 ESO
Facility Access Cards and Electronic Access Control Procedure PR 2401.01 ESO
Human Resources Management Policy P 3100.00 OHRM
Telework Program Order 0 3102.00 OHRM
NIST NRC Postdoctoral Research Associateship Program Order 0 3105.00 IAAO
NIST NRC Postdoctoral Research Associate Program Procedure PR 3105.01 IAAO
Employment of Non-U.S. Citizens Order 0 3112.00 OHRM
Employment of Non-U.S. Citizens Procedure PR 3112.01 OHRM
Merit Assignment Plan Order 0 3113.00 OHRM
Associate Entrance on Duty and Separation Clearance Order 0 3114.00 OHRM




NIST DIRECTIVES INVENTORY

Title Type Number ou
Separation Clearance Order 0 3115.00 OHRM
Disciplinary/Adverse Actions Order 0 3120.00 OHRM
Incentive Awards Order 0 3123.00 OHRM
NIST Zero Tolerance Harassment Policy Policy P 3200.00 CRDO
Identification of Institutional Support Rate Type Procedure PR 4000.01 OFRM
Working Capital Fund Procedure PR 4100.01 OFRM
Scientific Integrity Policy P 5100.00 ADLP
Scientific Integrity Order 0 5101.00 ADLP
Procedures for Reporting and Resolving Allegations Regarding Violations of Scientific Integrity Procedure PR 5101.01 ADLP
Responsible Conduct of Research Policy P 5200.00 ADLP
Responsible Conduct of Research Order Order 0 5201.00 ADLP
Procedures in Response to Allegations of Research Misconduct Procedure PR 5201.01 ADLP
Participation in Documentary Standards Activities Policy P 5300.00 SCO
Participation in Documentary Standards Activities Order 0 5301.00 SCO
Measurement Quality Policy P 5400.00 SCO
Human Subjects Protections Policy P 5500.00 HSPO
Human Subjects Protection Program Order 0 5501.00 HSPO
Human Subjects Protection Program Procedures Procedure PR 5501.01 HSPO
Standard Reference Materials Program Policy P 5600.00 ADLP
Standard Reference Materials Program Order 0 5601.00 ADLP
Managing Public Access to Results of Federally Funded Research Policy P 5700.00 ADLP
Managing Public Access to Results of Federally Funded Research Order 0 5701.00 ADLP
U.S. Designated Institutes Participating in the Mutual Recognition Arrangement (CIPMMRA) Policy P 5810.00 ADLP
U.S. Designated Institutes Participating in the Mutual Recognition Arrangement (CIPMMRA) Order 0 5810.00 ADLP
Calibration Services Policy P 5900.00 PML
Calibration Services Order Order 0 5901.00 PML
Establishment of Calibration Services Suborder $5901.01 PML
Determining and Setting Calibration Fees Suborder $5901.02 PML
Significant Changes to a NIST Calibration Service Suborder $5901.03 PML
Termination of a Calibration Service Suborder $5901.04 PML
Information Systems Management and Use Policy Policy P 6100.00 OIsM
Employee-Issued Computing and Telecommunications Devices Notice N 6100.01 OISM




NIST DIRECTIVES INVENTORY

Title Type Number ou
Network - Boundary Protection Suborder $6102.01 OISM
Basic Input/Output System (BIOS) Suborder $6102.04 OIsM
Network - External Connections Suborder $6102.06 OIsM
Network - Wireless Security (IEEE 802.11) Suborder $6102.07 OISM
Vulnerability Scanning Suborder $6102.09 OISM
Cybersecurity Workforce Suborder $6102.13 OIsM
Information System Vulnerability Management Suborder $6102.15 OIsM
Privacy Data Loss Prevention Suborder $6102.16 OIsM
Web-Based Voice/Video Conferencing Services and/or Software Product Use Suborder $6102.18 OISM
Information System Contingency Plan Testing Suborder $6102.25 OIsM
Use of Electronic Signatures Suborder $6102.28 OISM
Access and Use of IT Resources Order 0 6103.00 OIsM
Access and Use of Web-Based Voice/Video Conferencing Services and/or Software Product Use Notice N 6103.06 OISM
Access and Use BitTorrent Peer-to-Peer File Sharing Notice N 6103.07 OIsM
Access and Use of Personal Identity Verification (PIV) Card Authentication to Information Systems Notice N 6103.09 OISM
Access and Use of IT While on Foreign Travel Notice N 6103.10 OIsM
Access and Use of Automatic Email Forwarding Notice N 6103.12 OISM
Access and Use of Dropbox Notice N 6103.13 OISsM
Access and Use of Remote Connection to NIST Notice N 6103.14 OIsM
Access and Use of Skype Notice N 6103.15 OIsM
Access and Use of Microsoft Windows 8 Notice N 6103.20 OIsM
Access and Use of Microsoft Windows Vista Notice N 6103.21 OIsM
Access and Use of Electronic Signatures Notice N 6103.22 OIsM
Access and Use of Personally Owned Devices Notice N 6103.24 OISM
Investigating Suspected Misuse of IT Resources Order 0 6104.00 OIsM
Position Sensitivity Levels for Information System Security Order 0 6105.00 OISM
Information Technology (IT) Compliance in Acquisition Checklist Procedure PR 6106.01 OIsM
Management of Windows and Macintosh Computers Order 0 6110.00 OISM
Occupational Safety and Health Policy P 7100.00 OSHE
Occupational Health and Safety Management System Order 0O 7101.00 OSHE
Safety Rights and Responsibilities Suborder $7101.01 OSHE
Employee Reporting of Unsafe or Unhealthful Working Conditions (UWC) Suborder $7101.02 OSHE




NIST DIRECTIVES INVENTORY

Title Type Number ou
Stop Work Suborder $7101.03 OSHE
Safety and Health Requirements for Minors Suborder $7101.04 OSHE
Hazard Review Suborder $7101.20 OSHE
Personal Protective Equipment (PFE) Suborder $7101.21 OSHE
Safety Education and Training Suborder $7101.23 OSHE
Incident Reporting and Investigation Suborder $7101.24 OSHE
NIST Biosafety Suborder Suborder $7101.50 OSHE
Bloodborne Pathogens Suborder Suborder $7101.51 OSHE
Cryogen Safety Suborder $7101.52 OSHE
Magnetic Field Safety Suborder Suborder $7101.53 OSHE
Dispersible Engineered Nanomaterials Suborder $7101.54 OSHE
Hearing Protection Suborder $7101.55 OSHE
Control of Hazardous Energy (Lockout/Tagout) Suborder Suborder $7101.56 OSHE
Permit-Required Confined Spaces Suborder S$7101.57 OSHE
Respiratory Protection Suborder $7101.58 OSHE
Chemical Hazard Communication Suborder $7101.59 OSHE
Compressed Gases Suborder $7101.61 OSHE
Office Safety Suborder $7101.62 OSHE
Electrical Safety Suborder $7101.64 OSHE
lonizing Radiation Safety Policy P 7200.00 OSHE
lonizing Radiation Safety - Radioactive Material and lonizing-Radiation-Producing Machines Order 0 7201.00 OSHE
Environmental Management Policy P 7300.00 OSHE
Environmental Management Order 0 7301.00 OSHE
Fire and Life Safety Order 0O 7401.00 OSHE
Fire and Life Safety Policy P 7400.00 OSHE
Preparation and Clearance of Federal Interagency and Non-Federal Agreements Order 0 8103.00 OAAM
Government Purchase Card Program Order 0 8201.00 OAAM
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Forms Management

NIST PR 1000.05
Effective Date: 8/7/2014

PURPOSE

This procedure establishes the responsibilities for the National Institute of Standards and
Technology (NIST) Forms Management, as they relate to all forms used at NIST. The objective
is to ensure the use of the correct version of approved forms and to increase the effectiveness and
availability of forms. This directive replaces Administrative Manual Subchapter 2.05

APPLICABILITY
This directive applies to all NIST forms.

LEGAL AUTHORITIES AND REFERENCES
e Paperwork Reduction Act (PRA) 44 U.S.C. 3501 et seq.

e Government Paperwork Elimination Act (GPEA), P. L. 105-277, Title XVI1I, (beginning
on page 750)

e 5 Code of Federal Regulations Part 1320, Controlling Paperwork Burdens on the Public
e 41 Code of Federal Regulations Part 102-194, Standard and Optional Forms Management

e Department Administrative Order 205-10, Forms Management
e NIST Notice 6103.22 Access and Use of Electronic Signatures

DEFINITIONS

Form - A fixed or sequential order of data elements, independent of presentation media,
approved for the collection and/or exchange of information necessary to execute or report
Departmental business transactions (mission and support activities) (DAO 205-10).

Forms include but are not limited to letters, postcards, and memoranda, printed or otherwise
reproduced with space for filling in information, descriptive material, or addresses. Documents
without fill-in space, such as contract provisions, instruction sheets, notices, tags, labels, and
posters, may be considered forms when it is advantageous to identify and control them as forms
for purposes of reference, printing, stocking, distribution, and use with other forms.

Forms in general use at NIST are identified as the following types (forms are approved for use
by the originating agency’s Forms Management Officer):

e Standard Form (SF) - A form approved by General Services Administration (GSA) for
use by all Federal agencies.
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http://www.osec.doc.gov/opog/dmp/daos/dao205_10.html
https://inet.nist.gov/oism/directives/access-and-use-electronic-signatures

Optional Form (OF) - A form used by one Federal agency and approved by GSA for
optional use by other agencies in lieu of an individual agency form.

Office of Personnel Management (OPM) — A form created by the Office of Personnel
Management for use by all Federal agencies.

Department of Commerce (CD) - A form approved for general use within the Department
of Commerce.

National Institute of Standards and Technology (NIST) - A form originated and approved
for use by the National Institute of Standards and Technology.

Document Number (DN) - A form originated and approved for use by the National
Institute of Standards and Technology. DN forms are usually temporary in nature.

Boulder (NIST/BL) - A form originated by NIST-Boulder and approved for its use.

Other-Agency - A form originated within another government office or agency (e.g.
Office of Management and Budget (OMB) form, Office of Government Ethics (OGE)
form, Internal Revenue Service (IRS) form, etc.) and approved for use by all Federal
agencies.

RESPONSIBILITIES
NIST Forms Management Officer

Manages forms at NIST;

Approves and takes appropriate action on all requests for new, revised, reprinted, and
electronic NIST forms;

Analyzes and designs forms to improve related procedures and flow of work (Note:
routine forms are designed by the NIST Forms Management Program staff; specialty
forms may be sent to a contractor for design.);

Assigns form numbers to all NIST forms,

Ensures new NIST forms do not duplicate existing standard, optional, OPM, Commerce
Department, NIST, or other agency forms;

Recommends the most efficient and economical methods of reproduction;
Approves all Forms Management service requests.

o Gaithersburg requests must be signed and dated by the NIST Forms Management
Officer before the request is accepted by the NIST Facilities Services Division;

o Boulder requests must be signed and dated by the NIST Forms Management
Officer before the request is accepted by the NOAA Facilities Operations
Division’s Publications Branch.

Maintains a history file for all NIST forms;
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e Updates the NIST Forms Catalog containing form number, form name, revision date,
availability, and form owner;

e Processes requests for approval of exceptions to Standard and Optional Forms;

e Approves requests for new and revised stationery and envelopes, assuring that the format
complies with DAO 201-1 for the approval and use of seals, emblems, insignia and logos
and Department of Commerce Publishing and Printing Management Manual; and

e Notifies NIST Organizational Unit (OU) designated forms contacts by email when NIST,
Department of Commerce, Standard, and Optional forms are revised or made obsolete.

NIST OU Directors/Chief Officers/Division Chiefs and Office Directors/Managers

e Ensure each NIST form has a designated owner;

e Ensure NIST forms are properly vetted through required individuals;

e Ensure modifications to existing NIST forms are implemented when necessary; and
e Ensure new NIST forms are created and implemented as required.

NIST Forms Contacts

e Function as their OU contact for all forms related issues; and
e Disseminate forms notifications/information throughout their program area.

NIST Form Owner

e Develops the requirements for their NIST forms;
e Maintains the form template;

e Ensures the accuracy and current status for each form, and informs the NIST Forms
Management Officer in a timely manner when changes are required; and

e Coordinates and/or reviews cross-discipline content prior to vetting to ensure consistency
with other directives’ content.

NIST Facilities Services Division

e Returns to the NIST Forms Management Officer all requests for forms (numbered or
unnumbered, NIST or other agency) that have not been approved (signed and dated) by
the NIST Forms Management Officer; and

e Processes requests from the NIST Forms Management Officer for all forms printing.

Information Technology Assistance Center (ITAC)

e Provides service and installation of OISM-supported forms software.
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PROCEDURE

Request for development of a new form, revisions to an existing form, or print hard copies of
new or existing forms:

e Send all requests for new or revised forms to the Forms Management Officer:
e Mail stop 1711; or

e Email attachment to donna.miller@nist.gov; or

e Through eApproval

e Complete forms NIST-66 Request for Forms Management Services and NIST-223
Requisition for Duplicating Services, (NIST-223 needed only for forms to be printed),
and forward along with form changes, sample/draft of new or revised form and/or
description of purpose and content to be collected.

e NIST Forms Management Officer returns completed draft to form owner for approval.

e Approved form is posted on the NIST Online Forms page by the NIST Forms
Management Officer.

DIRECTIVE OWNER
101 - Management and Organization Office

APPENDICES
A. Revision History
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NHNulionql Institute of Standards and Technology « U.S. Department of Commerce

NIST Administrative Committees
NIST O 1005.00
Effective Date 04/03/2014

PURPOSE

This directive establishes the requirements, roles and responsibilities for the creation,
maintenance and termination of all NIST administrative committees in accordance with the
requirements of NIST leadership and organizations.

APPLICABILITY
This directive is applicable to all NIST employees.
This directive does not apply to:
e Any voluntary employee organization or group, including but not limited to SEBA,
Toastmasters, and Photography.

REFERENCES
e Department of Commerce Administrative Order 200.00 Handbooks and Manuals

e Administrative Manual 2.06 — Records Management

REQUIREMENTS

e NIST shall create and maintain effective and efficient administrative committees to assist
in carrying out NIST’s programmatic and administrative functions.

e Each administrative committee shall function within the scope of a formally defined,
approved and maintained charter. At a minimum, the charter must contain the following
sections (See Appendix A for a sample charter template).

o Background

o Objectives

o Membership

o Official to Whom the Administrative Committee Reports
o Operating Principles/Administration

o Meeting Policies

o Revisions of the Charter

e Only Federal employees may serve as administrative committee members with the
exception of Editorial Review Boards whose members, selected by Organizational Unit
(OU) Directors, may be retired NIST staff members.
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e Records and files of the administrative committee shall be maintained and handled in
accordance with Administrative Manual 2.06 Records Management. The Chairperson of
each administrative committee shall be responsible for the records and files of the
committee.

e All requests to establish an administrative committee shall be routed to the Management
and Organization Office by the sponsoring Associate Director (AD).

e All new administrative committee requests shall be prepared in memorandum format for
presentation to the NIST Director. If the Director gives preliminary approval, the
requesting official may be asked to make a presentation to the NIST Leadership Board.

e All requests to terminate an administrative committee shall be approved by the NIST
Director. The sponsoring AD must send a memorandum requesting termination to the
Management and Organization Office for routing through appropriate NIST officials to
the NIST Director.

DEFINITIONS

Administrative Committee — A body of federal NIST employees (with the exception of the
Editorial Review Boards) delegated authority to consider, investigate, recommend, take
action on, or report on some NIST administrative matter.

RESPONSIBILITIES
NIST Director

e Approves the creation and termination of NIST administrative committees and appoints
all administrative committee members.

e Approves administrative committee charters and revisions thereto.

NIST Associate Directors

e Review all NIST administrative committee charters and revisions thereto.

e Submit draft charters for new administrative committees and requests for termination of
existing administrative committees to the Management & Organization Office.

Office of the Chief Counsel for NIST

e Review all NIST administrative committee charters and revisions thereto.

Administrative Committee Chairperson

e Submits revisions to the administrative committee’s charter to the Management and
Organization Office for routing through appropriate NIST officials to the NIST Director
for approval
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e Maintains proper records and files, including:
1. Administrative Committee roster
2. Record of administrative committee activities (agendas and minutes)

Management and Organization Office

e Routes all draft charters for new administrative committees, revisions to charters for
existing administrative committees, and requests to terminate administrative committees
through appropriate NIST officials to the NIST Director for approval.

e Coordinates with the chairperson or designee to ensure a review cycle for the charter.
e Provides advice and consultation during the charter drafting process, as needed.

e Publishes and maintains administrative committee information on the NIST Internal
Website.

e Maintains the official list of NIST administrative committees and the approved

administrative committee charters.

DIRECTIVE OWNER (DO)
101 - Management and Organization Office (M&O)

APPENDICES
A. Administrative Committee Charter Template
B. Revision History

NIST Order 1005.00 Ver. 2 (Uncontrolled Copy in Print) Page 3



APPENDIX A

ADMINISTRATIVE COMMITTEE CHARTER TEMPLATE

Administrative Committee Charter

Submitted by:

Reviewed by:

Reviewed by:

Reviewed by:

Reviewed by:

Approved by:

NIST Official requesting to establish an Date
Administrative Committee

Office of the Chief Counsel for NIST Date
Associate Director for Innovation and Date
Industry Services

Associate Director for Management Resources Date
Associate Director for Laboratory Programs Date
NIST Director Date
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Charter

MM/DD/YYYY

AUTHORITY (Optional)
As needed.

BACKGROUND (Mandatory)

This section will be used to describe the administrative committee or the events that led up to the
creation of the administrative committee. It can contain historical information, decision points or
anything that will aid the reader and shed more light on the administrative committee.

OBJECTIVES (Mandatory)

This section will spell out the goals and objectives of the administrative committee. It is best
done in a series of bullet statements using action words as shown below.

e Supporting the .........
e Providing a forum for .............. , and

e Recommend possible solutions to the NIST Director and Associate Directors on ...........

MEMBERSHIP (Mandatory)

This section will list the members of the administrative committee by title and their
Organizational Units.

Members (Organizational Unit - OU) (Mandatory)
Position Title - OU Name (###)

Chair (Mandatory)
List the organization and/or role that will serve as chair.

Designated Representatives (Optional)

Any member may designate another appropriate federal employee to represent the

member’s organization on the , provided that the member has delegated to
that individual the authority to represent fully the interests of the member’s organization in
the conduct of business.

Qualifications (Optional)

List any specific requirements or capabilities the members must have.

OFFICIAL TO WHOM THE ADMINISTRATIVE COMMITTEE REPORTS
(Mandatory)

List the NIST official to whom the administrative committee reports.

SUPPORT (Mandatory)
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will serve as Secretary. The Secretary shall be responsible at the discretion and
direction of the Chair, for maintaining the agenda, distributing materials in advance of meetings,
maintaining and distributing minutes of meetings, tracking board assignments and actions as
needed, and performing other operational duties.

OPERATING PRINCIPLES/ADMINISTRATION (Mandatory)

This is where the actual purpose and duties of the administrative committee are spelled out.
They can be described in a paragraph or listed as bullets.

RESPONSIBILITES (Optional)

This section could be used to list the specific responsibilities of the administrative committee or
of specific members of the administrative committee or positions on the committee, held by
members of the committee.

ESTIMATED OPERATING COSTS (Optional)
List any costs as necessary (e.g., labor costs, meeting costs, travel, etc.).

MEETING POLICIES (Mandatory)
Frequency (as applicable)
List how often the administrative committee will convene.
Agendas (as applicable)
List how the administrative committee will manage the agenda.
Attendance (as applicable)

This section is to describe if there are any requirements as to minimum number of attendees
and any special rules.

Minutes and Action Items (as applicable)

List how the administrative committee will manage the minutes.
Decision Making

What constitutes a quorum for decision making?

Will the administrative committee vote to make decisions? If so, what constitutes a passing
vote?

Must votes be taken in person?

SUBCOMMITTEES AND WORKING GROUPS (Optional)

The may establish and dissolve subcommittees and working groups under the
jurisdiction of the and deemed necessary for the to
advance its goals and objectives.

REVISIONS OF THE CHARTER (Mandatory)
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The Chair, on behalf of the , shall propose revisions
to the charter to the NIST Director as necessary to ensure that it

accurately reflects the Board's objectives and operations. All charter revisions must be approved
by the NIST Director.

DURATION/TERMINATION (Optional)
List the information as required
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NHNulionql Institute of Standards and Technology « U.S. Department of Commerce

Organizational Changes

NIST O 1007.00
Effective Date: 3/13/2013

PURPOSE

This directive sets the requirements and responsibilities for requesting and making organizational
changes at NIST. This document partially replaces NIST Administrative Manual Subchapter
9.03 of the same name; the procedures portion will be addressed in a separate directive.
APPLICABILITY

This directive applies to NIST-Gaithersburg and NIST-Boulder, specifically to all organizational
changes requiring DOC and/or NIST approval.

REFERENCES

e Department of Commerce Administrative Order (DAQ) 200-7, Department Organization
Order Series

e Department of Commerce Organizational Order (DOQ) 30-2B, National Institute of
Standards and Technology

REQUIREMENTS

All NIST functions shall be organized and staffed in the most economical manner consistent with
effective program accomplishment and with sound organizational planning criteria.

All organizational changes which affect DOO 30-2B must be approved by the Under Secretary
of Commerce for Standards and Technology/NIST Director, and the Department of Commerce
(DoC) Chief Financial Officer and Assistant Secretary for Administration.

The authority to implement an organization management system at NIST is prescribed in DAO
200-7, and delegates authority to the Under Secretary of Commerce for Standards and
Technology/NIST Director to approve changes to organizational structures not requiring changes
to the Department of Commerce Organizational Order (DOO) 30-2B, i.e. divisions, offices, and
groups below the Organizational Unit (OU) level.

DEFINITIONS

Associate Director (AD) — For purposes of this directive, the level of the NIST organization that
is directly below the NIST Directors office. ADs report to the NIST Director and are also
considered an OU.

NIST Order 1007.00 Ver. 2 (Uncontrolled Copy in Print) Page 1


http://www.osec.doc.gov/opog/dmp/daos/dao200_7.html
http://www.osec.doc.gov/opog/dmp/daos/dao200_7.html
http://www.osec.doc.gov/opog/dmp/doos/doo30_2b.html
http://www.osec.doc.gov/opog/dmp/doos/doo30_2b.html

Division/Office — For purposes of this directive, the level of the NIST organization that is
directly below the OU level. An OU is not required to have Divisions/Offices. Divisions/Offices
report to the OU level Director.

DOO 30-2B - Prescribes the organizational structure and assignment of functions within NIST.
NIST organizational changes requiring Departmental approval are formally requested and
approved through the process for revising DOOs, set forth in DAO 200-7. Changes which may
affect DOO 30-2B include organizational changes:

e For the Operating Unit level, (i.e. NIST)
e For the Associate Directorate level, and
e For organizational units reporting to the NIST Director or Associate Directors

Group - For purposes of this directive, the level of the NIST organization that is directly below
the Division/Office level. Groups report up to the Division/Office level. For OUs that do not
have Divisions/Offices, Groups report to the OU level Director.

Office — See Definition for Division/Office.

Organization Management System — Describes the arrangement of functions into a formal
organizational structure including OU, and levels below the OU level, i.e. divisions, offices, and
groups.

Organizational Change -

1) Creation, abolishment, transfer, or consolidation within an OU;
2) Changes in the name or code number within an OU,;
3) Adoption, termination, or modification of a function within an OU;

4) Transfer of a function or portion of a function across organizational lines, across OUs,
divisions, offices and/or groups, including the transfer of full-time equivalents (FTES),
base appropriated/institutional support funds, and/or equipment related to the transfer of a
function; or

5) Action to eliminate duplication of a function of another OU.

Organizational Unit (OU) — For purposes of this directive, the highest level in the NIST
organization. Each OU is headed by an OU Director that reports to one of the three NIST
Associate Directors. Associate Directors report to the NIST Director.

RESPONSIBILITIES
Under Secretary of Commerce for Standards and Technology/NIST Director:

e Establishes the objectives and requirements of the organization management system at
NIST;

e Approves organizational change requests affecting DOO 30-2B before routing to the
DoC Chief Financial Officer and Assistant Secretary for Administration for approval; and
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Approves NIST organizational changes below the level affecting DOO 30-2B.

Associate Directors:

Ensure effective operation within their directorate, and

Approve organizational change requests before routing to the Under Secretary of
Commerce for Standards and Technology/NIST Director for approval.

Organizational Unit Directors:

Ensure effective operations within their OU; and

Request approval for organizational changes through their Associate Director.

Management and Organization Office:

Coordinates the planning, approval, and implementation process for organizational
changes for NIST;

Provides consulting services to NIST officials who propose to make organizational
changes;

Reviews organizational change proposals to ensure compliance with established
guidelines on organizational structure and nomenclature;

Coordinates the implementation date with representatives from the Office of the Director,
Office of Financial Resource Management, Office of Workforce Management, Office of
Facilities and Property Management, Office of Information Systems Management, and
the OU requesting the change;

Retains supporting information, such as the explanation of the proposed change,
functional statements, budget and staffing impact statements, and related organizational
charts;

Coordinates and controls required documentation for review, clearance, and approval,
including revisions or amendments to DOO 30-2B;

Secures approval from the appropriate Associate Director, Under Secretary of Commerce
for Standards and Technology/NIST Director and the DoC Chief Financial Officer and
Assistant Secretary for Administration as needed; and

Tracks all organizational change proposals through the clearance process within the DoC.

Office of Workforce Management:

Reviews the organizational change proposal and clears the staffing impact statement.
(The staffing impact statement is required for all reorganization requests at both the OU
level, which requires DoC approval, and for those below the OU level (division, office,
and group) that do not require DoC approval.)

The review of the organizational change proposal must consider the impact on:
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1) Staffing requirements including series/grades/pay bands;
2) P.L. 3104 and SES positions, if any are involved; and

3) Ramifications of possible adverse impact on employees.

Office of Financial Resource Management

Budget Division:

Reviews the organizational change proposal and clears the budgetary impact statement.
(The budgetary impact statement is required for all reorganization requests at both the
OU level, which requires DoC approval, and for those below the OU level (division,
office, and group) that do not require DoC approval.)

The review of the organizational proposal must consider the impact on:
1) Current year and next fiscal year budgets;

2) Justification and explanation of how any increased costs, if applicable, will be funded
or defrayed; and

3) Approval of assigned organizational code numbers.

Prepares a notification of reprogramming and/or reorganization from the NIST Director
to the Chief Financial Officer and Assistant Secretary for Administration, which
discusses any significant programmatic effects of the proposed organizational change for
those reorganizations that require DoC approval.

Finance Division:

Reviews the organizational change proposal and considers the impact on:
1) Internal and external financial reporting systems;

2) Transfer of recorded obligations accurately and in a timely manner;
3) Accurate recording of new obligations;

4) Transfer of reimbursable agreement information with accurate recording of new and
existing unfilled customer orders in a timely manner;

5) Coordination of internal reporting change; and
6) Transfer of funding sources.

Implements actions once the reorganization has been approved.

Office of Information Systems Management:

Reviews the organizational change proposal and considers the impact on:
1) IT system privileges and resources, and local IT management responsibilities;

2) Data ownership and data migration;
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3) Proposed changes on existing OU-specific Service Agreements; and

4) Network and telecommunications changes related to relocation of staff and
equipment.

e Implements actions once the reorganization has been approved.

Office of Facilities and Property Management:

e Reviews the organizational change proposal and considers the impact on space if OU
requests additional or contiguous space; and

e Oversees and assists the implementation of personal property reassignments once
OU/Division reorganizations have been approved.

APPROVAL AND IMPLEMENTATION DATES OF CHANGES

For organizational changes which affect DOO 30-2B, the approval date is the effective date
of the revised DOO 30-2B.

For organizational changes which do not affect DOO 30-2B, the approval date is the date the
change is approved by the NIST Director.

e The implementation date for the organizational change is coordinated by the
Management and Organization Office with the affected OU and those offices (Office of
Financial Resource Management, Office of Workforce Management, Office of Facilities
and Property Management, and the Office of Information Systems Management)
responsible for implementation. The use of new or changed organizational names and
code numbers is not permitted until the implementation date.

DIRECTIVE OWNER
101 - Management and Organization Office

APPENDICES
A. Revision History
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lerNuiional Institute of Standards and Technology « U.S. Department of Commerce

Contacts with Members of Congress, Congressional
Committees, their respective staffs or the Congressional
Research Service, and Intergovernmental entities
Including State, county, municipal governments and their
associations (local governments)

NIST O 1030.00
Effective Date: 6/25/2014

PURPOSE

To define NIST requirements and responsibilities regarding contacts on official business with
Members of Congress, Congressional Committees, their respective staffs or the Congressional
Research Service (CRS), and Intergovernmental entities including State, county, municipal
governments and their associations (local governments) (referred hereafter as “the group”). This
directive replaces Administrative Manual Subchapter 4.06.

APPLICABILITY

This directive applies to NIST employees that contact or receive contact from “the group” related
to any official NIST work/business issues. This directive does NOT apply to communications
to/from “the group” that fall under the whistleblower protection laws.

LEGAL AUTHORITIES AND REFERENCES
e 18 U.S.C. 1913 - Lobbying with Appropriated Moneys

Department Administrative Order 218-1, Leqislative Activities

e Department Administrative Order 218-2, Legislative and Intergovernmental Affairs

o Department Organization Orders 20-3, Director for Budget

e 5U.S.C.§7211, Employees’ right to petition Congress (governing disclosures to
Congress)

e 5U.S.C. §2302(b)(8), as amended by the Whistleblower Protection Act of 1989 and
Whistleblower Protection Enhancement Act of 2012 (governing disclosures of violations
of any law, rule, or regulation, gross mismanagement, a gross waste of funds, an abuse of
authority, or a substantial and specific danger to public health or safety)
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REQUIREMENTS
NIST Congressional and Legislative Affairs Office

The NIST Congressional and Legislative Affairs (CLAO) Office will provide a prompt
response to contacts by “the group”.

All incoming mail from “the group” shall be forwarded to the NIST CLAO and shall be
answered either

a) Within seven (7) business days after the date it is received or
b) On the date assigned by the Department Executive Secretariat (Exec Sec) or NIST
Exec Sec.

Employees

Employees must immediately inform the NIST CLAO Director (or a representative) of all
contacts from “the group”.

Employees shall NOT contact any individual of “the group” regarding NIST official
work/business related issues until NIST CLAO is formally notified and a determination
regarding the appropriate response is defined.

DELEGATION OF AUTHORITY

The NIST Chief Facilities Management Officer (FMO) is delegated authority to sign
responses to inquiries regarding all matters within the Office of Facilities and Property
Management’s (OFPR) purview including, but not limited to, facility matters.

The NIST Chief Financial Officer (CFO) is delegated authority to sign responses to
inquiries regarding all matters within the Office of Financial Resource Management’s
(OFRM) purview including, but not limited to, budget and finance.

The NIST Chief Information Officer (CIO) is delegated authority to sign responses to
inquiries regarding all matters within the Office of Information Systems Management’s
(OISM) purview including, but not limited to, NIST information security policies.

The NIST Chief Safety Officer (CSO) is delegated authority to sign responses to
inquiries regarding all matters within the Office of Safety, Health, and Environment’s
(OSHE) purview including, but not limited to, safety, health, and environmental matters.

The NIST Office of Acquisition and Agreements Management (OAAM) Director is
delegated authority to sign responses to inquiries regarding all matters within the
Acquisition and Grants Management Divisions’ and the Reimbursable Agreements
Coordination Office’s purview including, but not limited to, financial assistance awards
(grants/cooperative agreements), procurement matters, and reimbursable agreements.
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e The NIST Office of Human Resources Management (OHRM) Director is delegated
authority to sign responses to inquiries regarding all matters within the OHRM,
including, but not limited to, employment and personnel matters.

Receipt and Distribution of Mail from “the group”

Upon receipt of correspondence from “the group,” addressee shall immediately contact
the NIST CLAO and provide a copy. If a response is required, the NIST Exec Sec will
enter the correspondence into the official NIST Control process, and a control ticket will
be assigned to the appropriate office to prepare a response.

Signature Authorities
Official Inquiries

e Responses to legal, legislative, and politically sensitive matters are signed by the
NIST Director/Under Secretary of Commerce for Standards and Technology. After
the reply has been drafted by the assignee and received the concurrence of the
Organizational Unit (OU) Director, the undated response shall be routed through the
Chief Counsel (CC) for NIST, the NIST CLAO Director, the NIST Chief of Staff
(CoS), and the appropriate Associate Director (AD) as it relates to the subject matter
(AD for Laboratory Programs (LP), AD for Innovation and Industry Services (11S), or
AD for Management Resources (MR)) then to the Office of the Director for signature.
The NIST CLAO will be responsible for dispatch.

e Responses to specialized/specific inquiries are signed by the NIST CLAO Director.
After concurrence by the OU Director, the undated response shall be routed through
the CC for NIST, the NIST CLAO Director, the NIST CoS for concurrence, and the
appropriate AD as it relates to the subject matter (AD for LP, AD for 1IS, or AD for
MR) then back to the NIST CLAO for signature, dating and dispatch.

e Responses to employment and personnel matters related to NIST are signed by the
Director, NIST OHRM. The signed, undated response shall be routed through the CC
for NIST, the NIST CLAO Director, the NIST CoS, and the appropriate AD as it
relates to the subject matter (AD for LP, AD for IIS, or AD for MR) for concurrence,
then back to the NIST CLAO for dating and dispatch.Responses to administrative
matters (for example, facilities, budget, procurement, information security policies,
safety) are signed by the respective Office Director or Chief Officer (Director, Office
of Acquisition and Agreements Managements, Director, OHRM, CFO, CIO, CSO, or
CFM Officer). The signed, undated response shall be routed through the CC for
NIST, the NIST CLAO Director, the NIST CoS, and the appropriate AD as it relates
to the subject matter (AD for LP, AD for IIS, or AD for MR) for concurrence, then
back to the NIST CLAO for dating and dispatch.
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Exempt Inquiries

e Communications from a member of “the group” addressed to a staff member by
name, which is found by the addressee to be personal and not related to official NIST
or Department of Commerce (DoC) business, is exempt from the requirements of this
directive.

e Communications to/from the group that fall under laws permitting specified
disclosures are exempt from this directive:

i.  Under5U.S.C. § 7211, titled “Employees’ right to petition Congress,” “The
right of employees, individually or collectively, to petition Congress or a
Member of Congress, or to furnish information to either House of Congress,
or to a committee or Member thereof, may not be interfered with or denied.”

i.  5U.S.C. 2302(b)(8), as amended by the Whistleblower Protection Act of 1989
and Whistleblower Protection Enhancement Act of 2012, protects any
disclosure of information by an employee or applicant that an employee or
applicant reasonably believes evidences any violation of any law, rule, or
regulation, gross mismanagement, a gross waste of funds, an abuse of
authority, or a substantial and specific danger to public health or safety if such
disclosure is not specifically prohibited by law and if such information is not
specifically required by Executive order to be kept secret in the interest of
national defense or the conduct of foreign affairs.

Correspondence Procedures

If the subject of the individually addressed correspondence is official business, the reply
shall be handled as follows:

e If the response involves a programmatic matter within the field of competence of the
addressee, they shall advise the NIST CLAO and provide a copy of the incoming
letter to the NIST CLAO. The NIST CLAO will review and provide instructions to
the NIST Exec Sec, who will log in and prepare a control ticket for correspondence
package. The control ticket will provide the due date, name of individual signing
correspondence, and clearing routing instructions. Clearances shall include their
respective OU Office, CC for NIST, the NIST CLAO Director, the NIST CoS, and
the appropriate AD as it relates to the subject matter (AD for LP, AD for IIS, or AD
for MR) for concurrence, and then back to the NIST CLAO for dating and dispatch.

o If the response involves a programmatic matter not within the field of competence of
the addressee, the addressee shall immediately advise the NIST CLAO. The NIST
CLAO will advise the NIST Exec Sec. The NIST Exec Sec will assign the
correspondence to the appropriate OU for reply. An information copy of the reply
shall be prepared for the NIST staff member who received the personally addressed
inquiry. Clearances shall include the OU Office assigned, CC for NIST, the NIST
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CLAO Director, the NIST CoS, and the appropriate AD as it relates to the subject
matter (AD for LP, AD for IIS, or AD for MR) for concurrence, and then back to the
NIST CLAO for dating and dispatch.

Reporting Inquiries To/From “the group” to the DoC

e Mail/Email Inquiries - The NIST CLAO Director, or designee, reviews the
information copies of all correspondence addressed to “the group” and reports
contacts to the Department Office of Legislative and Intergovernmental Affairs.
NIST CLAO Director, or designee, shall be notified within 1 day after receipt of
mail/email inquiry.

e Telephone Contacts - Each staff member who talks to “the group” on NIST official
business must report the details of the conversation to the NIST CLAO Director, or
designee within 24 hours of the contact.

Copy Requirements for Mail from “the group”

In addition to the Official File Copy, the following copies are required for

correspondence: A copy of the signed original incoming letter and a copy of the signed
original outgoing response are prepared for each letter addressee, for the NIST Director
of CLAO, and for the NIST Exe Sec. The copies are distributed by the NIST Exec Sec.

RESPONSIBILITIES
NIST CLAO Director

Coordinates all NIST contacts with “the group” and is responsible for reporting inquiries
and requests from “the group” to the NIST Director/Under Secretary of Commerce for
Standards and Technology and to the Assistant Secretary of Commerce for Legislative
and Intergovernmental Affairs.

Designates a CLAO representative or accompanies all NIST officials on any visits, unless
it is mutually agreed, in advance, that such accompaniment is unnecessary.

Reports and coordinates responses to inquiries on legislation with the appropriate NIST
officials and the DoC (Department)'s General Counsel, who ensures that the response is
coordinated within the Department.

Works with senior NIST leaders to develop and execute responses to appropriation and
related funding inquiries. CLAO will coordinate with the NIST Budget Division, which
will coordinate the response with the DOC Director of the Office of the Budget in
accordance with DOO 20-3, Director for Budget, section 3.a.

OU Directors

Seek the advice of the NIST CLAO when an inquiry is received from “the group”.
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e Inform and consult with the NIST CLAO, who will advise NIST management prior to
any scheduled visits with or calls to “the group”, whether requested by the outside
organization or initiated by NIST officials.

NIST Exec Sec

e Maintains a log system for mail and distributes information copies to appropriate NIST
officials.

NIST Employees

e Follow the procedures in this directive concerning contact with “the group” on official
matters.

e Inform and consult with the NIST CLAO prior to any scheduled visits with or calls to
“the group”, whether requested by the outside organization or initiated by NIST officials

DIRECTIVE OWNER
111 — Congressional and Legislative Affairs Office

APPENDICES
A. Revision History
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lerNuiionul Institute of Standards and Technology « U.S. Department of Commerce

Procedures for Transmittal of Federal Advisory

Committee Reports to Congress

NIST PR 1030.01
Effective Date: 12/23/2014

PURPOSE

This directive contains the procedures for transmittal of a statutorily mandated Federal Advisory
Committee Report to Congress, which is produced by a Federal Advisory Committee chartered
to advise the National Institute of Standards and Technology (NIST).

APPLICABILITY

This directive is applicable to all reports statutorily required to be submitted to Congress by a
Federal Advisory Committee chartered to advise NIST.

BACKGROUND

All Federal Advisory Committee reports required by statute to be submitted to Congress must be
sent to the NIST Congressional and Legislative Affairs Office (CLAO) to manage the required
delivery process prior to the report being released.

Please note Federal Advisory Committee reports DO NOT require clearance by NIST, the
Department of Commerce (DOC), or the Office of Management and Budget prior to delivery to
the Director of NIST, the Secretary of Commerce, or Congress. NIST CLAO will prepare the
proper transmittal package to be delivered to either the NIST Executive Secretariat for the NIST
Director’s signature or to the DOC Executive Secretariat for the Secretary’s signature before the
report can be submitted to Congress. This transmittal package includes the letters to Congress as
required by law.

RESPONSIBILITIES
The Director (or designee) of the Congressional and Legislative Affairs Office (CLAQ)

e Ensures that each Federal Advisory Committee has assigned a NIST employee to serve as
a Point of Contact (POC).

e Ensures that the report submitted by the Federal Advisory Committee is received from
the NIST POC and the appropriate transmittal package is prepared for the signature of the
Director of NIST or the Secretary of Commerce depending upon the legislative
requirement.

¢ Notifies the POC for the Advisory Committee and the Director of the respective OU of
the official delivery of the report to Congress and that the report may be made publicly
available.
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The assigned NIST POC for each Federal Advisory Committee

e Receives the report from the Federal Advisory Committee and delivers it to CLAO for
transmittal package preparation and routing for clearance.

e Receives notification from CLAO once report is officially delivered to Congress and
informs Federal Advisory Committee that transmittal has been completed.

PROCEDURES
The general flow of the process is captured in Appendix A.

1. NIST CLAO receives the Federal Advisory Committee report from the appropriate
NIST POC.

2. NIST CLAO prepares the appropriate transmittal package to Congress for the signature
of either the Director of NIST or the Secretary of Commerce, which is specified in the
statute that mandates the report.

3. NIST CLAO determines which NIST officials must clear each report and obtains the
clearances of those officials on the transmittal letter ONLY (NIST is NOT authorized to
edit a Federal Advisory Committee’s report); this may include the Chief Counsel for
NIST, Director of Program Coordination Office, Budget Officer, Chief of Staff, and the
respective Associate Director and Director of NIST. NIST CLAO adjudicates any edits
and/or comments received and revise appropriately.

4. After NIST clearance and signature of the transmittal letter,

a. the NIST CLAO transmits the report to Congress, if signed by the NIST Director,
or

b. the NIST CLAO sends the transmittal package to the DOC Executive Secretariat
for the Secretary of Commerce’s signature. After the Secretary of Commerce
signature is obtained, the package is delivered to the DOC Office of Legislative
and Intergovernmental Affairs for delivery to Congress.

5.  After the report has been delivered to Congress, it may be publically released. NIST
CLAO coordinates with NIST Public Affairs Office (PAO) and confirms with the POC
and the respective OU Director that the report has been delivered to Congress prior to
public release.

DIRECTIVE OWNER
111 — Congressional and Legislative Affairs Office (CLAO)

APPENDICES
Appendix A: Process Flow Diagram
Appendix B:  Revision History
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APPENDIX A

PROCESS FLOW DIAGRAM

General Process Flow in relation to: as of 3/30/2015
Reports to Congress required under a law by a Federally Chartered Advisory Committee
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lerNuiionul Institute of Standards and Technology « U.S. Department of Commerce

Clearance for Reports to Congress -

Authorization

NIST PR 1030.02
Effective Date: 12/23/2014

PURPOSE

This directive contains Reports clearance procedures for reports required under an Authorization
Law applicable to the National Institute of Standards and Technology (NIST).

APPLICABILITY

The directive is applicable to all reports produced by NIST and required under an Authorization
Law to be sent to Congress.

REFERENCES
e Office of Management and Budget Circular No. A-19

e Department of Commerce Organization Order (DOO) 10-6

BACKGROUND

All reports required by Congress within a Public Law, specifically an Authorization Law, need to
be sent to the NIST Congressional and Legislative Affairs Office (CLAQO) to manage the
required clearance process prior to being released. An Authorizations act is a law that
establishes or continues one or more Federal agencies or programs, establishes the terms and
conditions under which they operate, authorizes the enactment of appropriations, and specifies
how appropriated funds are to be used.

Please note that all reports to Congress must be officially cleared through the various officials at
NIST, and then the Department of Commerce (DOC) and the Office of Management and Budget
(OMB), and “transmitted” to the legislatively required Congressional
Committees/Subcommittees before the report can be publicly released.

RESPONSIBILITIES
The Director (or designee) of the Congressional and Legislative Affairs Office (CLAQ)

e Manages the clearance process prior to the document being released.

e Notifies the appropriate the Organizational Unit (OU) of the responsibility of the report
and the required due date.
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PROCEDURES
The general flow of the clearance process is listed below.

1.

NIST CLAO will reach out to the OU Director or appropriate NIST manager to advise of
the report requirements and determine appropriate person to be designated to author the
report and advise them of the responsibility of the report, the scope, and date due to the
NIST CLAO.

Final Draft of required report to Congress is prepared by the designated person and
cleared through the respective OU prior to being sent to the NIST CLAO (due 30 days
prior to date due to Congress unless instructed otherwise).

After NIST CLAO receives the Final Draft report, NIST CLAO will develop a clearance
plan and route to the appropriate NIST officials for clearance; this may include the NIST
Chief Counsel, Director of Program Coordination Office, Director of Budget Office,
Chief of Staff, and the respective Associate Director and Director of NIST. NIST CLAO
will adjudicate any edits and/or comments received and revise appropriately.

After NIST clearance is completed, the NIST CLAO will send the report to the DOC
Office of General Counsel (OGC). The OGC will send the report to the appropriate DOC
officials for clearance; this may include the Office of Budget, Office of Policy and
Strategic Planning, Office of Legislative and Intergovernmental Affairs, and the Office of
Public Affairs and other DOC agencies. If comments/edits are received, the NIST CLAO
will coordinate the response with the author of the report and work to resolve the issues.
When DOC approves report, the report will be sent by DOC OGC to OMB for clearance.
OMB will send the report out to the Departments within the Federal Government for
review. If comments/edits are received, the comments/edits are returned to the DOC
OGC which in turn will contact the NIST CLAO to coordinate the response. At that time
the NIST CLAO will contact the author of the report to discuss the edits/comments
received. After edits/revisions are made and the report clears, DOC OGC will in turn
send to OMB for final review and clearance. When OMB approves report, the NIST
CLAO will notify the author of the clearance of the report and will prepare the transmittal
package to Congress.

After the report has been delivered to Congress, it may be publically released. NIST
CLAO coordinates with NIST Public Affairs Office (PAO) and will confirm with the
author and OU Director or appropriate NIST manager that the report has been delivered
to Congress prior to public release.

DIRECTIVE OWNER
111 — Congressional and Legislative Affairs Office (CLAO)

APPENDICES
Appendix A: Process Flow Diagram

Appendix B: Revision History
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APPENDIX A

PROCESS FLOW DIAGRAM

General Process Flow in relation to: as of 12/2/2014
Reports to Congress required under an Authorization law
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NIST CLAO will notify the author and PAO upon being transmitted to Congress, and
thereafter may be publically released.
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lerNuiionul Institute of Standards and Technology « U.S. Department of Commerce

Drafting and Clearance Procedures for Reports
to Congress - Appropriations

NIST PR 1031.01
Effective Date: 7/30/2015

PURPOSE

This directive contains the National Institute of Standards and Technology’s (NIST’s) drafting
and clearance procedures for reports to Congress that are required under an appropriations
statute.

APPLICABILITY

The directive is applicable to all reports to Congress produced by NIST as required under an
appropriations statute.

REFERENCES
e Office of Management and Budget Circular No A-19

e Department of Commerce Organization Order DOO-10-6

e (0 1030.00 Contacts with Congress and others 6/25/2014

BACKGROUND

Appropriations statutes sometimes require NIST to submit reports to Congress to address
specific issues. The NIST Budget Division (BD) in concert with Congressional and Legislative
Affairs Office (CLAO) manages the required clearance process at NIST, the Department of
Commerce (DoC), and the Office of Management and Budget (OMB) prior to any report being
submitted to Congress.

All reports to Congress must be cleared by appropriate NIST officials, the DoC Office of
Budget, OMB, and other agencies (if applicable). Once cleared, the DoC Office of Budget
transmits the final report to the appropriate Congressional committees/subcommittees.

RESPONSIBILITIES
The Director of CLAO (or designee)

e Initially distributes congressional reporting requirements to the appropriate
Organizational Unit (OU) Director and program within NIST containing the
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responsibilities related to the report, including due dates for completion and
submission of the report to CLAO.

The Director of the NIST Budget Division (or designee)

¢ Notifies the appropriate Budget Analyst within the BD to begin formal clearance
process after receipt of the initial draft from CLAO.

e Manages the clearance process for sign-off of the final draft reports to Congress
within NIST once the report has been initially vetted in draft by CLAO and forwarded
to the BD.

Organizational Unit (OU) Director

e Assigns the appropriate OU Program Director (or designee) to draft the report and
provides an OU internal due date.

e Reviews, edits, approves and sends the draft report to the CLAO.

PROCEDURES

1. The Director of CLAO (or designee) will send by email the specific congressional
reporting requirement to the appropriate OU Director (or designee) notifying that person of
his/her responsibilities which include: drafting the report, understanding its scope and
providing the date the draft report is due back to CLAO.

2. The OU Director (or designee) assigns drafting of the report to the appropriate OU
employee.

3. The OU-designated employee drafts the report and clears it through the OU before
sending it back to CLAO within the established timeframe. The report must be forwarded to
CLAO and received by the BD no less than 60 calendar days before the report is due to the
requesting congressional committee. See item number four below.

4. The timeline is as follows: after the CLAO receives the initial draft report from the OU,
the BD is sent the final draft no less than 60 calendar days before the report is due to the
congressional committee. The responsible BD Analyst then routes the final draft report to the
appropriate NIST officials using the official clearance sheet. Under no circumstances is there
to be a waiver of NIST clearances and formal transmittal memos unless the BD is notified in
writing of such a change by DoC. The deadline for the circulating clearance document to be
returned to the BD is a maximum of 10 calendar days. This will allow the report to be
forwarded to DoC in a manner that accommodates DoC’s need for 50 calendar days to clear
the document through DoC and OMB. Clearances of the following NIST officials are
generally required: the Budget Officer, the Director of CLAO, the Chief Financial Officer,
the appropriate Associate Director, the Chief of Staff, the Chief Counsel for NIST, and the
Director of NIST.
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5. After all appropriate NIST officials clear the initial draft report, the BD sends the draft
report to the DoC Office of Budget for final routing clearance. If comments/edits are
received, the BD coordinates the response with the author of the report and works to resolve
any issues. After adjudicating all comments received, the BD submits the report to the DoC
Office of Budget. After approving the report, the DoC Office of Budget sends it to OMB for
the next level of required clearance.

6. OMB sends any comments/edits to the DoC Office of Budget, which in turn contacts the
BD to coordinate a response. The BD contacts the author of the report to discuss the
edits/comments received. After edits/revisions are made, and depending on the significance
of such edits/revisions, the BD determines whether the revised sections of the report need to
be re-cleared within NIST. The BD then resubmits the report back to the DoC Office of
Budget. After the revised report is re-cleared by the DoC Office of Budget, that office sends
the report to OMB for final review and clearance. When OMB approves the report, the DoC
Office of Budget prepares the final transmittal package and sends it to the appropriate
committees/subcommittees.

7. Once the DoC Office of Budget confirms that it has transmitted the report to Congress,
the NIST BD will inform CLAO and the appropriate NIST OU of the completion of the
congressionally mandated requirement.

DIRECTIVE OWNER
161 — Budget Division

APPENDICES
Appendix A: Revision History
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Public Communications

NIST O 1074.00
Effective Date: 4/30/2008

PURPOSE

This directive states the requirements for public communications for the National Institute of
Standards and Technology (NIST).

APPLICABILITY

This directive applies to NIST Employees and Associates to the extent allowed by law and the
terms of the Associates agreement.

LEGAL AUTHORITY AND REFERENCES

e Department of Commerce Public Communications DAO 219-1

REQUIREMENTS

e The DOC Public Communications Policy explicitly allows scientists and engineers to
discuss basic or applied research results without prior approval from NIST's Public
Affairs Office.

e Media interviews or other public statements involving policy, budget, or management
require approval by NIST and DOC Public Affairs offices. News releases and news
conferences also require approval. Contact your Public Affairs Office contact for
guidance.

DIRECTIVE OWNER (DO)

107 — Public and Business Affairs Office

APPENDICES
A. Revision History
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Conferences and Meetings

NIST O 1075.00
Effective Date: 2/22/2013

PURPOSE

This directive states the requirements, responsibilities, and procedures to be followed in the
conduct of conferences sponsored, co-sponsored, or hosted by the National Institute of Standards
and Technology (NIST).

APPLICABILITY

The following requirements are applicable to all NIST employees at all NIST facilities. This
directive does not apply to Federal Advisory Committee meetings.

LEGAL AUTHORITY AND REFERENCES

e 15U.S.C. 272a(3), 273, 275a and 278b

e Office of Legal Counsel - Use of Appropriated Funds to Provide Light Refreshments to
Non-Federal Participants at EPA Conferences (April 5, 2007)

e Office of Legal Counsel- Applicability of the Miscellaneous Receipts Act to Contractors
Receiving Personal Convenience Fees from Attendees at an Agency-Sponsored
Conference (November 22, 2006)

DEFINITIONS

Conference - Any form of meeting, workshop, seminar, symposium, or training session. Federal
Advisory Committee meetings are not conferences. This directive does not cover meetings or
training for NIST staff only.

Hosted Conferences

a. Conferences in which NIST acts solely as host (provides the facilities) but does not
have lead involvement in the program. Examples of hosted conferences include
Department of Defense meetings held at NIST, Department of Commerce (DoC)
meetings held at NIST, and training courses for non-NIST employees.

b. Conferences held at NIST must relate to some aspect of NIST’s expertise or interests
and must have a NIST employee act as liaison between the sponsoring organization
and NIST.
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No-cost contract

A no-cost contract is a formal arrangement between a government entity and a vendor
under which the government makes no monetary payment for the vendor’s performance.
B-302811, July 12, 2004. “Under a typical no-cost contract, a vendor provides a service
that [an] agency would otherwise perform, but instead of receiving compensation from
the agency, the vendor charges and retains fees assessed against third parties for its
services.” B-300248, Jan. 15, 2004.

Sponsored or Co-Sponsored Conferences

a. Conferences in which NIST acts as host (either offsite or when NIST provides the
facilities) and NIST staff are heavily involved in planning, meeting content, and
format. Usually, these are committee meetings of technical societies.

b. Small technical training courses or seminars sponsored by NIST (e.g., the Precision
Measurement Seminars) intended primarily for technical peers outside NIST. This
excludes training courses organized by the NIST Office of Workforce Management
Division intended primarily for NIST employees.

c. If adecision is made to provide financial sponsorship for a conference through a
grant, the Conference Program staff will provide guidance as needed and work with
the programmatic representative.

REQUIREMENTS

e The planning of a NIST conference requires the active participation of a NIST
organizational unit. A NIST programmatic division chief or a programmatic staff member
appointed by the operating unit director must be involved in defining the scope and
coverage of the specific conference. Such participation is necessary to ensure that NIST
has a voice both in the programmatic aspects and the logistics of the conference. For a
conference to be held at NIST, whether sponsored by NIST, co-sponsored by NIST or
hosted by NIST, the topics discussed must align with NIST’s mission.

a. For NIST sponsored conferences (either offsite or when NIST provides the facilities)
the entire agenda and all logistics are developed by the NIST organizers.

b. For NIST co-sponsored conferences, the development of the agenda and logistics is
shared with the co-sponsors.

c. For NIST hosted meetings, the agenda is developed by an outside organization;
however, a representative of a NIST organizational unit must ensure that the topic
being discussed aligns with NIST’s mission.

e NIST collects and retains registration fees pursuant to 15 U.S.C. 275a and 15 U.S.C.
278b (NIST’s Working Capital Fund authority).
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e NIST conferences may be co-sponsored with other federal agencies, academic
institutions, professional societies/associations, or private industry. NIST may sponsor or
co-sponsor conferences provided that all of the following criteria are satisfied:

a. The conference is not budgeted to make a profit for the organizers. (See Approval
Authorities and Budget Approval sections below.)

b. The conference is not used for commercial purposes by the co-sponsor

c. Every effort must be made to minimize conference costs including administrative
costs, registration fees, and attendees’ travel costs

d. Every effort must be made to maximize the use of government-owned or government-
provided conference facilities

e. The cost of the selected conference lodging is within the per diem rate

e The NIST conference organizer should initiate the planning process, a minimum of three
months in advance of the conference. In special cases, Public Affairs Office (PAO) will
attempt to support conferences with less than three months’ notice, but support cannot be
guaranteed.

e |If the conference involves food or beverages, NIST will use a contractor to help
administer the conference. In most cases, PAO’s Conference Program Group will be the
Contracting Officer’s Representative (COR) for the contract and, as such, will serve as
the liaison with the contractor.

e For guidance and policies regarding publications or conference proceedings, refer to the
Editorial Review Board (ERB).

APPROVAL AUTHORITIES

e Sponsored or Co-Sponsored Conferences

The NIST organizational unit planning the conference must complete Form NIST 1176,
NIST Sponsored or Co-sponsored Meeting Approval, which is available via e-approval,
and submit through their organizational unit (OU Director or designee) to the Conference
Program Director (PAQ) as soon as a conference is conceived, even if it is two years in
advance. Templates for approval memos are available from the Conference Program
staff.

a. NIST expenses of $20,000 or more, where NIST is a sole or co-sponsor, must be
reported to the Department of Commerce and be approved by the NIST Chief
Financial Officer (CFO).

b. NIST expenses of $75,000 or more, where NIST is a sole or co-sponsor, must be
reported to the Department of Commerce and be approved by the NIST CFO and

NIST Order 1075.00 Ver. 2 (Uncontrolled Copy in Print) Page 3


http://inet.nist.gov/nvl/services/werb.cfm
http://inet.nist.gov/nvl/services/werb.cfm

the relevant NIST Associate Director, NIST Chief of Staff, Deputy Under
Secretary of Commerce and Assistant Secretary of Commerce for Administration.

c. NIST expenses of $100,000 or more, where NIST is a sole or co-sponsor, must be
reported to the Department of Commerce and be approved by all those listed in
paragraph b. above and the Deputy Secretary of Commerce.

d. NIST expenses of $500,000 or more, where NIST is a sole or co-sponsor, must be
reported to the Department of Commerce and approved by all those listed in
paragraphs b. and c. above and the Secretary of Commerce.

e Hosted Conferences

The outside organization must complete Form NIST-1176A, NIST Meeting Approval -
Non-NIST Sponsored Meetings. The signers of Form NIST-1176A are the person outside

NIST who is responsible for the meeting (“conference organizer”); the NIST
Programmatic Division Chief or a programmatic staff member appointed by the operating
unit director, the Conference Program Director (PAO), and the NIST Chief of Staff.

BUDGET APPROVAL PROCESS

All conferences planned and executed by NIST, either sponsored or co-sponsored, onsite or
offsite, must meet the follow requirements:

a.

A separate detailed budget for each event is developed by PAO. The budget must
include the recovery of all costs, including PAO-incurred costs, and is developed with
organizational unit representative input, approved through the Administrative Officer
for PAO and the Conference Program Group Leader, PAO. A copy of each budget is
forwarded to the Receivables Group of the Finance Division. A separate PAO
project-task is established for each conference to collect fees and costs associated
with each conference. Budgets for conferences should be developed at an early
planning meeting by the Conference Program Group in consultation with the NIST
organizational unit representative.

Approval of a separate budget is required for each fee-supported conference even
though it may be a continuation or periodic reconvening of a previously approved
conference.

For meetings where NIST is not collecting registration fees (co-sponsored or hosted),
the PAO budget includes only the portion of the conference budget costs that will be
incurred by NIST.

The budget for each conference must be planned to recover all direct expenses of the
conference. Budgets will not be designed to make a profit for any reason, including
the start-up of a future conference.

After the final budget has been approved, charging must be consistent with the
approved budget.
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f. A budget may be revised to add, change, or delete line items or amounts. Revised
budgets must also break even and must go through the same approval process as the
original budget. Revisions affecting the registration fees must be approved before
publishing the fees. No revisions that affect the registration fees will be approved
after fees for the conference are published.

g. While conference budgets are planned to break even, conference attendance
fluctuations result in profits and losses in conference project-tasks. All profits and
losses will remain in the individual PAO conference project-task. At the end of each
fiscal year, all profits and losses within this series are netted against the profits and
losses from all other reimbursable activities.

h. If conference pre-registration falls well below the attendance level upon which the
budget had been based, PAO (in consultation with the NIST sponsor) will decide if
the conference will be canceled. In the event of cancelation, all registration fees
collected will be returned to registrants.

When a meeting to be planned and executed by NIST requires catering or other
special services, a contractor may be required. NIST programmatic representatives
must consult with the Conference Program Office, PAO, about whether a contractor
is required for a given event. Depending on the services required, either a “no cost”
contract or contract that requires payment to the vendor may be appropriate.

e Conferences Planned and Executed by NIST and a PAO no-cost contractor

a. A separate budget for each event is developed by PAQO in coordination with a no-cost
contractor, based on pre-established costs that have been negotiated between NIST
and the no-cost contractor. To ensure proper handling of federal expenses, the NIST
Budget Division reviews and approves conference expenses paid with NIST
appropriated funds.

b. A Performance Work Statement (PWS) will be generated in PAO to establish a task
order with the no-cost contractor.

c. Registration fees collected by the no-cost contractor must be clearly defined and
approved by NIST prior to the awarding of the task order. The no-cost contractor will
use the conference attendee registration fees it collects to pay for all items required
for the conference. A detailed accounting of collections and disbursements will be
required for each conference including NIST charges. To the extent the contractor
will be collecting a fee for refreshments or other personal convenience items
(“personal convenience fee”), NIST may ensure that the contractor’s arrangements
are not lavish; however, it cannot otherwise direct the arrangements.

d. Asdirected by NIST, the no-cost contractor will furnish the necessary personnel,
material, equipment, and services and facilities to perform the PWS. PAO will bill
the no-cost contractor for NIST costs.
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e. A budget may be revised to add, change, or delete line items or amounts. If so, the
PWS must be amended to reflect the revision.

f. If conference pre-registration falls well below the attendance level upon which the
budget had been based, PAO (in consultation with the NIST sponsor or NIST
organizational unit representative) will decide if the conference will be canceled. If
the conference is canceled, all registration fees collected will be returned and the task
order will be canceled at no cost to the government.

e Conferences Planned and Executed by NIST and a paid contractor

a. A paid contractor may be appropriate for meetings that require technical services such
as analytical support, technology monitoring and analysis, event logistics, workshop
development, report development, and expert planning advice and guidance. Each
task order will have a Contracting Officer’s Representative from the NIST
programmatic division.

b. The contractor may collect the registration fees for the conference directly from the
attendees of the conference based on the requirements in the task order. The fees
collected by the contractor must be clearly defined and approved by NIST PAO (with
the exception of any personal convenience fee) prior to the awarding of the task order
and should cover all items required for the conference A detailed accounting of
collections and disbursements will be required for each conference. As directed by
NIST, the contractor will furnish the necessary personnel, material, equipment, and
services and facilities to perform the PWS. PAO will bill the contractor for NIST
charges.

c. A budget may be revised to add, change, or delete line items or amounts. If so, the
PWS must be amended to reflect the revision.

d. If the conference is canceled, all registration fees collected will be returned to
registrants.

e Conference Sponsorships through Grants and Contracts

If a decision is made to provide financial sponsorship for a conference through a purchase
order, grant or interagency agreement, then NIST programmatic staff will work with
appropriate staff from either the NIST Acquisition Management Division (AMD) or the
Grants and Agreements Management Division (GAMD) to execute the financial
transaction. AMD and GAMD will require an approved Form NIST-1176 as well as
documentation of additional Departmental approvals (if required) prior to initiating the
financial transaction. Conference Program staff will provide guidance as needed and
work with the programmatic representative.

CONFERENCE FINANCING

e Registration fees are used to reimburse NIST and its contractors for the costs of
providing services to the conference participants and are determined by developing the
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conference budget. For sponsored or co-sponsored meetings, registration fees can be

reduced by contributions/sponsorships from outside sources or the sponsoring

organization. The following are cost components of the registration fee for conferences
not involving food or beverages:

a. The PAO fee is established to cover the direct costs of the services provided by the
Conference Program Group staff, PAO

b. In addition to PAO fees, NIST is permitted to pay for the following items that may
be included in a conference budget:

B Printing and duplicating, including printing of proceedings;

Speaker travel;

Communications such as flyers, brochures, etc.;

Rental of equipment such as AV equipment or poster display boards, etc.;

Rental of non-NIST conference rooms;

Services of registration, recording stenographers, foreign language

translators, or other specialized individuals; and

B Labor directly associated with the running of the conference

c. Occasionally an organizational unit will want to publicize a conference in the very
formative planning stage or do an advance mailing to estimate the level of interest
and/or call for papers. Form NIST-1176 must be completed and PAO contacted to
make printing and mailing arrangements before any “Save the Date” mailings or e-
mails are issued. The conference budget should be approved six weeks before the
preliminary mailing. Should sufficient interest not materialize to warrant holding a
conference, costs incurred by PAO for this preliminary mailing will be transferred to
the organizational unit.

e Serving refreshments during conference breaks, holding luncheon meetings, receptions,
and banquets is frequently desired. If deemed necessary, NIST must use a contractor
with a no-cost line item for personal convenience items to facilitate such a conference.
(See Budget Approval section above.) As of April 2, 2008, appropriated funds (which
include registration fees collected by NIST) may not be used to purchase refreshments
for conferences, absent specific statutory authority. NIST ensures that registration fees
collected for food items fall within the Federal per diem allowance guidelines whenever
possible.

¢ Non-Fee Registration
a. The Conference Program Group staff, PAO also provides some services for smaller

meetings or conferences that do not require a registration fee. For meetings of more
than 35 people but fewer than 100 people, where the NIST programmatic unit
conducts its own registration, the Conference Program Group staff will handle the
basic logistics for the meeting at no charge to the NIST organizing or sponsoring
unit for a minimal fee. This logistics include providing name badges and
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coordinating security needs. Attendees not paying a registration fee are responsible
for buying their own coffee or other refreshments and lunches when onsite.

b. For meetings where the NIST programmatic unit does not wish to charge a
registration fee, but the attendance is estimated to be greater than100 people, the
sponsoring division must electronically register the attendees through the
Conference Program. The sponsoring organization should complete Form NIST-461,
Interdivision Work Order, to transfer the applicable service fees to the Conferences
Program Group, PAO.

e Financial Responsibilities (for conferences not involving food or beverages)

a. Conference finances are handled by PAO through the NIST accounting system or by
a co-sponsor. NIST may not handle conference funds on behalf of a co-sponsor.

b. Registration fees collected by NIST are collected by the Receivables Group in the
Finance Division. The Finance Division then provides PAO with attendee
registration information.

c. Cost accounting for some conferences may span two or more fiscal years. PAO will
inform the Finance Division of the requirements for either:

B Deferring income collected in one fiscal year to cover costs which will not
accrue until the following fiscal year, or

B Submitting work-in-process estimates to cover costs incurred prior to the
receipt of income

e Collection of Registration Fees (for conferences not involving food or beverages)

a. Registration Fees Collected by NIST

B Registration fees are established through development of the conference
budget, using information provided by the NIST conference organizer to the
Conference Program Group staff, PAO, approved by the Budget Division,
and collected by the Finance Division.

B The conference registration fee will be set to cover costs of the conference
for which the budget is being prepared only. Registration fees will not
recover losses for previous conferences, nor collect income for expenses
associated with future conferences. However, the cost of conference steering
committee meetings to plan a conference may be included in that
conference’s budget.

B Registration fees may deviate among conference participants only as follows:
early, late, student, and partial (when appropriate, e.g., one-day, tutorial, etc.)
and only to the extent that the deviation represents a legitimate cost
difference to the government.

B Registration fees may not be set to recover all costs from one group of
participants while not charging another group of participants (excluding
speakers).
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B Payment of registration fees will be made to the Finance Division via credit
card. Registration must include a list of conference participants whose
registration fees are covered by the payment.

B Advance payment of registration fees must be strongly encouraged in all
conference brochures.

RESPONSIBILITIES
Sponsored or Co-Sponsored Conferences
NIST Chair (for that conference)

e Assumes responsibility for agendas
e Assist with conference support as appropriate

e [Initiates the request to sponsor or co-sponsor a conference and receives approval from the
division chief or above

e Accepts ultimate responsibility for the technical content of the program
e Works with PAO to monitor meeting planning and execution

e Plays a major role in planning and approving program content and format, selection of
speakers, planning proceedings, and scheduling the program

e Provides a website for the meeting and coordinates with PAO on the format and content

e Provides and coordinates with PAO appropriate materials needed to publish conference
announcements, programs, and abstracts

e Consults with the Electronic Information and Publications Program, Information Services
Office, to ensure that plans for NIST to publish proceedings are feasible

e Assists in the actual conduct of the conference by providing session monitors, registrars,
and other staff as needed

e Works with PAO regarding publicity, including news releases, press advisories, news
conferences, and electronic conference announcements, as appropriate

e ldentifies mailing and e-mail lists to reach targeted audience

When a conference is co-sponsored with one or more organizations, these responsibilities may be
shared by the co-sponsors. A NIST representative serves as the primary liaison between the co-
sponsors and the NIST Conference Program. If a conference is supported by a grant, consult
Conference Programs for guidance.

The Conference Program Group, PAO

e Provides general assistance in advance planning of conferences. Assists NIST
conference planners in using the DoC Conference Planning Checklist to ensure
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compliance with DOC and NIST conference policies, that spending is appropriately
controlled, and that proper controls are in place.

e Ensures that the promotion activities preceding meetings and the actual meetings run
smoothly and professionally

e Provides the participants with conference services required at such meetings

e In most cases, acts as the COR on contracts needed for NIST meetings
¢ PAO maintains a contract with a no cost contractor

The Audio-Visual Services Group, PAO, (when requested)

e Provides audiovisual services and is responsible for the set up, operation and removal of
and/or shutting down of equipment for meetings

Budget Division

e Reviews and approves or disapproves all NIST charges included in conference budgets.

Receivables Group, Finance Division

e Supports PAO in updating the conference database with registration and payment
information

e Processes and collects registration fees in the NIST accounting system
e Provides refunds to conference attendees as requested by PAO

e Invoices for registration fees as requested by PAO

Acquisition Management Division

e Awards contracts for services needed to run conferences

Grants and Agreements Management Division

e Awards grants and cooperative agreements for conference related activities

Editorial Review Board (ERB)

e For further guidance on publishing conference proceedings see http://www-
i.nist.gov/admin/mo/adman/409.htm#4.09.07

DIRECTIVE OWNER (DO)
107 — Public and Business Affairs Office

APPENDICES
A. NIST In-House Conference Services
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B. Revision History
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APPENDIX A

NIST In-House Conference Services

The services provided by the NIST Conference Program staff vary according to the type of
meeting. The fee for these services is included in the conference budget and is determined by the
range of services provided. These services may include:

e Develop a planning schedule

e Help reserve meeting room space

e Conduct site searches and selections for off-site meetings

e Review and approve all items to be expended by the conference and prepare a detailed
budget

e Coordinate promotional materials to encourage attendance and attract media coverage

e Produce printed materials and arrange mailings

e Coordinate electronic publicity

e Coordinate with hotels for special arrangements

e Handle registration, provide confirmations, and mail receipts to attendees

e Provide name badges and participant lists

e Prepare handout materials

e Plan, but not pay for, food functions at NIST and off-site locations;

e Plan room arrangements, including audiovisual requirements and poster sessions

e Arrange tours and special events at NIST and off-site meetings

e Oversee conference displays (e.g., arrange for poster panels and moving services)

e Coordinate the production and placement of signs

e Handle last-minute photocopying needs

e Coordinate parking and security needs

e Process proceedings

e Monitor conference project-tasks

e Process and track work orders and purchase orders

e Survey conference attendees and prepare conference evaluation form results

e Provide a final expense and income report
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