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National Archives and Records Administration

8601 Adelphi Road
College Park, Maryland 20740-6001

October 10, 2008

Re: Freedom of Information Act Request NGC08-195

This is in response to your Freedom of Information Act (FOIA) request of June 20, 2008, for
correspondence between the National Archives and Records Administration (NARA) and the
Department of Homeland Security from January 1, 2001 to the present. Your request was received in
this office on June 26, 2008, and assigned tracking number NGC08-195. On June 27, 2008, you
narrowed your request to include only records from the Office of Record Services and the Office of
the Archivist. I apologize for the delay in our response.

We located a total of 1,174 pages responsive to your request. Four hundred and sixteen pages are
being withheld in full pursuant to 5 U.S.C. 552(b)(5), the deliberative process privilege. Ten pages
are being withheld in part and released in part pursuant to 5 U.S.C. 552(b)(5), the deliberative
process privilege. Nine pages are being withheld in part and released in part pursuant to 5 U.S.C.
552(b)(6), privacy. Fifty-seven pages have been identified as containing no substantive content other
than e-mail signatures and declared to be “non-responsive.” The remaining 682 pages are being
released in full and are enclosed.

You agreed to pay up to $132.00 for costs associated with this request. Per OMB guidelines, we are
allowed to charge $0.20 for reproductions. According to 36 CFR § 1250.52 (¢), you will not be
charged for the first 100 pages duplicated. To cover the fees associated with the remaining 601
pages of reproductions enclosed, please send a check made out to NARA for $120.20 to my attention
in Room 3110 at the above address.

If you are not satisfied with our action on this request, you have the right to file an administrative
appeal. Address your appeal to the Deputy Archivist (ND), National Archives and Records
Administration, College Park, Maryland 20740. Your appeal should be received within 35 calendar
days of the date of this letter and it should explain why you think this response does not meet the
requirements of the FOIA. Both the letter and the envelope should be clearly marked “Freedom of
Information Act Appeal.” All correspondence should reference the tracking number NGCO08-195.

NARA’s web site is http://www. archives.gov



Please let us know if we may be of further assistance.

Sincerely,

AY OL
Deputy FOIA Officer
Office of General Counsel

Enclosures

NARA's web site is http://’www.archives.gov



*U.S. Hep@rtment of Homeland Security

Office of the Secrefary

August 29, 2003

Mr. John W. Carlin

Archivist of the United States

8601 Adelphi Road

College Park, Maryland 20740-6001

Dear Mr. Carlin:

Thank you for your letter dated July 31, 2003, requesting that the re-dedication of the Rotunda of
the National Archives building and the re-display of our national historical documents be
designated a National Special Security Event (NSSE). After careful consideration, this letter is
to advise you that the event at the National Archives building will not be designated an NSSE.

Regardless of the NSSE designation, the appropriate federal agencies will continue to provide
security planning assistance. The FBI can continue to provide assistance on crisis management
and the Emergency Preparedness and Response Directorate of the Department of Homeland
Security can provide assistance on consequence management to ensure a safe and secure
environment.

Finally, I commend you, your staff and the event planners in Washington, D.C., for the security
plan you have been working on so diligently, As you know, because of the expected attendance
of many high-ranking government officials and distinguished guests at this event, the U.S. Secret
Service will continue to work closely with you. The re-dedication of the National Archives
Rotunda and the re-display of our national historical documents will generate great interest and
showcase your hard work. 1 wish you great success with this event.

Sincerely, '
sz %__
Tom Ridge
ce:

The Honorable John Ashcroft
Attorney General

The Honorable John Snow
Secretary of Treasury

Washington, 0. . 20528



MAR - 6 2003

The Honorable Tom Ridge

Secretary

U.S. Department of Homeland Security
Washington, D.C. 20528

Dear Secretary Ridge:

It was a pleasure to speak with you at the recent “Retiring to a New Beginning” ceremony for the
Immigration and Naturalization Service (INS) on February 27, 2003. The INS has had a long and
admirable history in the Department of Justice, and I am sure the INS staff will serve the new Department
of Homeland Security and the American people equally well. I would like to take the opportunity to
recap our discussion concerning the importance of records and information management, and summarize
the activities that staff from the National Archives and Records Administration (NARA) have initiated to
assist in addressing the issues we discussed.

Since November, 2002, a team of NARA senior managers and staff has met with senior managers and
staff in the Office of Homeland Security, the Homeland Security Transition Planning Office, and the
Office of Management and Budget, to help develop a centralized records and information management
program for the new Department of Homeland Security (DHS). We worked closely with DHS staffto
develop a DHS records management handbook, provided senior DHS managers with practical
information on how to organize a successful records and information management program, and also
provided a set of practical tools for DHS senior management to assure that all DHS electronic systems
and information are appropriately managed and preserved. Beginningin January, 2003, a team of NARA
archivists, under our Targeted Assistance Partnership initiative with DHS, has met regularly with
Transition Office and DHS staff in the Management Directorate to identify critical records and
information management priorities as the reorganization progresses.

Thank you again for taking the time to discuss with me our mutual interests in promoting effective
records management in DHS. We are committed to assisting you and all DHS components in meeting the
records and information management challenges that lie ahead. We look forward to working with DHS
and the records management planning team. If you have any questions about our Targeted Assistance
initiative with DHS, please do not hesitate to contact Michael Kurtz, Assistant Archivist for Records

Services--Washington, D.C., on 301-837-3110.

.-Sincerely, -

JOHN W. CARLIN

JOHN W. CARLIN
Archivist of the United States

Official file - NWML File: 1311.1a Department of Homeland Security
Day file - NWML
cc: N
NCON
NW
NWML (Baume)
NWML (Willis)
NWML (Hawkins)
Doc: s:\correspondence\Ridge letter from N.doc
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JUL 31 2003

The Honorable Thomas J. Ridge
Secretary of the U.S. Department of Homeland Security

Washington, DC 20528
Dear Mr. Secretary:

On September 17, 2003, The National Archives and Records Administration will re-
display the Declaration of Independence, the United States Constitution, and the Bill of
Rights in the newly renovated Rotunda of the National Archives Building in
Washington, DC. The documents were removed from public display in July 2001, in
preparation for the building renovation.

Guest invited to the event include the President of the United States, the President pro tempore of the
Senate, the Senate Majority and Democratic Leader, the Speaker, the Majority Leader and the
Democratic Leader of the House of Representatives, the Chief Justice of the Supreme Court, the
Govemors of the original thirteen colonies, former Presidents of the United States, and other senior
members of the United States Government. In total, approximately 200 distinguished guests will be

attending.

The re-dedication of the Rotunda of the National Archives Building and the re-display
of the documents will be a significant symbolic national historical event. We expect
broad live media coverage. Ibelieve the Department of Homeland Security should consider this

occasion to be a National Special Security Event.
Your assistance in this event will be greatly appreciated.
/] In f \/\’ ra
Aid 4 Gl

/
10 W. CARLIN
Arc 1vist of the United States

Nacticnal Archives cid Records Admiiishatioi




JUuL 72004

The Honorable

Tom Ridge

Secretary of Homeland Security
Washington, DC 20528

Dear Mr. Secretary:

September 11, 2001, is a pivotal moment in our history. The terrorist attacks on the
United States have had far-reaching effects on our country and the world, and,
therefore, the United States Government must preserve the fullest possible
documentation on those events. To that end, the National Archives and Records
Administration is working with the National Commission on Terrorist Attacks
Upon the United States ("9/11 Commission") to ensure the proper disposition of its

records.

The Commission informs us that your agency, in addition to providing it with
copies of documents, also loaned to the Commission or made available to its staff in
your agency’s offices certain documents that the Commission was not permitted to
retain. Those materials tell an important part of the story of September 11 and the
Commission’s work. As you can see from the enclosed letter, the Commission has
urged us to ensure that those materials are preserved along with those of the

Commission.

We have determined that the collections of documents loaned to the Commission or
made available or briefed to Commission staff in your agency’s offices must be
preserved as ancillary files to the records of the Commission itself. For your
convenience, we have prepared the enclosed SF 115, Request for Records
Disposition Authority, to cover those records. Please have your records officer or
other designated official complete block 6, sign, date, and return the form to us
within 30 days of the date of this letter.

The proposed schedule calls for the transfer of the records when the records of the
Commission itself are transferred to the National Archives. That transfer will take
place within two months of the Commission issuing its final report. It is standard
practice for temporary commissions to transfer their records to the National

Archives upon termination. Since the materials held by your agency are so closely



related to the records of the Commission, we believe that it is appropriate that they
be transferred at the same time. This will also remove the burden of storing those
materials from your agency. If, however, transfer that soon is not possible, please
submit a revised SF 115 that provides a transfer date consistent with 44 USC
2107(2), which mandates the transfer of permanent records to NARA when no more
than 30 years old, unless the records are needed for day-to-day agency business.

We appreciate your cooperation in dealing with these significant files. Please
contact Paul M. Wester, Jr., Director of the Life Cycle Management Division, on 301-
837-3120 if you have any questions. David Langbart is handling our liaison with the
Commission. He can be reached on 301-837-3172.

Sincerely,

o G URR PYATOR I
;.L‘-J" 5 / e Gf“ls!" .;J_J[ d\\i

JOHN W. CARLIN
Archivist of the United States

Enclosures

cc: Kathy Schultz, DHS Records Officer
John Mitnick, Commission Contact
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August 27, 2004

Ms. Kathy Schultz

Department of Homeland Security
7th and D Street SW

Washington, DC 20528

Dear Ms. Schultz:

This is a follow-up to the July 7, 2004, letter of the Archivist of the United to the
head of your agency concerning collections of materials prepared for use by the
National Commission on Terrorist Attacks Upon the United States ("9/11
Commission").

Enclosed with the letter was an SF 115, Request for Records Disposition Authority,
designating the copies of materials loaned, made available, or briefed to the
Commission as permanent. We requested return of the signed SF 115 within 30
days. We have yet to hear from your agency and would appreciate it if you would
look into the status of the schedule at your agency and report back to us by
September 10, 2004.

Thank you for your cooperation. Please contact David Langbart via e-mail at
<david langbart@nara.gov> or by telephone on 301-1837-3172 with your report or if
you have any questions.

Sincerely,

PAUL M. WESTER, JR.
Director
Life Cycle Management Division



Official File-NWML
Reading File-NWML

cc: Langbart
Hawkins

doc:s:\correspondence\911.commission.tickle.DHS.letter
file:1301-1a: DEPARTMENT OF HOMELAND SECURITY

ASC Drafted by: lLangbart

‘7/2"[""* DL/d1/8/24/04



July 7, 2004

Ms. Kathy Schultz

Departmental Records Officer
Department of Homeland Security
7" and D Street SW

Washington, DC 20528

Dear Ms. Schulz;

A copy of the Department of Homeland’s (DHS) Management Directive 11042 entitled,
“Safeguarding Sensitive But Unclassified (For Official Use Only) Information,” issued on
May 11, 2004, was recently reviewed by the National Archives and Records Administration
(NARA). We believe the directive as written may permit the unauthorized destruction of
Federal records and should be revised.

The directive does not contain statutory records management requirements and incorrectly
suggests under item 6K 1, that DHS records can be “destroyed when no longer needed.”
Items I4, 6K1(c), 6L1, 6L2 and 613 discuss the inadvertent loss of records without the citing
the statutory reporting requirements as listed in 36 CFR 1220.104.

Appropriate records management regulations should be inserted to ensure that Federal
records will only be destroyed in accordance with the General Records Schedules (GRS) or
NARA approved DHS record schedules as authorized by 36 CFR 1220.38b. The insertion of
statutory records management language into all DHS directives along with guidance to
‘contact the Departmental Records Officer for additional records management information
will assist proper recordkeeping requirements throughout the Department.

We look forward to working with you on this matter. If you have any questions regarding
this matter, please contact Larry Baume of my staff at (301) 837-1505.

Sincerely,

HOWARD P. LOWELL

Director
Modermn Records Programs

Cc:  NWM Reading File

NWML Reading File
Official File 1301-1a Correspondence Department of Homeland Security
Prep: WLogan 6/23/04 Doc Name: S:/DHS Letter 6.23.04.doc
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July 7, 2004

Ms. Kathy Schultz

Departmental Records Officer
Department of Homeland Security
7™ and D Street SW

Washington, DC 20528

Dear Ms. Schulz:

A copy of the Department of Homeland’s (DHS) Management Directive 11042 entitled,
“Safeguarding Sensitive But Unclassified (For Official Use Only) Information,” issued on
May 11, 2004, was recently reviewed by the National Archives and Records Administration
(NARA). We believe the directive as written may permit the unauthorized destruction of
Federal records and should be revised.

The directive does not contain statutory records management requirements and incorrectly
suggests under item 6K1, that DHS records can be “destroyed when no longer needed.”
Items 14, 6K1(c), 6L1, 612 and 613 discuss the inadvertent loss of records without the citing
the statutory reporting requirements as listed in 36 CFR 1220.104.

Appropriate records management regulations should be inserted to ensure that Federal
records will only be destroyed in accordance with the General Records Schedules (GRS) or
NARA approved DHS record schedules as authorized by 36 CFR 1220.38b. The insertion of
statutory records management language into all DHS directives along with guidance to
contact the Departmental Records Officer for additional records management information
will assist proper recordkeeping requirements throughout the Department.

We look forward to working with you on this matter. If you have any questions regarding
this matter, please contact Larry Baume of my staff at (301) 837-1505.

Sincerely,

A Ll

HOWARD P. LOWELL
Director
Modern Records Programs

Narfonal Archives and Kecords Admirnistration



MAR - 6 2003

The Honorable Tom Ridge

Secretary

U.S. Department of Homeland Security
Washington, D.C. 20528

Dear Secretary Ridge:

It was a pleasure to speak with you at the recent “Retiring to a New Beginning” ceremony for the
Immigration and Naturalization Service (INS) on February 27, 2003. The INS has had a long and
admirable history in the Department of Justice, and I am sure the INS staff will serve the new Department
of Homeland Security and the American people equally well. I would like to take the opportunity to
recap our discussion concerning the importance of records and information management, and summarize
the activities that staff from the National Archives and Records Administration (NARA) have initiated to
assist in addressing the issues we discussed.

Since November, 2002, a team of NARA senior managers and staff has met with senior managers and
staff in the Office of Homeland Security, the Homeland Security Transition Planning Office, and the
Office of Management and Budget, to help develop a centralized records and information management
program for the new Department of Homeland Security (DHS). We worked closely with DHS staff to
develop a DHS records management handbook, provided senior DHS managers with practical
information on how to organize a successful records and information management program, and also
provided a set of practical tools for DHS senior management to assure that all DHS electronic systems
and information are appropriately managed and preserved. Beginning in January, 2003, a team of NARA
archivists, under our Targeted Assistance Partnership initiative with DHS, has met regularly with
Transition Office and DHS staff in the Management Directorate to identify critical records and
information management priorities as the reorganization progresses.

Thank you again for taking the time to discuss with me our mutual interests in promoting effective
records management in DHS. We are committed to assisting you and all DHS components in meeting the
records and information management challenges that lie ahead. We look forward to working with DHS
and the records management planning team. If you have any questions about our Targeted Assistance
initiative with DHS, please do not hesitate to contact Michael Kurtz, Assistant Archivist for Records
Services--Washington, D.C., on 301-837-3110.

Sincerely,

JOH. | v/ CARLIN

JOHN W. CARLIN
Archivist of the United States

Official file - NWML File: 1311.1a Department of Homeland Security
Day file - NWML
cc: N
NCON
NwW
NWML (Baume)
NWML (Willis)
NWML (Hawkins)
Doc: s:\correspondence\Ridge letter from N.doc
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Julie Hunsaker - Revised Records Schedule for OIG Investigative Files and Data Management
System

From: "Adler, Michelle" <michelle.adler@dhs.gov>
To: "Julie Hunsaker" <Julie.Hunsaker@nara.gov>

Date: 8/9/2007 11:20 AM
Subject: Revised Records Schedule for OIG Investigative Files and Data Management System

CC: "Schultz, Kathy" <Kathy.Schultz@DHS.GOV>, "Hudson, Tammy <CTR>"
<Tammy.Hudson@associates.dhs.gov>, "Hurley, Kim" <kim.hurley@dhs.gov>

Julie, per our various discussions, | am forwarding our revised records schedule for the OIG Investigative Files
and Data Management System. The attached document shows the edits we agreed to using MS Word's Track
Changes feature. Also, I'm summarizing the key changes below. P.S. | will send you the 20-question survey on

the data management system hopefully by August 16. Thanks.

SUMMARY OF CHANGES

Disposition instructions for paper case files and the Investigations Data Management System. We
have deleted language about file cutoffs and transferring files to the Federal Records Center for temporary
storage (see ltems 1a, 1b, 2b.1 and 2b.2 in the attached document). The revised disposition statements now
state: “Destroy 20 years after completion of the investigation and all actions based thereon.”
Although the National Archives typically prefers cutoff language in a records schedule, you agreed that the
revised text is an acceptable alternative because it conveys the cutoff concept and explains when the OIG will

close a case.

Criteria for Determining Significant Investigations. This relates to Item 1b. We added a 41" criteria that
talks about investigations relating to national security.

Changes to the Investigations Data Management System. Please see sections 2a, 2b and their
related subsections. The changes represent edits to improve information clarity, rather than substantive
revisions.

Michelle Adler
DHS Office of Inspector General
(202) 254-4068




Andrea Loisele - Re: Invesiigative Fies Page 1

From: Andrea Loiselle

To: Tammy.Hudson@associates.dhs.gov
Date: 3/28/2008 11:53:47 AM

Subject: Re: Investigative Files

Tammy,

I've heard back from everyone and there will be five us attending from NARA. to make sure
we're not going to run into any clearance problems.

so if that is going to be an issue we should work out how to deal with it.

Thanks,
Andrea

>>> "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov> 03/28/08 7:43 AM >>>
Quick message before my computer dies again (having terrible computer
problems!!!)

Schedule 4/25 for the Investigative records review. All meetings will
be held at 7th & D (which is across the street from L'Enfant Plaza

metro).

They wanted to know how many people are coming from your office?
-tlh

Tammy Hudson

DHS Records Management - Contractor

NAC 2, Room 2207 E (202) 282-8562
tammy.hudson@associates.dhs.gov

CC: Julie.Hunsaker@nara.gov



| Andrea Loiselle - RE: Investigative Files ' Zl

From: "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov>
To: "Andrea Loiselle" <Andrea.Pugsley@nara.gov>

Date: Mon, Mar 31, 2008 7:34 AM

Subject: RE: Investigative Files

I'm checking on the clearance issue. What time do you want to do this?
| would prefer a morning meeting (especially since it's a Friday!) :)

Tammy Hudson

DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562
tammy.hudson@associates.dhs.gov

----- Original Message-----

From: Andrea Loiselle [mailto:Andrea.Pugsley@nara.gov]
Sent: Friday, March 28, 2008 11:54 AM '

To: Hudson, Tammy

Cc: Julie Hunsaker

Subject: Re: Investigative Files

Tammy,

I've heard back from everyone and there will be five us attending from
NARA. | also want to nake sure we're not going to run into an

,\) clearance problems
@& dso if that is going to be an issue we should work out how to

deal with it.

Thanks, s
Andrea

>>> "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov> 03/28/08

7:43 AM >>>
Quick message before my computer dies again (having terrible computer
problems!t)

Schedule 4/25 for the Investigative records review. All meetings will
be held at 7th & D (which is across the street from L'Enfant Plaza
metro).

They wanted to know how many people are coming from your office?
-tih

Tammy Hudson

DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562
tammy.hudson@associates.dhs.gov



~Andrea Loiselle - RE: Investigative Files Page 1

From: "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov>
To: "Andrea Loiselle" <Andrea.Pugsley@nara.gov>

Date: Mon, Mar 31, 2008 10:30 AM

Subject: RE: Investigative Files

No clearance is necessary

----- Original Message-----

From: Andrea Loiselle [mailto:Andrea.Pugsley@nara.gov]
Sent: Friday, March 28, 2008 11:54 AM

To: Hudson, Tammy

Cc: Julie Hunsaker

Subject: Re: Investigative Files

Tammy,

I've heard back from everyone and there will be five us attending from

;% NARA. |also want to make sure we're not going to run into any
DY deazzceprosers
\Z qso if that IS going to be an issue we should work out how to

deal with it.

Thanks,
Andrea

>>>"Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov> 03/28/08

7:43 AM >>>
Quick message before my computer dies again (having terrible computer
problems!!!)

Schedule 4/25 for the Investigative records review. All meetings will
be held at 7th & D (which is across the street from L'Enfant Plaza

metro).

They wanted to know how many people are coming from your office?
-tth

Tammy Hudson

DHS Records Management - Contractor

NAC 2, Room 2207 E (202) 282-8562
tammy.hudson@associates.dhs.gov

CccC: "Julie Hunsaker" <Julie.Hunsaker@nara.gov>



Andrea Loiselle - RE: Investigative Files

Pag<;1v |

From: "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov>
To: "Andrea Loiselle" <Andrea.Pugsley@nara.gov>

Date: Tue, Apr 1, 2008 8:17 AM

Subject: RE: Investigative Files

Okay - see you then.

Tammy Hudson

DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562
tammy.hudson@assaociates.dhs.gov

----- Original Message-----

From: Andrea Loiselle [mailto:Andrea.Pugsley@nara.gov]
Sent: Tuesday, April 01, 2008 7:59 AM

To: Tammy <CTR> Hudson

Subject: RE: Investigative Files

Tammy,

9:30 appears to work for all of us. Some of us may be a little earlier
depending on the timing of the Archives shuttle, but | didn’t want to
cut it too close.

Thanks,
Andrea

>>> "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov> 3/31/2008
7:34 AM >>>

I'm checking on the clearance issue. What time do you want to do

this?

| would prefer a morning meeting (especially since it's a Friday!) :)

Tammy Hudson

DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562
tammy.hudson@associates.dhs.gov

----- Original Message-----

From: Andrea Loiselle [mailto:Andrea.Pugsley@nara.gov]
Sent: Friday, March 28, 2008 11:54 AM

To: Hudson, Tammy

Cc: Julie Hunsaker

Subject: Re: Investigative Files

Tammy,

I've heard back from everyone and there will be five us attending from
) \{h\ NARA. | also want to make sure we're not going to run into an

Q? 2% clearance problems.
_so if that is going to be an issue we should work out how

to
deal with it.



' Andrea Loiselie - RE: Investigative Files -

Thanks,
Andrea

>>> "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov> 03/28/08
7:43 AM >>>

Quick message before my computer dies again (having terrible computer
problems!!l)

Schedule 4/25 for the Investigative records review. All meetings will
be held at 7th & D (which is across the street from L'Enfant Plaza
metro).

They wanted to know how many people are coming from your office?
-tlh

Tammy Hudson

DHS Records Management - Contractor

NAC 2, Room 2207 E (202) 282-8562
tammy.hudson@associates.dhs.gov




From: "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov>
To: <julie.hunsaker@nara.gov>, <andrea.pugsley@nara.gov>

Date: Fri, Apr 25, 2008 11:05 AM

Subject: FW: Investigative Case Files Schedule Review

Just so you can see it really wasn't me that messed this up.

| am so sorry about the mix-up!!

-thh

Tammy Hudson
DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562

tammy.hudson@associates.dhs.gov

From: Hudson, Tammy <CTR>

Sent: Thursday, March 27, 2008 6:22 AM

To: Seay, Linda <CTR>

Subject: RE: Investigative Case Files Schedule Review

7th & D works well for us too. I'm not sure how many people, I'll check
with NARA today and let you know.

Are you available on 4/24 or 4/25 to do this?

Tammy Hudson
DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562

tammy.hudson@associates.dhs.gov

From: Seay, Linda <CTR>



z\hjrea Loiselle - FW: Investigative Case Files Schedule Review Page 2 |

Sent: Wednesday, March 26, 2008 3:29 PM
To: Hudson, Tammy <CTR>
Subject: RE: Investigative Case Files Schedule Review

Can we set up a meeting with them at 7th & D7 How many people will be
coming over?

Thanks

Linda A. Seay

Counterintelligence and Investigations Division
DHS, Office of Security

202-254-6444 (office)

202-254-6403 (fax)

From: Hudson, Tammy <CTR>

Sent: Wednesday, March 26, 2008 11:18 AM

To: Seay, Linda <CTR>

Subject: RE: Investigative Case Files Schedule Review

That's okay if they can't view them. With those, they'll probably just
want to ask about process and general content.

Tammy Hudson
DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562

tammy.hudson@associates.dhs.gov

From: Seay, Linda <CTR>

Sent: Wednesday, March 26, 2008 11:16 AM

To: Hudson, Tammy <CTR>; Zawodny, Kenneth; Wisniewski, Leo

Cc: Jones, Stephen; Smith, Ora; Parkinson-Irving, Jean; Boyce, Daniel
<CTR>
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Subject: RE: Investigative Case Files Schedule Review

I will need to speak to our Chief in this department, as our
investigative files are not for public view.

Linda A. Seay

Counterintelligence and Investigations Division
DHS, Office of Security

202-254-6444 (office)

202-254-6403 (fax)

From: Hudson, Tammy <CTR>

Sent: Wednesday, March 26, 2008 6:55 AM

To: Zawodny, Kenneth; Wisniewski, Leo; Seay, Linda <CTR>

Cc: Jones, Stephen; Smith, Ora; Parkinson-Irving, Jean; Boyce, Daniel
<CTR>

Subject: RE: Investigative Case Files Schedule Review

NARA has requested a site visit to review the Investigative Case Files.
I need to coordinate a time that they can meet with a representative to
discuss (and possibly view) the records,

They are currently available on the following dates: April 18, 21, 24,
25, and 28.

Please let me know by COB Friday, 3/28, which of these dates you are
available.

Thank you

Tammy Hudson

DHS Records Management - Contractor
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NAC 2, Room 2207 E (202) 282-8562

tammy.hudson@associates.dhs.gov

From: Zawodny, Kenneth

Sent: Wednesday, March 05, 2008 8:24 AM

To: Hudson, Tammy <CTR>

Cc: Jones, Stephen; Smith, Ora; Parkinson-Irving, Jean; Boyce, Daniel
<CTR>; Wisniewski, Leo; Seay, Linda <CTR>

Subject: RE: Investigative Case Files Schedule Review

Stephen;

Please review below and attached and coordinate with Ms,
Hudson regarding our records retention intentions for the Bl files.

Jean;

| think Leo has the lion's share of the rest of the files,
but a few might be part of other Division operations.

Thanks, Ken Z.

Kenneth J. Zawodny Jr.

Chief, Personnel Security
Department of Homeland Security
(202) 447-5371 (Ofc)

(202) 557-6029 (Cell)

From: Hudson, Tammy <CTR>

Sent: Wednesday, March 05, 2008 7:58 AM

To: Wisniewski, Leo; Zawodny, Kenneth

Cc: Seay, Linda <CTR>

Subject: RE: investigative Case Files Schedule Review
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Page 5 |

Good morning,

I'm just following up on this.

-tih

Tammy Hudson

DHS Records Management - Contractor

NAC 2, Room 2207 E (202) 282-8562

tammy.hudson@associates.dhs.gov

From: Hudson, Tammy <CTR>

Sent: Tuesday, February 19, 2008 12:45 PM

To: Wisniewski, Leo; Zawodny, Kenneth; Boese, Erik
Cc: Seay, Linda <CTR>

Subject: Investigative Case Files Schedule Review

Good afternoon,

We recently submitted the Investigative Case Files schedule to NARA for
registration. They are currently in the appraisal portion of the review
which will require a site review where they would like to ask you some
questions about these items.

I've attached a copy of the schedule that we submitted - could you let

me know which of the items your program handles and that you (or someone
you designate) would feel comfortable discussing with them? [ haven't
actually scheduled a date for this yet - | want to see how many

different meetings we need to arrange first.

Thanks again for your help! Let me know if you have any questions.
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From: "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov>
To: "Andrea Loiselle" <Andrea.Pugsley@nara.gov>

Date: Wed, Mar 26, 2008 6:57 AM

Subject: FW: Investigative Case Files Schedule Review

fyi

Tammy Hudson
DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562

tammy.hudson@associates.dhs.gov

From: Hudson, Tammy <CTR>

Sent: Wednesday, March 26, 2008 6:55 AM

To: Zawodny, Kenneth; Wisniewski, Leo; Seay, Linda <CTR>

Cc: Jones, Stephen; Smith, Ora; Parkinson-Irving, Jean; Boyce, Daniel
<CTR>

Subject: RE: Investigative Case Files Schedule Review

NARA has requested a site visit to review the Investigative Case Files.
| need to coordinate a time that they can meet with a representative to
discuss (and possibly view) the records.

They are currently available on the following dates: April 18, 21, 24,
25, and 28.

Please let me know by COB Friday, 3/28, which of these dates you are
available.

Thank you

Tammy Hudson

DHS Records Management - Contractor
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NAC 2, Room 2207 E (202) 282-8562

tammy.hudson@associates.dhs.gov

From: Zawodny, Kenneth

Sent: Wednesday, March 05, 2008 8:24 AM

To: Hudson, Tammy <CTR>

Cc: Jones, Stephen; Smith, Ora; Parkinson-Irving, Jean; Boyce, Daniel
<CTR>; Wisniewski, Leo; Seay, Linda <CTR>

Subject: RE: Investigative Case Files Schedule Review

Stephen;

Please review below and attached and coordinate with Ms.
Hudson regarding our records retention intentions for the Bl files.

Jean;

| think Leo has the lion's share of the rest of the files,
but a few might be part of other Division operations.

Thanks, Ken Z.

Kenneth J. Zawodny Jr.

Chief, Personnel Security
Department of Homeland Security
(202) 447-5371 (Ofc)

(202) 557-6029 (Cell)

From: Hudson, Tammy <CTR>

Sent: Wednesday, March 05, 2008 7:58 AM

To: Wisniewski, Leo; Zawodny, Kenneth

Cc: Seay, Linda <CTR>

Subject: RE: Investigative Case Files Schedule Review
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Good morning,

I'm just following up on this.

-tih

Tammy Hudson

DHS Records Management - Contractor

NAC 2, Room 2207 E (202) 282-8562

tammy.hudson@associates.dhs.gov

From: Hudson, Tammy <CTR>

Sent: Tuesday, February 19, 2008 12:45 PM

To: Wisniewski, Leo; Zawodny, Kenneth; Boese, Erik
Cc: Seay, Linda <CTR>

Subject: Investigative Case Files Schedule Review

Good afternoon,

We recently submitted the Investigative Case Files schedule to NARA for
registration. They are currently in the appraisal portion of the review
which will require a site review where they would like to ask you some
questions about these items.

I've attached a copy of the schedule that we submitted - could you let

me know which of the items your program handles and that you (or someone
you designate) would feel comfortable discussing with them? | haven't
actually scheduled a date for this yet - | want to see how many

different meetings we need to arrange first.

Thanks again for your help! Let me know if you have any questions.
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From: "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov>
To: "Andrea Loiselle" <Andrea.Pugsley@nara.gov>

Date: Wed, Feb 20, 2008 10:38 AM

Subject: FW: Investigative Case Files Schedule Review

fyi

Tammy Hudson
DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562

tammy.hudson@associates.dhs.gov

From: Hudson, Tammy <CTR>

Sent: Tuesday, February 19, 2008 12:45 PM

To: Wisniewski, Leo; Zawodny, Kenneth; Boese, Erik
Cc: Seay, Linda <CTR>

Subject: Investigative Case Files Schedule Review

Good afternoon,

We recently submitted the Investigative Case Files schedule to NARA for
registration. They are currently in the appraisal portion of the review
which will require a site review where they would like to ask you some
questions about these items.

I've attached a copy of the schedule that we submitted - could you let

me know which of the items your program handles and that you (or someone
you designate) would feel comfortable discussing with them? | haven't
actually scheduled a date for this yet - | want to see how many

different meetings we need to arrange first.

Thanks again for your help! Let me know if you have any questions.

Tammy
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From: Julie Hunsaker

To: Schultz, Kathy

Date: 3/31/2008 12:13:22 PM
Subject: RE: DHS records retention policy
CC: Hudson, Tammy <CTR>

S R R T R R

Hi, Kathy.

Page | ot 4

I'd be happy to get involved in this discussion. Is this something I can participate in via phone? It's going to be

hard for me to get out of the office.

I'm available:

Apr 2 a.m, or late afternoon (after 3:00)
Apr 4 afternoon

Apr 7

Apr 11 a.m.

Apr 14

Apr 15

Julie

>>> "Schultz, Kathy" <Kathy.Schulz@DHS.GOV> 3/31/2008 11:20 AM >>>
Jeffrey,

As Tammy noted, GRS 20 and 24 cover user accounts. I included item 6.b,
since 6.a is for special accountability.

GRS 24, item 6. User Identification, Profiles, Authorizations, and
Password Files, EXCLUDING records relating to electronic signatures.

a. Systems requiring special accountability, e.g., those containing
information that may be needed for audit or investigative purposes and
those that contain classified records.

Destroy/delete inactive file 6 years after user account is
terminated or password is altered, or when no longer needed for
investigative or security purposes, whichever is later.

b. Routine systems, i.e., those not covered by item 6a.
See GRS 20, item 1c.
E::I;g;(;,“item 1ic
1. Files/Records Relating to the Creation, Use, and Maintenance of

Computer Systems, Applications, or Electronic Records.

¢. Electronic files and hard-copy printouts created to monitor system
usage, including, but not limited to, log-in files, password files,

file://C:\Documents and Settings\JHunsaker\Local Settings\Temp\GW }00001.HTM

7/24/2008



audit trail files, system usage files, and cost-back files used to
assess charges for system use.

Delete/destroy when the agency determines they are no longer needed for
administrative, legal, audit, or other operational purposes.

Also, I mentioned on the phone that there needs to be a justification
for the 4 and 7 year retentions. Item 3.2 from the PIA needs to be
explained, since the current statement is not sufficient.

It appears that we should meet with all the relevant parties to discuss
the retention that OCIO is proposing that falls outside of the GRS, and
why. I would like to invite representatives from the National Archives
also. Please let me know your availability during the next couple of
weeks.

Thank you.
Kathy

Kathy Schultz

Senior Records Officer
Department of Homeland Security
(202) 447-5075

DHS Core Values: Integrity, Vigilance, and Respect

----- Original Message-----

From: Hudson, Tammy <CTR> [mailto:Tammy.Hudson@associates.dhs.gov]
Sent: Monday, March 31, 2008 10:55 AM

To: Carrington, Jeffrey <CIR>

Cc: Schultz, Kathy

Subject: RE: DHS records retention policy

Jeffrey,

Below are the GRS items that pertain to this information. The first if
for the records gathering the data and the second covers the contact
list information and the last covers the user data.

GRS 11, Item 3. Directory Service Files
Correspondence, forms, and other records relating to the
compilation  of directory service listings.

Destroy 2 months after issuance of listing.

GRS 20, Item 9. Finding Aids (or Indexes)

Electronic indexes, lists, registers, and other finding aids
used only  to provide access to records authorized for destruction
by the GRS or  a NARA-approved SF 115, EXCLUDING records containing
abstracts or  other information that can be used as an information
source apart from  the related records.

Delete with related records or when the agency
determines that they are no longer needed for
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administrative, legal, audit, or other operational
purposes, whichever is later.

GRS 24, Item 6a. User Identification, Profiles, Authorizations,
and Password Files, EXCLUDING records relating to electronic
signatures.

Systems requiring special accountability, e.g., those containing
information that may be needed for audit or investigative purposes and
those that contain classified records.

Destroy/delete inactive file 6 years after user account
is terminated or password is altered, or when no
fonger needed for investigative or security purposes,
whichever is later.

Let me know if you have any questions.

Tammy

From: Carrington, Jeffrey <CTR>
[mailto:Jeffrey.Carrington@associates.dhs.gov]
Sent: Monday, March 24, 2008 7:39 PM

To: Schultz, Kathy; Carrington, Jeffrey <CTR>
Cc: Hudson, Tammy <CTR>

Subject: RE: DHS records retention policy

Kathy,

Here is the PIA in progress for DSES. The section in question is 3.2 of
this doc. Thank you for your assistance.

Jeffrey H. Carrington, CISSP
Information Systems Security Officer
Department of Homeland Security
DSES Project

From: Schultz, Kathy [mailto:Kathy.Schultz@DHS.GOV]
Sent: Mon 3/24/2008 7:55 AM

To: Carrington, Jeffrey <CTR>

Cc: Hudson, Tammy <CTR>

Subject: RE: DHS records retention policy

Jeffrey,
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We can help you with the retention period for the system. Please send
the system description (what it is and how it is used). So that we can
take a look and provide assistance.

Thanks.
Kathy

Kathy Schultz

Senior Records Officer
Department of Homeland Security
(202) 447-5075

DHS Core Values: Integrity, Vigilance, and Respect

From: Carrington, Jeffrey <CTR>
[mailto;Jeffrey.Carrington@associates.dhs.gov]
Sent: Friday, March 21, 2008 11:07 AM

To: Schultz, Kathy

Subject: FW: DHS records retention policy

Hi Kathy,

I'm looking for the records retention policy for DHS. I'm trying to
conplete a PIA for the DSES system.

Jeffrey H. Carrington, CISSP
Information Systems Security Officer
Department of Homeland Security

DSES Project
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Julie Hunsaker - RE: DHS records retention policy

rage 1 o1

From:
To:

Date:

Subject: RE: DHS records retention policy

"Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov>
"Julie Hunsaker" <Julie.Hunsaker@nara.gov>, "Kathy Schultz"

<Kathy.Schultz@DHS.GOV>
3/31/2008 12:36 PM

Kathy,

I've run into this before. The CIO shop is using the standards from NIST:

800-53 | Control | 800-53 |Source |Impact|Enhancement| Security |800-53 Control | Comments on
Family [Number| Title Level ObjectiveC- Possible
I-A Tailoring
AU AU-11  |Audit 800-53 [LMH A The organization |Scalability -
Retention retains audit logs |Audit records
for [organization- |must be
defined time retained on-line
period] to provide |for 90 days.

support for after-
the-fact
investigations of
security incidents
and to meet
regulatory and
organizational
information
retention
requirements.

They must be
retained off-line
for 7 years.

Sent: Monday, March 31, 2008 12:13 PM
To: Kathy Schultz
Cc: Tammy <CTR> Hudson
Subject: RE: DHS records retention policy

Hi, Kathy.

I'd be happy to get involved in this discussion. Is this something I can participate in via phone? It's going to be
hard for me to get out of the office.

I'm available:
Apr 2 a.m. or late afternoon (after 3:00)
Apr 4 afternoon

Apr7

Apr 11 a.

m.
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Apr 14
Apr 15
Julie

>>> "Schultz, Kathy" <Kathy.Schulz@DHS.GOV> 3/31/2008 11:20 AM >>>

Jeffrey,

As Tammy noted, GRS 20 and 24 cover user accounts. I included item 6.b,
since 6.a is for special accountability.

GRS 24, item 6.  User Identification, Profiles, Authorizations, and
Password Files, EXCLUDING records relating to electronic signatures.

a. Systems requiring special accountability, e.g., those containing
information that may be needed for audit or investigative purposes and
those that contain classified records.

Destroy/delete inactive file 6 years after user account is
terminated or password is altered, or when no longer needed for
investigative or security purposes, whichever is later.

b. Routine systems, i.e., those not covered by item 6a.

See GRS 20, item 1c.

GRS 20, item 1c

1. Files/Records Relating to the Creation, Use, and Maintenance of
Computer Systems, Applications, or Electronic Records.

¢. Electronic files and hard-copy printouts created to monitor system
usage, including, but not limited to, log-in files, password files,

audit trail files, system usage files, and cost-back files used to
assess charges for system use.

Delete/destroy when the agency determines they are no longer needed for
administrative, legal, audit, or other operational purposes.

Also, I mentioned on the phone that there needs to be a justification
for the 4 and 7 year retentions. Item 3.2 from the PIA needs to be
explained, since the current statement is not sufficient.

It appears that we should meet with all the relevant parties to discuss
the retention that OCIO is proposing that falls outside of the GRS, and
why. I would like to invite representatives from the National Archives
also. Please let me know your availability during the next couple of
weeks.,

Thank you.

Kathy
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Kathy Schultz

Senior Records Officer
Department of Homeland Security
(202) 447-5075

DHS Core Values: Integrity, Vigilance, and Respect

From: Hudson, Tammy <CTR> [mailto:Tammy.Hudson@associates.dhs.gov]
Sent: Monday, March 31, 2008 10:55 AM

To: Carrington, Jeffrey <CTR>

Cc: Schultz, Kathy

Subject: RE: DHS records retention policy

Jeffrey,

Below are the GRS items that pertain to this information. The first if
for the records gathering the data and the second covers the contact
list information and the last covers the user data.

GRS 11, Item 3. Directory Service Files
Correspondence, forms, and other records relating to the
compilation  of directory service listings.

Destroy 2 months after issuance of listing.

GRS 20, Item 9. Finding Aids {or Indexes)

Electronic indexes, lists, registers, and other finding aids
used only  to provide access to records authorized for destruction
by the GRS or a NARA-approved SF 115, EXCLUDING records containing
abstracts or  other information that can be used as an information
source apart from  the related records.

Delete with related records or when the agency
determines that they are no longer needed for
administrative, legal, audit, or other operational
purposes, whichever is later.

GRS 24, Item 6a. User Identification, Profiles, Authorizations,
and Password Files, EXCLUDING records relating to electronic
signatures.

Systems requiring special accountability, e.g., those containing
information that may be needed for audit or investigative purposes and
those that contain classified records.

Destroy/delete inactive file 6 years after user account
is terminated or password is altered, or when no
longer needed for investigative or security purposes,
whichever is later.

Let me know if you have any questions.

Tammy
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From: Carrington, Jeffrey <CTR>
[mailto:Jeffrey.Carrington@associates.dhs.gov]
Sent: Monday, March 24, 2008 7:39 PM

To: Schultz, Kathy; Carrington, Jeffrey <CTR>
Cc: Hudson, Tammy <CTR>

Subject: RE: DHS records retention policy

Kathy,

Here is the PIA in progress for DSES. The section in question is 3.2 of
this doc. Thank you for your assistance.

Jeffrey H. Carrington, CISSP
Information Systems Security Officer
Department of Homeland Security
DSES Project

From: Schultz, Kathy [mailto:Kathy.Schultz@DHS.GOV
Sent: Mon 3/24/2008 7:55 AM

To: Carrington, Jeffrey <CTR>

Cc: Hudson, Tammy <CTR>

Subject: RE: DHS records retention policy

Jeffrey,

We can help you with the retention period for the system. Please send
the system description (what it is and how it is used). So that we can
take a look and provide assistance.

Thanks.
Kathy

Kathy Schultz

Senior Records Officer
Department of Homeland Security
(202) 447-5075

DHS Core Values: Integrity, Vigilance, and Respect

From: Carrington, Jeffrey <CTR>
[mailto:Jeffrey.Carrington@associates.dhs.gov]
Sent: Friday, March 21, 2008 11:07 AM

To: Schultz, Kathy

Subject: FW: DHS records retention policy
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Hi Kathy,

I'm looking for the records retention policy for DHS. I'm trying to
conplete a PIA for the DSES system.

Jeffrey H. Carrington, CISSP
Information Systems Security Officer
Department of Homeland Security

DSES Project
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Julie Hunsaker - FW: NARA - S&T Record Appraisal Question - awareness bulletin and short

term assessment
S RN OO NG EAF O DS R

5

PEONQEINES

From: "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov>

To: "Julie Hunsaker" <Julie.Hunsaker@nara.gov>

Date: 4/18/2008 8:44 AM

Subject: FW:NARA - S&T Record Appraisal Question - awareness bulletin and short term
assessment

Julie, Z})) @)

Password i

Tammy Hudson

DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562
tammy.hudson@associates.dhs.gov

From: Hawkins, Natasha <CTR>

Sent: Friday, April 18, 2008 8:39 AM

To: Hudson, Tammy <CTR>

Cc: Points, Michelle <CTR>

Subject: RE: NARA - S&T Record Appraisal Question

Tammy — Per your request, attached is an example of a short term assessment. | will send the password in a
separate email.

You should know have an example of both an awareness bulletin and short term assessment that is FOUO.
Thank you.

Natasha Hawkins

Support Contractor

Chem Bio Division

Science & Technology Directorate

Department of Homeland Security

202-254-6021 work

202-557-6039 cell

202-254-6164 fax

EMAIL: natasha.hawkins@associates.dhs.gov

From: Hudson, Tammy <CTR>

Sent: Tuesday, April 15, 2008 6:26 AM

To: Hawkins, Natasha <CTR>

Cc: Points, Michelle <CTR>

Subject: RE: NARA - S&T Record Appraisal Question

Thanks — this is extremely helpful.

One other request...can | get another sample of an awareness bulletin and 1 or 2 of the short term assessments
{both FOUOQ obviously).

Thanks again!

file://C:\Documents and Settings\JHunsaker\Local Settings\Temp\GW}00002.HTM 7/15/2008



rage 2 ot 3

-tih

Tammy Hudson

DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562
tammy.hudson@associates.dhs.gov

From: Hawkins, Natasha <CTR>

Sent: Monday, April 14, 2008 2:40 PM

To: Hudson, Tammy <CTR>

Cc: Points, Michelle <CTR>

Subject: RE: NARA - S&T Record Appraisal Question

Tammy — Per your request, our Biodefense Knowledge Center (BKC) produces Awareness Bulletins that can be
either classified or unclassified. Per our discussion earlier, you already have an example of an UNLCASS/FOUO
Awareness Bulletin.

After discussion with the BKC PM, regarding the volume of Awareness Bulletins produced, he provided the
numbers below on an annual basis.

7 Awareness Bulletins, approx half FOUO and half classified (not all topics known at this time)

We also produce Short Term Assessments for OlA. These are similar to Awareness Bulletins except that where
Awareness Bulletins are on dual-use technologies (potentially peaceful and/or nefarious uses), Assessments are
on topics decided by OIA and BKC together.

7 Short Term Assessments for OIA - approx half FOUO and half classified (not all topics known at this time)
If you have any additional questions, please let me know.
Thanks!

Natasha Hawkins

Support Contractor

Chem Bio Division

Science & Technology Directorate

Department of Homeland Security

202-254-6021 work

202-557-6039 cell

202-254-6164 fax

EMAIL: natasha.hawkins@associates.dhs.gov

From: Hudson, Tammy <CTR>

Sent: Monday, April 14, 2008 9:46 AM

To: Points, Michelle <CTR>

Cc: Winslow, Janett

Subject: NARA - S&T Record Appraisal Question

Good morning,

In the process of completing the appraisal for S&T records, NARA has requested additional information on
Bulletins (see below)

Having reviewed one of these now, | think these records may have permanent value. The bulletin you

sent me contains
substantive information about how DHS carries out its core function. It also likely significantly impacted
DHS policies and
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priorities. However, to be more certain I'd like to review a few more bulletins. |s this possible?

Do you have a sense of the current volume of these bulletins and what the annual accumulation might
be?

Can you please supply additional samples of bulletins for NARA's review? Let me know if you have any
questions.

-tlh

Tammy Hudson

DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562
tammy.hudson@associates.dhs.gov
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Julie Hunsaker - Re: NCSD Schedule Review

S R R T T R Y T RN R D iR e e s ]
From: Julie Hunsaker

To: Hudson, Tammy <CTR>

Date: 5/9/2008 2:45 PM

Subject: Re: NCSD Schedule Review

cc: Pritchard, Kimberly [USA]; Sourinho, John

Tammy,

Thank you for sending me these revisions. I apologize it's taken me so long to respond to your message. I
appreciate the time NCSD spent with me explaining their processes and their records. Here are my comments

and questions:
Yes, we agreed to delete Items 2 and 4.

Item 1:

a & b) If I'm reading this correctly, the New Format Items 1a and 1b will not show up on the NCSD schedule,
but rather are covered by the Records Common to All schedule.

¢) The PAG item's title and description look good. I do have a question about it, though. Do you know how
many other DHS divisions or directorates might have records like this? It doesn't seem like an NCSD program-
specific type of record. If PAGs show up in multiple places, it might also be a good candidate for the Records
Common to All schedule.

d) I don't recall reviewing a formal Communication Plan with Sean. My notes only refer to something called a
Media Advisory, which was described as something one notch below a full press release. NCSD sends them to
major press outlets to let them know about a major upcoming event.

Item 3:

We will remove Item 3 from this schedule. (At least this is what I think your notes in red indicate. Please let
me know if I'm wrong about this.) I'd like to wait to provide comments on the wording of the new items until I
can see them in context on their incoming schedules.

Items 5 & 6:

While I wasn't able to get a real good handle on these records during the site visit, I recommend removing
these items from the schedule. It appears the records likely exist in multiple DHS offices; NCSD is responsible
only for a portion of the program (relating to cyber infrastructure). Do you know which DHS offices are involved
in carrying out this function? I would recommend including this item on the highest-level schedule possible so it
will cover all offices that might need it. For example, if this function only happens within NPPD, I would
recommend scheduling these records on an NPPD schedule. We (NARA) will definitely need to review these
records in detail in order to process them and determine which records have permanent value. This will

entail viewing the records and talking with subject matter experts.

One related question: How do these records relate to the IICP electronic information system on N1-563-08-14?

Item 7:

b) Is fine.
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a & ¢) I do think it's a viable approach to move Program Monitoring and Project Control type records to the
Records Common to All schedule and designating them as temporary - if the items cover the types of records I
saw at NCSD (i.e., the Quad Charts which are one-page summaries of the program plans, the Program One-
Pagers which show primary duties and accomplishments of programs, and the Program Plans which shows a
quarterly work breakdown and progress towards meeting performance measures). This is because the
expectation is information about the important metrics and accomplishments in these records are passed up the
chain of command and will be included in more high-level DHS records. (Records about DHS's major
accomplishments should be preserved.) That said, without becoming more familiar with other types of

records these items would cover, I wouldn't be able to say whether the proposed titles and descriptions

are viable. (This is really just a matter of being able to confirm that the items will cover temp records in all
cases; I can't tell at this point.) Should we drop Item 7 from the NCSD schedule and handle this on the Records

Common to All schedule?
Let me know what you think and if you have any questions.

By the way, I will be out of the office all next week - I'll be back on May 19.

Julie

>>> "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov> 4/18/2008 8:08 AM >>>
Julie,

Sorry 1 had to jump out in the middle of the review yesterday.

Just to verify with you - we are deleting items 2 (customer service records) and 4 (hr strategy) from the NCSD
schedule. Also, | looked at the database and think | can re-work items 1, 3 and 7 (see below).

Lastly, I'd be interested to hear what happened with items 5 & 6. | have other program areas that we have yet to
submit the schedules for that fall in that same category.

Thanks! -tlh

Item modifications:

1. Communication and Distribution Strategy Files

Records contain communications and distribution plans used to document strategies to announce and
disseminate NCSD information, publications, and reports. A communications plan is an internal NCSD document
containing basic information on regulations, reports to Congress, and major policy statements and actions and
the strategy for their communication to the affected communities and interested public. A distribution plan is an
internal NCSD document containing basic information about publications and the strategies for public
distribution. Files include copies of the communications and distribution plan (with latest comments), copies of
the action or publication, transmittal memos and letters, copies fact sheets, copies of any press notifications

TEMPORARY. Cut off when superseded or obsolete. Destroy or delete 5 years after cutoff.
NEW FORMAT:
a. Dissemination Files and Lists (Records Common)

Information distributed via email and/or web based posting to support DHS Components and Federal,
State, and Local Governments. Electronic and hard copy listings of contacts for the distribution of action

reports.

TEMPORARY. Cut off at end of calendar year. Destroy or delete 3 years after cutoff.

b. Standard Operating Procedures (SOP) (Records Common)
Detailed, written instructions issued to achieve uniformity of the performance of a specific function. The
SOP describes a unique operating procedure within a Division where official guidance is lacking, or
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extremely broad.

TEMPORARY. Cutoff when replaced or becomes obsolete. Destroy or delete when cutoff or when no
longer needed for business purposes, whichever is later.

¢. Public Affairs Guidance (PAG)
A product that provides guidance on how to respond to the press with regard to a potential threat,
warning or situation. PAGs are distributed across Federal departments and agencies, state and
homeland security advisors, security managers, state and local law enforcement, and information
sharing and analysis centers.

TEMPORARY. Cut off closed files monthly. Destroy or delete 10 years from cutoff.

d. Communication Plan
An internal NCSD document containing basic information on regulations, reports to Congress, and major
policy statements and actions and the strategy for their communication to the affected communities and
interested public. Developed to craft strategies to enhance both the public's and NCSD personnel's
interpretation and understanding of policy and also serve as coordination points for stakeholders
including DHS components and other Federal, state and local agencies in articulating the program's
position and message.

TEMPORARY. Cut off when superseded or obsolete. Destroy or delete 5 years after cutoff.

3. Cyber Security Standards and Best Practices and Research and Development Records
Records related to the development of cyber security standards, best practices, and research and development

TEMPORARY. Cutoff at the end of the calendar year or when no longer needed for review and analysis,
whichever is later. Destroy or delete 3 years after cutoff.

NEW FORMAT:

a. Telecommunications Standards Records (NCS Schedule - not submitted yet)
Records related to the development of telecommunications standards, best practices, and research and
development.

Files maintained may include, but are not limited to, copies of authorizations; preparation instructions;
documents relating to the evaluation, revision, or implementation of standards; and may also include
correspondence, memoranda and final reports.

TEMPORARY. Cutoff at the end of the calendar year or when no longer needed for review and
analysis, whichever is later. Destroy or delete 3 years after cutoff.

b. Federal Register Files (OGC - Regulatory Schedule - not submitted yet)
Record copies of drafts showing development of rule or notice, clearance records, public comments,
final signed documents, and a copy of the regulations to be published in the Federal Register.

TEMPORARY. Cut off on date of publication. Destroy or delete 20 years after cutoff.

¢. Federal Register Files (OGC - Regulatory Schedule - not submitted yet)
Copies of internal comments and working papers pertaining to the process of the publications of DHS
regulations to the Federal Register.

TEMPORARY. Cut off on date of publication. Destroy or delete 5 years after cutoff.

7. Program Monitoring Records
Includes records which relate to the on-going management of programs and routine projects within programs.
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Types of files include both mission and operational programs and may be maintained by one or more
organizational units. Specific types of records include correspondence;, memoranda; staff meeting records such
as agendas, background papers, attendance lists, and meeting minutes or summaries; routine office
procedures; and reports and data relating to general policy and program matfters, oversight reviews, interagency
activity, research and other similar materials. Also includes project control files showing assignments, progress,
and completion of projects

TEMPORARY. Cut off at the end of the calendar year. Destroy or delete 7 years after cutoff.

NEW FORMAT:

a. Program Management Files/Strategic Plans (Records Common)
Strategic plans documenting the program in support of the agency mission and also may include
records supporting formally issued plans, such as records of concurrence, comments, clearances,
justifications, and other issuance records.

TEMPORARY. Cut off annually. Destroy or delete when 7 years old or when no longer needed,
whichever is later.

**| do like some of their wording for the Program Records - maybe we should adjust our Program
Mgmt/Strategic Plan description to read:

Includes records which relate to the on-going management of programs and routine projects within
programs. Types of files include both mission and operational programs and may be maintained by
one or more organizational units. Strategic plans files documenting the program in support of the
agency mission may include records supporting formally issued plans, such as records of
concurrence, comments, clearances, justifications, and other issuance records.

b. Office Administrative Files (GRS 23, Item 1)
Records accumulated by individual offices that relate to the internal administration or housekeeping
activities of the office rather than the functions for which the office exists. In general, these records relate
to the office organization, staffing, procedures, and communications, including facsimile machine logs;
the expenditure of funds, including budget records; day to day administration of office personnel
including training and travel; supplies and office services and equipment requests and receipts; and the
use of office space and utilities. They may also include copies of internal activity and workload reports
{(including work progress, statistical, and narrative reports prepared in the office and forwarded to higher
levels) and other materials that do not serve as unique documentation of the programs of the office.

TEMPORARY. Destroy 2 years after cut off.

¢. Project Control Files (Records Common)
Files maintained for each project may include, but are not limited to, copies of authorizations;
preparation instructions; and documents relating to the evaluation, continuation, revision, or
discontinuance of the project; may also include materials from projects that are not implemented.

Correspondence, memoranda, reports, and other records documenting assignments, progress,
management and completion of the project, including such matters as performance measurements,

benchmarks and final reports

a. Project file (excluding Final Report)
TEMPORARY. Destroy or delete 5 years after completion or cancellation of project or 1 year after
responsible office determines it is no longer needed for legal, audit, administrative or business

purposes.

b. Final Report
TEMPORARY. Destroy or delete 15 years from the completion of the project.

c. Projects not implemented
TEMPORARY. Cut off on date of decision to decline project. Destroy or delete when no longer needed
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for business purposes.

Tammy Hudson

DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562
tammy.hudson@associates.dhs.gov
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Julie Hunsaker - Quick GRS Question

SRS : B S

From: "Adler, Michelle" <michelle.adler@dhs.gov>
To: "Julie Hunsaker" <Julie. Hunsaker@nara.gov>
Date: 7/21/2008 4:43:16 PM

Subject: Quick GRS Question

Hi Julie. Normally, I'd go to Tammy Hudson for this question. Butif | do, she'll probably press me for the status
of our SF-115. So | hope you won't mind indulging me on this. If you recall, I'm speaking on Thursday at our
administrative conference. | just want to ensure that I'm accurately conveying the retention times for Commuter
Transit subsidy records. Although GRS 9 concerns Travel and Transportation records, | vaguely recall Steve
Cooper telling me that this applies to movement of goods and persons for commercial travel. | believe he said
that GRS 6 would be more suitable for individual/non-commercial travel. Shown below is what | plan to say for
the disposition of Commuter Transit Subsidy files. Please verify that I'm correct. In case you need it, I'm also

Commuter Transit Subsidy Files. Includes transit subsidy applications, quarterly subsidy requests, and
commuter check request logs.

Disposition: Destroy after 6 years, 3 months [GRS 6, ltem 1b]

http://www.archives.gov/records-mgmt/ardor/grs06.html

http://www.archives.gov/records-mamt/ardor/grs09.htmi?template=print
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Julie Hunsaker - Re: Quick GRS Question
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From: Julie Hunsaker
To: Adler, Michelle
Date: 7/21/2008 5:33:30 PM
Subject: Re: Quick GRS Question

Hi, Michelle.

You would use GRS 9, item 7.

7. Federal Employee Transportation Subsidy Records.
Documents in either paper or electronic form relating to the disbursement of transportation subsidies to

employees, including applications of employees no longer in the program, superseded applications, certification
logs, vouchers, spreadsheets, and other forms used to document the disbursement of subsidies.

Destroy when 3 years old.

I'll give you a call tomorrow about your IDP question. I'll be teaching an all-day class but will try to give you a
call before class starts.

Julie

>>> "Adler, Michelle" <michelle.adler@dhs.gov> 7/21/2008 4:43 PM >>>

Hi Julie. Normally, I'd go to Tammy Hudson for this question. Butif | do, she'll probably press me for the status
of our SF-115. So | hope you won't mind indulging me on this. If you recall, I'm speaking on Thursday at our
administrative conference. | just want to ensure that I'm accurately conveying the retention times for Commuter
Transit subsidy records. Although GRS 9 concerns Travel and Transportation records, | vaguely recall Steve
Cooper telling me that this applies to movement of goods and persons for commercial travel. | believe he said
that GRS 6 would be more suitable for individual/non-commercial travel. Shown below is what | plan to say for
the disposition of Commuter Transit Subsidy files. Please verify that I'm correct. In case you need it, I'm also

Commuter Transit Subsidy Files. Includes transit subsidy applications, quarterly subsidy requests, and
commuter check request logs.

Disposition: Destroy after 6 years, 3 months [GRS 6, Item 1b]

http.//www.archives.gov/records-mgmt/ardor/grs06.html

http://www.archives.gov/records-mgmt/ardor/grs09.htmli?template=print
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Julie Hunsaker - RE: Quick GRS Question

From:  "Adler, Michelle" <michelle.adler@dhs.gov>
To: "Julie Hunsaker" <Julie.Hunsaker@nara.gov>
Date: 7/21/2008 5:37:17 PM

Subject: RE: Quick GRS Question

UR like so wonderful.

From: Julie Hunsaker [mailto:Julie.Hunsaker@nara.gov]
Sent: Monday, July 21, 2008 5:34 PM

To: Michelle Adler

Subject: Re: Quick GRS Question

Hi, Michelle.

You would use GRS 9, item 7.

7. Federal Employee Transportation Subsidy Records.
Documents in either paper or electronic form relating to the disbursement of transportation subsidies to

employees, including applications of employees no longer in the program, superseded applications, certification
logs, vouchers, spreadsheets, and other forms used to document the disbursement of subsidies.

Destroy when 3 years old.

I'll give you a call tomorrow about your IDP question. I'll be teaching an all-day class but will try to give you a
call before class starts.

Julie

>>> "Adler, Michelle" <michelle.adler@dhs.gov> 7/21/2008 4:43 PM >>>

Hi Julie. Normally, I'd go to Tammy Hudson for this question. But if | do, she'll probably press me for the status
of our SF-115. So | hope you won't mind indulging me on this. If you recall, I'm speaking on Thursday at our
administrative conference. | just want to ensure that I'm accurately conveying the retention times for Commuter
Transit subsidy records. Although GRS 9 concerns Travel and Transportation records, | vaguely recall Steve
Cooper telling me that this applies to movement of goods and persons for commercial travel. | believe he said
that GRS 6 would be more suitable for individual/non-commercial travel. Shown below is what | plan to say for
the disposition of Commuter Transit Subsidy files. Please verify that I'm correct. In case you need it, I'm also

Commuter Transit Subsidy Files. Includes transit subsidy applications, quarterly subsidy requests, and
commuter check request (ogs.

Disposition: Destroy after 6 years, 3 months [GRS 6, Item 1b]

http://www.archives.gov/records-mgmt/ardor/grs06.html

http://www.archives gov/records-mgmt/ardor/grs09.html?template=print
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Julie Hunsaker - Privacy Office

S A e S e T s S S S

R SRR

Z

From:  "Schultz, Kathy" <Kathy.Schultz@DHS.GOV>

To: "Julie Hunsaker" <Julie.Hunsaker(@nara.gov>

Date: 6/10/2008 3:20:33 PM

Subject: Privacy Office

CC: "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov>

Julie,

The Privacy Officer wants to set up a meeting on their schedule. Do you have any time before June 187 If you
only have time from June 18 — 27, it will have to be coordinated with Tammy Hudson. Please give me a couple of
dates we can use for setting up a meeting.

Thanks so much.

Kathy

Kathy Schultz

Senior Records Officer

Department of Homeland Security
(202) 447-5075

DHS Core Values: Integrity, Vigilance, and Respect
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Julie Hunsaker - Re: Privacy Office

From: Julie Hunsaker

To: Schultz, Kathy

Date: 6/10/2008 4:08:53 PM
Subject: Re: Privacy Office

CC: Hudson, Tammy <CTR>

e O O T S S N T R R R

Hi, Kathy.
Which schedule does this relate to?

Julie

>>> "Schultz, Kathy" <Kathy.Schultz@DHS.GOV> 6/10/2008 3:20 PM >>>

Julie,

Page 1 of 1

The Privacy Officer wants to set up a meeting on their schedule. Do you have any time before June 18? If you
only have time from June 18 - 27, it will have to be coordinated with Tammy Hudson. Please give me a couple

of dates we can use for setting up a meeting.
Thanks so much.
Kathy

Kathy Schuliz

Senior Records Officer
Department of Homeland Security
(202) 447-5075

DHS Core Values: Integrity, Vigilance, and Respect

CVAIOAT N A mrrsnan to and Qattinae\ THiuncalar\l aral Qettinod Temm\GWINOO0OT HTM

7/24/2008



Julie Hunsaker - RE: Privacy Office

rage ! ot 1

From:  "Schultz, Kathy" <Kathy.Schultz@DHS.GOV>

To: "Julie Hunsaker" <Julie.Hunsaker@nara.gov>, "Kathy Schultz"
<Kathy.Schultz@DHS.GOV>

Date: 6/11/2008 7:06:48 AM

Subject: RE: Privacy Office

CC: "Tammy <CTR> Hudson" <Tammy.Hudson@associates.dhs.gov>

The Privacy Office — they do not agree that PIA are not permanent.

Kathy Schultz

Senior Records Officer
Department of Homeland Security
(202) 447-5075

DHS Core Values: Integrity, Vigilance, and Respect

From: Julie Hunsaker [mailto:Julie.Hunsaker@nara.gov]
Sent: Tuesday, June 10, 2008 4:09 PM

To: Kathy Schultz

Cc: Tammy <CTR> Hudson

Subject: Re: Privacy Office

Hi, Kathy.
Which schedule does this relate to?

Julie

>>> "Schultz, Kathy" <Kathy.Schulz@DHS.GOV> 6/10/2008 3:20 PM >>>
Julie,

The Privacy Officer wants to set up a meeting on their schedule. Do you have any time before June 187 If you
only have time from June 18 - 27, it will have to be coordinated with Tammy Hudson. Please give me a couple

of dates we can use for setting up a meeting.
Thanks so much.
Kathy

Kathy Schuitz

Senior Records Officer
Department of Homeland Security
(202) 447-5075

DHS Core Values: Integrity, Vigilance, and Respect
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Julie Hunsaker - RE: Privacy Office

From: "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov>

To: "Schultz, Kathy" <Kathy.Schultz@DHS.GOV>, "Julie Hunsaker"
<Julie.Hunsaker@nara.gov>

Date: 6/11/2008 7:33:22 AM

Subject: RE: Privacy Office

Julie,

I'm not sure if you have a copy of the schedule — you and | had discussed this thru email, but | don't think you
ever received the draft.

-tlh

Tammy Hudson

DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562
tammy.hudson@associates.dhs.gov

From: Schultz, Kathy [mailto:Kathy.Schultz@DHS.GOV]
Sent: Wednesday, June 11, 2008 7:06 AM

To: Julie Hunsaker; Kathy Schultz

Cc: Tammy <CTR> Hudson

Subject: RE: Privacy Office

The Privacy Office — they do not agree that PIA are not permanent.
Kathy Schultz

Senior Records Officer

Department of Homeland Security

(202) 447-5075

DHS Core Values: Integrity, Vigilance, and Respect

From: Julie Hunsaker [mailto:Julie.Hunsaker@nara.gov]
Sent: Tuesday, June 10, 2008 4:09 PM

To: Kathy Schultz

Cc: Tammy <CTR> Hudson

Subject: Re: Privacy Office

Hi, Kathy.
Which schedule does this relate to?
Julie

>>> "Schultz, Kathy" <Kathy.Schultz@DHS.GOV> 6/10/2008 3:20 PM >>>
Julie,

The Privacy Officer wants to set up a meeting on their schedule. Do you have any time before June 187 If you

only have time from June 18 - 27, it will have to be coordinated with Tammy Hudson. Please give me a couple
of dates we can use for setting up a meeting.
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U.S. Department of Homeland Security
Headquarters Records Schedules

Privacy Officer, Chief

Privacy Office

The Privacy Office mission is to minimize the impact on individuals’ privacy, particularly the individual's personal information and dignity, while
achieving the mission of the Department of Homeland Security (DHS). It operates under the direction of the Chief Privacy Officer and Chief
Freedom of Information Act Officer, who is appointed by the Secretary.

The DHS Privacy Office serves as the steward of Section 222 of the Homeland Security Act, the Privacy Act of 1974, the Freedom of Information
Act, the E-Government Act of 2002 and the numerous laws, Executive Orders, court decisions and DHS policies that protect the collection, use, and
disclosure of personal and Departmental information.

The Electronic Government (e-Gov) Act of 2002 mandates an assessment of the privacy impact of any substantially revised or new Information
Technology System. In its efforts to fulfill the e-Gov initiative of IT Privacy and Security, the DHS Privacy Office requires for automated systems
owners to develop a Privacy Threshold Analysis (PTA) to determine privacy issues related to the system and if a full Privacy Impact Assessment
(PIA) is necessary. PTAs are one step in the Certification & Accreditation (C & A) process for systems which assures a system meets appropriate
standards. Through the C & A process the Privacy Office reviews PTAs submitted by each program and/or system. The PTA provides
documentation whether or not a full PIA is necessary ‘

Upon completion of these reviews any identified release or disclosure of personal information is published in a System of Record Notice (SORN) in
the Federal Register. This serves public notice as to what elements of personal information are collected and how the data is used.

Privacy Impact Assessment (PIA)

Disposition:
The PIA is an analysis of how personally identifiable information is TEMPORARY. Cut off upon termination of the system for
collected, stored, protected, shared and managed. “Personally which the guide was established. Destroy or delete 5
identifiable information” is defined as information in a system or online years after cutoff.

collection that directly or indirectly identifies an individual whether the
individual is a U.S. Citizen, Legal Permanent Resident, or a visitor to
the U.S. The PIA represents the final analysis of the Department
regarding the impact that a system or program would have on the
privacy of individuals and should be available publicly (via website) for
the life of the system or program (and when appropriate any
successor programs).

Privacy Office Page 10of 2



U.S. Department of Homeland Security

Headquarters Records Schedules

Privacy Officer, Chief

Privacy Threshold Analysis (PTA)

The Privacy Threshold Analysis is used to determine what personally
identifiable information is gathered by the computer systems
employed by DHS. The results of the PTA determine if the information
is substantial enough to warrant a more detailed evaluation via the
Privacy Impact Assessment.

System of Record Notice (SORN)

The Privacy Act of 1974 requires agencies to publish Systems of
Records Notices that describe the categories of personally identifiable
information that they collect, maintain, retrieve, and use. The SORN
represents the operative notice for the Department’s operation of a
System of Records, is published in the Federal Register and should
be available publicly (via website) for the life of the system.

Disposition:

a. When PIl does not reside in the system.

TEMPORARY. Cut off upon termination of the system for
which the guide was established. Destroy or delete 5
years after cutoff.

b. When PII does reside in the system, but because of
policy considerations a Pll is not deemed necessary (i.e.
review of uses of the Global Address List, email surveys,
efc.

TEMPORARY. Cut off upon termination of the system for
which the guide was established. Destroy or delete 2
years after cutoff.

¢. When PII does reside in the system and a PIA is
deemed necessary.

TEMPORARY. Cut off upon termination of the system for
which the guide was established. Destroy or delete §
years after cutoff.

Disposition:

TEMPORARY. Cut off upon termination of the system for
which the guide was established. Destroy or delete 5
years after cutoff.

Privacy Office
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Julie Hunsaker - RE: Privacy Office

S o e o e S A R R
From: Julie Hunsaker
To: Hudson, Tammy <CTR>; Schultz, Kathy

Date: 6/11/2008 9:25:55 AM
Subject: RE: Privacy Office

Thank you, Tammy! I don't recall discussing this schedule, but that doesn't mean we didn't. I'm juggling so
many things, it's sort of gotten to that point!

Before we set up a meeting, let me look into how other agencies have scheduled these records. I'll get back
with you with this information by the end of the week.

Julie

>>> "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov> 6/11/2008 7:32 AM >>>
Julie,

I'm not sure if you have a copy of the schedule - you and | had discussed this thru email, but | don't think you
ever received the draft.

-thh

Tammy Hudson

DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562
tammy.hudson@associates.dhs.gov

From: Schultz, Kathy [mailto:Kathy.Schultz@DHS.GOV]
Sent: Wednesday, June 11, 2008 7:06 AM

To: Julie Hunsaker; Kathy Schultz

Cc: Tammy <CTR> Hudson

Subject: RE: Privacy Office

The Privacy Office - they do not agree that PIA are not permanent.
Kathy Schuliz
Senior Records Officer

Department of Homeland Security
(202) 447-5075

DHS Core Values: Integrity, Vigilance, and Respect

From: Julie Hunsaker [mailto:Julie.Hunsaker@nara.gov]
Sent: Tuesday, June 10, 2008 4:09 PM

To: Kathy Schultz

Cc: Tammy <CTR> Hudson

Subject: Re: Privacy Office

Hi, Kathy.

Which schedule does this relate to?
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Julie

>>> "Schultz, Kathy" <Kathy.Schulz@DHS.GOV> 6/10/2008 3:20 PM >>>
Julie,

The Privacy Officer wants to set up a meeting on their schedule. Do you have any time before June 18? If you
only have time from June 18 - 27, it will have to be coordinated with Tammy Hudson. Please give me a couple
of dates we can use for setting up a meeting.

Thanks so much.

Kathy

Kathy Schultz

Senior Records Officer
Department of Homeland Security
(202) 447-5075

DHS Core Values: Integrity, Vigilance, and Respect
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Julie Hunsaker - FW: Privacy Office

From: "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov>
To: "Julie Hunsaker" <Julie.Hunsaker@nara.gov>

Date: 6/11/2008 9:29:25 AM

Subject: FW: Privacy Office

CC: "Schultz, Kathy" <Kathy.Schultz@DHS.GOV>

Here's the string of messages from our original conversation about this — maybe it will help.

-tth

Tammy Hudson

DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562
tammy.hudson@associates.dhs.gov

From: Julie Hunsaker [mailto:Julie.Hunsaker@nara.gov]
Sent: Thursday, June 14, 2007 11:55 AM

To: Tammy <CTR> Hudson; Kathy Schultz

Subject: RE: Privacy Office

Hi, Kathy.

Even though the PIA's are new and mandated by OMB, we still view them as temporary records, albeit with
long-term value to agencies. NARA has never tried to actively maintain a historical record of all electronic
information systems maintained by agencies - or even of the subset of all electronic information systems that
contain information about individuals. I agree with you that a retention period for these records that covers the

life of the system makes sense.
Good luck with your meeting next week!
Julie

>>> "Schultz, Kathy" <Kathy.Schulz@DHS.GOV> 6/14/2007 11:45 AM >>>
Julie,

The Privacy Impact Assessment is new and mandated by OMB. | believe that will be the rationale for making
the PIAs permanent. But my opinion is that it is needed for the life of the system, even the different iterations.

Thanks.

Kathy Schultz

Senior Records Officer
Department of Homeland Security
(202) 447-5075

DHS Core Values: Integrity, Vigilance, and Respect

From: Julie Hunsaker [mailto:Julie.Hunsaker@nara.gov]
Sent: Thursday, June 14, 2007 11:01 AM

To: Tammy <CTR> Hudson

Cc: Kathy Schultz
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Subject: RE: Privacy Office
Tammy,

I'm not sure - but I wouldn't worry about that. DHS should retain these records for the length of time that
meets its business needs.

Julie

>>> "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov> 6/14/2007 10:45 AM >>>
Julie,

One last question:

Is the retention of 2 years beyond the life of the system in line with other agencies?

Tammy

From: Julie Hunsaker [mailto:Julie.Hunsaker@nara.gov]
Sent: Thursday, June 14, 2007 10:20 AM

To: Tammy <CTR> Hudson

Cc: Kathy Schultz

Subject: Re: Privacy Office

Tammy,

We view these as temporary records. The one caveat is that all System of Record Notices are maintained by
NARA via the Federal Register, which is a publication we maintain permanently.

Please give me a call if you'd like to discuss.

Julie

>>> "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov> 6/14/2007 9:52 AM >>>
Julie,

Here's the Privacy Office schedule we just spoke about. If you could let us know what NARA's view is, I'd
appreciate it.

We have a meeting with them next Thursday (6/21) to discuss this.
Thanks for all your help!
Tammy

Tammy Hudson

Contractor - DHS Records Management
NAC 2, Room 2207 E (202) 282-8562
VTA, Room 10-254 (202) 254-6363
tammy.hudson@associates.dhs.gov
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Julie Hunsaker - Re: FW: Prlvacy Offlce
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From: Julie Hunsaker
To: Hudson, Tammy <CTR>; Schultz, Kathy
Date: 6/11/2008 10:13:39 AM

Subject: Re: FW: Privacy Office

Yes, thank you - that helps a lot.

I am currently caught in the grips of preparing the Records Schedule to go live in our ERA system at the end of
the month - so I'm going to be a bit tied-up here in the office these next few weeks. I'd be happy to participate
in a telecon to talk through this issue, however. Afternoons will be best for me. I'm available in the afternoons
on the following days: 12, 13, 16 (after 2:00), 17, 20, 23-26.

Alternatively, Ivan and I will be downtown for multiple meetings with ICE on the 18th - beginning at 10:00
and ending by 3:00. That day I could probably make an 8:00 meeting work or a meeting in the late afternoon.
If we met, which DHS location would it be in?

Julie

>>> "Hudson, Tammy <CTR>" <Tammy.Hudson@associates.dhs.gov> 6/11/2008 9:28 AM >>>
Here's the string of messages from our original conversation about this - maybe it will help.

-t

Tammy Hudson

DHS Records Management - Contractor
NAC 2, Room 2207 E (202) 282-8562
tammy.hudson@associates.dhs.gov

From: Julie Hunsaker [mailto:Julie.Hunsaker@nara.gov]
Sent: Thursday, June 14, 2007 11:55 AM

To: Tammy <CTR> Hudson; Kathy Schultz

Subject: RE: Privacy Office

Hi, Kathy.

Even though the PIA's are new and mandated by OMB, we still view them as temporary records, albeit with
long-term value to agencies