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Memoranda of Understanding Included in this File 
 
 
1. Memorandum of Understanding (MOU) For the Joint Development of the Advanced Mirror System Demonstrator 

(AMSD) (USAF/NRO) (undated) 

2. Memorandum of Understanding (MOU) between US Atlantic Command (USACOM) and the Operational 
Support Office, April 1994 ( 

3. Memorandum of Understanding (MOU) between Internet 2 Initiative of University Corporation for Advanced 
Internet Development and Global Grid/ATD Net Initiative of the National Reconnaissance Office on the 
Collaboration in Research, Development and Testing of Information Infrastructures, 1998 

4. Memorandum of Understanding between National Reconnaissance Office and Defense Contract Management 
Agency, 2001 

5. Memorandum of Understanding between The National Security Agency/Central Security Service and The 
National Reconnaissance Office for _[redacted]_ Management, 1993 

6. Memorandum of Understanding between The National Security Agency/Central Security Service and The 
National Reconnaissance Office for Network Connectivity and Interoperability Supporting Operations and 
Management Partnerships across Joint SIGINT, MASINT and IMINT Programs and Missions, 1999 

7. Memorandum of Understanding between the National Security Agency/Central Security Service and The 
National Reconnaissance Office on the Accreditation of Information Systems, 1997 

8. Memorandum of Understanding between the Chief, F8 and the Chief, K for National Security Agency Personnel 
Assigned to the National Reconnaissance Office SIGINT Processing Organization, 1998 

9. Operational Technology Evaluation Capability (OTEC) Central Imagery Tasking Office (CITO) Memorandum of 
Understanding (MOU) for the Rapid Dissemination System (RDS), February 2000 (NRO - National Geospatial-
Intelligence Agency) 

10. Memorandum of Understanding among the Assistant Director of Central Intelligence for Collection, the Director. 
National Security Agency / Chief, Central Security Service, and the Director, National Reconnaissance Office 
Regarding the Overhead Collection Management Center, 2003 

11. Memorandum of Understanding Between the National Reconnaissance Office, Operational Support Office, and 
New Mexico State University on Security Sponsorship of Various Research Laboratories at New Mexico State 
University, Las Cruses, New Mexico, 2000 

12. Memorandum of Understanding between U.S. Air Force Declassification Office (AFDO) and National 
Reconnaissance Office Information Declassification Review Center (NRO/IRDC) on Exclusive Information 
Equity Regarding the SENTRY/SAMOS Imaging Satellite System, 2000 

13. Memorandum of Understanding Between The Deputy Director For National Support, National Reconnaissance 
Office and Chief, National Security Agency Customer Advocate Office for National Customer Outreach 
Activities, 1999 

14. Memorandum of Understanding Between National Reconnaissance Office, Office of Space Launch And 30th 
Space Wing Safety on Integrated Safety Roles & Responsibilities For NRO Sponsored Payloads Launched By 
EELV From VAFB, 2002 

 



NATIONAL RECONNAISSANCE OFFICE 
14675 Lee Road 

Chantilly, VA 20151·1715 

15 April 2009 

This is in response to your letter dated 13 June 2003, 
received in the Information Access and Release Center of the 
National Reconnaissance Office (NRO) on 17 June 2003. You 
are appealing our use of Section 502 of the Intelligence 
Authorization Act of 2003 on your request for records pertaining 
to " ... NRO Comity Agreements and Memoranda of Understanding." 
For reference purposes, your case number is F03-0033. 

As the Appellate Authority, and after a complete review, I 
have determined that the records responsive to your request are 
segregable. In April 2005, eight records, totaling twenty-seven 
pages were released to you in part as an initial interim release. 
As the second interim release to your request, we are forwarding 
two records, totaling ten pages, which are being granted in full; 
and twelve records, totaling forty-four pages which are being 
granted in part. Eight records, comprising seventy-three pages, 
are denied in full. The denied records, and denied portions of 
the records being released are withheld pursuant to the following 
FOIA exemptions: 

-{b} {1} as properly classified information under Executive 
Order 12958, Section 1.4 {b}, (c), (d), {e}, (g), and {h} i and 
exemption (b) (3), which applies to information speci cally 
exempt by statute, specifically 50 U.S.C. § 403-1, which 
protects intelligence sources and methods from unauthorized 
disclosure; 

(b) (2) High, which pertains solely to the internal rules and 
practices of an agency and allows the withholding of 
information which, if released, would allow circumvention of 
an organization rule, policy, or statute, thereby impeding 
the agency in the conduct of its mission; 



- (b) (3) which allows the withholding of information 
prohibited from disclosure by statute/ 10 U.S.C. § 424 which 
states: "Except as required by the President or as provided 
in subsection (c)/ no provision law shall be construed to 
require the disclosure of (1) The organization or any 
function (2) ... number of persons employed by or 
assigned or detailed to any such organization or the name/ 
of cial title/ occupational series/ grade/ or salary of any 
such person . . . (b) Covered organizations . . . the 
National Reconnaissance Office"; 

- (b) (4) which applies to proprietary information obtained 
from a company which, if released, would result in 
competitive harm to the company; and 

(b) (6) which applies to records which if eased would 
constitute a clearly unwarranted invasion of the personal 
privacy of individuals. 

Please be advised that additional records contain other 
agencies/ equities. Twenty-two records, totaling 183 pages/ have 
been forwarded to other agencies for their review/ redaction, and 
direct response to you, as required by Executive Order 12958. 
There are further additional documents still in coordination with 
other agencies, for their review and return to the NRO for our 
final release determination. We will continue our forts to 
obtain the responses we need to resolve these remaining documents 
and complete your request. 

You are advised that you are entitled to a judicial review of 
this determination in a United States District Court accordance 
with 5 U.S.C. § 552 as amended. 

Sincerely, 

C'-
,-

Charles Barlow 

Enclosures: 14 MOUs (54 pages) 



Memorandum of Understanding 
(MOU) 

For the Joint Development of the 
Advanced Mirror System Demonstrator 

(AMSD) 
Partners: 

NASA Next Generation Space Telescope Project 

Air Force Research LaboratorylPhiJlips Site 

NatiouaI Reconnaissance omc:ty Advaneed Sy~,tems and Technology Directorate 

~~12Jijf<.:f&L~/.4~' ~ 
Richard It.. Paul Mr. Robert PattishaU 
Major GeaeraJ., USAF Director 
Commander Natioual Reconnaissance Office 
Air Force Research Laboratol')' Advanced Systems and 

Technolog)' Directorate 
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This memorandum of1mdcrstanding is between 1he National Aeronautics and Space 
Admini!l'lmion. Goddard Space Flight Center (GSFC); .tle Air Force Research Laboratory (AFRL) 
where responsibility is located at the Phillips Site; and 11.: National Reconnaissance Office (NRO) 
,,'heIe overall responsibility resides in the Ad1t'8J]ced Systems and Technology Directorate (AS&.T) 
and program oversight responsibility resides in the Research and Technology St:ction of the Imagery 
InteJliaence Systems Acquisitions and Operations Directorate (lMD'·n'lRTS). These organizations. 
NASA/OSlC, AFRL. and NRO (AS&T and IMINT/RYS). are the Pa..1r.Im. 

!'be next generation of space astronomical observatories, reconnaissance sensors, and 
direc:ted eneJ'IY systems will benefit both technically and financially by advancements in the state of 
the an of ultra-liptweight space optics. Active wavefront control and precision deployable 
structures complement the optics. and together these technologies herald a new paradi&m for the 
development oftarge space optical systems. These revolutionary concepts provide the necessary 
scalability and. affordability to enable new mission CODCep'iS and more favorable cost curves. 

The metric that most appropriately summarizes the state of the art is the minor system areaJ 
density, expressed. in urpts ofkilograms per square meter (kglm2

) of optical surface. This parameter 
incorpol8l:eS all relevant aspects of the deployable, active optic, including figure control actuators. 
reaction SIJ1lCl1IreS. launcb locks. and cabling. The current stA'.:e of the art for ~ter than meter class 
space optics is :>35 kglm'; the state of the practice is of the order of 50-1 00 kglm2

• 

The NASA GSFC team has invested over SIOM in the last two years to verify that the target 
areal density and subsequent wavefront error goals are achievable. The current NGST Mirror 
System DemoDStrator (NMSD) and Subscale Eseryl1ium IvtilTOr Denl0nstrator (SBMD) Programs 
address specific technology scaling issues in glass and beryllium material systems. The key 
eleme:ots of rapid fabricability and east, along with the Jess mature materials such as silicon carbide 
(SiC), need to be investigated thoroughly before full SC;hlC de-V"c.lopment of operational systems are 
attempted 

AFRL has been actively pursuing similar advanced mirror ieclmologies for tactical imaging 
and space based laser beam director and relay mirror system applications. AFRL has on-going 
technology development activities in gJass. SiC, and glass-composites, as wel1 as advanced inflatable 
membrane minor taearch. 

The subject of this MOU is a two-year partnership to implement a space mirror technology 
developmcDt activity known as the Advanced Mirror System Demonstrator (AMSD) Program. The 
AMSD r.:-ttlClSbip strives to achieve at least a factor of two improvement in the state of the art. from 
35 kglm to 15 tglml. Ifsu~. these advanced mirrors would then be validated by a separately 
fimded space demonstration experiment as early as 2003. The Partners will work together, starting 
in earJy FY t 999 to develop AMSD technology. Each organization will provide fundina for two 
years to the Goddaro Space Flight Center. The overall twopyear funding level is expected to be 
appioximately I1SM. The Air Force funding will be provided by the ~pace Based Laser System 
Program Office and the AFRL Space Vehicles and DlI't~~ Energy Directorates. . 



. Although this MOU specifically defines the two-year AMSD partnership. each of the 
partners has longer-range objectives that require significantly more aggressive space optics 
technology than AMSD will yield. It is understood that the Al\lSD partnership is a potential 
precursor to a similar cooperative attack on these longe'f term lInd much more difficult space optics 
technology issues. 

Proeuremeat Plan: 
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Procurement of the AMSD effort is envisione.1 as follows. There will be two AMSD phases, 
followed by a flight demonstration phase (funded outsi:ie the scope of this partnership). 
Advancement from ODe phase to the next will be based primarily on success in the preceding phase. 
However. the down select process will be open to consideration of other unanticipated breakthrough 
technology options. At each phase. the specific contract vehicle and its incentives will be selected to 
best achieve the goals and mitigate the risks of that phase. The Request for Offer (RFO) for the first 
phase was ~Ieased io March of 1999. The Statement of Work tSOW) will address the technical 
requirements of all partners. 

ReIn" RaponsibiUties; 

NA$AlGSFC 

• Conttacting agent for the AMSD competitive procurement 

• COTR on any contracts assigned to NASA GSFC with technical concurrence of the 
Partners 

• COntribute the NASA GSFC fimding share to the partnership for each of years FY '99. 00 

• The GSFC,II the request of the Executive Board. ",ill provide support for financial 
numagement of the AMSD activity 

Membership on the Multi~Agency Technical ()versight Committee 

• Membership and Cbair 00 the Executive Board 
AEBL 

• COTR on any contracts assigned to AFRL with technical concurrence of the Partners 

• Conaribute the Air Force funding share to the p:;trtner5hip for each of years FY '99, 00 

Membership and Chair on the Multi-Agency Technical Advisory Cornmittee 



• Membership on the Executi~ Board 

• Contn"bute the NRO funding share to {floC panne~s.-lip il,)>" each ofye8l'"'.i FY '99,00 

• Membership on the Multi-Agency Technical A.:Ivisc:y Ccmmittee 

• Membership on the Executive Board 

Partaerslaip Organization: 

Epeutiye Board; Each Partner organization win have equal n.:.:mbership on the AMSD Executive 
Boani; the.membm of which will participate in can'tmet :;elecLoo .md programmatic oversight of 
the AMSD Proaram. To insure that all partner's interests are addressed, Executive Board decisions 
must have UDBDimous support. NASA GSFC will chair the Executive Board. 

TtcIIDlcal Ampry Committee: Technical Advisory Committee will provide technical insight 
/oversight of AMSD. Each Panner will appoint one:: formal member and one alternate from their 
technical staffs. The AFRL menlber will chair the Tecl::.nical Advisory Comminee. 

Coptnct Ovcnjght and Technical Review: The resultant contracts will be awarded and reside at 
NASAIOSFC. The Executive Board will identify Contracting Officer's Technical Representatives 
(COTR) &om AFRL and NASAlGSFC and delegation of authority will by provided by the 
NASAlGSFC Contracting Officer. The com will be responsible for day-to-day technical 
management and oversight 

4 



JODIORABDUJI 01' OJIDBItSTAHDIRG 
.BlInlllllf 

21.. April 1994 

V. S. AIJ.'L.Ul'l':.tC CODUfD (trSACOII) 
.AlfD 

'l'D OPlIBA.TIODL SUPPORT 01'pleB 

1. Pgrpga •• To establish a ·formal support relationship 
between the Operational Support Office (080) and the united 
States Atlantic COIIIJUInd (USACOM). '!'he intent of this MOO is 
to provide enhancement of the application of National Systems 
products and services in satisfaction of USACOM requirements. 

2. 'c:gpe. '!'he scope of this document is lim..i.ted te» direct 
National $yWtems planning, field support, and logistics 
conaid.erations. Mattera of security and policy will be 
governed by appropriate law, and joint policy doctrine. '!'he 
stipulations agreed to herein will be effective Uiltil 
tezmi.nated by either party, and will be reviewed annually by 
re,preaeatatives ~fboth parties. 

3. 1aqkqrppp4. The OBO provides expertise in National 
s.vstams to include training, education, exercise support, 
tecbDology demonstrations and operational and intelligence 
~upport to military organizations. 

4. CO-,n4 Be1ati,onahip. The relationship between OSO and 
USACOM will be that of OSO, supporting coamumd, to USACOM. 
supported cannaad. 

5. Operatippal SUppprt .e'PQJl.ihilitiea. Support will be 
provided by the permanent assignment of an OSO Liaison 
Officer and an OSO '!'heater Representative to perfor.m mission 
and faDctions as specified in enclosure (1).· Additional 
support, as required, can be addressed on a case-~-case 
basis. 

6. Beapure. Pri,oriti,zatiOll. 080 resources will be provided 
based on the following priorities established by USACOM J2, 
with·~.ourc.s being subject to recall for operations or 
contingencies of a higher priority: 

1 



1. Contingency Support 
2. Pre-planned Operations and Field'Support 
3. Joint " Combined Exercise Support 
4. Component Exercise Support 
5. Software " H~dware Logistics SUpport 
6. Additional Tasking or Requirements 

7. CQDt;inqapgy SUpport. 080 provides limited direct 
support to worldwide contingency operations wh.ich may 
require diversion of <>So assets from USACOM theater of 
operatiolUl. '!'he contingency support. II1ld duration thereof, 
JDWIt be approved by the Joint Staff (J36), and will be 
8peCified b.Y orders issued to tb.e personnel assigned for each. 
support mission or operation. 

8. SUppgrt; BIIqua.t. Method- Routine requests for additional 
oSO support will be submitted by message. Time critical 
support requests may be submitted by telephone. followed by 
confir.mation message. 

9. bppprt "'pgn,ibilitie,. Th.e responsibilities for 080 
personnel and equipment will be as follows: . 

A. S'rap'Portatipp,. Onder norma] conditions, movement 
of personnel and equipment to and from cODlllercial 
airfield or port of embarkation nearest the supported 
" ....... ,,4 will be the responsibility of 080. For support 
at remote Or restricted locations, (i.e., commercial 
transportation not readily available), movement of 
personnel and equipment shall be the responsibility of 
the .upported cQlllMnd. When feasible, 080 personnel will 
travel by military directed transportation systems. 
Additional travel accomplisbed at the request of the 
supported cammond will normally be the responsibility of 
the supported command. 

B. ,,"hIM , Ke •• ipg lacilit:1..!lJl. OSO personnel may 
use government berthing and messing facilities when they 
are available, unless such use would be detrimental to 
the mission. 

c. Bcmi:Dm.ent , Cowupicatiops. OSO will normally 
provide required hardware. Secure office space, 
furniture. office supplies, internal ADP/communications 
support, power, cOBl1Iunications, physical security, and 
coordination of Special Compartmented Intelligence 
conm.lDications will be the responsibility of the 
supported cOSlalld. 

2 
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D. Clearance. • Acaeslea. Security clearances for oso 
personnel will be certified to the B1.rpported command 
with authorization to recertify. Locally required 
accesses, if any, will be the responsibility of the 
supported con_and. The supported command will recertify 
clea,rancea and provide courier authorization as required 
to properly perform the support mission. 

B. support COlt. BI.pgnlibilitx. OSO will pay the 
support costs associated with long term contract 
assignments. oso will provide funding to support 
official travel taken as a result of, or in support of 
provisions of this memorandum. Any required milituy 
tranapOrtaticm, government berthing and/or messing 
facilities will be provided or arranged ~ USACOM. 
'lravel executed in ~upport of unique OSO requirements 
will be funded separately by the OSo. 

~ ............ --:.. 
T. R. Wilson 
RADlC USB 
Director Of Xntelligence 
US Atlantic command 

Director 
Operational Support 
Office 

BDclosures: 
(1) Theater/Command Representative Missions and 

Functions 
(3) Operational SUpport office Points of Contact 

3 



TREATER/COMMAND REI'RESENTA TIVE 

MISSION: 
. ·Act as OSO representative to USACOM and other commanders 

or agencies within Atlantic COlllD18Jld, as appropriate . 
..coordinate OSOactivities in suppon of USACOM. 

FUNCTIONS: 
-Represent OSO to USACOM: 

-Coordinate OSO snppelt services and activities. 
--Provide USACOM with detailed understanding of the 

miSSiODS. capabilities, limitations,. products. and tasking 
procedures for OSO supported National Systems. 

-Assist in developing aad reI1Illng me flow of National 
Systems data to and within the USACOM's C4I 
architecture •. 

-Provide working level understanding of the capabilities 
and limitations of each OSO sponoiared system. 

-Assist in UDf!entanding the missiodS, products, services, 
ud dissemination architecture 01 related systems and 
other national agencies. 

-Identify requirements for analytic suppon related to 
National Systems data. 

-Assist USACOM in identifying and arranging for National 
Systems training services. 

-Support ad hoc training requireme:nts. as required. 
--Arrange and/or conduct hardware/software trouble 

shootins and repair support for OSO sponsored systems. 
-Coordinate OSO spoo:sored initiatives and test objectives 

in USACOM exetcises and demonstrations. 

-Represent USACOM requirements to OSO: 
--Coordinate refinement of requirements for OSO 

sponsored National System.s support: 
---Work with USACOM to articulate requirements 

and priorities for exercise and' contingency 
support. 

---Identify data flow. processing. storage and 
information display requirements. 

---Assist in definition of future National Systems 
needs. 

(1) 



--Monitor system performance to ensure quality of 
provided products and services. 

-Idealify product and service improvements desired· by 
U8ACOM. 

-Advise USACOM J2 with regard to additional commands 
or agencies in USACOM which would benefit from 080 
support. 

Attachment (1) 

(2) 



USACOMlOperationaJ Sl.lpport Office 
Points of Contact and Messp.ge ArJ,:W!sst!f, 

USACOM 

~ C.T. Mauro, USN . Commercial: (804) 444-8385 
ow, Collection Management Office DSN: 564-8385 
(010) USACOM 

Cluistopher B. Ja~ GS14/ 
USGS 
Tedmical Director, USACOM CMO 

aD 

COL D. M. Vannatter, USA 
DIrector, Operational Support 
Office 

LtCoI Robert O. Work. USMC 
Director of Operations 

LCDR Mark Segal, USN 
Diredor, Customer Support 

Commercial: (804) 4#-8385/7 
DSN: S,.!-838..'; 
MeSsage: ONCUSACOM 
NORFOLKVA/lCMO/ I 

SCI: ONCUSACOMI ICMOI I 
PAX: S(,-:':llrt! - (1304)444-6858 

Commerdal: (202) 279-2201 
DSN: 294-2201 
Message: <.JS() WASHINGTON DC 

fO: (SJI lOPSI I 
FAX: Secure - (202)279-2343 

U:ldas - (202)279-2134 

Commercial: (202) 279-2209 
DSN: 294.-2209 

Commercial: (202) 279-2299 
DSN: 294.-2299 

Don Bergeson Commercial: (202) 279-2275 
Assistant Command Representative DSN: 294-2275 

Mike Stoclaneier Commercial: (804) 444-8385 
USACOM Command Representative DSN: 564.-838S 

Attachment (2) 
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IIBIDWID01I OJ! ·UNDBRSTAlJDING 
BE'.lWEBN 

llIJTElUiJET 2 DlITUTIVE OF 
tJJIl:VBRSITr CORPORATION FOR ADV»ICBD Dfl'ERNB'T DEVELOP.ID!:NT 

AND 
GLOBAL GIu:D/ATD JlBT 1X[TIATIVB OF THE 

1IA"1':t0l1AL RBCOJDlAISSMlCE OPF:tCB 
ON 

THB COLLABORATION, III RBSBARCB, DBVBLOP1IBN'1' AND 
'l'BSTIRG OF IBP'ORJlATIOR IIIFRAS'l'lWC'J.'ORBS 

1'HB ~ OJ! tD1DBR.S'1'A'ND HAY BE Blt'l'£RDBD TO OTHER PARTla 
ON BOTH SlDBS. 

1. 'l'hia agre.-nt i8 entered into to pursue common technology 
interest for interoperable, scaleable commercially derived 
:tn£rutructures • 

2. . This agreement ahall be effected for the purpose of: 
·collaboration in re.earch, development and testing of 
l:nf~rmation TecbDologies which are of common interest.-

3 • Thi. agreement shall support the collaboration and 
initiatiOli. of selected Clata sharing (protected by appropriate 
mechaJiiama as needed), and research activities bebleell individual 
ana/or all parti... Specific actions and responsibilities 
cover1ncr theae research activities will be detailed in separate 
Stat~ts of Work . referencing this agreement and eXecuted via 
appropriate government, industry,' or university mechanisms. 

" • Financial obligatioDs: '1"nill agreement will not by used by 
it.elf for tbe purpose of recording financial obligations. If 
mutually agreed to research is identified aa a result of this 
agr....nt, a separate Statement of Work will be prepared as 
described in paragraph three above. 

S. MOdification and Termination: 

a. This agreelll8nt may be modified at any time by written 
CoCUD8Dt si~d by the officials authoriZed. 

b. Reither this agreement. nor any interest ar:LSl.ng', will 
be .. signed by either party without the express written consent 
of the officiala authorized. to bin~ the parties. 

----------------------------_ .•... -.. --- . __ ._ ...•. _--



StlBJECT: TBB COLLlU5ORATION Dt RP.SBU.CH. DBVELOPMBNT 
. AKD TBS'rDIG 0' mPORMATIOH IHFRASTRUCTO:US 

c. This agreement becomes official or the date of the lut 
signatvre' for ill tel:Dl of three (3) years and may be extended. 

d. Bither (or any) party may terminate ita participation 
by written notice 30 days prior to the ·ct.aired date of 
termination. 'l'he terminatiDg party will not incur any liability 
to an.y other party for tel:Dlinating this agreement. 

e.Tbe partie. will use reasonable efforts to participate 
in tbeefforts.r.latec1 in ~ agreement. 

Other Global Grid/ATD Net 
Canclidate. 

XSA 
RIMA 
RRL 
DU 
DlSA 
DlUlPA. etc. 

DATE: SI t/'l8 
Other Universi~/Industry 

Canc1idiLtes as developed 

. ..... _._ .. --'.- ._--------
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'!III anc:.a:r. 8ICUJtlft ...:r/CD'rMT. AcUIID1' aav:r~ 

AID 
'nil D'1'Ic.ar. utlOnAla&IIICII ~ 

SU. Apr .. ,. 

A. ~ O&'9U1aat.laaIl aoa.. IIIId ...... 1bllitletl. 

1. ~ DO tIball __ ftIIpODIJ1b~ f. _telUte eo .... aDCI CODt:.cDl ....... 101. 
bMl.~ .... d..,., ad ullOO1 __ RJIIO.C't ( •• g. cOldzaator opRatiaIUI, ~, ad 
............ inrJ 1IQIIIOft). . 

2. '!'be IIA/CU aball be J:IItIpOIMIlbla few 8Z0Dl'l ,a.l.gDalJl Zld.:alU""') 
~1Dg. ual~l., nport,1Dg, ad ulIOCwtad IlUJIIIOI:t (e.g. ~ opecaU.o"., .. 1."' .. 08. ad ug1Meciag 1I'\III'POft). 
~ au ron. 1atalU. .... OC ..... (ano) IIb&ll be ...... lbla f • 

... .____ pcocI ... iDg, uaa1~l., ad npoctiDg. 
<I.'Iba ao IIItall be n.II •• lbla few fflCUlt:J' 1D.t~ ~ iaalud1D; 

, ..... u.tJ' ... ~1Dg &ad ~ IIIId J1bJ'111cral MCa&'1t;y ...,iaN ad MJ:Yi.aea. 
5. .,.. 1lIIO, ... , IIIId APlC .... U be ~ibla fOl: IaDd.1a9 ..a ••• aq w 

_aute tbe1l: z..-"_ ~ .. Imd ftMqICIIUlbUlt.letI ldat1.fiAd la t:Ia1.II aDJ. Sacb IIball be 
~1ble few aoab'flCt1Dg ..... t 1lerY1aft ~ i:G ...,.,.. t:1M11.J: Z'OlAn &ad 
z-.pa •• iblllt1ea 01: U ot.bazw1M ~ uDdIN: MpIIZ'Ba IDJI •• 

6. COllect1.oa op.nt1ou tIball be ~ 111 ~ w.t.t.b llati.oDal 
~lt,. c:'.IDIIaG1l lat:elU.gea08 DJ.nc:Cb. 110. 6. 

a. ~ ~1DIIl ...... 11. rt.. 

1. fta D1.nGtol: DO (DIIIiD, ... 11 .....,aJ.at. wit.b ~ by tbe Dl.J:ec1:oz ...,ClWIf cas (DIUD/CIEU). tile .. C nder. 'BII'" Ccnsn ........ hall al.llo ___ U tile 
Or ,"dar of 8pa08 GpBat.1oIuI WJIOR1DIJ 1:0 ~ lIII0. 

2. 'ilia DI1UI&/C11Ca8 .. 11 appolDt., w1.t:b ~ by the DIDIO, a .... Ut:UJ' 
..... 108 CIIrypt.Ol.ogle .~ 'SC8J ofllcar U t.bI ... Depat.,. Cc I [ -nc!er. 'rba" DapltJ' 
C .nder ~ &lIfO ~ U tba 0lI 'Dder' 01 .I01ft ~at.1ou and 0: eDdler of! tile ioJ.at 
S!GIIft' li.14 .,e:.f.vltJ'. nport:.i.ag to t.ba 1IA/0I8 • 



~ ... -t -'c. ~ RatioD OI'palsala. 

1. all at:a.i.oe..s..1ou ... facIU.oM .,Ul .. ...,..d .... .,It:1W1 a ..... le 
~ .... ozpat.at...al ftnOtue to tu. ~ of acb1.4wele ~ ~ ... 
to .1.,., ..... II"'DIIII- ""iDg ofMUyiU- ... "141m IfU ot.., ... aa./elll"'" U'lC 
IJIIIlllln.-1 to .-1t.t..11 of _ .... J.bll1qr tIlll be CI .10au .. vl.t1a t1ae IIObIII and . 
!J: ....... u.utu. UllLUn.I ia tIWI.,., ... "'til .. ~ of. t: ...... """1oM. 
iClllllloUe of .... • .. 1 fa&' :Joiat.lr ,.foneIl f __ lou wU1 be .... OIl t:IMJ .... u of a .... 

I...,.U1ed-. 
f 2. .'Niall P1_''''9, ~ .... ....,.1ag ..... ~ ~ .uu be 
~1J' ..,,...., t1ae _, .aI-, ... anc puIICIIIUIal ...... ~, ... , I nt 
........ lbtJt.t:: ... IItta11 .. e1~. 
! •• IID ....... __ JIfIAGUoal ..... , uUYitu. ....u .. au001at:ecl "U:h 
1rcwM1.a~ .1 .. lntl 1:0 aa1d ....... ~ ............ IIOUOH. 
I 
, D. ~8ec&ad.tr. 

1. fte aau...,,1 ....... 11,. .. .-.,t .. at •• lIIg1_ olueUJ..oaiAD 1 ... 1 • 
.. l •• loa .... Aa11 be .. tabU • ..., ...... uq to ~ ~ aot.1,,1t.w.. 

2. a 81Dgl_ .. of l.fonatloa 1MGU1.qr Cl:aoac), ~ IIIIO'IU:lq, UId 
OJIIIRetloMl Moa&'ltr CGNIIC) ZWJUlatlou aIId CIIIftlft.at:1oa ~. 'o1llt:1J' ...... by 
.... JIIIO ad -/CU, 1111&11 applr .. tile .at1oa. 

IY ....... ibt,UU .. 

i ~,'.IM D~'" ... t:a. DIIIO .a.u ~ add1t1au1 saJ.-.. .,.: ....... 
.-.J-';;u:t. _I".,. to UIpl .... t:a. ~ of ~ -. r 

• ~1l\:: a:::.. 'I'1Wt _ .uu. ~ ftUd II1d:.ll ..u.fiAld - nII~!!! 
...... Of ~ _lIIIa1l .. 1IIpl •• lntIId .. 'tile 
;a-11t1a, a.. 110 J.a.tu t:bM 1",. 

-s:¥m 'II( t. Cr .. JJ 
J ••• .c .enl 
'ft.. AoIIai.I:'el., 11.8. ....,. 
Dbectoc.. lllla/ablItf .. en 

.... :d MA4 93 

3& jf".$j. " 



·' 

JIEIIORAJIIDUl( OF UJroERSTAHDING 
BE'l'ImEN 

THB NATIONAL SICURITY AGBHCY /CEm'RAT.. SECURITY SERVICE 
AND 

THE NATIOJOJ. RECONIIlAI9SANCE OFFICI 
FOR 

l'ft:'I"NOlUC COI1NBC'l'IVITY All!) DlTIROPERABILITY 
SUPJIOR"l'ING' OPDATIO!fS All!) ~ PAR'n1BRSBIPS ACROSS 

JOIl1';l' SIGnrr. IlUDI'l' AND nmtr PROO1WIS AlII) MISSIOHS 

I. eu) PURPOSE AND SCOPE: 

A. (UI Tbis Bemorandum of Onder8tandi.n~" (MOO) between the National 
Security Agwncy/central Security Service (NSA/CSS) and tbe Nat::ional 
RacOllDaU .... C. 'office (JIRO) QoC\lDlllnta and foT.'IM.li.zes a shared 
ca.ad~t to .~tADti.llY inprove opportunities to conduct joint. 
multi-sensor, cro.s-discipline, cross-siee operations through partnered 
tBfo~tian ~t ... technology (IT) insertion initiatives and expanded 
M1:.WOZ'k cODl*:tivity. 

•• (17) SS*:ific:a1iy, this NCO establishes a framework encouraging 
. paz1::nu'ed ~t_ engineering, prototyping, acquisition. d.eplo}'IIIIIDt ~ 
~t_ INPPOrt initiativ .. aimed .at enabling interoperable nee.ork 
1Dfr .. tructure, web-centric: sbared data and digital publishing 
ctezpri ... , groupware, databases, COIIIIIIOT.l. display proeM.org and 
aaalytic toole. 

r-, C. (U) This MOU ia intecded to express the strongest .enior 
~t coad.tmlmt on the part of the undersigned. Chief Information 
Offic~ tCIO) to eacourage the broadest possible interpretation of 
exitltiDe security, organizat.i.onal, engineering, operations, and IT 
~e polici .. between the two agellcies. '1'b8 central objective of 
thi. .are flexible policy framework i. to promote s..mles. network 
cODDllCtivity IUId 1'1' syse.m. interoperability in support of compelling 
c~ •• -4iac1pliD8 ope%ations objectiv.. in BUPPOrt of our mutual 
1li11 tuy ind policy-ukin; cuatomer •. 

D. (U) '!'he scope of this HOt1 extends to all mi..sion and ~eaent 
el-..n:. r •• ident at MSA/CSS Fort Meade and ... ociated BSA-managed 
SIGDI'l' l'ielCl Situ, as well as the NRO Headquarters aDd associ.ted DO 
Missian Ground Station and field operations element. involved in 
Ratioaal 8y8tema SlGDI'l'. IlASIRT and IIII1r.l' mission manBg-.ne, taski.ng, 
processing, exploitation, reporting' and dissemination. 

E. CU) Tbis KOU doee not obviate existing DCI Directives and related 
HSlVCSS IUId DO security policy directive. governing BYsteu security 
and accreditation. eecurity compartment access, access for non-US 
1Ii •• iem partners aDd -:need to Jcn.ow- principles. It does. however. 
u:p&'u.ly encourage IT and network engineering and aecu.ri ty .i_ntll 
within the two agencies to look for apecific initiatives ~~e they can 
acbL... increased collaboration .0 that operational effectiveness may 
~ enbencllCl. The fOCWl i. on the posaible, not the prohibita<!. Tbb 
.:x7 IIhoulc:\ be .i,ntexpretec1 broacUy in order to IIIOve forward wi th 
targeted IT infrastructure initiatives anabling more .eaml •••• rapid, 
bigh-fideli ty, cro.e-miseion operatioM.· 



f , :no (0) BAC1tGl\OUND: 

A. (0) Tbe central oQjectives and themes in the recently published 
DCI Strategic Zfttent strongly suggest the need for mOre aggressive 
partD.enhi~ between agenci.~ in the Intelligence C'OIIIIIW1ity (rC). Thb 
MOO ~taDtially clears the way for such partnerships anaog the 
technical. policy. security. managelllent and operatiON! cammunities 
within BSA/CSS ana RHO. 

B. (0) Operations requirements recently presented from operational 
'aucl ~t el....nts under the' joint progrMlJllltic and. lNiUlagement 
stzuctures of NSAlCSS iUld 80 dictate the need for clearer policy-level 
guidance aDd • aJtually agreed-to philosoph,y between the HSA/C'SS and 
JIIO CIa. regarding access to a.etwork ruources. tools and data within 
!:loth ageei ... 

C. (0) 'fbt growth of collaborative multimedi.-~le operations 
apennJtIg t'ba SIGDlT cOllllllUlity, made possible gy a globally pervasive 
and iDcraaaingly ro~t JlSA/CSS-managed wide-area network (NSANET). has 
cr .. ttd substantially improwd opportunities to improve and enhance the 
1IPH4. fidelity and relevance of intelligenclI: mi •• ion m.ana.gement and 
production oparat1ona around the world. The operationsl succe ..... 
achiave4 have inspired QroaClar opportunitiu to collaborate aero •• the 
SIGDIT. IlASDlT and DIIlft technical dilsciplines - providing legacy 
policy and organicationsl barrier. can be addressed so that 
eagiDeeriag. security and operations organizations can move forward. 
without delay On v:b:tual mission support initiatives. 

IU. CU) AGRBBNBNTS. PROCESSES AND RESPONSJ:BILI'l'IES: 

A. (0) tllbil. it La the expressed intent of this MOO' to ea.co*-rage and 
facilitate the establbhment of joint initiative. without needl ... 
bureaucrac,r or self-imposed poliey Or organizational barriers to 
interoperability, we recognize the need to permit each agency to 
aegotiate ita participation in such efforts. This MOO' is not a vehicle 
for eitbel:' agency to be ~e8.ured to aasume Co.ta or organizational 
cammica.nta Dot c0n8istent with jointly agreed to interope:rabili~ 
objecti~. Bach initiative pr~al under the general framework of 
this IElO "'ill be authoriz.ed .by the signing or other appropriate 
conveyance of approval between the two e!Os. 

B. fU) Succ ... ful initiative propos.ls will. at a ~, 
del izutate: 

1. (U) Initiative leadership and participation. 

2. (0) Initiative goals and expected operational benefits. 

3. (0) ~ ov.rall technical approach to he purINe<!. 

•• (U) A cost profile with explanation of funding commitments to 
be incurred by both agencie.. Pair ahare c;:ost agr.-.nt. and COl'llllDn 

s... approacluM to shared burdens are strongly cmc:ouraged. 



F 
i .-. 5. IU) A project schedule including explanation of commitments 

aDd review/approval· mdlestones within both agencies. 

C. (U) 'l'hia IIIOtJ is not in.ttmded to obviate or disrupt exi~ting IT 
.,.t ... engineering. acquisition. support ~r security accreditation 
proc: ..... :faintly .agaged in between MBA/CBS and DO. under this 
f:ra I work. engineering and security or;anizationa frOlll both agencies 
are 81':Z'Ongly encouraged to execute tho •• proc ..... with efficiency an4 
r .. ol". at the lowaat possible level. At any point in the exlllCUtion of 
jOint rr aDd netvark initiative. between N'SA/CSS and IIRO. either agency 
Cl:O caD be brought in to the pz'OC8SS to deliberate uniquely occurring 
pou.cy qu .. tions or i.fnutlil of fair sha%e resource cOlllDit.mente to ensure 
a succ .. aful outCa.8. 

D. (U) Joint aystelllllt ilDplaaentAtions will be reviewed and accredited 
per prft'iou& IISA/CSS-DO BOO on Accreditation of Info.rmation SyateJU 
(dated 30 Sep 1997 (I~SA) and 8 Oct 1997 (DOll. Teclm.ical Security 
organisations widsin !lSA/CSS and DO wl11 ensure the broaClest and most 
flexible interpretation of hoth of these MOUs to allow for CClllllOll 
..... laweat level agre..ents em system accreditation. protection-in­
depth ~chu and shared :responsibilities for 1IIIUUlging tbe .ecurity 
envirODlllllDt of a :taint IT infrutructure com,porumt. 'l"run and 
part:ner~p between MSA/CBS and NRC> will be tn. central themes of such 
iaJ.tiativu. 

(0') 'l'bia IIOt1 will enter into force on the elate of the fiDal 
.iguature and. will raaiJi in force for a period of 4 years. unless 
lIIII04Uied or r •• cin4e4 in writing by mutual agreemAlDt of tn. signatories 
OJ:' teDlinated by written notice of either party received by tlM othel:. 
This .::u will be reviewed every 2 years while in force. 

. Officer 
Ratic=al a.cmmai •• ance Office 
26 aov.abar 1999 

RafarlRlCee : 

a_ DCX Strategic 'Xntent 

:Raymond Holter 
Chief Information Officer 
National Security Agency 
26 ZlTov:amt>er 1.999 

b. BSA/CSS - HRO KOU on The Accreditation of Information Syatems 

-------------:"'---------..... _-- ._- -----... ---------
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JmMOBANIX1K OF UNDERSTANDING 
BE'1'w.BKN 

TBE RATIONAL SECURITY AGENCY /CEN'.I'RAL SECURITY SERVICE 
AND 

Purposet 

THE NATIONAL RECONNAISSANCE OFFICE 
ON 

THE ACCRBDI'l'ATION OF INFORJIA'rION SYS'l'EKS 

, . 
1bis ivadDOrandum of understanding CHOU) between t:he Hat10nal 

Security Agency/Central Security Service/Information System 
Securit,y Policy (NBA/CSS/ISSP) and the National Reconnaissance 
Office, Security Office (NRO) documents and formalizes the 
\Ulderstanding\between the two agencies in accrediting their 
Information Systems (ISs) and networks which process Sensitive 
C~ted Intelligence information. including VRK and BYE 
infomation. 

a. Both ageneies use Reference b. as the standard for IS 
security accreditation and have cooperative working arrangements. 

b. Por the pu%pOse of implementation. NSA adheres to NSA 
Manual 130-1 for all government users and NRC uses AISSIM-200. 
Both liSA and NRO use AISSIH-200 as the implementation 
requirements manual for their contractors. 

Responsibilities: 

HRO/Office of Security/Facilities and Information Security 
Division (NRO/OB/F&ISD) is responsible for ensuring all ISs and 
networ~ owned and operated by NRO have been properly accredited. 
NSA1CSS/ISSP is responsible for ensuring that all ISs arid 
networks owned and,. operated bY NSA have been properly accredited. 

lUi oill6 ••• m: 
, 

--------_ .. _-- - ------



SUBJBC'l': 1100 BB'lWBBN NBA AND NRO ON JOINT ACCREDITATION ON 
J:NPOlUlATION SYSTEMS 

Agreement: 

RRO/OS/F&ISD andHSA/CSS/ISSP will be responsible for 
cOllductiDg joint accreditations of all ISs and networks deployed 
aDd installed by NRO within NSA facilities and ISs and networks 
deployed and installed by NSA/CSS within NRO facilities. The 
accreditor for the host facility will be responsible for 
'coo~ting all visits. ensuring that all appropriate 
documentation is provided, and issuing a final accreditation 
re,port. U,pon campletion of the accreditation process, 
NRC/OS/F.lSO and MSA/CBS/rsSp will issue a joint accreditation 
agreement to their respective organizations. 

If agreement on accreditation approval cannot be reached 
between each organizations' Designated Accrediting Authority 
(the Chief Information Officer), the issues will be forwarded to 
Director, lIational Secur! ty Agency and the Director, National 
Recoanaissanc. Office for resolution. If an accreditation 
approval still cannot be reached, the matter will be presented to 
the Director of Central Intelligence for final accreditation 
determination. 

NRC and MSA/CSS will cooperate with and support each other's 
accreditation efforts in these instances. Either NRO/OS/F&ISO or 
NSA/esS/ISSP may request the other accreditor act on their 
behalf. . 

iaWiA _.1._ 
2 
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SUBJBC'l': MOtT BETWEEN HSA AND NRO ON JOINT ACCREDITATION OU 
INFO~'1'ION' SYS'l'EKS 

~ermiDation/Review: 

ThiaMDU shall become effective as of the date of the latest 
signature and shall be reviewed by both parties, biennially. Any 
reviaions or modifications to the HOU will be by consent of both 
partia8# in writing, and published as amendments to the base MOU. 
Thia MOO may be ter.minatad upon the written notice by either 
.party to the other and aball be effective on a date mutually 
agreed to by the parties. 

af Information Officer 
National Reconnaissance Office· 

DA'1'B: , ~ M1 

J6A ObZe 
3 

Ronal.d Kenper 
Chief Informat~on Officer 
National Security Agency 

DATE: ~ .b..t~ .~o/t'1 

51. I = 

-------~---------------- --_._- --._-



( SUBJBC'l': IIOU SBTWBEN NSA AND NRO ON JOINT ACCREDITATION ON 
IRPORlIATION SYSTEHS 

References: 

&. DoD Directive 5200.28, Security Requirements for 
Automated Infozmation Systems (AlSs), dated March 21, 1988. 

b. Director of Central Intelligence Directive 1/16, 
~eurity Policy ,for uniform Protection of Intelligence Processed 
in Automated Systems and Networks, effective 19 July 1988. 

c. Automated Information Systems security Implementation 
Manual (USSIK-200), CJated 18 February 1994. ' 

d. HSA/CSS Manual 130-1, NSA/CSS Operational C~uter 
Security Kanual. dated 17 October 1990. . 

i 77"8.18 

4 



HEMORAIIDOK OF DRDERftANOING 
BETWEEN 

THE CHIEF, 1'8 MD 'l'BE CHIEF, It 
FOR 

NATIONAL SECURITY AGENCY PERSONNEL ASSIGHED '1'0 THE 
NATIOIGL RECO'mfAISSANCB OFPl~ SIGINT PROCESSING ORGAHIZM.'lOR 

7. 
. . 

~ on 29 March 1995, tha Director, National security 
Ag~cy (NSA), and the Director, Natronal Reconnaissance Office 
(NRO), signed the NSA/NRC) Joint Management Plan for ACquisition 
of the IntegraC:ed CJv:erhead. .SXGIRT Architecture (lOSA).- As a 
result, the NRO SIGINT ProcessiDsJ Organization (PSPa) was 
es~a1:tli.hed at NRC Headquarters aa4 joiDJ:ly sc:affed by NRC) and 
NSA/lt5 per.oDDel. 'the RSA persozmel integrated into other 
components of the NRO were .. s.i.gned to a nllW NA Fiela 
Organization, 1'8. A Memorandum of Unaerstanding CHOU) dated 
8 June 1995 aelineates the agreements for the management 
responsibil ities of the Chief. Fe and Chief, K for tBe NSA/ItS 
persoDDel assigned to the PSPO. This &tcument replaces that HOO' 
ana establishes management respoasibilities of the Chier, Fa for 
NSA/ltS personnel assigned to the PSPO at the NRO facility in 
.Chantilly, Virginia: 

IX • POLXCY: 

'ts.l . The !lSA/1tS persoDDel assigned to the PSPO at the NRO 
headquarters facility in Chantilly. Virginia. will be assigned to 
Fa and will functionally report through the RRO chain of command 
to t.he Chief, PSPO/ltS. All Fe persoDDelare\provided 
administrative, professional development, and career progression 
support by the Chief. Fe. National Security Agency ltS/PSPO 
personnel not .. signed to the NRO headquarters facility in 
Chantilly, Virginia. will be provided administrative, 
professional development, and career progression support by the 
Chief, It. 

a. BY: ~I .. ~. 
,CL 1lEASOII: 1.5(c:) 
DICL ON: Xl _ .... -- .. 
_:,.. ;t 1' ........ : 

.. .... 
14 Oc:c !5 



• 
st1BJEC'1': Kemorancium of Understanding Between the Chief, Fa and 

the Chief, K for National Security ~4ency Personnel 
Assigned to the National Reconnaissance Office SIGINT 
Processing Organization 

A. hH.. The Chief, 1'8 in his/her capacity as Deputy 
Dir.c~or of the NRO SIGXRT Directorate, will provide oversight 
and direction to the PSPa for the acquisition and maintenance. of 
SIGIMT mission ground processing and will confer with the Chief, 
ItS/PSPO with regard to personnel assignments to the PSPO 
positions at 1'8. The Chief. 1'8 will provide input on the 
performance appraisal of the Chief. PSPOfKS to his/her rating 
Official, Chief, K. 

-
B. 'tst Chief. x, in coordination with Chief, 1'8, will 

designate which KS activities and personnel are not congruent 
with the PSPO. These will include XS Policy Staff, 
Administrative Staff, K-wide technology activities. and certain 
research:.and development (R&D) efforts. Chief, K. through Chief. 
KS. will retain total responsibility for those activities and 
personnel so designated. .. 

. C. ~ The Chief, It will have general oversight ana 
influence over the execution of processing R&D activities 
executed by PSPO. The Chief, K. in conjunccion with the NRC> 
SIGINT Director. will review the ~cquisition of overhead 
processing systems at periodic reviews held at least two times a 
year. 

IV MiCTxyE DATi AND PQBATlQtl: 

(U) This MOO shall remain valid. until modified by mutual 
agreement or by higher authority. The terms of the NOU shall be 
effeceive upon signature by Chief, It and Chief. F8. The Chief, 
F8 and the Chief. It shall execute addieional plans, agreements 
ana/or actions necessary to implement the provisions of t.he MOO. 

Chief. Fe 

DATE :---Io1,-I-I-,9<~7..,.L./~' 7......;11:;;...·_' _ 

J 
2 

f I 

DATE : __ ~..;./...:.."'+~~'1~ ____ _ 



CLay •• " CL RaII8on: 1.!5(c) 
DECLOn:X1 

= 9ECi1Ci :v .'&d X' 

Operational Technology Evaluation Capability 
(OTEC) 

Central Imagery Tasking uffice 
(CITO) 

Memorandum of Understanding 
~IOU) 

for the 

Rapid DiSsemination System 
(RDS) 

Customer Code 
(Z02) 

February 2000 

._1111'" ;1'8' !'11'!RlI!'-

NlMAIClTO 

DRV FI'om: NRC SCG 4.0. 14 OCT 1995 

Handle via 
BYEMAN 

Control Channels 
Only 



1 Purpose 
'Ibia MemoraaDam of Understaodiog (MOll) documems the agreement between tile NROIIMINTISOW 
~ TccImoloaY Bvaluation Capability (OTBC) and the NIMAICrro Imagery Products Bruch ) 
reprdiIJI tile use of lIDS CustomcI' Code 7.D2 to support the imagery data ,leeds of the Product Quality (PQ) and 
Resem:h and J.ltm::lopmeot (R&D) communities. • 

2 ............. 
IPB provided 01EC with the use of RDS Customer Code zm to suppon the joint NIMA-NRO PR.IMEX Phase I 
cIemoaItretioa in 1999. The use of Customer Code ZOO was suspended at the conclusion of the demouslrlltioo. 

amc bas a CRlli"." need for.an imapry feed to suppon the PQ and R&D communities. which have c:ome to rely 
on 01"BC .. a IOUICe of IMINT data for their projects. 

3 Scope 
This MOU jdcmtifies the specific ~meDl between IPB and OTEC regarding the use of RDS Customer Code ZOO. 

4 Roles ad RespoasibUldes 
IPB qnIfIS 10 allow OTBC to use tile RDS Customer Code Z02 to support the data needs of projects soppom:d by 
the OI'BC lab ~ indefinitely. or UDtil an operalional Delld for the CUstomer Code arises. 

01EC IIIlKCiS 10 uae the RDS cuslDmer eode to support pixel-processing projects in the PQ and R&D communities.. 
If _ opentioDa1 need arises, OTEC ap:es to relinqujsb the use of Customer Code 'lI1l wilen requested 10 do so by 
IPB. . 

5 0perad0aaI Concept 
Customers of 0TI3C will use RDS Customer Code Z02 when building production and distribution (p&D) 
DOJDiuIiOlll ia the RequbelDClllS M.anageInImt System (RMS). Imagery for Customer Code ZOO will come through 
RDS 10 die 0TI3C Imase Data Server (IDS) in the OTEC lab. 

, .... 
This MOO may be formally reviewed whenever either of the signatories perceives the need to revise the 
WIdentI.wIinga bcreiD. Such a review may potentially result in a change to the current pradice. 

7 Glossary I ACl'QIIJID IJst 
crro CaItrallmagcry and TIISking Office 
IDS ~ Data Server ' 

IPB 
MOO 
NIMA 
NRO 
OTEC 
P&I)Nom 

PQ 
R&D 
RMS 

Imagery PloduCts Branch 

Memorandum of Understanding 
National Imagery and Mapping Agency 

Natiooal Reconnaissance Offic:e 
Operational Tecbnology Evaluation Capability 
Production and Distributioo Nomination 

Product Qua1ity 
R.caean:b and Developmenl 
Requirements Management System 

61!!.n~ ;';' I"i '~ 



(UI~ MEMORANDUM OF UNDERSTAND~a 
AMONa 

THE ASSISTANT DJRECfOR OF CENTRAL JNTEU.IGENCE FOR COtl..ECTION, 

THE DIREcrOR. NATIONAL SECURITY AGENCYICH1EF. CENTRAL SECURITY 
.SERVICE, . 

AND 

THE DIRECTOR. NATJ;ONAL RECONNAISSANCE OFfICE 

REClARDJNG 

THE OVERHEADCOUBCTION MANAGEMENT CENTER 

L (~PURPOSE: This Memorandum ofVaderstandina (MOtJ) amona the Assistant 
Director of Ceatra1lDte1ligence for CoIlecIioD (ADCIIC), the DlrC:Ctcr, National Security 
AgencylChief. Central Security Service (NSAlCSS). and the Director, National Reconnaissance 
Office (NRO) deliDeates the roles aDd respoi1I1biimci for the operation of the Overhead 
COndon MlIDIlplDCIlt Center (OCMe). 

D. (U) REFERENCES: 

A. (U~ Memorandum of ApemeDt (MOA) between NSAINRO for System 
R.equ.irements and Sipals IIltelligace (SlGlNT) Satellite Operations, dated 
2O~96 

B. (U/~!nidal Operatina Capabllily OOC) IDtcgrated Overhead SIOINT 
Arcbitecture (IOSA) MissioD Maupment (IMM) Concept of Operations (CONOP). 
~4~IOO . 

C. ~/~ Director of Cenual Intelliaence Directive (DCID) 3/1. Authorities aDd 
RespoDSibiUties of tile AssistaD.t Di.tector of Cen.r:ra1 Intelligence Pot CDnection and 
the NationallDtelIigence 'Collection Board, dared 7 Aug 00 , 

D. (U/~ Final Operatin. g Capability (FOC) IMM CONOP. dated 21 Dec 00 
E.. (U/~ UDirec1 StaleS, SipaJs ~ 'D.iJeetive (USSIIJ) 110, Collection 

F. ~h~=~~ad~~~~02 
G. (UJ. IOSA SystemRcquireDieDts Document (ISRD), dated 1 Jan 03 

m. (Ol SCOPE: 

DIY PM: NSAlCSSW l:!1·:! 
DTD: :!4 Feb 91 
DECLON:XI 



will 

A. (U/~ Assistant Direc:tot of Central InIeUisence for Collection will: 
i. -(U/~ Eosure that the collaborative processes an: in place to achieve tbe 

p~ritization of Overhead coUection. 
2. (U/~ Ensure that taskiDg promulpred by the OCMC is in accordance 

with DCI guidance as provided by the SI~. 

B. (U/~ The DirectOr. National Security AgencylCbicf. Central Security Service 

1. (U/~ Be responsible for the overall manapment of the OCMe. 
2. (U/~Directly or tbrougb a ape. DODliDue abe Chief of the OCMC forsmmce by the Direc:tor. NRO or designee. . 
3 (U~ Provide necessary facllitia. tecbnical and administrative support 

to Ihe C (io inchldc desk and floor space ill the National Security 
~tiODS Centa' (NSOC». . 

4, (U/~ Provide personael qualifhsd to perform OCMe duties in 
aCC§ith (lAW) guidance povided by the Odef. OCMC. 

5 (UI. ~vide CODSOlidalcd Oyptolopc PIopm (CCP) t\mding to 
suppt C capabililies.. q. . • 

6 (U/IN.lO) ConveysyStD-~ ieqUimnents to the NRO to support . 
devcEP~t of OCMe collection manapment support IOOls. . 

7. (UlIPt7IfQ) Maintain SlalNT 0pmtl0na.I Control (OPCON) and mission 
cutin. of the SIGINT sar'cDite ponioIlcftbe UDiIed Stares SIGINT System 

the Doflmse (SE(:DEF) 
8, 

9. 

c. (UI~. _ Real..........,. 0fIl0e. will: 
1. (U14 DirectlY' or duo. a designee. nominaIe the Deputy Cbi.ef of the 

. OCMe for eODcurrcnce bytbC DiICCUX'. NSA or designee. 
2. (U/~Provide qualificdpononael to performOCMC duties lAW . 

guidance pr!vided by thc·~f. OCMC. 



3. (U~Pro~de cngineerina. tccbaiCal and administrative support to the 
OCMe. . 

4. (C) Provide National RecomWssanc:e Propam (NR.P) fUnding to support 
O~billties. 

S. (Ul Acquire. deliver and maiDtain OCMe collection managemenr 
suppon tools that an: compatible wilh Cryptologic Mission Management 

... 
SECRETIlCOiJIIq iJ 2 : ! !NT KEYROLFJ1Xl ... 
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-. 
SECRETIlta&ru4 iX' T !NT KEYHOLFJIXl ... 

support of their parent OIJanization IS a secondary l'C$ponsibility. 
Administrative n:spoasibility and support for the OCMe personnel will be 
exercised the 

collection on Overhead SIGINT and current collection 

~ IS. CUI. Ensure thai: Information Teclmology (IT) products and services 
purchased or use within the OCMC domain are selected and proc:ured in a 
manner thai best serves the OCMC misaioa.. and are compatible with NsA BiId 
NRO standards. 

V. (U) AU activities pursuant 10 this MOU are subject to the availability of appropriated funds. 
No provision sbalI be interpreted to require oblipdons or provisioD of funds in violation of the 
Arlli-Defic:ieocy Act (31 USC 1341). 

vu. (U/~POINTS OFCONTACf: 
SIGINT Issue Manaier. OfrICC of 
Chief. SigDals Intelligence Directorate 
concact is the ~ctot. NRO Offtce of 

of CODtKt for this MOU is the 

_N.S.AitfJ~of CODlaCl is the 
• NRO point of 

vm. (U/~EFFECTlVE DA 1'E: This MOU is effective upon the date of the final 
signatUre of the approving authorities. 

IX. (U/~TERMINATIONJRE.VIEW: This MOV shall remain valid until modified or 
rescinded by mumal agreemeat in writing, and shall be ~vicwed every two years. Any party 
may terminate this MOU upon written notice to the other two parties. 



.. 
SECRE1'11C&nrepmb'·ENT DYBOLFJIXI ... 

Assistw Director 
. : of CentrallatelIipnce 

, , . fot Collection 

I DATE: ( Qe,f-,,)-
, 

~~ ~~~~~'!- ~~ 
Dilector, National 
Recnnnais$IIJCC 

Office 

DATS: '11..2 If f D.3 



MEMORANDUM OF UNDERSTANDING 
. BETWEEN 

THE NATIONAL RECONNAISS~lCE OFFICE, OPERATIONAL SUPPORT OFFICE 
, AND 

NEW MEXICO STATE UNIVERSITY 
ON 

SBCORITY SPONSORSHiP OF VARIOUS RESE,A..~CH LABORATORIES AT NEW 
MEXICO STATE O'NIVERSITY, I.AS CRUSES, NEW MEXICO 

PURPOSE 

This Memorandum of Understanding (MOU) between the National 
Reconnaissance Office (NRO) , Operatio~al SUpport Office (OSO) 
and the New Mexico State University (NMSU) Physical Science 
Laboratory (PSL) addresses sponsorship of the to-he-established 
sensitive comparomented information facility (SCIF) in the 
C~ter Network Research LaboratorJr Ir.telligence Research 
Laboratory, and the Decision Syst~us Reeearch Laboratory 
(OIIlL/IRL/DSRL) located within Anderso::l Hall on th.e campus of 

NMSU. Las Cruses, New Mexico. 

ane area emphasized by the Intelligence Community (IC) and 
the Department of Defense (DoD), as defined by Presidential 
Decision Directive (PDD) 35 and Joint 'dsion (JV) 2010 and 2020 
(JV 2010/2020), focuses on the strategic planning process for 
researCh and development (R&D) and the fielding of new 
infoxmation technology systems. Achieving this goal requires a 
paradigm shift from a collection-based focus to knowledge­
centric architectures that encourage and enable collaboration 
and sharing of information among peer organizations. 

The CNRL/IRL/DSRL was conceived to develop and collect 
technologies necessary to provide t,he following: 

1. R&D in support of offensive. and defensive information 
technology and networking (1TN) services and products. 

2 Mathe.atical and computational foun~tions for 
understanding 1TN infrastructurE!s . 

. 
3 ITN services and products to national intelligence 

customers. 

----­OHCLASSIFrB~IIFOR OPP~ 



5O'BJEC1' Security s~onsorship of va.rious r.esearch laboratories 
on the campus of NMSU, Las Cru •• es, New Mexico 

The CNRLJIRLJDSRL are focused on supporting the decision 
process to allow maximum informatiou shCl.:t'ing, cons:'deration of 
options, and understanding of the Imd reo:;ul tn! of the COllrses of 
action taken. 

SCOPE 

Demonstration and application of the technologies and 
process.s at the CNRL/IRLJDSRL will be accomplished through 
partnering with other government organizations and commercial 
industries. Government organizations partnering with NMSU may 
include the National Security Agency/Central Security Service 
(BSA/CSS), the Service Cryptologic Elem~nts (sCEs), the Central 
Intelligence Agency (CIA', various DoD offices, and other 
government agencies. ·The critical infrar.tructure protection 
application that concerns both the IC and the 000 requires 
partner1ng with major corporate leaders .such as telecommunica­
tion. companies, which control lar;;Je infrastructure components. 

RESPONSIBILITIES 

The 050 will sponsor scrF accz-editation of the NMSU 
CNRL/IRLJDSRL area through the NRO Office of Security. The NRO 
Office of Security will accredit the PSL selF, ensuring it meets 
DCID 1/21 standards for sensitive compartmented information and 
epecial access programs/special handling processing. The NRO 
Security will also accredit all au1:~omated information systems 
(AlS) to meet DCID 6/3 standards artd pro~ride services to PSL for 
delivery of classified materials to NRO headquarters or other 
intelligence partners. In addition, th~ 050 will sponsor the 
secure cODIIl1\lD.ications requirements for the PSL SCIF. The 
CNRL/IRL/DSRL area/room currently i.s not SCIF certified. Any 
and all costs associated with the above, as well as maintaining 
continued accreditation of the CNRL/IRL/DSRL, will be the 
reeponsibility of the NMSU PSL. 

The NRO Security will assume security cognizance of the 
above SClF described in the precedi.:o::Ig paragraph and certify its 
use for DoD, Top iecret, SCI, SAP, TeO, BCO, and unclassified 
co-utilization, pending approv~l of the NMSU PSL-developed AlS 
security plan detailing the security procedures, equipment, 
software, and other items necessary to ensure securel 
accreditable operations. In addition, co-utilization agreements 
with partners for use of advanced communication technologies 
will be developed by NMSU PSL and approved by the OSO through 

---­aNCLASSXFr.sDIIFOR o~ USB ONLY ----
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" ----. --" stlBJEC'l': Security sponsorship of vario'.lS J::'esearcb laboratories 
on the c~us of NMSU, La!; Cruses, lYew Mexico 

NRC Security. This capability will be provided to all 
partnering groups to a.llow secure <'::ollaboration. 

'!.'he 050 Security will conduct an annual assessment of the 
NMSO security program in coordina,ti.:,u wi tl' 'lRO S'~cl.'r.i::.y an.:] 
other NRO Program Offices. This , .. 5 ;;,"'$~,n~ ~ ~"to ::$ dire:::te:i at 
ensuring a cross-flclw of security-x: tv:,,?'; t.ools/information and 
maintaining consistent application elf DCI, NRO, and Ie 
protection requirements. 

Since the PSL seeks to utilize th-ase technologies for 
critical infrastruct1.1re protection, the PSI. will develop, in 
writing, formal relationships with key indust~l partners to 
support the intent of POD 35 and JV 2010/2020. 

Industry partners' access to the SC:1:F will be subject to 
the approval of the OSO. As NMSO P~;" :j':'w,;:c,:.tr.·a,t,~s 901ut,lons to 
critical infrastructure protection,'Dl: :<, ".\X~d.'TV 2010/2020, 
toUrs of the facility will be COtlaUi" :ed "',~ a.ppropriate security 
levels and with the approval of thE facility (NHSU) Specia.l 
security Officer. 

All NRO security require.'nents ::'el.ative to facility 
protection, information systems secllri ty, and personnel security 
will be complied with fully. Any expense necessary to bring 
this facility into compliance will be the re~onsibility of NMSU 
PSL. . 

'l'BRHS AND REVISIONS 

This document will be considerE.d in toroe when signed by 
all parties. Signatories to this MOU O~ their successors may 
request the renegotiation of all or part of this e,greement:;. 
Changes to th~s agreement:;, in writing, must be approved by both 
parties holding the offices of the $:;ig.natories at the time of 
the change. This document will be reviewed annually. 

Physical Science Laboratory 
New Mexico State Universi~y 

Date: 

Nation,Sll Reconnaissance Office 

Date: 

------­OHCLASSIPIEDIIPOR oPtrs~ USE ONLY 
'~ , 
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MDIOlUUIDUII 01' UlD)DSTAlmnro 
BB'l'NImR 

U.S. AD PORCZ DltCLI.S8:tI':tCA"1':t0lt OI'l':tCB (AI'DO) 
AIm 

1IA"1':t0llAL RBCOIaII.lS&UICI: OI'l':tCB DII'OIUIA"1':tOtf DBCLUS:tI':tCA'1':IQH 
u:v:n:w CBIIi"1'_ (lI'ltOl :tDllC) 

011 
EXCLUS::rvz DD'ORIIA'l':tOR EQU:tTY REC'1I\RDXNG T8E SDTltY I SAMOa 

DaG:tJIC SA'l'BLLr.rE SY.TEII 

It is a9reed that informa~ior. in NRO and USAF records 
pertaining to t·he SENTRY/SAMOS ima9ing satellite progrcur. is 
exclusively the equity of the NRO/lDRe. Exclusive equity 
means ~hat SENTRY/SANOS-related information in any 
Q.ocumen:.s possessed by, or referre~ te. the l~i\C w1:"~ be 
re,,-ieweci !or automatic dec':;'assifica~ion pursuant to 
E:<e::::.;:'ve C'r::!er ::9Sf ,.;:..:not.:: nee:: !cr referra:' :'0 the AFDO 
for addi:.:..ona: e~uity revi~. :~ also means that AFOC 
re;e:ds :or.:ainir.g SENTF.~ SAKOS.in~orma:.ion will be 
:.rans:erred to the NRO :~RC for primary declassification 
revie~ before being released tC :.he public. 

Trois M~~ wi:! be considered i~ !orce once signed by 
bo:.r. par:.ies. Signatories tc this MOC or their successors 
!r.a~· re:;~.s:. ren.eg~:ia~ior. c: .:: ~:- par: of this Ilc;reement.. 
3;:~ pa~~~es ~~!ain; :he c~!ices :~ ~ne siona~ories at the 
:i~ 0: • =~ange ~::s: ap~rovc = 

Declassification Revi.,.- Center 
Na~iona: Reconnaissance o!!ie~ Declassification Office 

Date: J'i 1Ivit, .J!!?V 
I 

roa OFFIC%AL aBE ORLY 
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HEMORANDUK . OF UNDEP.5TANDING 
BE'IWE!N . 

'rP-=' D:EPtJ'I'Y DIRECTOR FOR NATIONAL SUPPORT, 
NATIONAL RECONNAISSJ..NCE OFFICE 

AND. 
CEIEF, NATIONAL SEetmI'l'Y AGENCY Ct1S'l'OKE.R ADVOCATE O:::!CE 

~OR 
NATIONAL ctJS'l'O!d:ER OtJ'l'REACH ACTIVITIES 

, 
(0) 'l'his Kemo:anClum of UnderstanCiing (MOU) between the 

Deputy Director. National SUpport (DORS). NationalReconnaissL~ce 
Office (NRO) and the Chief. National security Agency (NSA) 
CUstomer Advocate Office (P03), establishes coopera:ive anCl 
mutually supportive guidelines for NRO/NSA interaction and 
customer support functions as Krssion Partners.' .., 

( ... It . .is agreed upon that the NSA P03 exercises advocac:v 
for the United States SIGINT System (OSSS) and the Office of ehe 
DONS exercises advocacy for overheaCl collection systems' 
capabilities for support to National CUstomers. 

~ 

~It i. under.tooCl ehat the NSA anCl the NRO Clepend on 
productive Mission Partner relationships to accomplish their 
respective ..missions and that .epa.:rate meetings with customers CL"'l 
result in false expectations, confusion or an incomplete 
representation of information. Therefore. specific guidelines 
related to customer outreach a~~ivities ana the relationship 
between the DONS ~Clthe P03 will be conc.uctec. as follows: 

a. (0) Each office will keep the other informed of 
SIGINT activities relateCl to National CUstomer outreach effor~s 
in their respective areas. 

b. (U) Each office will invite the other to 
participate in NSA, NRO anCl community meetings· related to 
National CUStomer· support. When appropriate, local NSA . 
Cryptologic' Representatives to National SIGZNT customers will be 
incluc!ed.. 

c. (U) If either office is unable to attend National 
CUstamer support meetings, the other will provide feedback on 
relevant i.sues. 

d •. (D) Each office will coordinate requirements for 
SIGINT related N~tional CUstomer support with the other. 

CL BY: 
CL R!:ASOR: 
DBC::I. 0Ji' : 
DRY i'BOK: 

1.5 
Xl 
J1IlO SCG ". 0 
14 oc:.ober 1995 - a - -



sEese 

SU-=JECT: National Customer OUtreach Activities 

e. (0) The DONS L~a Chief P03 will conduct ~arterly 
exchange meetings to update each other on current and projected 
customer outreach activities. 

(0) This C!ocument will be cOl:sidered in force once signed by 
both parties. Signatories to this MOU or their successcrs may 
request the renegotiation of all or part of this agreement. 
Changes to this agreement must be approved by both parties 
holding the offices of the signatories at the time .of the change. 

~ 
ClLi.~ CUStomer Advocate 
~ional Security Agency 

2 

Date :_ ...... ~::.,.c6;...:z..::;;.-z...-+,I:...s;tp.J,f ____ _ 

... 



MEMORANDUM of UNDERSTANDING 

Between 

NATIONAL RECONNAISSANCE OFFICE 
OFFICE of SPACE LAUNCH 

And 

30m SPACE WING SAFETY 

On 

INTEGRATED SAFETY ROLES & RESPONSmILlTIES FOR 
NRO SPONSORED PAYLOADS LAUNCHED BY EEL V FROM V AFB 

21 Oct 2002 



(U)PURPOSE 

This Memorandum of Understanding (MOU) formally documents a 
mutual understanding between the National Reconnaissance Office 
(NRO), Office of Space Launch (OSL) and the 3()'h Space W'mg Safety 

~ Offi~g safety roles and responsibilities for the integration of 
~t.~ ..J.b(&.EL V)jooster with NRO payloads at V AFB. Under this MOU, the 
~ f"'It' k I/t-h~t..c.:.. NR.eIeSL will perform certain specific saf~ty support functions for 30 
'fEJ-v) SW Safety before and during NRO satellite BEL V launch campaUgns at 
(j V AFB. Those functions are the subject of this MOU. 

The specifics are outlined in the attachment. and are not intended to 
modify the safety respoDSlbilities of either the EEL V Launch Service 
Provider. or the spacecraft processing facility operator. 

(U) IMPLEMENTATION 

This document will be considered applicable once signed by both 
parties. Signatories to this MOU or their successors may request the 
revision of all or part of this ·MOU. 

Points of contact for MOU execution and modifications: 

NRO OSUSE (V AFB) 

.. '3f'Jh Space WmgISBS 



(U)SECURlTY 

3.1 Certain stand-alone EEL V activities must be performed in the 
payload encapsulation facility while in close proximity to the payload. 
Security requirements dictate that operations safety support for those 
few stand-alone activities be included under the provisioos of this 
MOU, the primary focus of which is integrated, rather than stand-alone, 
activities. 

3.2 All classified. proprietary and competition sensitive information 
will be handled in accordance with NRO security directives and EEL V 
System Protection Guide (EEL V SPO), as applicable. 

(U) GENERAL RESPONSIBILlTIESIAGREEMBNTS 

See Attachment 1 for details of roles and responsibilities. 

2 
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SAFETY INTEGRAnON OPERATIONS CONCEPT 

FOR NRO SPONSORED PAYLOADS 

LAUNCHED BY E~LV FROM VAFB (U) 

3 June 2002 

1 (U) Introduction 

1 .1. (U) DUring space launch operations. not only must the booster and 
payload themselves be safe, but the integrated combination of the two must 
also be safe, hence the need for space launch campaign safety integration. 

1.2. (U) Safety integration responsibilities associated with the 
EEL V1payload interface include the following tasks: 

1.2.1. (U) Integrated Operations Safety. This consists of providing 
safety supervision for the development and perfonnance of 
integrated payloadlbooster operations procedures. 

1.2.1 (U) Interface Safety. This consists of ensuring that the 
interfaces between the payload and booster have been analyzed to 
ensure that each hazard cause which could cross the 
payloadlbooster interface and trigger the release of hazardous 
energy has been identified and dealt with by appropriate controls. 

1.2.3. (U) Cross-fenceline Safety. This' consists of ensuring the 
adequate control of each hazard which could be inadvertently 
released by a cause of any origin, and whose effects could cross a 
boundary. thereby endangering others besides the owner of the 
hazard. 

1.3. (U) Integrated operations safety has been EU:lticipated to be the 
responsibility of the EEL V Launch Service Provider under the Safety 
Control Authority (SCA) which the Launch Service Provider was expected 
to seek and be delegated. However, it has recently been announced that 
the Detta IV (D-IV) Launch Service Provider will acquire SCA at VAFB no 
earlierthan the second O-IV launch from the West Coast, leaving the 
responsibility for integrated operations in limbo at least during the initial 
VAF9 EELV campaign, if not longer. 

1.4. (U) Interface safety and cross-fence line safety for EEL V campaigns 
are eXP,8dted to. be the responsibility of 30 Space Wing Safety (30 SW/SE). 

1 Attachment 1 



However, restrictions on classified Information associated with NRO launch 
campaigns will limit the number of 30 SWISE staff who have access to that 
material. Furthermore, such restrictions will also curtail the number of 
personnel who will be permitted to perform integrated operations safety at 
the scene of payload booster integrated operations. 

1.5. (U) On 12 Jul2000, 30 SW/CC granted NRC ~for facilities, 
programs, and operations under ttlEl'18'm~rary or -: perational ? 
contr.ol of the NRO at VAFB. This SCA, id'i lhC1a esresponslbility for ,i ~ ~ 
approval of NRO VAFB sponsored user hardware designs and operational] ~~ 
procedures. NRO VAFB's SCA, as approved on 12 Jul2000. is intended 
to apply to payload program facilities, hardware, and operations only. 

2. (U) Purpose. 

2.1. (U) The purpose of this operations concept is to define roles and 
responsibilities for the various organizations performing specified safety 
integration tasks for NRO VAFB EELV launch campaigns. The operations 
concept is founded on the following five principles: 

2.1.1. (U) Ensuring responsible Bfety oversight of hazard controls 
which protect human life and health. Any delay in the EELV Launch 
SeNice Provider's obtaining SCA would cause a void In responsible 
safety oversight for EEL V activities. Implementation of this 
operations concept will fill the portion of that void associated with 
booster/payload integration activities. 

2.1.2. (U) Avoiding any impact to existing contracts. Contractual 
requirements which may currently be in place for obtaining various 
safety approvals could' be expensive to change. Implementation of 
this operations concept will not affect the identity of any organization 
having such approval authority. 

2.1.3. (U) Synergistic leveraging of NRO VAFB's existing SCA. 
NRO VAFB's SCA responsibilities already require the organization's 
safety staff to develop and maintain professional safety expertise 
and knowledge of NRO payload design, operations, and hazardous 
energy sources. Implementation of this operations concept will apply 
that existing expertise and knowledge to the control of hazard 
causes which could cross the EELV/payload interface and trigger the 
release of those sources. 

2.1.4. (U) Minimizing the number of staff requiring access to 
classified information. Security founded on rigorous adjudication of 
need~to-know severely restricts the number of personnel !issign~ 
to perform functions in any given discipline. Implementation of thiS 

2 Attachment 1 



operations concept will allow those already-accessed NRO VAFB 
safety discipline personnel to perform paytoad/booster integrated 
safety tasks, as well as the payload stand-alone safety tasks which 
they already perform. 

2.1.5. (U) Eliminating the need for implementation concurrence by 
organizations other than 30 SW and O§L. Any change to an 
operational mode which requires a change to existing organizational 
relationships would require that all parties to those relationships 
agree to the mode change. Implementation of this operations 
concept will not affect any relationship other than that between 30 
SW and the NRO and, therefore, need not be approved by any 
organization other than those two. 

3. (U) Scope. 

3.1 (U) This concept of operations applies only to payloadllaunch services 
provider integrated safety tasks associated with NRO EEL V launch 
campaigns conducted at VAFB. The specific tasks involved are integrated 
operations safety. interface safety, and cross fence-line safety. as defined in 
Para 1.2, above. 

3.2. (U) Through the implementation of this concept of·operations, NRO 
VAFBlSE effectively will function as an agent of 30 SW Safety, performing a 
carefully defined, strictly limited subset of EELV ·infegrated safety tasks. 30 
SW Safety wiil retain the authority for these tasks and will audit their 
performance by NRO VAFB. Any inadequacy of NRO V AFB's task 
performance. as judged by 30 SW Safety, will be grounds for withdrawal of 
approval of this concept of operations. 

4. (U) Detailed Listing of Responsibilities. 

4.1 (U) 30 Space Wing Safety. 

4.1.1. (U) Per existing contractual requirements and pursuant to 
NRO VAFB's compliance certification, provide signature approval of 
EELV/payload integrated safety assessment. 

4.1.2 (U) Per existing contractual requirements and pursuant to 
NRO VAFB's compliance certification, provide signature approval of 
the safety assessment of stand-alone EELV operations which take 
place in the PLF encapsulation facility. This signature approval may 
be executed in conjunction with that for an overall safety assessment 
of EEL V launch base activities. 

3 Attachment 1 



4.1.3. (U) Per existing contractual requirements and pursuant to 
NRO VAFB's compliance certification, provide signature approval of 
EELV Ipayload integrated operations procedures. 

4.1.4. (U) Per existing contractual requirements and based in part 
on information fumished by the NRO VAFB integrated scheduling 
system, manage operation of the hazard waming systems (e.g., 
hazard wamlng lights, klaxons, public address systems, etc) used to 
alert potentially affected parties at adjacent work sites about the 
impending existence of cross-fenceline hazards. 

4.1.5 {U~RO VAFB's compliance with this safety operations 
concept.1~ ~vent NRO VAFB is found to be noncompliant with 
the parameters of this concept, revoke any related EEL VJpayload 
safety integration agreements between NRO VAFB and 30 SW/SE. 

4.2 (U) NRO VAFB 

4.2.1. (U) Review and evaluate the EELV Launch Service Provider's 
EEL VJpayload integrated safety assessment. Certify to 30 SW ISES 
that the integrated safety assessment demonstrates compliance of 
the interface with all applicable tailored safety requirements. This 
certification will be signed by the NRO VAFB Commander and the 
Chief of NRO VAF.B Environmental Services and Safety. 

4.~.2. (U) Review and evaluate the EELV Launch Service Provider's 
safety assessment of stand-alone EELV operations which take 
place in the PLF encapsUlation facility. Certify to 30 SW/SES that 
this safety assessment demonstrates compliance of the stand-alone 
activities with all applicable tailored safety requirements. This 
certification will be signed by the NRO VAFB Commander and the 
Chief of NRO VAFB Environmental Services and Safety. 

4.2.3. (U) Review and evaluate EELV/payload hazardous integrated 
operations procedures in accordance with the provisions of OffICe Of 
Space launch (OSl) Operating Instruction OSL 01-Q03. Rev A. a 

VAFB Safety Review Of NRO Contractor Launch Base Test 
Procedures and Work Orders.lI

• Certify to 30 SW/SES that these 
integrated operations procedures comply with all applicable tailored 
safety requirements. This certification will be signed by the Chief of 
NRO VAFB Environmental Services and Safety. 

4.2.4. (U) Assess (a) EEL V stand-alone operations procedures to 
be conducted in the PLF encapsulation facility, (b) payload stand­
alone operations procedures, and (c) payloadlEElV integrated 
operations procedures for hazards whose effects could cross a 
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boundary. thereby endangering others besides the owner of the 
~azard. Exercise oversight of the performance of these procedures 
In accordance with the provisions of OffICe Of Space Launch (OSL) 
Operating Instruction OSL 01-003. Rev A ... VAFB Safety Review Of 
NRO Contractor Launch Base Test Procedures and Work Orders.· 

~~~ 
4.2.5. (U) Ensure an EEL V/payload integrated scheduling system Is 
implemented which permits cross-fenceline hazards to be identified 
and which disseminates information concerning those hazards to all 
potentially affected parties at adjacent work sites. 

4.2.6. (U) Notify 30 SW/SE of impending cross-fenceflne hazards 
as identified by the NRO VAFB integrated scheduling system and 
ensure NRO payload operations are conducted in accordance with 
cross-fence line hazard notification. 

4.3. (U) EEL V Launch Service Provider 

4.3.1. (U) Per existing contractual requirements, perform and 
document an integrated safety assessment of the interface between 
the paytoad and the EELV provided flight hardware, GSE. facilities, 
and operations. Per existing contractual requirements, certify the 
validity of the integrated safety assessment and submit the 
assessment and certification for approval. 

4.3.2 (U) Per existing contractual requirements, perform and 
document a safety assessment of stand-alone EEL V operations 
which take place in the PLF encapsulation faCility. This assessment 
shall address EEL V provided flight hardware, GSE, and operations 
and may be incorporated in an overall safety assessment of EELV 
launch base activities. Per existing contractual requirements, certify 
the validity of this safety assessment and submit the assessment 
and certification for approval. 

4.3.3. (U) Per existing contractual requirements, prepare, obtain 
appropriate approvals for, and execute integrated operations 
procedures. 

4.3.4. U Per existin contractual requirements. ~Ipate in ® '? 
ted sc u In s e which melds EELV and payload 

stand-alone opera Ions with EEL V/payload Integrated operations to 
the extent necessary to identify trans-organizational impacts. 
ClassifICation requirements imposed by NRO VAFB spons?red 
launch campaigns will require that the NRO VAFB scheduling 
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system ~~~ for detailed integrated scheduling purposes during 
NRO VAvonsored launch campaigns. 

4.3.5. (U) Per existing contractual requirements, conduct operations 
in accordance with cross--fenceline hazard notification. 
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Table 1: TABULAR LISTING OF CONJUGATE RESPONSIBILmES 
AS DESCRIBED IN SECTION 4 
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Table 2: REPRESENTATIVE PAYLOAD & EELV 
STAND-ALONE & INTEGRATED OPERATIONS PROCEDURES 

FOR WHICH NRO VAF8ISE WilL HAVE SAFETY INTEGRATION RESPONSIBILITY 
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