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From: Delmar, Richard K. <DelmarR@oig.treas.gov> 
Sent: Mon, Mar 16, 2020 6:05 pm 
Subject: FOIA - Treasury OIG - closed investigations CY18-19 
 
Responding to your FOIA 2020-03-060 for list of Treasury OIG investigations closed in 
CY 2018-2019.  List attached, with Exemption 7C redactions. 
  
The redactions constitute a partial denial of your request, and thus an adverse action 
under the FOIA.  Accordingly, you have the right to appeal this determination within 90 
days from the date of this letter.  By filing an appeal, you preserve your rights under 
FOIA and give the agency a chance to review and reconsider your request and the 
agency’s decision.  Your appeal must be in writing, be signed by you or your 
representative, and contain the rationale for your appeal.  Please address your appeal 
to: 
  
                        FOIA Appeal 
                        FOIA and Transparency 
                        Privacy, Transparency, and Records 
                        Department of the Treasury 
                        1500 Pennsylvania Ave., N.W. 
                        Washington, D.C. 20220 
  
If you would like to discuss this response before filing an appeal to attempt to resolve 
your dispute without going through the appeals process, you may contact the Treasury 
DO FOIA Public Liaison at (202) 622-8098 or email FOIAPL@treasury.gov.  
  
If you are unable to resolve your FOIA dispute through our FOIA Public Liaison, the 
Office of Government Information Services (OGIS) also mediates disputes between 
FOIA requesters and federal agencies as a non-exclusive alternative to litigation.  If you 
wish to contact OGIS, you may write directly to: 
  
Office of Government Information Services 
National Archives and Records Administration 
8601 Adelphi Road – OGIS 
College Park, MD 20740-6001 
ogis@nara.gov  
ogis.archives.gov   
(202) 741-5770 
(877) 684-6448 
  
Rich Delmar 
Deputy Inspector General 
Department of the Treasury 

mailto:DelmarR@oig.treas.gov
mailto:FOIAPL@treasury.gov
mailto:ogis@nara.gov
mailto:ogis.archives.gov
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Number Title Complaint Summary Date Initiated Date Closed Current Status

ZZZ-17-0825-I The New York State, Office of the Attorney General (NYAG) requested the 

assistance of the Department of Treasury, Office of the Inspector General 

(TOIG) for investigative research and testimonial support in a criminal 

investigation.  The NYAG investigation uncovered several documents that they 

believed to be fraudulent Treasury Documents as well as email 

communications that are believed to be spoofed in order to appear as 

originating from department servers.  

09May2017 15Mar2019 Closed; ROI - Not 

Forwarded to Bureau

ZZZ-17-0285-I On November 29, 2016, TOIG proactively requested to assist the Texas 

Department of Public Safety in Houston, TX, on an identity theft, fraudulent 

access device, theft, money laundering, and organized criminal activity 

involving a large group of subjects of Cuban descent. The subjects utilize gas 

pump skimming devices to fraudulently obtain stolen credit card information 

and create counterfeit credit cards which are dispersed to several known 

conspirators to purchase diesel, merchandise, and mechanic tools. At this point 

in the criminal investigation, the primary subject in the case is known as  

 is allegedly responsible for installing the credit card 

skimmers, obtaining the stolen credit card numbers, manufacturing the new 

credit cards with the stolen information, dissemination of the stolen cards to 

make purchases with the profit being split between the Cuban recipients and 

G o. The investigation is in its preliminary phase with the benefit of a 

cooperating "Confidential Informant".

01Dec2016 14Aug2019 Closed; ROI - Not 

Forwarded to Bureau

USM-19-0031-P Sr Mint Official - Retaliation Complainant states that a senior Mint official is in violation of retaliation in an 

effort to get her to drop her EEOC complaint.  The official is not identified.

07Jun2019 08Oct2019 Closed; Preliminary 

Inquiry Closure

USM-19-0006-P Prohibited Personnel Practices US 

Mint

Complaint received 11/15/2018, via OIG Intake    Complaint received OIG 

Intake regarding allegations of Prohibited Personnel Practices, Vacancy Pre-

Selection, sent to the US Mint and New York Times.

21Nov2018 19Feb2019 Closed; Preliminary 

Inquiry Closure

USM-18-0080-P Counterfeit Presidential Coins Complaint received 8/20/2018, via OIG Intake    Complaint received OIG Intake 

regarding six suspected counterfeit Presidential $1.00 Coins, turned over from 

Granters Pawn Shop in Vallejo CA suspected to be counterfeit.    

13Sep2018 28Mar2019 Closed; Preliminary 

Inquiry Closure
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TFA-18-0014-I FBI Safe Streets Task Force was approached by a source that provided 

information reference to a fraud group that was operating in Durham, North 

Carolina.  The FBI referred this case to the Financial Crimes Task Force - North 

Carolina.  TOIG met with the Source who provided the following information:      

 who is on federal probation ran a group that would steal money 

from financial institutions through fraud.  has run the scam since he 

graduated high school and only stopped the scam while in federal prison for a 

conviction in the Western District of North Carolina.  started again 

after being released from prison and while still on federal supervised release.  

 found vulnerable victims by asking them if they needed money. 

 typically targeted female victims on the dating website Plenty of Fish 

and other social media sights.   and    sister 

obtained account information of their victims, especially if the victim held bank 

accounts at Bank of America National Association (BANA) and North Carolina 

State Employees Credit Union (SECU).   and  would convince the 

victims to provide their bank cards and account log-in information.  

needed two different victims for his scheme to succeed.  needed one 

victim with a SECU account.   would obtain the online ID, password, 

debit card, and pin of the victim.  This account would eventually be used to 

deposit counterfeit (CFT) checks into it and with draw the funds that posted 

before the bank detected the CFT checks.   The second victim was needed so 

 could order checks using the victims account.   preferred 

Bank of America and Wells Fargo Customers when ordering the checks.  

 would obtain the victims account number, online ID, and password.  

 would then order a book of checks using the victims account.  

 would change the Payor section of the check from the victim’s 

information to a legitimate company’s information.    would have the 

            

19Oct2017 27Sep2019 Closed; ROI - Not 

Forwarded to Bureau
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TFA-17-0839-I On January 31, 2017, the Asheboro Police Department (APD) conducted a 

search warrant at , Asheboro, North Carolina in conjunction 

with a counterfeit (cft)/fraudulent credit card investigation.  During the search 

APD located over 100 cft and reencoded credit cards, a card reader device, two 

computers, and an embossing machine.  APD identified both  and 

 as suspects in the cft credit card investigation based off of 

evidence seized during the search warrant.    In February 2017 , APD contacted 

TOIG and requested assistance with this investigation.     Continuing in 

February 2017,  TOIG entered each cft credit card seized during the search 

warrant through a magnetic card reader and determined they were encoded 

with credit card numbers from numerous different financial institutions from 

around the United States.    Finally in February 2017, TOIG conducted several 

database checks and determined  was a suspect in numerous cft 

credit card cases in North Carolina.  TOIG located case reports from the Raleigh 

Police Department (2 cases) and Durham Police Department (1 case) in which 

 was either a suspect or a defendant (state) in cft credit card cases.

03Jul2017 29Mar2019 Closed; ROI - Not 

Forwarded to Bureau

SCAM-20-0009-P SCAM Complaint received on 11/4/19 via duty agent. 07Nov2019 05Dec2019 Closed; Preliminary 

Inquiry Closure

SCAM-19-0016-P Complaint received 2/13/2019, via OIG Intake     assistant 

prosecuting attorney in Jefferson County Missouri, requests assistance in a 

forgery case set for a jury trial wherein a defendant presented a fraudulent 

U.S. Treasury Check, to pay his county taxes and due to the official looking 

nature of the check,  would like someone from the U.S. Treasury to 

explain that the document presented by the sovereign citizen, is in fact 

fraudulent.   request the help of  or someone else with 

knowledge and experience in the areas of sovereign citizens.    

22Feb2019 29Apr2019 Closed; Preliminary 

Inquiry Closure
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OIG-19-0005-I Gulf Coast Ecosystem Restoration 

Initiation Activities - FY 2019

GULF COAST ECOSYSTEM RESTORATION INITIATIVE - FY 2019 -  Treasury Office 

of Inspector General has been assigned primary oversight responsibilities for 

the funds distributed by Treasury related to the Gulf Coast Restoration Act. 

(RESTORE). As such OI is opening this initiative in IMIS to track information, 

training and investigative work related to the Gulf Coast Initiative. This case 

will be closed and re-opened at the beginning of each fiscal year for tracking 

purposes.

01Oct2018 16Oct2019 Closed; Memo to File

OIG-19-0004-I Cyber Investigations & Digital 

Forensics Case Activities - FY 2019

CYBER INVESTIGATIONS & DIGITAL FORENSICS CASE ACTIVITIES - FY 2019 -  This 

CYBER case will be used to track and document non-IMIS assigned 

investigative, liaison, research and development, attendance at conferences 

and training, and cyber/digital forensics developmental activities to support OI 

and the OI Cyber Program.

01Oct2018 16Oct2019 Closed; Memo to File

OIG-19-0003-I BFS Improper Payment Case 

Tracking Initiative - FY 2019

BUREAU OF THE FISCAL SERVICE - IMPROPER PAYMENT CASE TRACKING 

INITIATIVE - FY 2019 In October 2014, the Office of Investigations (OI) 

continued an initiative surrounding fraud related to the payments made by the 

Bureau of Fiscal Service (BFS). This initiative will cover payments made 

including U.S. Treasury checks (CFIF & Non-CFIF) and ACH fraudulent payments 

including redirected benefit fraud. Tax refund fraud schemes paid by Treasury 

check or ACH payment are included. The ACH and Treasury check payment 

system is managed by the BFS and creates a mechanism for BFS to send 

payments authorized by a federal paying agency to authorized payees. As such 

OI receives information from BFS and a number of other sources on a monthly 

basis related to the investigative leads involving ACH and Treasury check fraud. 

OI is opening a case number in the case management system for OI to allow 

agents to utilize it for case development, and to document agent activities. This 

case will be closed at the end of fiscal year 2018 with a brief memorandum 

summarizing the year's activities.

01Oct2018 11Oct2019 Closed; Memo to File

OIG-19-0002-I Duty Agent Investigative Activity - 

FY 2019

DUTY AGENT INVESTIGATIVE ACTIVITY - FY 2019 -  This preliminary inquiry 

number will be utilized to document Duty Agent activity for FY 2018 and will 

include entity entries, case notes/documents to memorialize time dedicated to 

Duty Agent activity.

01Oct2018 11Oct2019 Closed; Memo to File

OIG-19-0001-I MSB & FINCEN SAR TF Case 

Development - FY 2019

MSB & FINCEN SAR TF CASE DEVELOPMENT - FY 2019 - In October 2014, the 

Office of Investigations (OI) continued an initiative surrounding fraud related 

to Money Service Businesses (MSBs) and task forces dedicated to the analysis 

of Suspicious Activity Reports (SARs). U.S. Treasury oversees the registration of 

MSBs through the Financial Crimes Enforcement Network (FinCEN). TOIG is 

opening a case number in the case management system to allow agents to 

utilize it for case development and to document agent activities. This case will 

be closed at the end of the fiscal year with a brief memorandum summarizing 

the year's activities.

01Oct2018 11Oct2019 Closed; Memo to File
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OIG-18-0023-I SCAM Scam - Email received by victim ). Victim forwarded email to DHS 

contact for assistance. DHS reached out to TOIG to inquire about whether or 

not a file or investigation was currently open on the identified subject. No 

current cases exist. Subject claims to be a Diplomat from the US Treasury. 

Subject attached photo of ID and photo of a Social Security Card. SSN was run 

through CLEAR with multiple returns.

15Nov2017 05Dec2019 Closed; Memo to File

OIG-18-0004-I Cyber Investigations & Digital 

Forensics Case Activities - FY 2018

CYBER INVESTIGATIONS & DIGITAL FORENSICS CASE ACTIVITIES - FY 2018 -  This 

CYBER case will be used to track and document non-IMIS assigned 

investigative, liaison, research and development, attendance at conferences 

and training, and cyber/digital forensics developmental activities to support OI 

and the OI Cyber Program.

03Oct2017 11Oct2019 Closed; Memo to File

OFAC-19-0028-P Terrorist Threats Complaint received 2/21/2019, via Office of Counsel    Complaint forward from 

OFAC compliance division received an email related to an individual calming to 

be associated with a terrorist organization.    Subject Email Address: 

7@yahoo.com    (Hello ...i am from iran...i am a terorist...I do now')   

16Apr2019 29Apr2019 Closed; Preliminary 

Inquiry Closure

OFAC-18-0061-P Complaint received OIG Intake regarding a person that submitted a FOIA 

request for another person is concerned because in communications between 

the two, one starts making threats and talks about getting a gun and coming to 

OFAC.  

06Jul2018 12Apr2019 Closed; Preliminary 

Inquiry Closure
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DO-19-0034-P Complaint received 7/24/2019, via OIG Intake    Complaint received OIG Intake 

regarding a Treasury employee, , (a Presidentially 

Appointed, Senate confirmed  position) has been delayed due to a 

disagreement  between Treasury and the Office of Government Ethics (OGE).    

 is a non-career SES  in the Office 

 and was appointed  to his position on May 1, 2017.  He 

has provided occasional information technology assistance to his father's 

 practice for which he was compensated as a 1099 independent 

contractor.  He received $3,300 in 2017; $2,700 in 2018; and approximately  

$1,500 in 2019.  He described the duties as database management and help 

desk support.  Specifically, he stated that he occasionally fielded questions to 

troubleshoot problems such as restoring internet service and accessing 

network drives.  He formally terminated all contractor work on July 1, 2019.  

 did not disclose this position or the income received on his new 

entrant financial disclosure report; 2018 annual financial disclosure report; his 

nominee financial disclosure report; or his 2019 annual financial disclosure 

report.  It is our understanding that the filer did report this 1099 income on his 

tax returns but inadvertently omitted it from his financial disclosure reports.    

Treasury became aware of the 1099 income through an inquiry from the 

Senate.  Treasury has advised  of the requirement to amend his 

nominee financial disclosure report to include the 1099 income. The 

amendment process will require OGE certification. Due to OGE's  position on 

potential noncompliance with EIGA, OGE will move forward with certifying the 

amendment when it receives confirmation that Treasury's Inspector General 

and/or the Civil Division, Department of Justice, will not pursue action on the 

matter.    

24Jul2019 24Jul2019 Closed; Preliminary 

Inquiry Closure
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BFS-18-0108-I TIG was contacted by the Virginia State Capital Police who were investigating a 

card cracking case in Richmond, VA which occurred at a Virginia Credit Union 

on Capital grounds.  It was discovered that a U.S. Treasury routing number 

used by "Eagle Cash" Stored Value Card was listed on the fraudulent checks.  

The checks were presented to the Federal Reserve Bank, but returned.  US 

Postal Inspection Service was also contacted due to fraudulent checks also 

found using the Postal Money Order routing number.     was 

identified as the recruiter through a local Craigslist job listing advertisement.  

 is seen on bank photos making the deposit of counterfeit checks into the 

bank account.    A state search warrant was executed at  apartment at 

The James, a local apartment complex on July 10, 2018.  Check stock, blank 

card stock, a credit card encoder, counterfeit checks, a litany of debit cards in 

other people's names, a fake ID with  picture and a Bank of America 

debit card in the same name were all recovered.  In addition, several USPS 

Express mailings from several states were seized that matched up with some of 

the recovered debit cards.  One debit card was found to be re-encoded with 

another number and seized.  Multiple credit cards and mailing were seized in 

the name of , who is believed to be an identity theft victim.     

phones and computer were seized during the search warrant.  Over twenty-

five Western Union money orders were seized, which appear to be legitimate, 

but are probably stolen and have been fraudulently filled out with amounts 

just under $1,000.  USPS money orders were also recovered, several of which 

were for $1 and $2.  Postal records indicate these money orders were used as 

the basis for fake checks, in that the routing number and serial number were 

duplicated in the creation of counterfeit checks.  This is a recent trend 

occurring throughout New York and New Jersey.    The actual loss has not been 

calculated until the accounts associated with the debit cards can be 

             

21Aug2018 11Mar2019 Closed; Memo to File

BFS-18-0103-I Complaint received OIG Intake regarding 35K in counterfeit Treasury checks 

with multiple leads

07Aug2018 03Dec2019 Closed; Memo to File
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