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U.S. General Services Administration
Office of Inspector General

March 9, 2021

Re: Freedom of Information Act Request (OIG Tracking Number 21-018)

This letter represents our initial response to your Freedom of Information Act (FOIA) request
received by the General Services Administration Office of Inspector General’'s (GSA OIG),
FOIA Office on January 26, 2021, for a copy of the final report, report of investigation,
closing memo, closing letter, referral memo, or referral letter: i.e., the conclusory document
associated with approximately 70 GSA OIG Investigations.

Please note that we are still awaiting some responses to our requests for consultation, and
will provide additional records once responses have been received. Portions of documents
under consultation are being withheld under exemptions 3, 6, 7A, 7C, and 7E of the FOIA.

Upon review of the responsive material being provided along with this letter, | determined
you are entitled to portions of the requested material under the FOIA. The bases for any
redacted information are Exemptions 3, 4, 5, 6, 7C, and 7E of the FOIA.

Exemption 3(a), 5 U.S.C. § 552(b)(3)(A)(i), protects information specifically exempted from
disclosure by a statute that requires that the information be withheld from public disclosure.
Subsection (i) exempts information from release where a statute “requires” that the matters
be withheld from the public in such a manner as to leave no discretion on the issue.”

Exemption 4, 5 U.S.C. §522(b)(4), protects from disclosure trade secrets and commercial or
financial information obtained from a person that is privileged or confidential.

Additionally, Exemption 5 of the FOIA, 5 U.S.C. §552(b)(5), protects information that is a
pre-decisional part of the intra-agency deliberative process or is protected by the attorney-
client privilege and would not be available by law to a party other than an agency in litigation
with the agency.

Exemption 6, 5 U.S.C. § 552(b)(6), requires withholding of information that, if released,
would constitute a clearly unwarranted invasion of personal privacy. Similarly, Exemption
7(C), 5 U.S.C. §552(b)(7)(C), requires withholding of records or information compiled for
law enforcement purposes, where disclosure could reasonably be expected to constitute an
unwarranted invasion of personal privacy.
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Also, Exemption 7(A) of the FOIA, 5 U.S.C. §552(b)(7)(A), protects from disclosure records
compiled for law enforcement purposes, the disclosure of which could reasonably be
expected to interfere with enforcement proceedings.

Exemption 7(E) protects law enforcement records if their release would disclose techniques
and procedures for law enforcement investigation or prosecutions, or would disclose
guidelines for law enforcement investigations or prosecutions if the disclosure could
reasonably be expected to risk circumvention of the law.

Finally, there were no responsive records responsive for case numbers H20H00077,
11505430, 120H00024, Z19H00109, and Z20C00004.

For your information, Congress excluded three discrete categories of law enforcement and
national security records from the requirement of the FOIA. See 5 U.S.C. §552(c) (2006 &
Supp. IV (2010)). This response is limited to those records that are subject to the
requirement of the FOIA. This is a standard notification that this office provides to all our
requesters. You should not take it as an indication that excluded records do, or do not exist.

As we have redacted and/or withheld information referenced in the above paragraph(s),
with the aforementioned FOIA exemptions, this technically constitutes a partial denial of
your FOIA request. You have the right to appeal the denial of the information being
withheld within 90 days of the date of this letter. You may submit an appeal electronically
at: OIGFOIA-PrivacyAct@gsaig.gov, or in writing to the following address:

Freedom of Information Act Officer

Office of the Inspector General, General Services Administration
1800 F Street, NW, Room 5332

Washington, D.C. 20405

Your appeal must be postmarked or electronically transmitted within 90 days of the date of
the response to your request. The appeal should include the GSA OIG FOIA Case Number
(21-018). In addition, your appeal must contain a brief statement of the reasons why the
requested information should be released. Please include a copy of your initial request and
this response. Both the appeal letter and envelope or electronic appeal submission should
be prominently marked, “Freedom of Information Act Appeal.”

Due to the COVID-19 situation, the GSA OIG is not receiving FOIA requests/appeals by
standard mail. You may submit a FOIA request/appeal by email at OIGFOIA-
PrivacyAct@gsaig.gov. Mailed FOIA requests/appeals will be processed after the GSA
OIG returns to normal operations.

Should you have any questions, please contact Christopher Pehrson, GSA OIG’s FOIA
Public Liaison at (202) 501-1932 or via email at oigfoia-privacyact@gsaig.gov.

Additionally, you may contact the Office of Government Information Services (OGIS) at the
National Archives and Records Administration to inquire about the FOIA mediation services
they offer. The contact information for OGIS is as follows: Office of Government Information
Services, National Archives and Records Administration, 8601 Adelphi Road-OGIS, College



Park, Maryland 20740-6001, e-mail at ogis@nara.gov; telephone at (202) 741-5770; toll
free at (877) 684-6448; or facsimile at (202) 741-5769.

Sincerely,

EDWARD  =giistissrin
MARTIN 55
Edward J. Martin

Counsel to the Inspector General
(FOIA Officer)

Enclosure



U.S. General Services Administration
Office of Inspector General

April 8 2021

Re: Freedom of Information Act Request (OIG Tracking Number 21-018)

This letter represents the final response to your Freedom of Information Act (FOIA) request
received by the General Services Administration Office of Inspector General’s (GSA OIG),
FOIA Office on January 26, 2021, for a copy of the final report, report of investigation,
closing memo, closing letter, referral memo, or referral letter: i.e., the conclusory document
associated with approximately 70 GSA OIG Investigations.

Upon review of the responsive material being provided, | determined you are entitled to
portions of the requested material under the FOIA. The bases for any redacted information
are Exemptions 3, 6, 7A, 7C, and 7E of the FOIA.

Exemption 3(a), 5 U.S.C. § 5652(b)(3)(A)(i), protects information specifically exempted from
disclosure by a statute that requires that the information be withheld from public disclosure.
Subsection (i) exempts information from release where a statute “requires” that the matters
be withheld from the public in such a manner as to leave no discretion on the issue.” The
information withheld falls under the Inspector General Act, codified at 5 U.S.C. App. 3 § 8M,
which protects the identity of individuals who file a hotline complaint; 31 U.S.C. § 5319,
which prohibits disclosure of certain Internal Revenue Service information; and 26 U.S.C. §
6103(e)(7), which prohibits disclosure of tax returns and return information.

Additionally, Exemption 6, 5 U.S.C. § 552(b)(6), requires withholding of information that, if
released, would constitute a clearly unwarranted invasion of personal privacy. Similarly,
Exemption 7(C), 5 U.S.C. §552(b)(7)(C), requires withholding of records or information
compiled for law enforcement purposes, where disclosure could reasonably be expected to
constitute an unwarranted invasion of personal privacy.

Also, Exemption 7(A) of the FOIA, 5 U.S.C. §552(b)(7)(A), protects from disclosure records
compiled for law enforcement purposes, the disclosure of which could reasonably be
expected to interfere with enforcement proceedings.

Exemption 7(E) protects law enforcement records if their release would disclose techniques
and procedures for law enforcement investigation or prosecutions, or would disclose
guidelines for law enforcement investigations or prosecutions if the disclosure could
reasonably be expected to risk circumvention of the law.

1800 F Street, NW, Washington, DC 20405



For your information, Congress excluded three discrete categories of law enforcement and
national security records from the requirement of the FOIA. See 5 U.S.C. §552(c) (2006 &
Supp. IV (2010)). This response is limited to those records that are subject to the
requirement of the FOIA. This is a standard notification that this office provides to all our
requesters. You should not take it as an indication that excluded records do, or do not exist.

As we have redacted and/or withheld information referenced in the above paragraph(s),
with the aforementioned FOIA exemptions, this technically constitutes a partial denial of
your FOIA request. You have the right to appeal the denial of the information being
withheld within 90 days of the date of this letter. You may submit an appeal electronically
at: OIGFOIA-PrivacyAct@agsaig.gov, or in writing to the following address:

Freedom of Information Act Officer

Office of the Inspector General, General Services Administration
1800 F Street, NW, Room 5332

Washington, D.C. 20405

Your appeal must be postmarked or electronically transmitted within 90 days of the date of
the response to your request. The appeal should include the GSA OIG FOIA Case Number
(21-018). In addition, your appeal must contain a brief statement of the reasons why the
requested information should be released. Please include a copy of your initial request and
this response. Both the appeal letter and envelope or electronic appeal submission should
be prominently marked, “Freedom of Information Act Appeal.”

Due to the COVID-19 situation, the GSA OIG is not receiving FOIA requests/appeals by
standard mail. You may submit a FOIA request/appeal by email at OIGFOIA-
PrivacyAct@gsaig.gov. Mailed FOIA requests/appeals will be processed after the GSA OIG
returns to normal operations.

Should you have any questions, please contact Christopher Pehrson, GSA OIG’s FOIA
Public Liaison at (202) 501-1932 or via email at oigfoia-privacyact@gsaig.gov.

Additionally, you may contact the Office of Government Information Services (OGIS) at the
National Archives and Records Administration to inquire about the FOIA mediation services
they offer. The contact information for OGIS is as follows: Office of Government Information
Services, National Archives and Records Administration, 8601 Adelphi Road-OGIS, College
Park, Maryland 20740-6001, e-mail at ogis@nara.qov; telephone at (202) 741-5770; toll
free at (877) 684-6448; or facsimile at (202) 741-5769.

Sincerely,

EDWARD  c8istiasrn
MARTIN  S5578"
Edward J. Martin

Counsel to the Inspector General
(FOIA Officer)

Enclosure



























From: FraudNet

Sent By:

To: @gsa.gov

Bcc: ;

Subject: Hotline Case H17H00176 Referral - Response Required
Date: 07/20/2017 10:10 AM

For Follow Up: Normal Priority. Follow up on 08/21/2017
Attachments: H17H00176 to GSA 7-20-2017.pdf

The General Services Administration, Office of Inspector General, Fraud Hotline Office
received the attached complaint. We are referring this for whatever action you deem
appropriate.

When notifying us of the disposition of this matter, please respond to Fraudnet@gsaig.gov
and reference Hotline Complaint Number H17H00176 in the subject line. We request
that you provide us with a response no later than August 21, 2017.

|
A

Thank you,

Hotline Division
Office of Inspector General
U.S. General Services Administration

WARNING: This email and any attachments may contain legally privileged or
sensitive information. The information is intended solely for the use of the individual
or entity to whom it is addressed. If you are not the intended recipient, you are
hereby notified that any unauthorized use, dissemination, distribution, or
reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender
and delete the message and any attachments.






From: Kevin Rothmier - 6P

To: Fraudnet@qgsaig.gov

Cc: -@gsa.gov

Subject: Re: Follow up - Update Request - Hotline Case H17H00176
Date: 10/30/2020 11:45 AM

Attachments: DOC103020.pdf

The project to correct the stairwell doors on each floor of the Neal Smith Federal
Building is complete. Please see the attached inspection report.

Thanks, Kevin

Kevin D. Rothmier

Regional Commissioner (6P)
Public Buildings Service
General Services Administration
2300 Main Street

Kansas City, MO 64108

Office Phone

On Thu, Sep 3, 2020 at 9:25 AM <Fraudnet@gsaig.gov> wrote:

Good morning,

Our office is in the process of reviewing cases and would like a status on this project. We received a
voicemail from Kevin Rothmier on 11-21-2019 referencing that "an interim response was sent to PSB
central office on November 6th stating that there was a delay in receiving the ordered doors from the
manufactures and this project should be completed by the end of the calendar year". Could you please
provide our office with information regarding this projects status and/or completion? Once this
information is received we will close this hotline case out.

Thank you,

Hotline Division
Office of Inspector General
U.S. General Services Administration

WARNING: This email and any attachments may contain legally privileged or sensitive information.
The information is intended solely for the use of the individual or entity to whom it is addressed. If you
are not the intended recipient, you are hereby notified that any unauthorized use, dissemination,
distribution, or reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender and delete the
message and any attachments.

From: FraudNet/GSAIG

To: _@gsa.gov

Date: 08/14/2019 08:52 AM
Subject: Second Update Request - Hotline Case H17H00176

sentoy: NN




Please see the email below.
Thank you,

Hotline Division
Office of Inspector General
U.S. General Services Administration

WARNING: This email and any attachments may contain legally privileged or sensitive information.
The information is intended solely for the use of the individual or entity to whom it is addressed. If you
are not the intended recipient, you are hereby notified that any unauthorized use, dissemination,
distribution, or reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender and delete the
message and any attachments.

From: FraudNet/GSAIG

To: "HL Referral"<- sa.gov>

Date: 05/02/2019 09:52 AM
Subject: Re: Update -- Hotline Case H17H00176
Sent by: Deanna N. Guzeh

Good morning,

Our office is requesting a status update on the revised schedule for the project.

*Construction Contract Awarded: 9/18/18
*Estimated Construction NTP: 10/22/18
*Estimated Substantial Completion: 3/14/19

Could you please provide our office with a final report if this project is completed and we will close this
hotline case out.

Thank you,

Hotline Division
Office of Inspector General
U.S. General Services Administration

WARNING: This email and any attachments may contain legally privileged or sensitive information.
The information is intended solely for the use of the individual or entity to whom it is addressed. If you
are not the intended recipient, you are hereby notified that any unauthorized use, dissemination,
distribution, or reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender and delete the
message and any attachments.









From: HL Referral

To: GSA-OIG Fraudnet

Cc: HL Workflow Referral

Subject: Re: Second Update Request - Hotline Case H17H00176
Date: 08/14/2019 09:07 AM

Attachments: CC038072 OIG H17H00176 Follow-Up Response.pdf

Good Morning OIG Team,

Thanks for checking. According to PBS's last update, the project should be
substantially completed by October 28, 2019, and they expect to send another
update at that time.

More details are in the attached memorandum. If you need additional information,
please let us know.

Sincerely,

HL-Referral Team
Office of Executive Secretariat and Audit Management
U.S. General Services Administration

On Wed, Aug 14, 2019 at 8:53 AM Fraudnet via HL Workflow Referral <.

ee the email below.
Thank you,

Hotline Division
Office of Inspector General
U.S. General Services Administration

WARNING: This email and any attachments may contain legally privileged or sensitive information.
The information is intended solely for the use of the individual or entity to whom it is addressed. If you
are not the intended recipient, you are hereby notified that any unauthorized use, dissemination,
distribution, or reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender and delete the
message and any attachments.

From: FraudNet/GSAIG

To: "HL Referral"<- sa.gov>

Date: 05/02/2019 09:52 AM
Subject: Re: Update -- Hotline Case H17H00176

sentoy: NN

Good morning,



Our office is requesting a status update on the revised schedule for the project.

*Construction Contract Awarded: 9/18/18
*Estimated Construction NTP: 10/22/18
*Estimated Substantial Completion: 3/14/19

Could you please provide our office with a final report if this project is completed and we will close this
hotline case out.

Thank you,

Hotline Division
Office of Inspector General
U.S. General Services Administration

WARNING: This email and any attachments may contain legally privileged or sensitive information.
The information is intended solely for the use of the individual or entity to whom it is addressed. If you
are not the intended recipient, you are hereby notified that any unauthorized use, dissemination,
distribution, or reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender and delete the
message and any attachments.

From: "HL Referral" <- sa.gov>

To: "GSA-OIG Fraudnet" <Eraudnet@gsaig.gov

co [(NONOIGISN s>, HL Workfow Referral” - SII @asagov>

Date: 10/15/2018 10:34 AM
Subject: Update -- Hotline Case H17H00176

Good Morning OIG Team,

Thanks for requesting an update on H17H00176. A follow-up memorandum is
attached.

Sincerely,
HL-Referral Team

Office of Executive Secretariat and Audit Management
U.S. General Services Administration

On Thu, Aug 30, 2018 at 9:48 AM HL Referral _@gsa.gov> wrote:
Good Morning OIG Team,

Thank you for the follow-up question. We'll forward PBS's response as soon as it
is available.

Thanks again,
HL-Referral Team



























the Hotline Office. Our office has no record of receiving a response to this referral.
The original referral is attached for your convenience.

Thank you,

Hotline Division
Office of Inspector General
U.S. General Services Administration

WARNING: This email and any attachments may contain legally privileged or
sensitive information. The information is intended solely for the use of the individual
or entity to whom it is addressed. If you are not the intended recipient, you are
hereby notified that any unauthorized use, dissemination, distribution, or
reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender
and delete the message and any attachments.

From: FraudNet/GSAIG
Date: 09/05/2018 11:53 AM
Subject: Fw: Anonymous Complaint

Good Afternoon,

Thank you for forwarding the below complaint. At this time, GSA OIG will not be
taking any action and we are referring this back to you for whatever action you deem
appropriate. Please advise GSA OIG of the results of the outside third party review.

When notifying us of the results of this matter, please respond to
Fraudnet@gsaig.gov and reference Hotline Complaint Number H18H00193 in the
subject line.

Thank you,

Hotline Division
Office of Inspector General
U.S. General Services Administration

WARNING: This email and any attachments may contain legally privileged or
sensitive information. The information is intended solely for the use of the individual
or entity to whom it is addressed. If you are not the intended recipient, you are
hereby notified that any unauthorized use, dissemination, distribution, or
reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender
and delete the message and any attachments.

From: "Allison Brigati - AD" | @ 0sa.qov>



Cc: -@gsa.gov

Date: 08/23/2018 02:16 PM

Subject: Anonymous Complaint

BOb_ - . . . .

W are in receipt of an anonrrmus conpl aint alleging racismat NCR |
understand the |G s office already received this, but | wanted to
confirmthat fact. | have attached it just in case. W intend to
conduct a nmanagenent inquiry and will bring in a third party from

out si de the agenc?/ to conduct the review. Please let us know if your
office has a problemw th that approach or would rather take the | ead
and have us support your efforts.

Thank you.

Al'lison

2 =









From: FraudNet

Sent By:

To: @gsa.gov

Subject: Follow up on Hotline Case H20H00007 Referral - Response Required
Date: 11/21/2019 09:57 AM

Via Electronic Mail

This is a follow up as our office has no record of receiving a response pertaining to this
referral. The original referral is attached for your convenience.

Thank you,

Hotline Division
Office of Inspector General
U.S. General Services Administration

WARNING: This email and any attachments may contain legally privileged or
sensitive information. The information is intended solely for the use of the individual
or entity to whom it is addressed. If you are not the intended recipient, you are
hereby notified that any unauthorized use, dissemination, distribution, or
reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender
and delete the message and any attachments.

FraudNet---10/10/2019 09:59:08 AM---The General Services Administration, Office

of Inspector General, Fraud Hotline Office received the

From: FraudNet/GSAIG

To: @gsa.gov

Date: 19 09:59 AM

Subject:  Hotline Case H20H00007 Referral - Response Required
Sent by:

The General Services Administration, Office of Inspector General, Fraud
Hotline Office received the attached complaint. We are referring this for
whatever action you deem appropriate.

When notifying us of the disposition of this matter, please respond to Fraudnet@gsaig.gov
and reference Hotline Complaint Number H20H00007 in the subject line. We request that
you provide us with a response no later than November 12, 2019.

Thank you,

Hotline Division
Office of Inspector General
U.S. General Services Administration

WARNING: This email and any attachments may contain legally privileged or
sensitive information. The information is intended solely for the use of the individual
or entity to whom it is addressed. If you are not the intended recipient, you are



hereby notified that any unauthorized use, dissemination, distribution, or
reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender
and delete the message and any attachments.

From: "GSA OIG website" <OIG_PublicAffairs@gsaig.gov>
To: fraudnet@gsaig.gov

Date: 10/09/2019 08:22 AM

Subject:  Hotline form submission from website

Sent by:  OIG_PublicAffairs@gsaig.gov

Submitted on Wednesday, October 9, 2019 - 08:22
Submitted by user: Anonymous

Submitted values are:

How do you wish to be identified? Anonymous source
Email:

Name:

Street Address:

State:

Zip Code:

City:

Describe your complaint by answering the following questions: Who did
it? Include names, addresses, and phone numbers of individuals or GSA
contractors involved.: On the 3rd floor of the Federal Courthouse in
Nashville, Tennessee, there is a Ring Door Bell mounted in the hallway. The
Ring Door Bell contains a camera that is not closed circuit and is accessible
from the internet. The Ring Door Bell through the internet is accessible from
outside the Federal Courthouse by Ring Door Bell customers, local law
enforcement, and others. Please remove this Ring Door Bell from the hallway
or please post signage in the hallway telling all that their image and
conversations are being recorded by an outside party. The Ring Door Bell is a
security threat to Federal workers.

When did it happen? The month of October 2019.

Which GSA program or office was involved? Federal Courthouse in
Nashville, Tennessee,

What did they do that was wrong and how did they do it? Please describe
the behavior or event in as much detail as possible.: See above.

Do you have first hand knowledge of the event? Yes



Where can we obtain evidence of this event? Walk through the 3rd floor of
the Federal Courthouse in Nashville, Tennessee.

Who else knows about the event and how do they know? Unknown.
Please provide us with your telephone number and any special instructions
about contacting you during the day or names and telephone numbers for

anyone else who can corroborate the allegations.: Not Applicable

The results of this submission may be viewed
at: https://www.gsaig.gov/node/4/submission/3108






o S o< -
To: "HL Workflow Referral" <_@gsa.gov>
Cc: _@gsa.gov, Fraudnet@gsaig.gov, "GSA-OIG Fraudnet" <Fraudnet@gsaig.gov>, '-

Date: 05/08/2020 03:09 PM
Subject: Re: Hotline Case H20H00041 Referral - Response Required

Good afternoon,
Attached is the response to Hotline Referral H20H00041.
If you have any questions, please feel free to reach out to us. Thank you.

On Thursday, April 16, 2020 at 2:09:19 PM UTC-4, Fraudnet@gsaig.gov wrote:
The General Services Administration, Office of Inspector General, Fraud Hotline Office received the
attached complaint. We are referring this for whatever action you deem appropriate. | have attached

the IG Audit office review for your convenience.
When notifying us of the disposition of this matter, please respond to Fraudnet@gsaig.gov and

reference Hotline Complaint Number H20H00041 in the subject line. We request that you provide us
with a response no later than May 18, 2020.

Hotline Case H20H00041 Referral - Response Required

FraudNet to: HL-referral 04/16/2020 02:08 PM

) (). (b) (1)(C)
by:

The General Services Administration, Office of Inspector General, Fraud Hotline Office
received the attached complaint. We are referring this for whatever action you deem
appropriate. | have attached the IG Audit office review for your convenience.

When notifying us of the disposition of this matter, please respond to
Fraudnet@gsaig.gov and reference Hotline Complaint Number H20H00041 in the
subject line. We request that you provide us with a response no later than May 18, 2020.

Thank you,

Thank you,

Hotline Division
Office of Inspector General



U.S. General Services Administration

WARNING: This email and any attachments may contain legally privileged or sensitive information.
The information is intended solely for the use of the individual or entity to whom it is addressed. If you
are not the intended recipient, you are hereby notified that any unauthorized use, dissemination,
distribution, or reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender and delete the
message and any attachments.

From: "GSA OIG website" <OIG_PublicAffairs@gsaig.gov
To: fraudnet@gsaig.gov

Date: 02/06/2020 03:48 PM

Subject: Hotline form submission from website

Sent by: OIG_PublicAffairs@gsaig.gov

Submitted on Thursday, February 6, 2020 - 15:48
Submitted by user: Anonymous

Submitted values are:

How do you wish to be identified? No restriction
Email:

Name:

Street Address:

State: District of Columbia

Zip Code:

City:

Describe your complaint by answering the following questions: Who did
it? Include names, addresses, and phone numbers of individuals or GSA
contractors involved.: The three retail spaces at 1800 F Street have been in full
operation for at least the last 5 years. The retail owners are not or have ever paid
any of their electrical or water usage since day one. one of the
M.E.Techs at central office submitted a few procure through out the
years only to have them disapproved. As of today, the issue is still falling on deaf
ears still.

When did it happen? 2015 as each store was completed and during the build-
outs for each store

Which GSA program or office was involved? NCR Potomac Service Center

What did they do that was wrong and how did they do it? Please describe
the behavior or event in as much detail as possible.: The three retail spaces
at 1800 F Street have been in full operation for at least the last 5 years. The retail
owners are not or have ever paid any of their electrical or water usage since day
one. _ one of the M.E.Techs at central office submitted a few



procurement packages through out the years only to have them disapproved. As of
today, the issue is still falling on deaf ears still.

Do you have first hand knowledge of the event?

Where can we obtain evidence of this event? project files and his
emails. _ has emails also _

Who else knows about the event and how do they know? Central Office
Building Management staff

Please provide us with your telephone number and any special
instructions about contacting you during the day or names and telephone
numbers for anyone else who can corroborate the allegations.:

The results of this submission may be viewed at:
https://www.gsaig.gov/node/4/submission/3164

Thank you,

Hotline Division
Office of Inspector General
U.S. General Services Administration

WARNING: This email and any attachments may contain legally privileged or sensitive information.
The information is intended solely for the use of the individual or entity to whom it is addressed. If you
are not the intended recipient, you are hereby notified that any unauthorized use, dissemination,
distribution, or reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender and delete the
message and any attachments.



DocuSign Envelope ID: 394FDCE2-13F3-448C-9EE8-1E621E565A44

National Capital Region

MEMORANDUM FOR
DIRECTOR, INTELLIGENCE DIVISION
OFFICE OF INVESTIGATIONS
OFFICE OF INSPECTOR GENERAL (JlI-1)

THROUGH: DANIEL W. MATHEWS
COMMISSIONER
PUBLIC BUILDINGS SERVICE (P)

FROM: DARREN J. BLUE
REGIONAL COMMISSIONER
PUBLIC BUILDINGS SERVICE (WP)

SUBJECT: OIG Hotline Complaint Number H20H00041

This is in response to the above-referenced hotline complaint, dated, April 16, 2020,
concerning utility payments from retail vendors located at 1800 F Street. The retail
vendors are Greenberry’s, California Tortilla, and Which Wich, and the utility payments
are for electricity and water.

The retail vendors have been operational since 2015, and are responsible for utility
reimbursement. Sub-meters for electricity and water were installed incorrectly. The GSA
Building Manager's staff, located at 1800 F Street, entered procurement requests (PR)
for new electric sub-meters and modifications for the water sub-meters on October 28,
2019. The PRs are funded and pending contract award. PBS/NCR is currently
anticipating that the electric and water sub-meters for all locations will be functional by
August 2020.

The senior lease contracting officer (LCO) has engaged in negotiations with
representatives from Greenberry’s, California Tortilla and Which Wich for
reimbursement of electric and water usage. Since actuals were not available, usage
estimates were negotiated using a combination of Government derived estimates and
vendor franchise comparables. The LCO negotiated a lump sum payment for fiscal year
(FY) 2019, and the same monthly estimates for FY 2020, until the sub-meters are
available for actual readings and billing. As part of this settlement, the LCO relieved the
three retail vendors from utility usage payments for prior years from FY 2016 through

FY 2018, since sub-meters were not operational. GSA is currently tracking non-payment
for estimated monthly utility usage.

U.S. General Services Administration
1800 F Street, NW
Washington, DC 20405-0002






From:

To: HL Workflow Referral

Cc: @gsa.gov; Fraudnet@gsaig.gov;

Subject: Re: Hotline Case H20H00058 Referral - Response Required
Date: 04/16/2020 11:31 AM

Attachments: H20H00058-AirQuality450GG.Draft Response.pdf

Good Morning,

Attached is the response to Hotline Referral H20HO0058. Please let us know if you
have any questions. Thank you, and be safe.

On Wednesday, March 11, 2020 at 11:34:01 AM UTC-4, Fraudnet@gsaig.gov wrote:
The General Services Administration, Office of Inspector General, Fraud Hotline Office received the
attached complaint. We are referring this for whatever action you deem appropriate.

When notifying us of the disposition of this matter, please respond to Fraudnet@gsaig.gov and
reference Hotline Complaint Number H20H0O0058 in the subject line. We request that you provide us
with a response no later than April 13, 2020.

Thank you,

Hotline Division
Office of Inspector General
U.S. General Services Administration

WARNING: This email and any attachments may contain legally privileged or sensitive information.
The information is intended solely for the use of the individual or entity to whom it is addressed. If you
are not the intended recipient, you are hereby notified that any unauthorized use, dissemination,
distribution, or reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender and delete the
message and any attachments.

From: "GSA OIG website" <QIG_PublicAffairs@gsaig.gov:
To: fraudnet@gsaig.gov

Date: 03/09/2020 07:29 PM

Subject: Hotline form submission from website

Sent by: OIG_PublicAffairs@gsaig.gov

Submitted on Monday, March 9, 2020 - 19:29
Submitted by user: Anonymous

Submitted values are:

How do you wish to be identified? Anonymous source
Email:

Name:

Street Address:



State:
Zip Code:
City:

Describe your complaint by answering the following questions: Who did
it? Include names, addresses, and phone numbers of individuals or GSA
contractors involved.:

When did it happen? From June 2019 through March 2020

Which GSA program or office was involved? Phillip Burton Federal Building
GSA Facilities and Building Management

What did they do that was wrong and how did they do it? Please describe
the behavior or event in as much detail as possible.: Multiple employees on
the 12th, 13th, and 14th floor have reported poor air quality to building
management at 450 Golden Gate Ave, but they are refusing to test the air. Multiple
people are facing significant health challenges as a result of the poor air quality.
Building maintenance has come up and performed cursory visual examinations of
the ducts, but have not tested the air, despite numerous complaints and requests
to do so.

Do you have first hand knowledge of the event? Yes

Where can we obtain evidence of this event? Records should show multiple
air quality complaints sent to building management at 450 Golden Gate Ave (Phillip
Burton Federal Building) in San Francisco.

Who else knows about the event and how do they know? Employees on the
12th,13th, and 14th floors facing medical issues

Please provide us with your telephone number and any special
instructions about contacting you during the day or names and telephone
numbers for anyone else who can corroborate the allegations.:

The results of this submission may be viewed at:
https://www.gsaig.gov/node/4/submission/3180












WARNING: This email and any attachments may contain legally privileged or
sensitive information. The information is intended solely for the use of the individual
or entity to whom it is addressed. If you are not the intended recipient, you are
hereby notified that any unauthorized use, dissemination, distribution, or
reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender
and delete the message and any attachments.

Rolando N. Goco---03/26/2020 11:10:09 AM---Brian, This is yours.

From: Rolando N. Goco/JA/CO/GSAIG

To: Brian J. Gibson/JA/CO/GSAIG@GSAIG

Cc: Barbara E. Bouldin/JA/CO/GSAIG@GSAIG, -
/JA/CO/GSAIG@GSAIG
. 03/26/2020 11:10 AM

Subject:  Fw: GSA OIG Hotline Referral - H20H00065

Brian,

This is yours.

Nick

WARNING: This email and any attachments may contain legally privileged or
sensitive information. The information is intended solely for the use of the individual
or entity to whom it is addressed. If you are not the intended recipient, you are
hereby notified that any unauthorized use, dissemination, distribution, or
reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender
and delete the message and any attachments.

From: FraudNet/GSAIG

To: Rolando N. Goco/JA/CO/GSAIG@QGSAIG

Cc: Brian J. Gibson/JA/CO/GSAIG@GSAIG, Barbara E.
Bouldin/JA/CO/GSAIG@GSAIG, /JA/CO/GSAIG@GSAIG
Date: 03/26/2020 11:03 AM _

Subject:  GSA OIG Hotline Referral - H20H00065

Sent by:

Hi Nick,
Please review the following complaint that is being referred to your office for review.

When responding to us of your decision reference case number H20HO0065, please
respond via FraudNet no later than Monday, April 27, 2020.



Thank you,

Hotline Division
Office of Inspector General
U.S. General Services Administration

WARNING: This email and any attachments may contain legally privileged or
sensitive information. The information is intended solely for the use of the individual
or entity to whom it is addressed. If you are not the intended recipient, you are
hereby notified that any unauthorized use, dissemination, distribution, or
reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender
and delete the message and any attachments.

From: "GSA OIG website" <OIG_PublicAffairs@gsaig.gov>
To: fraudnet@gsaig.gov

Date: 03/25/2020 10:41 AM

Subject:  Hotline form submission from website

Sent by:  OIG_PublicAffairs@gsaig.gov

Submitted on Wednesday, March 25, 2020 - 10:41
Submitted by user: Anonymous

Submitted values are;

How do you wish to beidentified? Anonymous source
Email:

Name:

Street Address:

State:

Zip Code:

City:

Describe your complaint by answering the following questions: Who did
it? Include names, addresses, and phone numbers of individuals or GSA
contractorsinvolved.: | would like to have an audit open up on the NCR,
PBS, Office of Acquisitions to audit the recent FY realignment of the
organization. It ismy opinion that there has been a mismanagement of
resources relating to recruitment and placement of new and existing employees
in the realignment. Resources are not being shared across the organization
when needed and there are not an adequate amount of Contracting Officers
assigned to divisions where there is a greater need. There are also Contracting
Officersthat are carrying an extremely heavy and unrealistic workload and not
only are these employees Contracting Officers, but they are also managers and
have the responsibility of managing their assigned branches which may consist
of the overseeing of other Contracting Officers and contract specialist while



carry their own workload. Some of these employees have open active contracts
which consist of over two hundred or more contracts to their names. That is an
unrealistic workload to manage and it leads to the question as to whether or not
this practice of doing more with less when it comes to Contracting Officers
servicing the Government is appropriate. | feel that it is not only putting the
Government at risk, but the federal employee wellbeing at risk as well.

When did it happen? The realignment has been in the making for along time
now with the timeframe of 2017 to the present to have the organization
realigned. With the change of various Directors over the organization over the
past few years, one was permanently put in place and hired in September of
2018. The new director in October revised and aligned the current organization
asit istoday. Employees thought that it would bring some type of relief,
especially for the individuals who had the fewer amounts of people supporting
their teams, but contrary to the belief it did not. Currently there are recruitment
opportunities that are still going on, but they are still being placed in the
divisions that are heavily loaded with employees, but do not possess a heavy
workload to support the need. Some of these recruits al'so have been placed in
non-acquisitions teams such as training and policy teams, but not procurements.

Which GSA program or office wasinvolved? NCR, PBS, Office of
Acquisitions.

What did they do that waswrong and how did they do it? Please describe
the behavior or event in as much detail as possible.: The issues with the
resources was addressed to the Director and othersin upper management, but
there was not resolve and issues were ignored and passed off.

Do you havefirst hand knowledge of the event? Yes

Wher e can we obtain evidence of thisevent? Access can be requested by
tracking tools and google docs if needed.

Who else knows about the event and how do they know? Other Contracting
Officers within the organization.

Please provide uswith your telephone number and any special instructions
about contacting you during the day or names and telephone number s for
anyone else who can corrobor ate the allegations.:

The results of this submission may be viewed
at: https://www.gsaig.gov/node/4/submission/3186

































From: FraudNet

Sent By: )6, ©) (1)C)
To: HL-referral@gsa.gov

Bcc:

Subject: Hotline Case H20H00088 Referral - FYI
Date: 05/08/2020 03:12 PM

Via Electronic Mail

The General Services Administration (GSA) Office of Inspector General (OIG) Fraud
Hotline Office received the following complaint. We are referring this matter to you
for your review and whatever action you deem appropriate. A response to us is not
necessary.

Thank you,

Hotline Division
Office of Inspector General
U.S. General Services Administration

WARNING: This email and any attachments may contain legally privileged or
sensitive information. The information is intended solely for the use of the individual
or entity to whom it is addressed. If you are not the intended recipient, you are
hereby notified that any unauthorized use, dissemination, distribution, or
reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender
and delete the message and any attachments.

From: "GSA OIG website" <OIG_PublicAffairs@gsaig.gov=>
To: fraudnet@gsaig.gov

Date:  05/01/2020 08:26 PM

Subject:  Hotline form submission from website

Sent by:  OIG_PublicAffairs@gsaig.gov

Submitted on Friday, May 1, 2020 - 20:26
Submitted by user: Anonymous

Submitted values are;

How do you wish to be identified? No restriction
Email:

Name:

Street Address:

State:

Zip Code:

City:

Describe your complaint by answering the following questions: Who did it? Include



names, addr esses, and phone number s of individuals or GSA contractorsinvolved.: | am
aU.S. public citizen who visits various state and federal government websites for aresearch. |
was recently on the government of American Samoa website www.americansamoa.gov and
found some oddities that compelled me to look to see if they were compliant with U.S. federal
policy. In my research | found that GSA is responsible for ensuring compliance with policies
of standards for .gov top-level domain websites. | have found afew irregularities throughout
the www.americansamoa.gov website structure. 1. The mixed use of various email servers
(e.g., both official .gov email servers and third-party commercial webmail servers, such as

Y ahoo! Mail and gmail (Google) are listed as email links for contact with various government
officias (presumably for conduct of official government business). e.g.
www.americansamoa.gov office-of-the-governor multiple examples are present on the page. 2.
The site background is not consistent between pages. The color palette and font used on some
pages is also distracting or difficult to read. While | appreciate the cultural ties that may be
present in some of the themesit is distracting and inconsistent, and probably would be even
more so for someone who is visually impaired. (See also www.americansamoa.gov Visitors).
3. The website contains links at the bottom of the webpage for wix.com (though this may be
accidental). While it appears that third-party devel opers may be responsible for the creation
and maintenance of a.gov registered domain, it seems somewhat unintuitive to me that there
should be any sign that athird party was involved with the website. Several documents with
links on the website (presumably which are taken to be official government publications) are
hosted on athird-party server (filesusr.com). 4. Points 1 and 3 seem to violate at |east the spirit
of prohibition on certain types of content which may be viewed as endorsements (even if not
explicitly stated as such) home.dotgov.gov registration requirements #general-requirements

When did it happen? | located the information May 1, 2020.

Which GSA program or office wasinvolved? GSA Office of Government-wide Policy,
Office of Information Access and Integrity, Dotgov Domain Management program

What did they do that was wrong and how did they do it? Please describe the behavior
or event in asmuch detail as possible.: The website is not compliant with the standards
detailed in home.dotgov.gov registration requirements #general-requirements Though | do not
have any evidence to suggest any wrongdoing by anyone, the website is nonethel ess
cumbersome and confusing to use and warrants being properly updated for compliance and
usability.

Do you havefirst hand knowledge of the event? No
Wher e can we obtain evidence of thisevent? visit websites listed
Who else knows about the event and how do they know? visit website listed

Please provide uswith your telephone number and any special instructions about
contacting you during the day or names and telephone numbersfor anyone else who can
corroborate the allegations.: There is no need to contact
me but if you feel that any additional input would be helpful for you please give meacall. As
| said | have no reason to suspect any wrongdoing but | was unsure where else to report these
discrepancies.

Theresults of this submission may be viewed



at: https.//www.gsaig.gov/node/4/submission/3199






WARNING: This email and any attachments may contain legally
privileged or sensitive information. The information is intended solely
for the use of the individual or entity to whom it is addressed. If you
are not the intended recipient, you are hereby notified that any
unauthorized use, dissemination, distribution, or reproduction, or taking
any action in reliance on the contents of this transmission, is strictly
prohibited. If you received this transmission in error, please notify the
sender and delete the message and any attachments.

From: "GSA OIG website" <OIG_PublicAffairs@gsaig.gov>
To: fraudnet@gsaig.gov

Date: 05/17/2020 07:23 AM

Subject:  Hotline form submission from website

Sent by:  OIG_PublicAffairs@gsaig.gov

Submitted on Sunday, May 17, 2020 - 07:24
Submitted by user: Anonymous

Submitted values are;

How do you wish to be identified? Anonymous source
Email:

Name:

Street Address:

State: New York

Zip Code:

City:

Describe your complaint by answering the following questions: Who did
it? Include names, addresses, and phone number s of individuals or GSA
contractorsinvolved.: GSA is not effectively managing Operations and
Maintenance Service Contracts in Manhattan and New Jersey. Monthly Quality
control inspections by CORs are not being performed, Contracting Officers are
not enforcing deductions for work not performed, PM records are not accurate,
Field offices are not hold contractors responsible for equipment failures,
inventories are not including all equipment, Operations and Maintenance
contractors put GSA inspectors out of buildings, and PM guides are not being
followed.

When did it happen? Ongoing Problems

Which GSA program or office wasinvolved? PBS Field Offices and
Contracting Sections

What did they do that waswrong and how did they do it? Please describe
the behavior or event in as much detail as possible.: GSA is not effectively
managing Operations and Maintenance Service Contracts in Manhattan and



New Jersey. Monthly Quality control inspections by CORs are not being
performed, Contracting Officers are not enforcing deductions for work not
performed, PM records are not accurate, Field offices are not hold contractors
responsible for equipment failures, inventories are not including all equipment,
Operations and Maintenance contractors put GSA inspectors out of buildings,
and PM guides are not being followed. Major repairs are not inspected prior to
final payment. Contractors submit bills without a final inspection. Even though
GSA Form 220 days otherwise.

Do you havefirst hand knowledge of the event? Yes

Wher e can we obtain evidence of thisevent? Any GSA Field office or
Building Management Office

Who else knows about the event and how do they know? Most People who
deal with service contracts. These are ongoing issues.

Please provide uswith your telephone number and any special instructions
about contacting you during the day or names and telephone numbersfor
anyone else who can corrobor ate the allegations.:

Theresults of this submission may be viewed
at: https://www.gsaig.gov/node/4/submission/3208



From:
To: FraudNet

Cc: Brian J. Gibson
Subject: GSA OIG Hotline Referral - H20H00093
Date: 06/17/2020 12:11 PM

Good morning.

We have decided to assess the validity of this hotline complaint. We will begin work
on it shortly. Thank you. If there is any additional information that was provided,
such as potential contact info, please forward to us. Thank you.

Best regards,

Mu It Manager

U.S. General Services Administration
Office of the Inspector General
Northeast and Caribbean Region Audit Office

WARNING: This email and any attachments may contain legally privileged or
sensitive information. The information is intended solely for the use of the individual
or entity to whom it is addressed. If you are not the intended recipient, you are
hereby notified that any unauthorized use, dissemination, distribution, or
reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender
and delete the message and any attachments.









WARNING: This email and any attachments may contain legally privileged or
sensitive information. The information is intended solely for the use of the individual
or entity to whom it is addressed. If you are not the intended recipient, you are
hereby notified that any unauthorized use, dissemination, distribution, or
reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender
and delete the message and any attachments.

From: FraudNet/GSAIG
To: Rolando N. Goco/JA/CO/GSAIG@GSAIG

Cc: Barbara E. Bouldin/JA/CO/GSAIG@GSAIG, Brian J.
Gibson/JA/CO/GSAIG@GSAIG, /JA/CO/GSAIG@GSAIG
Date: 11/20/2020 03:49 PM

Subject:  GSA Olg Hotline Referral - H21H00010

Hi Nick,
Please review the following complaint that is being referred to your office for review.

When responding to us of your decision reference case number H21H00010, please
respond via FraudNet no later than Monday, December 21, 2020.

Thank you,

Hotline Division
Office of Inspector General
U.S. General Services Administration

WARNING: This email and any attachments may contain legally privileged or
sensitive information. The information is intended solely for the use of the individual
or entity to whom it is addressed. If you are not the intended recipient, you are
hereby notified that any unauthorized use, dissemination, distribution, or
reproduction, or taking any action in reliance on the contents of this transmission, is
strictly prohibited. If you received this transmission in error, please notify the sender
and delete the message and any attachments.

From:

To: "fraudnet@gsaig.gov" <fraudnet@gsaig.gov>
Date: 11/13/2020 11:20 AM

Subject:  Follow-up on complaint filed via hotline form

**CONFIDENTIAL**

GSA OIG-



I am following up on a compliant | attempted to file (confidentially) via the hotline
form on Monday 11/9 and on a voicemail | left this morning regarding the same. At
the end of hotline form process, the website indicated that the submission was
successfully received, but also said “an email could not be sent.” In the event the
complaint was not received properly through the web portal, | wanted to submit the
information provided again hereto.

The complaint filed revolves around GSA’s Public Building Service (Region
11/Washington, DC) potentially requesting an abnormally long extension term of 7-
years from an incumbent Lessor in relation to the FEMA Headquarters leases
currently located at 500 and 400 C Streets, SW. A 7-year extension would be highly
irregular and inconsistent with GSA standard practice, which typically limits interim
extensions to 3-4 years even in special situations. Additionally, a 7-year extension
would go well beyond the intent of interim leasing authority provided in the
Congressionally authorized prospectus, which is intended solely to “bridge the gap”
between an existing lease and the new 20-year approved lease action provided for in
the prospectus. Offering a 7-year extension to the incumbent Lessor gives the
incumbent a distinct advantage in any future procurement action, likely results in
reduced competition for the long term lease action and unnecessarily increases the
cost to the Government.

Attached to this email you will find a summary paper (containing the same
information submitted along with the complaint filed via the hotline) providing more
detailed information on the complaint.

| named Darren Blue (Regional Commissioner/PBS) in the complaint as the party

responsible — as ] oversees this department. | further noted that [N
(Lease Contracting Officer) should also know about the issue.

While | am submitting this complaint again here via email, | do ask that it remain
confidential. | am happy to discuss the complaint further and provide additional
information with GSA OIG at your request.

Please confirm receipt and advise as to a time you would like to discuss as necessary.
Sincerely,

[attachment "FEMA Lease Extension -OIG Complaint Summary.docx" deleted by

NS - #/C0/GSAIG)



FEMA Headquarters Lease Extension Talking Points

Background

e The existing leases for the FEMA Headquarters facility at 500 and 400 C Street expire in August
2020 and January 2021, respectively. As these FEMA leases expire, GSA will need to extend the
current leases to allow a full and open lease procurement and support the existing tenancy
during the process.

e On October 20, 2020, GSA issued a Sources Sought Notification (Notice ID 9DC2719) seeking
expressions of interest from sources of office and related space for up to 587,000 rentable
square feet of space to accommodate the FEMA headquarters facility requirement. The
notice requested evidence that the offered space can be delivered with tenant
improvements completed no later than January 2027.

. —
Extending the existing FEMA leases through January 2027 (with firm term extensions of 6-7 years) is
highly irregular and inconsistent with GSA standard practice

e GSA’s standard practice is to limit the length of a firm term lease extensions to no more than
two years.

o  GSA will consider longer extensions between 3-4 years depending on the specifics of the
tenancy and the project schedule.

e Itis extremely uncommon for GSA to do firm term lease extensions beyond four years, and a
seven-year extension is unheard of.

The proposed lease extension through January 2027 is unwarranted and does not reflect the realities
of the current and planned market inventory available to meet the FEMA lease requirement

e There are a number planned and existing developments in the marketplace that could
accommodate the agency tenancy by 2024-25, which is far earlier than the January 2027 timeline
that GSA is considering.

e Itisimportant to understand the spirit and intent of the interim leasing authority in the
Congressionally authorized lease prospectus for the FEMA headquarters. “GSA will execute such
interim leasing actions as are necessary to ensure continued housing of the tenant agency prior to
the effective date of the new lease. It is in the best interest of the Government to avert the financial
risk of holdover tenancy.” The intent of this interim leasing authority is to bridge the gap between
the expiration of the existing lease and the commencement of the new lease for a minimal period to
avoid any disruption to the existing tenancy.

e By extending the firm term of the existing lease through January 2027, GSA is doing more than
bridging the gap to avoid disruption to the existing FEMA tenancy.

By extending the existing lease through January 2027, GSA is providing an economic and competitive
advantage to the incumbent lessor.



Such an abnormally lengthy lease extension gives a competitive advantage to the incumbent in any
future procurement because they will not have to “hold their offered terms” as long as they will be
getting rent in the interim. In contrast, other interested developers would be forced to wait two
additional years without rental income in order to compete for the FEMA procurement.

A lease extension through January 2027 also runs the risk of reducing the competitive set as
currently available properties may no longer be available down the road and the rising cost of
construction, increased carry costs, etc. could drive new buildings to price above Prospectus cap and
be non-responsive.

GSA has long recognized that the government pays a rental premium (as much as 20 percent) during
the lease extension period. If GSA were to artificially extend the firm term of the existing FEMA
lease extension by 24-36 months, the government could be wasting several million dollars on a lease
extension premium that is not warranted by the agency tenancy or lease procurement schedule and
does nothing more than provide an economic windfall to the incumbent landlord.

There are better more equitable and more effective options that GSA should consider

Schedule risk is often a potential issue for large lease procurements like the FEMA headquarters
facility. If GSA is looking to mitigate the potential schedule risk for the follow-on lease procurement,
there are more equitable and effective methods of managing schedule risk instead of providing a
seven-year firm term extension.

Given the number of options in the market that can deliver a leased facility within 4-5 years, GSA
should set the extension term based on that timeline. To mitigate the uncertainty and risk of
potential schedule overruns, GSA can also include renewal options in the lease extension agreement
that could be exercised at a later date in the event of significant schedule delays. But GSA should
not approach the FEMA lease procurement by automatically assuming that the schedule will slip.

By calibrating the lease extension to the actual time required to accommodate the FEMA
headquarters project, GSA can avoid disruption to the FEMA tenancy, ensure a fair and open lease
procurement, and save millions of dollars in unnecessary lease expense.












-FOR OFFICIAL-USE-ONEY-

On December 20, 2017, SEK, its owner Edna Denis Naim, and Executive Vice President Kahlil
Naim (K. Naim) agreed to pay the government $140,000 plus interest to resolve government
claims that SEK and the Naims violated laws related to bidding for and receiving certain set-
aside contracts for which Karda was not eligible because of its affiliation with ADS and because
competition on those contracts had been restricted to qualified small businesses.

On March 16, 2018, MJL and its owner, Marty Hierholzer, agreed to pay the government
$400,000 plus interest to resolve government claims that MJL and Hierholzer violated laws
related to bidding for and receiving certain set-aside contracts for which MJL was not eligible
because of its affiliation with ADS and because competition on those contracts had been
restricted to qualified small businesses.

On May 24, 2018, Naim pleaded guilty to one count of aiding and abetting a false statement.
On June 22, 2018, the Department of the Navy (Navy) Suspending and Debarring Official (SDO)
suspended SEK, the Naims, and SEK’s Executive Vice President Ronald Villanueva from
government contracting.

On June 28, 2019, Charles Salle, former general counsel and chief legal officer of ADS, agreed to
pay the government $225,000 plus interest to resolve government claims that he (among
others) caused ADS to falsely represent that it qualified as a small business concern when ADS
was allegedly not qualified as such, including due to alleged affiliation with a number of
commonly controlled companies. Salle (among others) allegedly caused ADS to have bid on,
received, and submitted claims for payment under its contracts when ADS allegedly was not
eligible because competition on those contracts had been restricted to qualified small
businesses.

On August 2, 2018, Caragan pleaded guilty to one count of making a false statement to the
Small Business Administration. On August 21, 2018, the Navy SDO suspended Karda and
Caragan from government contracting.

On August 5, 2019, Luke Hillier, owner and chairman of ADS, agreed to pay the government $20
million plus interest to resolve government claims that Hillier (among others) caused ADS to
falsely represent that it qualified as a small business concern when ADS was allegedly not
qualified as such, including due to alleged affiliation with a number of commonly controlled
companies. Hillier (among others) allegedly caused ADS to have bid on, received, and
submitted claims for payment under small business set-aside contracts when ADS allegedly was
not eligible because competition on those contracts had been restricted to qualified small
businesses.

On January 9, 2019, Villanueva was indicted for conspiracy to defraud the United States,
falsification of records, and aiding and abetting false written statements for his alleged conduct
related to SEK Solutions, LLC and Karda Systems, LLC. On March 19, 2019, Villanueva pleaded
guilty to conspiracy to defraud the United States. On July 2, 2019, Villanueva was sentenced to
30 months’ confinement, three years’ supervised release, and ordered to pay $524,533 in
restitution. On October 16, 2019, the Navy SDO debarred Villanueva for six years from the date
of Villanueva’s suspension.

—~FOR-OFFICIAL USE ONLY-



-FOR OFFICIAL-USE-ONLY-

On July 11, 2019, Samuel Caragan, nominal owner of Karda Systems, was sentenced to six
months’ home confinement, followed by three and a half years of probation, and was
ordered to pay $242,035 in restitution for his role in the conspiracy. On December 3, 2019,
the Navy SDO debarred Karda and Caragan for 18 months from the date of Karda’s and
Caragan’s suspension.

On July 12, 2019, K. Naim, executive vice president of SEK Solutions, was sentenced to one
month of incarceration and ordered to pay $479,641 in restitution. On October 10, 2019,

the Navy SDO debarred SEK and the Naims for four years from the date of SEK’s and the
Naims’ suspension.

This matter does not require any further investigation or action.
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U.S. GENERAL SERVICES ADMINISTRATION
Office of Inspector General

April 16, 2020

MEMORANDUM TO THE FILE

SPECIAL AGENT IN CHARGE, JI-W

SUBJECT: CLOSING MEMO
Re: 116W00035
BBG National Control Center (Cohen Bldg) - Possible
Bribery/Procurement Fraud

This memorandum presents the findings of the investigation. No further actions or referrals are
necessary to close this matter.

On March 14, 2016, the General Services Administration (GSA) Office of Inspector General
(01G), Office of Investigations, National Capital Region, was informed by Department of State
(DOS) OIG that they had received an anonymous complaint alleging that Hanson Professional
Services, Inc. (Hanson), an architectural and engineering (A&E) contractor at the Broadcasting
Board of Governors (BBG) Headquarters in Washington, D.C., had performed inadequate work
on a renovation project located at the BBG Network Control Center. (Attachment 1)

Additionally, it was alleged that BBG employee i ISIDINES 2 d DI had received

gifts and favors from Hanson in exchange for the promise of future A&E work with the BBG.

On May 31, 2016, this investigation was presented to Assistant U.S. Attorney IR of the
U.S. Attorney’s Office for the Eastern District of Virginia and was declined for prosecution in lieu
of administrative action.

On December 12, 2016, DOS OIG submitted a Report of Investigation (ROI) to BBG Leadership
indicating the following: (Attachment 2)

1. il instructed Hanson to order supplies outside the scope of Hanson’s contracts with
BBG and to have the supplies delivered to jjjf|f personal residence and then approved
invoices requesting payment for the out-of-scope supplies.

2. DIONOIIS supervisor at the time, was aware of the |jjjiij conduct.
3. Among the items ordered were two laptops, which il and il each converted to

their personal use, knowing both laptops were paid for with government funds.

409 3" Street SW, Washington, DC 20024
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4. At reauest, Hanson staff purchased and provided il and [ with safety
equipment, among other items, for which Hanson did not seek or receive
reimbursement. In accepting these items, |jjilij and IRl 2ccepted gifts or gratuities
from the contractor. In addition, Hanson’s staff provided |JINEEER With job references
and pay-for subscription engineering periodicals.

On April 28, 2017, BBG provided a response to DOS OIG’s ROl indicating they would take the
following response: (Attachment 3)

1. BBG’s Office of Human Resources, Labor and Employee Relations Division recommended
removing [Jiill from Federal Service.

2. The Office of Contracts planned to remove |Jjjli] from BBG’s list of certified and
eligible Contracting Officer’s Representatives (COR) and to terminate any COR

designation for [N

3. il serarated from BBG and the agency was unable to take administrative action with
respect to il

4. Office of Contracts would attempt to recover from Hanson the value of all out-of-scope
equipment for which Hanson billed BBG (Approximately $33,960.00).

5. The Office of Contracts would note the issues with Hanson’s conduct in its Contractor
Performance Assessment Report (CPARS) and intend to take Hanson’s actions into
account regarding their past performance responsibility if Hanson sought future
business with the BBG.

6. With respect to suspension or debarment, the Office of Contracts would refer the
matter to the Interagency Suspension and Debarment Committee for lead agency
coordination in case another agency considered suspending or debarring Hanson. BBG's
Senior Procurement Executive decided not to pursue suspension or debarment.

On November 19, 2018, iR sisned a Settlement Agreement, Waiver, and Release
(Agreement) indicating that |l would not be removed from federal employment and
would serve a 30 calendar days suspension. The agreement stipulated that the signature
acknowledgement of the agreement itself should not be construed as an admission.

DOS OIG indicated that, because BBG is a separate entity from DOS, they would not track the
remittance of monies owed to BBG by Hanson.

No GSA employees were involved in the matter. GSA had delegated contracting authority to
BBG for modifications within the BBG Network Control Center and no GSA monies were utilized

in the fulfillment of their contracts.

This matter does not require any further investigation or action.
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Three government desktop computers in the boiler control room were seized by GSA OIG
Digital Crimes Forensics Unit (DCFU) during the search of HOTD on December 14, 2017. The
computers are used by all boiler control room employees. On March 26, 2019, DCFU provided
its analysis of the computers from the HOTD boiler control room.

Because the computers in question were shared computers, in an open workspace where users
are not physically in front of the computers for the duration of their logins, we were unable to
definitively attribute pornography access to any one user. JI-W leadership discussed the matter
with PBS Regional Commissioner Darren Blue. Blue stated he would take action, to include
further education of HOTD employees, on the proper usage of GSA computer systems.pers

This matter is closed.
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The GSA Suspension and Debarment official issued a notice of debarment to Ng effective on
September 3, 2020.

This matter does not require any further investigation or action.
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WARNING!

THE REPORT SHOULD BE SAFEGUARDED TO PREVENT IMPROPER
DISCLOSURE AT ALL TIMES. THE INFORMATION CONTAINED IN THIS
REPORT IS GOVERNED BY THE PRIVACY ACT, AND ANY DISCLOSURE
MUST BE IN ACCORDANCE WITH THAT ACT. PERSONS DISCLOSING THIS
INFORMATION PUBLICLY OR TO OTHERS NOT HAVING AN OFFICIAL
NEED TO KNOW ARE SUBJECT TO POSSIBLE ADMINISTRATIVE, CIVIL,
AND CRIMINAL PENALTIES.

AGENCY OFFICIALS WHO RECEIVE REQUESTS FOR THE REPORT FROM
THE PUBLIC SHOULD REFER THE REQUESTOR TO THE OFFICE OF
INSPECTOR GENERAL, OFFICE OF COUNSEL — FREEDOM OF
INFORMATION ACT OFFICER.



BASIS FOR INVESTIGATION

On May 24, 2019, a GSA employee discovered sexually explicit material on a GSA shared drive
associated with GSA Enterprise user_, a Financial Management Analyst with the
Office of the Chief Financial Officer (OCFO) 1800 F Street, Washington, D.C. The employee
reported the matter to their supervisors and the GSA Information Technology (IT) Service Desk.
The GSA IT Incident Response Team retrieved- browser search history and discovered
search queries related to child pornography. The Incident Response Team then referred the matter
to GSA OIG.

POTENTIALLY APPLICABLE STANDARDS

5 C.F.R § 2635.704: Use of Government Property:

“(a) Standard. An employee has a duty to protect and conserve Government property and shall not
use such property, or allow its use, for other than authorized purposes.

HRM 9751.1 — SUBJECT: Maintaining Discipline — Appendix A

Table 2 - Penalty Guide Violations:
#1. Unauthorized use of Government property.
#8. Misconduct whether or not in violation of a criminal statue, which impairs job
performance or trustworthiness of the employee or otherwise affects the ability of a part of
GSA to perform its mission.

ClO 2104.1A CHGE 1, dated May 3, 2016. Paragraph 9 — IT General Rules of Behavior, Category —
“Prohibited usage”

(2) Never convey any material that is sexually explicit, offensive, abusive, discriminatory or
objectionable or browse sexually explicit or hate-based web sites.

GSA Order 7800.11A ADM — SUBJECT: Personal Use of Agency Office Equipment

Paragraph (4)g — Policy
While the occasional use of agency office equipment in moderation is acceptable, uses not
conforming with this order are strictly prohibited. Also, employees are expected to conduct
themselves professionally in the workplace and to refrain from using agency office
equipment for activities that are inappropriate or offensive to co-workers or the public,
such as the use of sexually explicit materials or materials or remarks that ridicule others on
the basis of race, creed, religion, color, sex, handicap, national origin or sexual orientation.

SUMMARY
The investigation determined:
1)- stored a sexually explicit image on the GSA network shared drive.

2) - used .hgovernment—issued laptop to query the Internet using terms associated
with child pornography.



3) On multiple occasions- used. government-issued laptop to search for and visit a
known pedophilia virtual chat forum.

The conduct identified above violates 5.C.F.R § 2635.704: Use of Government Property; GSA Order
CIO 2104.1A CHGE 1, IT General Rules of Behavior; and GSA Order 7800.11A ADM Personal Use of
Agency Office Equipment, and GSA Order HRM 9751.1, Table 2 Penalty Guide #1, Unauthorized use
of Government property. Additionally, Bauer’s conduct may have violated GSA Order HRM 9751.1,
Penalty Guide Table 2, #8, Misconduct whether or not in violation of a criminal statute.

PROSECUTORIAL CONSIDERATION

This matter was declined for prosecution by the U.S. Attorney’s Office for the District of South
Carolina.

DETAILS OF INVESTIGATION

is a Financial Management Analyst, assigned to the Office of the Chief Financial
Officer (OCFO) at the Central Office in Washington, D.C. is a virtual employee who works
from. residence in Mount Pleasant, South Carolina. first and second line supervisors are
assigned to Region 3, Financial Services Division. is employed at the GS-13 grade level
(Exhibit A).

On or about May 22, 2019, a GSA OCFO employee identified a sexually explicit image of an adult on

the GSA shared network drive
” The employee immediately reported the

discovery to Region 3 leadership and then contacted the GSA IT Service Desk to report the
unauthorized material. IT generated incident ticket_ (Exhibit B).

The GSA Office of the Chief of Information Security Officer (OCISO) received the report from IT and
generated incident report_ (Exhibit C).

The GSA IT Enterprise Server, Storage, Identity Management Division received the incident ticket
_. In response, GSA IT obtained screen captures of a single sexually explicit image of an
adult, which was the image the OCFO employee reported (Exhibit D). The image properties were
archived for further analysis (Exhibit E). The image properties revealed that on July 12, 2018,

EDIEHEIES - - the file, titled “2805478_200x150.jpg,” to the network drive.

An OCISO Incident Response team analyst obtained- browser history in an effort to locate
the web browser occurrence to determine if the image had been downloaded. The analyst was
unable to identify the origin of the sexually explicit image. The analyst captured browser
history from March 9, 2017 through May 23, 2019, which revealed that- used '
government-issued Dell Latitude E7450 laptop to query the Internet for terms associated with child
pornography on January 11, March 23, March 24, April 6, and July 24, 2018. Following the
discovery of the above material, OCISO performed an out-of-cycle equipment exchange and
coordinated with- to retrieve. government-issued laptop and replace it with a new one.




OCIsO sent- government issued laptop to the GSA OIG Digital Crimes and Forensics Unit
(DCFU) for analysis. DCFU received the laptop on May 30, 2019.

The DCFU conducted a complete analysis of- GSA laptop, described as a Dell Latitude E7450
laptop with Service Tag#: - The analysis confirmed that- conducted various
searches on March 23, 2018, including searches for “young love,” “baby vaginal,” “baby anus,” and
"how to find child porn."- combined the term “young love” with the term “8Chan.”! On July
24, 2018,- visited the URL “https://8ch.net/younglove/index.html” approximately 263 times
(Exhibit F). In addition,- used the Bing Internet browser to search “young love 8chan”, “young
love 8ch”, and “young love 8chanb”an additional 32 times between January and March, 2018. The
URL “https://8ch.net/younglove/” is a virtual discussion forum where pedophiles gather to discuss
their urges, lament what they perceive as their persecution, and ask about how others interact
with children.? The forum does not feature photos of children.

The keyword search determined that a folder named “baby anal — Google Search_Files” was
created under the user name_. This folder contained a web page with images
from the web search “baby anal.” The images consisted of various infants clothed and in diapers.
The analysis could not conclusively determine whether any relevant videos were accessed or
viewed on the laptop, but web content did provide evidence of potential media activity. The web
activity revealed images of pre-pubescent girls and multiple images of a sex product sold by
AliExpress titled “3D 100% Silicone LifeLike Loli Small Love Doll”. A complete report of DCFU
findings was provided to OIG agents (Exhibit F).

On February 5, 2020, GSA OIG agents interviewed at. residence in Mount Pleasant, South
Carolina. Agents identified themselves and provided a Garrity warning statement advising
-( of.brights (Exhibit G). voluntarily signed the Garrity warning statement and agreed to
answer agents’ questions. confirmed |l worked from. residence and rarely traveled for
official business (Exhibit H). GSA provided all electronic equipment necessary to perform.
duties. When. did travel,- used a personally owned Wi-Fi device to connect to the GSA
network if a public network was not available. - reported having no concerns with. home
Internet security protocols, no reported instances of external penetration of.bnetwork, and
further confirmed. government-issued equipment is password protected, and access to.
government-issued equipment is restricted to only- - was familiar with GSA’s Limited
Personal Use policy, 7800.11A, and stated. knew where the policy was located. - denied
using. GSA equipment to attempt to access either adult or child pornographic sites (Exhibit I).

Prior to- interview, GSA OIG agents coordinated with the Mount Pleasant Police
Department (MPPD) regarding the child pornography allegation. Following the interview, MPPD
executed a search warrant of- residence. MPPD detectives seized numerous electronic

1 8chan, now called 8kun, Infinitechan or Infinitychan, is a website composed of user-created images and
message boards. The site has been linked to white supremacism, neo-Nazism, the alt-right, racism and anti-
Semitism, hate crimes, and multiple mass shootings. The site is also known for its role as a forum for child
pornography; as a result, it was filtered out from Google Search in August 2015.

2 Dale, Brady. 8Chan Kicked Out of Google Search Results. 14 August 2015.
https://observer.com/2015/08/google-blocks-8chan-from-search/




devices, including- government-issued laptop and cellular phone. MPPD subsequently
reported that their analysis of- electronic devices and media did not reveal any illegal
images or activity. MPPD has not provided a report of their findings to the OIG.

On February 6, 2020, MPPD provided GSA OIG agents with- government-issued mobile
phone and .hreplacement laptop computer. DCFU analysts processed the seized equipment,
described as a Samsung Galaxy S7 and Dell Latitude — Model 7490 laptop, Service Tag#:-

DCFU'’s forensic analysis of- replacement laptop concluded that Windows was installed and
configured on May 28, 2019, and it appeared that the user folders for_ were copied
onto the replacement laptop from the laptop that GSA IT had previously retrieved from-
DCFU found no additional evidence of images or search terms related to adult or child pornography
on the replacement laptop besides the materials they had already discovered in their previous
analysis of- original laptop. Additionally, analysis of- government-issued mobile
phone did not identify any material relevant to this investigation. A complete report of DCFU
findings was provided to GSA OIG agents (Exhibit J).

On May 6, 2020, OIG agents conducted a video conferencing/telephonic interview with
(Exhibit J). confirmed the network shared drive file path

” was a drive
created and used to save work product and back-up work files. did not recall the
sexually explicit image identified in Exhibit E, nor did. know how the image ended up on .b
network drive. - accepted responsibility and stated il did not remember searching for or
saving the sexually explicit image.. further stated it wa&

responsibility to ensure
equipment was not used improperly, and. failed .bfiduciary duty. - confirmed|(was the
only user who had access to
associated with. profile,

government-issued equipment and said if the material was
must have performed the actions.

said. did not recall searching the terms associated with child pornography. Agents asked
to explain. use of the search query “8chan” in addition to the term “young Iove.”-
stated 8chan hosted conspiracy theory material and. did visit the site in search of conspiracy
related material. insisted. did not remember typing in the terms associated with child
pornography and |l apologized.

Agents showed the images recovered from . deleted files cache of two pre-pubescent girls
and a sex product (Exhibit J).- said. did not recall seeing the images and did not know how
they ended up on. government-issued equipment.- insisted. did not recognize the young
girls and did not know how they ended up on. government-issued equipment. . again
accepted responsibility stating. was negligent and failed in. responsibility as a government
employee.

Agents asked- why. failed to repo? guestionable Internet activity when interviewed on

February 5, 2020, at. residence by SA’s and -- apologized and stated. was
distracted with month-end responsibilities and other work related things. . said. should have

been upfront and honest when asked about. Internet activity.



Based on the above, our investigation determined that stored a sexually explicit image on
the GSA network shared drive, and on multiple occasiorﬂused .hgovernment-issued
equipment to query the Internet using terms associated with child pornography. In doing so,-
violated GSA Order 2104.1A CIO, IT Rules of Behavior, GSA Order 7800.11A ADM, Personal Use of
Agency Office Equipment, and5 C.F.R § 2635.704, Use of Government Property. Additionally,
- actions may have violated GSA Order HRM 9751.1, Penalty Guide Table 2, #8, Misconduct
whether or not in violation of a criminal statute.

PERMISSIBLE USE

You are advised that this report is from a system of records known as GSA/ADM 24, Investigation
Case Files, which is subject to the provisions of the Privacy Act of 1974. Consequently, this report
must be handled in accordance with the WARNING! page behind the cover.

We request you furnish the results of your final action in this matter by executing the attached
Disposition Report. Please return the Disposition Report within 30 days of management’s final
action.

Should you have any questions or require additional information, please telephone me at (202)

B
EXHIBITS
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GSA IT Incident -

A

B

C

D. Image “2805478_200x150.jpg”
E. Image Properties

F. DCFU Report, dated June 19, 2019

G. Garrity Warning Statement

H. - Memorandum of Interview — February 5, 2020
I. DCFU Report, dated March 12, 2020

J. - Memorandum of Interview - May 6, 2020
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U.S. GENERAL SERVICES ADMINISTRATION
Office of Inspector General

November 30, 2020

MEMORANDUM FOR THE FILE

FrOM: (6.0 ()}
SPECIAL AGENT O Q
SUBJECT: CASE CLOSING MEMORANDUM

, GSA Region 2 — Suspicious Financial
Transactions / Undeclared Business Interest

File Number: 118200064

This memorandum presents the findings of our investigation. No further actions or referrals are
necessary to close this matter.

On June 4, 2018, the U.S. General Services Administration (GSA), Office of Inspector General
(01G), Office of Investigations (JI), New York Field Office (JI-2), received information, developed
from a confidential source, regarding , Associate Assistant Commissioner,
GSA, Public Building Services, a senior GSA Headquarters employee who worked virtually from
.hresidence located in New York, NY. According to the information received,- had
engaged in numerous suspicious financial transactions among several institutions indicative of
money laundering. A subsequent investigation found that was operating a very
active and potentially illegal online poker business, called Busted Straight Blues (BSB), while
employed virtually with GSA. Additionally, it was determined that- omitted .
involvement with BSB on. 2018 OGE Form 450 filed with GSA on February 27, 2018, as well
as. most recent SF-85P — Questionnaire for Public Trust Position form, certified to on August
20, 2018, pursuant. GSA background reinvestigation.

OnJuly 9, 2018, Homeland Security Investigations, El Dorado Task Force/Digital illicit Finance
Group, joined the case.

On September 6, 2018, the case was accepted by United State Attorney’s Office, Southern
Districts of New York (USAO/SDNY) for criminal prosecution. During the course of the
investigation, the investigative team

The evidence gathered identified over a dozen Google email addresses that were used by

New York Field Investigations Office (JI-2)
26 Federal Plaza, Room “New York, NY 10278
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- to further enable electronic money transfers to and communicate with conspirators,
associates, and customers of the business.

On September 15, 2018- unexpectedly resigned from GSA. USAO/SDNY was notified
of this information and decided to keep their investigation open, despite- no longer
being a federal employee.

On July 24, 2019, JI-2 executed an email search warrant of multiple Google email addresses
controlled by- The warrants returned a trove of information regarding the business,
as well as potential conspirators including_, an Assistant District Attorney in New
York City.

On August 29, 2019, JI-2 participated in a conference call with USAO/SDNY, USAO/Western
District of Missouri (WDMO), and IRS-CID, Springfield MO.

After consulation, USAO/SDNY declined the opportunity and decided
to close their investigation to deconflict due to: (1) waning interest since
longer a government employee; (2) USAO/WDMO was interested in

. USAO/WDMO
recommended that JI-2 keep the investigation open at the time since JI-2’s work product was
being used as core evidence to

Due to current JI-2 staffing levels and minimal nexus considerations, the case will be closed,

26 Federal Plaza, Room -CNew York, NY 10278
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This investigation is closed.
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U.S. GENERAL SERVICES ADMINISTRATION
Office of Inspector General

December 17, 2020

CLOSING MEMORANDUM

FROM:
Director, Intelligence Division (JI-I)

SUBJECT: Closing Memo to File
NCR PBS Use of Schedule A Hiring Authority
Case Number: Z18H00195

In August 2017, JI-l received an email from q Washington Area
Operations Center, Office of Human Resources Management (OHRM) with an attached
management inquiry report on Schedule A hiring authority practices within the Public Building
Service (PBS) National Capital Region (NCR). Schedule A streamlines the hiring process for
persons with disabilities and the authority can be utilized to noncompetitively appoint people
with disabilities to federal jobs. The report stated PBS NCR hired 21 individuals using the
Schedule A appointment authority since FY15, and there were several irregularities and

concerns with family members being hired.

JI-I reviewed information and created an organization chart that highlighted potential relatives
among staff.

JE initiated an evaluation of PBS NCR hiring practices in December 2017. JI-I kept this Z-case
open to provide any assistance.

On December 17, 2020, JE sent a memorandum to Darren Blue, Regional Commissioner, PBS
NCR stating they were terminating their evaluation since OHRM has conducted internal reviews
and implemented corrective actions to address their findings, most of which were initiated after

the evaluation commenced. Therefore, this case is being closed.

Office of Investigations (JI-I)
1800 F Street NW, Washington, DC 20405
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Office of Inspector General
Pacific Rim Regional Office of Investigations
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November 19, 2020

MEMORANDUM FOR: TO FILE

FROM:
SPECIAL AGENT in CHARGE (JI-9)

SUBJECT: Case Closing Memorandum

Case Title ISR - Hotline Complaint — Reno, NV
Case File Number — Z20H00004

This memorandum presents the findings of our investigation.

On October 9, 2020, the GSA Hotline received a complaint that GSA*
— was directing the award of contracts to Green Diamond Landscaping. The
complainant advised contract was cancelled and replaced by Green Diamond Landscaping
based on false allegations of poor work performance.

On October 19, 2020 , was interviewed via
telephone. a landscape business that had been providing snow removal and
landscape maintenance at three federal buildings (DEA, VA, and Social Security) in Reno,
Nevada as a subcontractor of VRG Management Services for approximately 8-10 years. VRG
Management Services operates out of Colorado and recently hired MTM Reno as a
subcontractor to manage the federal buildings previously mentioned. According to -CMTM

Reno sent on email to VRG Management Services stating that a GSA employee complained
about work performance. contactec#), the GSA buildin
manager about the allegation. was polite but denied making the allegation. i

encouraged not to pursue holding onto the contract. state;d that many of the tenants
were upset wit termination because they were happy with il work. qvencouraged
the tenants to write emails to VRG Management Services. Green Diamond Landscaping was

subsequently hired to replace

On November 9, 2020 the Reporting Agent interviewed m) via telephone
pursuant to information obtained from the Hotline Complaint. The purpose of the interview was
to discuss the allegations regarding company being replaced based on false allegations

of poor work performance. According to the Social Security Office in Reno, NV
became unhappy with the Iandscai)e maintenance work performed by- company.

stated that the other facilities company also provided landscape maintenance work were
not great either. There were a lot of grass areas and plants dying. took pictures and
decided to change companies. The decision to change landscape companies was nothing
personal against

- FOR-OF G AL SE-ONEY--
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On November 16, 2020 the Reporting Agent interviewed “), GSA
Building Manager in Reno, NV. complained to MTM Reno about the dying lawn at the
Social Security Building. was advised that they were already aware of the issues and

were going to replace the current landscaping company, Hess Family Landscaping. Green
Diamond Landscaping was brought in to replace Hess. The decision to use Green Diamond

Landscaping came from either VRG or MTM Reno. * believes that Green Diamond
Landscaping was already doing work at the federal courthouse and that may have been why
VRG or MTM Reno decided to use them.

The Reporting Agent requested and received E GSA email from January 1, 2020
through October 20, 2020. A review of the emaills by the Reporting Agent revealed no evidence
to substantiate the complainant’s allegations.

Reporting Agent did not identify any evidence to support the hotline complaint. This
investigation is closed.
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On April 21, 2020, prior to JI-9 joining the investigation, members of the DOJ, USAO-SDCA and
the Investigative Team, telephonically interviewed Bevilagua. On April 22, 2020, prior to JI-9
joining the case, members of the DOJ, USAO-SDCA and the Investigative Team, telephonically
interviewed Gist. During both interviews, Bevilaqua and Gist discussed their history with the
Defendants, and also elaborated on the allegations in their qui tam complaint.

The USAO-SDCA declined the case because the allegations did not reach the level of fraud and
they were expected to be resolved administratively. On November 10, 2020, the U.S. District
Court Southern District of California issued a court order of the U.S.’ notice of election to decline
intervention.

No further investigation of this matter will be conducted by JI-9, and the case will be closed.
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