
 
 
 
 
 
 

 
 
 
 
 

Description of document: Title Page, Table of Contents and List of References for US 
Army Criminal Investigation Command (CID)  
Regulation 195-1, 2001 

 
Requested date: 2005 
 
Released date: 2006 
 
Posted date: 15-October-2012 
 
Source of document: Freedom of Information Act Request 

US Army Crime Records Center 
ATTN: CICR-FP 
Russell Knox Building  
27130 Telegraph Road 
Quantico, VA 22134-2253 
Fax: 571-305-4154 
Email: usarmy.belvoir.usacidc.mail.crcfoiapa@mail.mil 

 
 
 
 
 
 
 
 
 
The governmentattic.org web site (“the site”) is noncommercial and free to the public.  The site and materials 
made available on the site, such as this file, are for reference only.  The governmentattic.org web site and its 
principals have made every effort to make this information as complete and as accurate as possible, however, 
there may be mistakes and omissions, both typographical and in content.  The governmentattic.org web site and 
its principals shall have neither liability nor responsibility to any person or entity with respect to any loss or 
damage caused, or alleged to have been caused, directly or indirectly, by the information provided on the 
governmentattic.org web site or in this file.  The public records published on the site were obtained from 
government agencies using proper legal channels.  Each document is identified as to the source.  Any concerns 
about the contents of the site should be directed to the agency originating the document in 
question.  GovernmentAttic.org is not responsible for the contents of documents published on the website. 

mailto:usarmy.belvoir.usacidc.mail.crcfoiapa@mail.mil?subject=FOIA%20Request


CID REGULATION 195-1 

CRIMINAL INVESTIGATION 

OPERATIONAL PROCEDURES 

U.S. ARMY CRIMINAL INVESTIGATION COMMAND 
1 JANUARY 2001 

1 



Title: Criminal Investigation Operational Procedures 
Authors: U.S. Army Criminal Investigation Command 
Document Number: CID Regulation 195-1 
Build Date: 1 January 2001 Version: 2.0 

Table of Contents 

COVER 
TITLE PAGE 
DISTRIBUTION 
CONTENTS 
GLOSSARY 
SEARCH 

CHAPTER 1: 

1-1 
1-2 
1-3 
1-4 

CHAPTER 2: 

2-1 
2-2 
2-3 
2-4 
2-5 
2-6 
2-7 
2-8 
2-9 

CHAPTER 3: 

Section I. Authority 

Book Cover 
Title Page 
Distribution 
Table of Contents 
Abbreviations and Acronyms Terms 

Search CIDR 195-1 

General Information 

Purpose 
Policies 
Overseas operations 
Exceptions to policy 

USACIDC Authority and Responsibility 

General 
Authority within the United States 
Authority outside the United States 
Determination and acceptance of responsibility 
Assumption of responsibility by higher headquarters 
Investigations involving Army Reserve components 
Investigations involving Army National Guard 
Violations by U.S. Army Recruiting Command (USAREC) personnel 

Investigations involving the U.S. Army Corps of Engineers (USAGE) 

Special Agents 

3-1 Authority 
3-2 Authority to administer oaths 
3-3 Civilian special agents 



3-4 
3-5 
3-6 

Authority to apprehend/detain 
Authority to search and seize/serve warrants of attachment 
Authority to use and bear arms 

Section II. Covert Operations 
3-7 Prior approval required 
3-8 Assumed military role 

3-9 Obtaining identification cards and ration control documents for covert 
special agents 

3-10 Obtaining operational nicknames 

Section Ill. Dress and Disclosure of Grade 
3-11 Civilian clothing and non-standard appearance 
3-12 Military clothing 
3-13 Disclosure of grade 

Section IV. Billeting, Travel and Conduct 
3-14 Billets and messes 
3-15 

3-16 
3-17 

CHAPTER 4: 

Section I. General 
4-1 
4-2 
4-3 
4-4 

Freedom of movement 
Safeguarding weapons and equipment during travel 
Standards of conduct 

Administration of Investigations 

Purpose 
Scope 
Extent 
Limitation of investigative effort 

Section II. Receipt and Development of Complaints 
4-5 Receipt and development of complaints 
4-6 Monitorship of investigations 

Section Ill. Preliminary Investigations and Initiation of Criminal Investigations 
4-7 Purpose and procedures of preliminary investigations 
4-8 Results of preliminary investigations 
4-9 Procedures for criminal investigations 

Section IV. Referred, Joint, and Collateral Criminal Investigations 
4-1 0 Referral of investigation 
4-11 Classified or sensitive programs 

3 



4-12 
4-13 
4-14 
4-15 

Joint investigations 
Collateral investigations 
Coordination of investigations with the FBI 
Documentation of Department of Justice declination to prosecute 

Section V. Termination of Investigations 
4-16 Early/immediate case closure 
4-17 Termination of Reports of Investigations (ROI) 

Section VI. Military Police Reports 
4-18 Preparation 
4-19 USACIDC use 

Section VII. Special Considerations 
4-20 Fugitive deserter ROI 
4-21 Evidence in a fugitive deserter ROI 
4-22 Return of fugitive deserters to U.S. Army control 
4-23 Reopening Final (D) ROI 

4-24 

4-25 
4-26 

4-27 

4-28 
4-29 
4-30 
4-31 
4-32 
4-33 
4-34 
4-35 
4-36 
4-37 
4-38 
4-39 
4-40 
4-41 
4-42 

4-43 

4-44 

ROI involving units participating in selected field training exercises 
(FTXs) and contingency operations 
Sensitive investigations 
Inspector General reports 
Requests for information/records from the National Personnel Records 
Center 
Criminal investigative suPQQ11_for suspension and debarment 
Violations by USAREC personnel 
Violations by health care providers 
Internal Revenue Service (IRS) 
Military Intelligence (MI) coordination 
United States Secret Service (USSS) 
Support by United States Marshals Service (USMS) 
Postal investigations 
Investigative support to Defense Protective Service (DPS) 
Centralized Accident Investigation Ground (CAIG) program 
The Defense Investigative Management Information System (DIMIS) 
Reporting of significant economic crime (EC) cases 
Initiation of ROis in Deployment Situations 
Reporting positive command-directed urinalysis test results 
Processing of USAR Personnel for Positive Urinalysis Results 
Procedures involving incidents of obtaining services (telephone 
services) under false pretenses 
Intelligence Related Investigations 



4-45 
4-46 

CHAPTER 5: 

U.S. Soldiers• and Airmen•s Home 
Hate Crimes Investigations 

Conduct of Criminal Investigations 

Section I. Conduct of Criminal Investigations 
5-1 Interviews 
5-2 
5-3 
5-4 
5-5 
5-6 
5-7 
5-8 
5-9 
5-10 
5-11 
5-12 
5-13 
5-14 
5-15 
5-16 
5-17 
5-18 
5-19 
5-20 
5-21 
5-22 
5-23 
5-24 
5-25 
5-26 

5-27 
5-28 
5-29 
5-30 
5-31 
5-32 

Interrogations 
Interrogation Procedures 
Special interviews/interrogations 
Victim/witness assistance 
Written statements 
Verbal statements 
Certificates 
Medical records/medical information 
Photography/photocopied evidence 
Crime scene and evidence processing 
Photographing persons 
Fingerprinting persons 
Submission of fingerprint cards {FD-249/R-84) to the FBI 
Identification photograph files (mug files) 
Line-ups 
CID wanted poster 
Controlled substances 
Bomb threats 
Hostage situations 
Death investigations 
Missing persons 
Reporting of casualties during operations other than war 
Supervisory considerations for death investigations 
Adult private consensual sexual misconduct 
Self-confessed offenders 
Terrorism and major disruption 
U.S. Government owned weapons 
Coordination with Staff Judge Advocate {SJA) 
Provost marshal coordination 
Other coordination 
Briefing installation commanders and senior personnel 

Section II. Special Investigative Assistance 
5-33 General 



5-34 

5-35 

5-36 
5-37 
5-38 
5-39 

Polygraph 
Intercept of wire and oral communications for law enforcement 
purposes 
National Crime Information Center (NCIC) 
USACRC records checks 
FBI records checks 
The Violent Criminal Apprehension Program (VI CAP) 

Section Ill. Authorizations, Warrants, Complaints, Subpoenas and Summonses 
5-40 Military 
5-41 Federal 
5-42 
5-43 

5-44 

Other civilian warrants 
Financial records of private persons 
Obtaining information from the U.S. Customs Service on monetary 
transactions under the Bank Secrecy Act 

Section IV. Federal Grand Jury Proceedings 
5-45 General 
5-46 
5-47 
5-48 
5-49 
5-50 
5-51 
5-52 
5-53 
5-54 
5-55 

Grand jury functions 
Matters occurring before the grand jury 
Use of grand jury material in civil proceedings 
Access list 
Security and accountability of grand jury materials 
Grand jury subpoenas 
Transmission of grand jury material 
Grand jury material in reports of investigation 
Storage at Crime Records Center 
Disposition of grand jury material 

Section V. Release of Information 
5-56 Media relations 
5-57 Public Website Administration 
5-58 Public Appearances and Presentation by USACIDC Personnel 
5-59 Procedures for release of information 

Section VI. Risk Management 
5-60 General 
5-61 
5-62 
5-63 
5-64 

Objectives 
Approval levels 
Reducing risk levels 
Case file documentation 



Section VII. Violation of Rules of Engagement by USACIDC Personnel During 
Operations Other than War 
5-65 General 

CHAPTER 6: ROI Management/Management Control 

Section I. Documentation and Control Numbers 
6-1 Documentation 
6-2 
6-3 
6-4 

Sequence numbers 
Report of Investigation (ROI) numbers 
Offense code 

Section II. CID Action Record 
6-5 Requirement 
6-6 Preparation 
6-7 Use 
6-8 Completion 

Section Ill. CID Case Folder 
6-9 Requirement 
6-10 Filing 
6-11 
6-12 
6-13 

Preparation 
Release of case folder 
Case file storage 

Section IV. Consolidated Complaint/Case Log 
6-14 Purpose 
6-15 Requirement 
6-16 Preparation 

Section V. ROI Management 
6-17 General 
6-18 

6-19 
6-20 
6-21 

Case status board 
Investigative plans 
Case review 
Quality control procedures 

Section VI. Management Control 
6-22 Law Enforcement Availability Pay (LEAPl 
6-23 Sex Crimes/Child Abuse Monitorship 

CHAPTER 7: Investigative Reports 
I"'< 
( 



Section I. General 
7-1 
7-2 

7-3 

Purpose 
Classification of USACIDC reports 

Preparation 

Section II. Categorization of Subjects, Victims, Investigations, and Offenses 
7-4 Subjects 
7-5 
7-6 
7-7 
7-8 
7-9 

Victims 
Investigations and offenses 
Exceptions 
Lesser related offenses 
Lesser related offenses perpetrated by a listed subject 

Section Ill. Serious or Sensitive Incident (SSI) Reports 
7-10 SSI reporting criteria 
7-11 SSI preparation and dispatch 

Section IV. Types of Investigative Reports 
7-12 Initial ROI 
7-13 
7-14 
7-15 
7-16 
7-17 
7-18 
7-19 
7-20 
7-21 
7-22 

Status ROI 
Final ROI 
Initial/Final ROI 
Interim ROI 
Supplemental ROI 
Reopened investigations 
Corrected ROI 
Referred ROI 
Collateral ROI 
Joint ROI 

Section V. Agent's Investigative Report (AIR) 
7-23 Purpose 
7-24 

Section VI. 
7-25 

7-26 
7-27 
7-28 
7-29 
7-30 

Preparation 

Internal USACIDC Reports 
Request for assistance (RFA) 
Information report 
Agent's Activity Summary (AAS). CID Form 28 
Interview worksheet (CID Form 44) 
Crime Records Data Reference Card (DA Form 2804) 
Criminal Intelligence Report (CID Form 97) 

8 



7-31 

7-32 

7-33 

Figures 
7-1 
7-2 
7-3 
7-4 
7-5 
7-6 

7-7 
7-8 
7-9 
7-10 
7-11 
7-12 

7-13 

7-14 
7-15 

Document Cover Sheet (CID Form 14) 
Commander's Report of Disciplinary or Administrative Action Taken (DA 
Form 4833) 
Workload (work-hour) reporting 

Initial Report Format 
Status Report Format 
Final Report Format 
Interim Report Memorandum 
1st Supplemental Report Format 
2nd Supplemental Report Format 
Agent's Investigative Report (Non-Form) 
Agent's Investigative Report (Form) 
Agent's Investigative Report (Form) 
Agent's Activity Summary 
Internal USACIDC Memorandum for Record 
CID Form 14, Document Cover Sheet 
DA Form 4833, Commander's Report of Disciplinary or Administrative 
Action 
Action Commander's Memorandum of Transmittal (MOT) 
Initial/Final ROI 

CHAPTER 8: Distribution 

Section I. General 
8-1 General 
8-2 Variances 

Section II. Routine Distribution of ROI 
8-3 General 
8-4 
8-5 
8-6 

8-7 
8-8 

Original 
File copy 
Intermediate USACIDC headquarters 
Other USACIDC elements 
Provost marshal 

Section Ill. Identified Subject 
8-9 General 
8-10 
8-11 
8-12 

Supported commander/supervisor 
Staff judge advocate (SJA) 
USAREC LNO 



8-13 
8-14 

Transients 
Fugitive deserters 

Section IV. Additional Distribution of Final, Collateral and Supplemental ROI 
8-15 Death investigations 
8-16 Overseas support to U.S. Department of Justice (DOJ) 
8-17 Postal offenses 
8-18 
8-19 
8-20 
8-21 
8-22 
8-23 
8-24 
8-25 
8-26 
8-27 
8-28 
8-29 
8-30 
8-31 
8-32 
8-33 
8-34 
8-35 
8-36 

Internal Revenue Service {IRS) 
Counterfeit U.S. currency 
Appropriated funds 
U.S. Army commissaries 
Non-appropriated funds 
Child sexual abuse in DoD-sanctioned activities 
Department of Defense Education Activity {DoDEA) 
Significant cases of fraud and corruption 
Depot Systems Command {DESCOM) 
Defense Logistics Agency (DLA) 
Army and Air Force Exchange Service (AAFES) 
U.S. Army Corps of Engineers {USAGE) 
U.S. Army Materiel Command (AMC) 
U.S. Army Information Systems Command (ISC) 
Military Traffic Management Command {MTMC) 
U.S. Army Space and Missile Defense Command (USASMDC) 
U.S. Army Space Command (ARSPACE) 
ROis involving U.S. Army museums 
Offenses by commercial agents 

Section V. Serious or Sensitive Incident (SSI) Reports 
8-37 SSI only 
8-38 ROIISSI 

Section VI. Sensitive Information 
8-39 General 
8-40 
8-41 
8-42 

Senior personnel 
Compromise of investigative effort 
Classified and sensitive programs 

Section VII. Distribution of Crime Prevention Survey Reports (CPS) 
8-43 Normal distribution 
8-44 CPS reports distributed outside of USACIDC 

CHAPTER 9: Relationships Between CID and Military Police (MP) JO 



9-1 
9-2 
9-3 

9-4 
9-5 
9-6 
9-7 
9-8 
9-9 
9-10 
9-11 
9-12 

CHAPTER 10: 

Cooperation 
Working relationship and supervision 
Control in investigative situations 
Investigative activities of the CID and MP 
Memorandum of understanding (MOU) 
Investigative assistance 
Training 
Criminal intelligence 
Controlled substances 
Evidence 
Detention 
Drug suppression team (DST) member 

Economic Crime Program 

Section I. Economic Crime Program 
1 0-1 Mission 
1 0-2 DoD policies concerning economic crime investigations 

1 0-3 Jurisdiction 
10-4 
10-5 
10-6 
10-7 
10-8 
10-9 

Economic crime offenses 
Economic crime investigative responsibilities 
USACIDC management responsibilities 
Economic crime investigative procedures 
Criminal Investigation of Fraud Offenses 
Voluntary Disclosure Program 

10-10 

10-11 
10-12 
10-13 
10-14 
10-15 
10-16 

Coordination of investigations with the Defense Procurement Fraud Unit 
(DPFU) 
Program Fraud Civil Remedies Act 
Anti-Kickback matters 
Screening of major contract accounting fraud cases 
Screening and review procedures 
Referral to the DOJ or a U.S. Attorney's Office (USAO) 
Reporting of screened cases 

Section II. Developing and Implementing the Economic Crime Program 
1 0-17 General 
10-18 
10-19 
10-20 
10-21 
10-22 

The economic crime threat assessment (ECTA) 
The ECT A process 
Target analysis files (TAF) 
TAF scheduling 
Fraud awareness briefings (FAB) ]1 



10-23 
10-24 
10-25 

Special investigative operations 
LOGSEC oQerations in SUQQOrt of Army deQioyments and exercises 
Economic crime reference library 

Section Ill. The USACIDC CPS Program 
10-26 The Army crime Qrevention program 
10-27 USACIDC CPS Program 
10-28 Conducting CPSs of USAR, ROTC and ARNG facilhies 
10-29 PreQaration for conducting the CPS 
10-30 Initiation of the CPS 
10-31 
10-32 
10-33 
10-34 
10-35 
10-36 
10-37 
10-38 
10-39 
10-40 
10-41 

Entrance briefing 
Investigative activities resulting from the CPS 
Exit briefing 
CPS conducted by CID reserve special agents 
CPS reports 
Preparation of the CPS report 
Reporting results of corrective action 
Supplemental CPS reports 
Follow-up action 
Classification of CPS reports 
Release of information 

Section IV. Cost Avoidance Reporting in ROis and CPS Reports 
1 0-42 Cost avoidance computation 
10-43 Reporting criminal cost avoidance 

Section V. Personnel Requirements and Training 
10-44 Personnel and training 
10-45 Military economic crime supervisors 
10-46 Civilian education program 

CHAPTER 11: 

11-1 
11-2 
11-3 
11-4 
11-5 
11-6 
11-7 
11-8 
11-9 

Major Procurement Fraud Investigations 

General 
Major Procurement Fraud Unit (MPFU) structure and operations 
Major Qrocurement fraud investigations 
MPFU investigative purview 
MPFU management responsibilities 
MPFU field element operational procedures 
Receipt and development of cases 
MPFU joint investigative procedures 
Financial Crimes Enforcement Network (FinCEN) requests 



11-11 
11-12 
11-13 

CHAPTER 12: 

Qui Tam 
Major procurement fraud investigation reports 
U.S. Attorney case presentation 

Computer Related Crimes 

Section I. Computer Crime 
12-1 References 
12-2 

12-3 
12-4 
12-5 
12-6 

Definitions 
General responsibility 
Specific USACIDC responsibility 
Training 
Investigating computer intrusions 

Section II. Other Computer Crime Activity and Operational Guidance 
12-7 Field assistance to the Computer Crimes Investigative Unit (CCIU) 
12-8 Forensic analysis of computer evidence 

Figures 
12-1 

CHAPTER 13: 

Section I. General 
13-1 
13-2 
13-3 
13-4 

Computer Intrusion/Incident Checklist and Information Report 

Drug Suppression Program 

Purpose 
Responsibilities 
Policies 
Objectives 

Section II. Drug Suppression Operations 
13-5 General 
13-6 
13-7 
13-8 

13-9 

13-10 

13-11 

13-12 

13-13 

Levels of drug suppression operations 

Organization 
Department of Defense (DoD) affiliation in CONUS and OCONUS 
Drug suppression operations within the territorial jurisdiction of 
the United States 
Drug suppression operations outside the territorial jurisdiction of 
the United States 
Military Police drug suppression activities 
USACIDC procedures for monitoring MP drug suppression 
activities and/or assuming investigative jurisdiction 
Field test analysis of suspected controlled substances 

1 •) 
. .L ~) 



13-14 
13-15 

13-16 

13-17 
13-18 

13-19 

13-20 
13-21 

13-22 

13-23 
13-24 

Investigation of deaths caused by drug overdose 
DoD assistance in drug interdiction and suppression 
Army Alcohol and Drug Abuse Prevention and Control 
Program (ADAPCP) 
Possession or distribution of controlled substances 
Controlled purchases. confidence buys, and fronting 
Use of controlled substances by special agents and 
personnel performing drug investigation duties 
Federal agencies involved in drug suppression activities 
Reports 
APO First Class Mail controlled substance seizure investigations 
(CONUS) 
Security of Army Post Office mail overseas (OCONUS) 
Seizure and forfeiture of vehicles 

Section Ill. USACIDC Drug Suppression Drug Survey Program 
13-25 General 
13-26 
13-27 
13-28 
13-29 
13-30 

Objectives 
Responsibilities 
Execution 
Reporting format 
Reporting requirements 

Section IV. Working with Other Investigative Agencies 
13-31 Coordination 
13-32 Responsibilities of federal agencies in drug suppression activities 

Section V. DoD Directive 5525.7 
13-33 Guidance 
13-34 Policy 
13-35 Approvals 
13-36 
13-37 
13-38 

Coordination 
Request for approval 
After-action reports 

Section VI. Seizure & Forfeiture of Vehicles 
13-39 General 
13-40 Authority of the DEA 
13-41 Policy 

Figures 
13-1 Controlled Substance Conversion Chart 



13-2 

CHAPTER 14: 

Section I. General 
14-1 
14-2 
14-3 

DST Standing Operating Procedure (Sample) 

USACIDC Source Program 

Purpose 
Explanation of terms 
Responsibilities 

Section II. Program Effectiveness 
14-4 General 
14-5 The USACIDC Source Program 
14-6 
14-7 
14-8 
14-9 
14-10 
14-11 
14-12 

Planning and goals for source operations 
Information sources 
Recruitment and utilization of registered sources 
Protection of source identity 
Transfer of sources 
Discontinued use of registered sources 
Restrictions governing information collection 

Section Ill. Records and File Management 
14-13 General 
14-14 The USACIDC Central Source Register 
14-15 CID element source files 
14-16 
14-17 

CHAPTER 15: 

15-1 
15-2 
15-3 
15-4 
15-5 
15-6 
15-7 
15-8 
15-9 
15-10 

CHAPTER 16: 

Source code number 
Source data card 

Protective Services 

Purpose 
Definitions 
Authority and responsibility 
Policy 
Support to government agencies 
Selection, training and conduct 
Funding 
Operational reporting 
PSU monthly field agent tasker 
Protective service security control room standing operating procedures 

Combating Terrorism Program 

.lJ 



16-1 
16-2 
16-3 

16-4 

16-5 

16-6 
16-7 
16-8 
16-9 

16-10 

16-11 

16-12 

16-13 

16-14 

CHAPTER 17: 

Section I. General 
17-1 

17-2 

General 
Purpose 
Scope 

U.S. Government and Army Policy for Combatting Terrorism (Extracted 
from AR 525-13) 
The Army Combatting Terrorism Program (CBTff) assigns the following 
responsibilities to the USACIDC 
Responsibilities 
Investigate terrorist acts 
Provide criminal intelligence related to terrorism 
Provide hostage negotiators 
Conduct Personal Security Vulnerability Assessments (PSVA) on Army 
leaders 
Personal security for senior Army leaders 
Planning considerations Terrorist Incident Report {TIR) (Extracted from 
AR 525-13 and modified for USACIDC use) 
Terrorist Threat Report (TTR) (Extracted from AR 525-13 and modified 
for USACIDC use) 
Terrorist Threat Report {TTR) (Extracted from AR 525-13 and modified 
for USACIDC use) 

Carrying, Using, Safeguarding and Qualifying with Weapons 

Purpose 
Responsibilities 

Section II. Authorization, Carrying, and Use of Weapons 
17-3 Authorization documentation 

17-4 

17-5 
17-6 
17-7 

17-8 

Responsibility for establishing procedures for the carrying and use of 
weapons 
Authorized and prohibited weapons and ammunition 
Policies governing the carrying of weapons 
Policies governing the carrying of weapons on commercial aircraft 

Policies governing the use of weapons 

Section Ill. Security of Weapons and Ammunition 
17-9 General 

Unit security 
Individual security 

17-10 
17-11 
17-12 Loss, theft. unlawful disposition or recovery of firearms and ammunition 

Section IV. Use of Holsters 
... 0 
I 1) . .L ..... _; 



17-13 
17-14 
17-15 

Authorization for use 
Exceptions to policy 
Loan of weapons and holsters 

Section V. Other Equipment 

17-16 Oleoresin Capsicum (Pepper) Spray 
17-17 Hollow-point Ammunition 

Section VI. Training and Qualification 
17-18 General 
17-19 
17-20 
17-21 

CHAPTER 18: 

Section I. General 
18-1 
18-2 
18-3 
18-4 
18-5 
18-6 

Weapons training 
Weapons qualification and sustainment 
Failure to qualify 

Criminal Intelligence Program 

Purpose 
Scope 
Objectives 
Policy 
Policy exception 
Responsibilities 

Section II. Criminal Intelligence Processing and Collection Planning 
18-7 General 
18-8 
18-9 

Intelligence processing 
Collection planning 

Section Ill. Criminal Intelligence Management 
18-10 General 
18-11 
18-12 
18-13 
18-14 
18-15 
18-16 

Records management 
Information collection 
Sources of information 
Essential elements of criminal intelligence (EECI) 
Intelligence reporting 
Criminal intelligence bulletin (CIB) 

Section IV. Automated Criminal Intelligence System 
18-17 General 
18-18 Automation implementation 
18-19 System description 1 ~ 

·-'-- ' 



Sample of Essential Elements of Criminal Intelligence (EECI) 
Criminal Alert Notice (CAN) Instructions and Sample 
Criminal Intelligence Report (CI R) Instructions and Format 
Criminal Intelligence Bulletin (CIB) Format 

Figures 
18-1 
18-2 
18-3 
18-4 
18-5 Financial Crimes Enforcement Network Research (FinCEN) Worksheet 

CHAPTER 19: 

Section I. General 
19-1 
19-2 
19-3 

Accreditation Review Procedures & Administration of 
the Criminal Investigation Accreditation File (CIAF) 

Purpose 
Policies 
Responsibilities 

Section II. Considerations 
19-4 Standards 

Section Ill. Elimination Procedures 
19-5 Investigations 
19-6 Commander's action 
19-7 
19-8 

Action concerning commander's recommendation 
Composition of the review board 

Section IV. ARB Procedures 
19-9 Duties of the president of the board 
19-1 0 Conduct of proceedings 
19-11 Conclusion of ARB proceedings 
19-12 Report of proceedings 
19-13 Final action 

Section V. Administration of the CIAF 
19-14 Purpose 
19-15 Custodian of the CIAF 
19-16 Control of the CIAF 
19-17 
19-18 
19-19 
19-20 
19-21 
19-22 

Access to and loan of the CIAF 
Initiation of the CIAF 
Use of the CIAF 
Documents authorized in the CIAF 
Forwarding of documents for inclusion in the CIAF 
Processing local or general memoranda _1 s 



19-23 
19-24 

Figure 
19-1 
19-2 
19-3 
19-4 

19-5(a) 

19-5(b) 

CHAPTER 20: 

Section I. General 
20-1 
20-2 
20-3 
20-4 

Record access procedures 
Challenging record contents 

Preparing a Memorandum for Inquiry 
Notice of Recommended Elimination 
Notice of Elimination from the CID Program 
Example of Probationary Report 

Preparing a Memorandum for Counseling, Admonition, Censure, and 
Reprimand (First Page) 
Preparing a Memorandum for Counseling, Admonition, Censure, and 
Reprimand (Second Page) 

CID Credentials, Identification Cards, Badges, Laboratory and 
Polygraph Certificates 

Purpose 
Explanation of terms 
Objectives 
Responsibilities 

Section II. 
20-5 

Issue, Eligibility and Procedures 

20-6 
20-7 
20-8 
20-9 
20-10 
20-11 
20-12 
20-13 
20-14 

Section Ill. Controls 

Issue of CID agent badges and credentials 
Issue of the CID special agent oath 
Issue of the supervisor badge and credentials 
Issue of the laboratory examiner badge and credentials 
Issue of the indigenous personnel identification card 
Issue of the laboratory examiner certificates 
Issue of the polygraph certificate 
Issue of the CID staff badge and credentials 
Issue of the CID generic credentials 
Issue of CID personnel sequence number 

20-15 Controls 
20-16 Loss, damage, or retirement 
20-17 Badge and credentials holder 

Figures 
20-1 
20-2 

Request for Issue of Supervisor Badge and Credentials 
Request for Laboratory Badge and Credentials 



20-3 
20-4 
20-5 

CHAPTER 21: 

Section I. General 
21-1 
21-2 
21-3 
21-4 

Request for Polygraph Certification 
Request for ClD Staff Credentials 

SamQie Credential Photos 

U.S. Army Crime Records Center: Records, Files and Freedom of 
Information/Privacy Act Functions 

Purpose 
Policy 
Responsibilities 
Exceptions to policy 

Section II. Management 
21-5 General 
21-6 
21-7 
21-8 
21-9 

Information disclosure accounting by USACIDC field elements 
Allocation of case numbers 
Accountability of reports of investigation 
Liaison activities 

Section Ill. Records Checks and File Procurement 
21-10 General 
21-11 
21-12 
21-13 

21-14 

21-15 
21-16 
21-17 
21-18 

Immediate action records/name checks 
Identification index 
Routine records/name checks 
Records checks in support of the U.S. Total Army Personnel Command 
(TAPC) activities, General Officers Management Office (GOMO), and 
Senior Executive Service (SES) personnel screenings 
Procurement of files 
Intelligence files procurement 
Use of the National Crime Information Center (NCIC) 
Computerized Criminal Histories (CCH) 

Section IV. The "CID Wanted" Deserter System 
21-19 General 
21-20 Crime Records Center procedures 

Section V. Referral of Criminal History Information Received from Other Investigative 
Agencies 
21-21 General 
21-22 Purpose 
21-23 Procedures 



Section VI. Defense Clearance and Investigations Index 
21-24 General 
21-25 Concept 
21-26 Control 
21-27 
21-28 
21-29 

Responsibilities 
DCII insertion/deletion procedures 
Release of information 

Section VII. Freedom of Information Act (FOIA) and Privacy Act (PA) Program 
21-30 General 
21-31 Policies 
21-32 Control 
21-33 
21-34 

CHAPTER 22: 
Section I. General 
22-1 
22-2 
22-3 

Responsibilities 
Procedures 

Criminalistics Program 

Scope 
Program objective 
Responsibilities 

Section II. The Criminalistics Program 
22-4 General 
22-5 
22-6 
22-7 
22-8 
22-9 

Personnel and training 
Personnel utilization 
Equipment and techniques approvals 
Funding 
USACIDC criminalistics committee 

Section Ill. Procedures 
22-10 General 
22-11 
22-12 
22-13 

CHAPTER 23: 

23-1 
23-2 
23-3 

Operational and training support 
Equipment acquisition and maintenance 
Development of new investigative techniques 

Verification of Information Acquired and Stored Pursuant to 
USACIDC Criminal Investigative Effort 

Purpose 
Applicability 
Policy 2] 



23-4 
23-5 
23-6 

23-7 

23-8 

CHAPTER 24: 

Section I. General 
24-1 
24-2 
24-3 

General 
Verification 
Report of prohibited information 
Consolidated report of inspection, Report Control Symbol (RCS) DD-A 
(A)-1118 
Responsibilities 

United States Army Criminal Investigation Laboratory 
(USACIL) Operation 

Purpose 
Organization and Mission 
Responsibilities 

Section II. Policies and Procedures 
24-4 General policy of operation 
24-5 Procedures for requesting support 
24-6 Evidence Submission Requirements 
24-7 Examiner accessions, training, and utilizations 

Section Ill. Internal Controls 
24-8 General 
24-9 

CHAPTER 25 

25.1 
25.2 
25.3 
25.4 
25.5 
25.6 
25.7 

Figures 
25-1 
25-2 
25-3 

APPENDIXES 

Areas of internal control 

USACIDC Intern Training Program 

Purpose 
Applicability 
Applicant Eligibility/ Acceptance 
Applicant Attachment 
Applicant Training 
Operational Restrictions for Interns. 
Documentation of Training. 

Application for CID Intern Training Program 
CID Intern Declaration of Understanding 
Completion of CID Intern Training Program 

A. Criminal Offense Codes 



B. Major Command Assignment Codes (MCAC) 
C. Hypnosis Policy 

D. Criminal Investigation Standards 
E. Liaison Program 
F. Reserved for later use 
G. DoD Hotline Program 
H. U.S. Army Audit Agency 
I. Defense Contract Audit Agency 
J. Presentations to Prosecutors 
K. Subpoena Documentation 
L. Suggested Guide for Preparing a MOU for Drug Suppression Operations 

M. A Guide to Source Handling 
N. Control Room Standard Operating Procedures 
0. Preparation of FD Form 249 and FBI/DOJ Form R-84 (Final Disposition Report) 

P. Daytime Practical Pistol Qualification Course 
Q. Nighttime Practical Pistol Sustainment Course 
R. Range Operations and Safety 
S. Internal and External Sources 
T. Crime Analysis 
U. Reference Publications 

23 



Title: Criminal Investigation Operational Procedures 
Authors: U.S. Army Criminal Investigation Command 
Document Number: CID Regulation 195-1 
Build Date: 1 January 2001 Version: 2.0 

AppendixU 
Reference Publications 

AR 1-4, 10 March 1986 
Employment of DA Resources in Support of the U.S. Secret Service 

AR 1-201,17 March 1993 
Army Inspection Policy 

AR 10-87,30 October 1992 
Major Army Commands in the Continental United States 

AR 11-2,1 August 1994 
Management Control 

AR 19-57 

AR 20-1,15 March 1994 
Inspector General Activities and Procedures 

AR 25-1,25 March 1997 
The Army Information Resources Management Program 

AR 25-30, 21 June 1999 
The Army Publishing and Printing Program 

AR 25-55, 1 November 1997 
The Department of the Army Freedom of Infonnation Act Program 

AR 25-400-2, 26 February 1993 
The Modern Army Record Keeping System 

AR 27-10,20 August 1999 
Military Justice 

AR 27-40, 19 September 1994 
Litigation 

AR 40-12,24 January 1992 
Quarantine Regulations of the Armed Forces 

AR40-2 24 



AR 40-31, 4 June 1993 
Armed Forces Institute of Pathology and Armed Forces Histopathology Centers 

AR 40-66, 3 May 1999 
Medical Record Administration and Health Care Documentation 

AR 70-1,15 December 1997 
Army Acquisition Policy 

AR 190-52 

AR 190-6,15 January 1982 
Obtaining Information from Financial Institutions 

AR 190-9, 24 July 1992 
Absentee Deserter Apprehension Program and Surrender of Military Personnel to Civilian Law 
Enforcement Agencies 

AR 190-11, 12 February 1998 
Physical Security of Arms, Ammunition, and Explosives 

AR 190-13,30 September 1993 
The Army Physical Security Program 

AR 190-14, 13 March 1993 
Carrying of Firearms and Use of Force for Law Enforcement and Security Duties 

AR 190-22, 1 January 1993 
Searches, Seizures, and Disposition Property 

AR 190-27, 28 May 1993 
Army Participation in the National Crime Information Center 

AR 190-29,1 March 1984 
Misdemeanors and Uniform Violation Notices Referred to U.S. Magistrates or District Courts 

AR 190-30,1 June 1978 
Military Police Investigations 

AR 190-41, 1 March 1994 
Customs Law Enforcement 

AR 190-45,30 September 1988 
Military Police Law Enforcement Reporting 

AR 190-48, 
Protection of Federal Witnesses on Active Army Installations 25 



AR 190-53, 3 November 1986 
Interception of Wire and Oral Communications for Law Enforcement Purposes With USACIDC 
Supplement 

AR 190-58, 22 March 1989 
Personal Security 

AR 195-1,12 August 1974 
Army Criminal Investigation Program 

AR 195-2, 30 October 1985 
Criminal Investigation Activities 

AR 195-3, 22 April 1987 
Acceptance, Accreditation, and Release of U.S. Army Criminal Investigation Command Personnel 

AR 195-4 
Use of Contingency Limitation .0015 Funds for Criminal Investigative Activities With USACIDC 
Supplement 

AR 195-5, 28 August 1992 
Evidence Procedures 

AR 195-6 
Department of the Army Polygraph Activities 

AR 195-7, 11 March 1985 
Criminal Investigation Support to the Army and Air Force Exchange Service 

AR 335-15,28 October 1986 
Management Information Control System 

AR 340-21, 5 July 1985 
The Army Privacy Program 

AR 350-1, 1 August 1981 
Army Training 

AR 350-30,10 December 1985 
Code of Conduct/Survival, Evasion, Resistance and Escape 

AR 360-5, 31 May 1989 
Public Information 

AR 360-81,20 October 1989 
Command Information Program 

AR 380-5, 25 February 1988 
Department of the Army Information Security Program 

AR 380-13 2G 



Acquisition and Storage of Information Concerning Non-Affiliated Persons and Organizations 

AR 380-19,27 February 1998 
Information Systems Security 

AR 380-67, 9 September 1988 
The Department of the Am1y Personnel Security Program 

AR 381-10, 1 July 1984 
U.S. Army Intelligence Activities 

AR 381-12,15 January 1993 
Subversion and Espionage Directed Against the U.S. Army (SAEDA) 

AR381-20 
U.S. Army Counterintelligence Activities 

AR 381-100 
U.S. Army Human Intelligence Collection Programs 

AR 385-40,1 November 1994 
Army Accident Investigation and Reporting 

AR 525-13 
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DA Pam 738-750,1 August 1994 
Functional Users Manual for the Army Maintenance Management System 
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Physical Security of Sensitive Conventional AA&E 

DoDM5505.4 
Defense Investigative Management Information System 
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DoDD 5040.2R (Rescinded) 

DoDD 5040.2, 11 Oct 85 
Visual Information (VI) 

DoDD 5040-3, 5 Dec 85 
DoD Joint Visual Information Services 
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Industrial Security Regulation 
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DoDD 5500.7 
Standards of Conduct 

DoDR 5500.7-R 
Joint Ethics Regulation 

DoDD 5525.7 
Implementation of the Memorandum of Understanding Between the Department of Justice and the 
Department of Defense Relating to the Investigation and Prosecution of Certain Crimes 

DoDD7050-5 
Coordination of Remedies for Fraud and Corruption Related to Procurement Activities 

DoDI 5240.4 
Reporting of Counterintelligence and Criminal Violations 
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Microcomputers, Microcomputers Policies, Procedures and Standards 
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Polygraph Activities 
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