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AR 381-12, 15 January 1993
Subversion and Espionage Directed Against the U.S. Army (SAEDA)

AR 381-20
U.S. Army Counterintelligence Activities

AR 381-100
U.S. Army Human Intelligence Collection Programs

AR 385-40, 1 November 1994
Army Accident Investigation and Reporting

AR 525-13

AR 5-9, 16 October 1998
Area Support Responsibilities

AR 530-1, 15 Oct 95
Operations Security

AR 600-8

AR 600-8-1, 20 October 1994
Army Casualty Operations/Assistance/Insurance

AR 600-8-24, 21 July 1995
Officer Transfers and Discharges

AR 600-63, 17 November 1987
Army Health Promotion

AR 600-85, 11 September 1995
Alcohol and Drug Abuse Prevention and Control Program
AR 600-9, 1 September 1986
The Army Weight Control Program

AR 621-108, 3 March 1992
Military Personnel Requirements for Civilian Education
AR 635-200, 26 June 1996
Enlisted Personnel

AR 710-2, 31 October 1997
Inventory Management Supply Policy Below the Wholesale Level

AR 735-5, 31 January 1998
Policies and Procedures for Property Accountability

AR 930-5, 19 November 1969
American National Red Cross Service Program and Army Utilization

DA Pam 25-51, 30 April 1999
The Army Privacy Program-System Notices and Exemption Rules

DA Pam 351-4, 31 October 1995
Army Formal Schools Catalog

DA Pam 710-2-1, 31 December 1997
Using Unit Supply System (Manual Procedures)

DA Pam 738-750, 1 August 1994
Functional Users Manual for the Army Maintenance Management System

DoD 0-2000.12-H
Protection of DoD Personnel and Activities Against Acts of Terrorism and Political Turbulence

DoDM 4525.6M
DoD Postal Manual (Volume 1 and Volume 2)

DoDM 5100.76M
Physical Security of Sensitive Conventional AA&E

DoDM 5505.4
Defense Investigative Management Information System

DoDD 5040-1 (Rescinded)

DoDD 5040.2R (Rescinded)

DoDD 5040.2, 11 Oct 85
Visual Information (VI)

DoDD 5040-3, 5 Dec 85
DoD Joint Visual Information Services

DoDD 5220.22
Industrial Security Regulation

DoDR 5220.22-R
Industrial Security Regulation
DoDD 5500.7
Standards of Conduct

DoDR 5500.7-R
Joint Ethics Regulation

DoDD 5525.7
Implementation of the Memorandum of Understanding Between the Department of Justice and the Department of Defense Relating to the Investigation and Prosecution of Certain Crimes

DoDD 7050-5
Coordination of Remedies for Fraud and Corruption Related to Procurement Activities

DoDI 5240.4
Reporting of Counterintelligence and Criminal Violations

DoDI 5505.7
Titling and Indexing of Subjects in Criminal Investigations in the Department of Defense

DoD Policy (Memorandum Number 5)
Criminal Drug Investigative Activities

MCM, 1 October 1998
Manual for Courts Martial

5 USC 552
Freedom of Information Act

5 USC 552a
Privacy Act

FM 19-20, 25 Nov 85
Law Enforcement Investigations

FM 21-20
Physical Fitness Training

FC 19-136
Protective Services

CIDR 10-1
USACIDC Command Structure

CIDR 10-2
USACIDC Organization and Functions

CIDR 1-201
Organizational Inspection Program

CIDR 25-1
Microcomputers, Microcomputers Policies, Procedures and Standards

**CIDR 70-1**
Evaluation and Acquisition of USACIDC Equipment

**CIDR 195-28**
Polygraph Activities

**CIDR 710-5**
Materiel Management System

**CIDR 385-1**

**CIDP 195-7**
Personal Security Assessment Briefings

**CIDP 190-53**
Electronic Surveillance

**CIDP 710-1**
USACIDC Catalog of Investigative Equipment

**CIDM 25-55**
Coordination of Freedom of Information and Privacy Act Requests which have Media Interest

**USC**
United States Code

**FRCP**
Federal Rules of Criminal Procedure